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1	Overall description
SA3 is discussing the following LSs from GSMA 5GMRR on requirements in 5GS roaming.
· S3-231717 / 5GMRR Doc 41_37r2: LS to 3GPP on GSMA requirements regarding intermediaries in the roaming ecosystem (Roaming Hub, IPX and RVAS Providers); 
· S3-231718 / 5GMRR Doc 41_38r2 LS response to 3GPP on IPX Requirements for 5GS Roaming; 
· S3-231719 / 5GMRR Doc 41_39r2 LS Roaming Value Added Service Requirements; 
· S3-231720 / 5GMRR Doc 41_40r4 LS with Roaming Hubbing requirements and LS response to 3GPP SA3 LS(S3-214456) on 5GS Roaming Hubbing; 
· S3-231721 / 5GMRR Doc 41_41r3 LS on GSMA 5GMRR Working Solution Assumption L-PRINS and Data Session Control). 
The following considerations are an initial view by SA3 to accommodate the SA plenary request, i.e. requesting the WGs addressed in the GSMA LSs to prepare input for a joint reply from TSG SA.
As the conversation between 5GMRR and SA3 regarding roaming hubs has been ongoing for quite some time already, SA3 assumes that this is the most relevant topic of 5GMRR, and would like to conclude on this as soon as possible, preferably in release 18.
However, it is unclear to SA3 whether and how the services requested by 5GMRR can be provided in a way that is compatible with the existing 5G architecture. 
SA3 interprets the roaming hub architecture proposed by 5GMRR as depicted in Figure 1.
[image: ]Figure 1
This proposed architecture calls for an intermediate mini-core proxying user plane and control plane, and interacting with visited and home networks, in this example for the purposes of a “user plane bandwidth control” service. Even without considering security on the inter-operator interconnect, the proposed architecture appears to be incompatible with the current 5G architecture, as it contains, for example, three SMFs for one connection.
An alternative approach without an apparent architectural impact to accommodate the GSMA requirements was discussed in a previous SA3 meeting [1]. This, however, was not pursued on the grounds that it would amount to an effective architectural change that should be aligned with SA2. Hence, this approach may be also taken into account, when SA2 is discussing the architectural impacts of the new service requirements.
SA3 asks SA2 to define a solution that allows to provide the additional services requested by 5GMRR. SA3 is open for this to be a collaborative effort between SA2 and SA3. SA3 will then work to provide a security solution.
SA3 would also like to ask SA1 whether they plan to document the service requirements to be supported by 5G for roaming as formulated by 5GMRR in the recent LSs (and in Rel-16 by GSMA) or whether SA2 and SA3 could proceed without SA1 being involved. So far, N32 security and roaming requirements have been handled between GSMA and 3GPP SA3 directly leading to the current e2e security roaming architecture.

2	Actions
To SA2: 
ACTION: 	SA3 kindly asks SA2 to provide a solution that supports GSMA requirements as communicated in the LSs above.
To SA1: 
ACTION: 	SA3 kindly asks SA1 whether they plan to document the service requirements to be supported by 5G for roaming or whether SA2 and SA3 could proceed without SA1 being involved.
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