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	Reason for change:
	In previous meeting (SA2#53), solution related to Edge Node Sharing was agreed in clause 8.18. 
However, the IE table enhancements of the existing procedures are missing. It is required to provide enhancements of the IE tables.

· As per clause 4.1.5.2 of East-Westbound Interface APIs (v2.0) from GSMA, 
· “federationContextId” is required to identify the existing federation relationship between Lead ECSP and partner ECSP.

· Further clause 2.1.3 of East-Westbound Interface APIs (v2.0) from GSMA, has following requirement.
“2.1.3 Federation Identifier
A federation identifier is a dynamically generated identifier created by the OP which receives the federation creation request from its partner OPs. Based on the prior information if the OP accepts the federation creation request, then the federation identifier is generated and returned to the requesting OP to represent the successful creation of the federation.
This federation identifier shall be included in all the subsequent E/WBI APIs invocations having operations associated to this federation.”

· Clause 8.5.3.2	EAS discovery request of TS 23.558, contains only “Serving MNO information” which does not identify federation relation between ECSPs.
· 3GPP is already working to align the 3GPP defined solution with GSMA requirements. 
· Based on requirement from GSMA, It is required for SA6 to add federation identifier in the request towards 
· Creattion of fedration identifier is out of scope of SA6 (e.g. it can be created by SA5).
· Editor’s note is already presnet in the TS 23.558 regarding security aspects to consider between ECSPs as follows.
Editor's note: The security aspect between ECS-ER (OP-B) and ECS-ER (OP-A) is FFS and needs to be studied by SA3.

	
	

	Summary of change:
	1) Updated EAS profile to include federation identifier, indication for restricted access and list of PLMN IDs
2) Updated IE table for EAS discovery request/response
3) Updated IE table for Retrieve EES request
4) Updated IE table for service provisioning response (used for Retrieve EES response).

	
	

	Consequences if not approved:
	ENS procedures will remain incomplete in Rel-18
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	Other comments:
	Related to KI#22 of TR 23.700-98

	
	

	This CR's revision history:
	Provided more details as why federation identifier is required in message exchange between ECSPs.
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* * * First Change * * * *
[bookmark: _Toc37791030][bookmark: _Toc42003995][bookmark: _Toc50584338][bookmark: _Toc50584682][bookmark: _Toc57673568][bookmark: _Toc131200782]8.5.3.3	EAS discovery response
Table 8.5.3.3-1 describes information elements for the EAS discovery response from the EES to the EEC.
Table 8.5.3.3-1: EAS discovery response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list (see NOTE 1, NOTE 3)
	O
	List of discovered EAS(s). Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	> Instantiable EAS Information
(see NOTE 1)
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not instantiated yet)

	>> Instantiation criteria (see NOTE 2)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.

	NOTE 1:	At least one of the IEs must be included in the Successful response.
NOTE 2:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".
NOTE 3: 	If EAS discovery is used for ENS scenario, discovered EAS list contains only those EASs which are allowed to be used by the subscribers of the serving MNO.
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