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	Other comments:
	


5.5.2
Default SIP message and other information elements
Editor's Note:  The following SIP messages do not currently contain parameters pertaining to security.  Edits for security aspects will be made for RAN5#77.
Editor's Note:  At the time of this submission, the format for the SIP message defaults was still ongoing.  Edits for formatting will be made for RAN5#77 if the agreed-upon formats differ than what is in this submission.
5.5.2.1
SIP ACK

	Derivation Path: TS 24.229 [16], Clause A.2.1.4.2, A.2.2.4.2; TS 34.229-1 [21], Clause A.2.7

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  Method
	ACK
	
	

	  Request-URI
	Same value as in request message
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	Same value as in request message
	
	

	  via-branch
	value starting with ‘z9hG4bk’
	
	

	Route
	
	Reference:

RFC 3261 [22]
	

	  route-param
	URIs of the Record-Route header sent to the UE in 183, 180 or 200 response (whichever response used for request message to be acknowledged and contained Record-Route header) in reverse order
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	The URI of the UE. 
	
	

	  tag
	local tag of the dialog ID (same as from-tag in the request message)
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	The URI of the SS
	
	

	  tag
	remote tag of the dialog ID (as chosen in an earlier response of the dialog)
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	Same value as in request message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	Same value as in request message
	
	

	  method
	ACK
	
	

	Max-Forwards
	
	
	

	  value
	Non-zero value
	
	

	Session-ID
	
	
	

	  sess-id
	Same value as in request message
	
	

	Content-Length
	
	Reference:

RFC 3261 [22]
	

	  value
	0
	
	


5.5.2.2
SIP BYE
	Derivation Path: TS 24.229 [16], Clause A.2.1.4.3, A.2.2.4.3; TS 34.229-1 [21], Clause A.2.8

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  Method
	BYE
	
	

	  Request-URI
	the URI of the MCPTT session identity to leave
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	The SS P-CSCF address and the SS server port
	
	

	  via-branch
	Value starting with ‘z9hG4bK’
	
	

	Route
	
	
	

	  route-param
	URIs of the Record-Route header response in reverse order
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	The URI of the UE
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	The URI of the SS
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	

	Session-ID
	
	
	

	  sess-id
	same value as in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	

	  method
	BYE
	
	

	Require
	
	Reference:

RFC 3261 [22]
RFC 3329
	

	  option-tag
	sec-agree
	
	

	Proxy-Require
	
	Reference:

RFC 3261 [22]
RFC 3329
	

	  option-tag
	sec-agree
	
	

	Max-Forwards
	
	Reference:

RFC 4028
	

	  value
	non-zero value
	
	

	P-Access-Network-Info
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	P-Asserted-Identity
	
	
	

	  addr-spec
	The URI of the UE
	
	

	Content-Length
	
	Reference:

RFC 3261 [22]
	

	  value
	0
	
	


5.5.2.3
SIP CANCEL
	FFS

	Derivation Path: TS 24.229 [16], Clause A.2.1.4.4, A.2.2.4.4; TS 34.229-1 [21], Clause A.2.15

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	CANCEL
	
	

	  Request-URI
	same value as in the INVITE being cancelled
	
	

	  SIP-Version
	SIP/2.0
	
	


5.5.2.4
SIP INFO

	FFS

	Derivation Path: TS 24.229 [16], Clause  A.2.1.4.6, A.2.2.4.6

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	INFO
	
	

	  Request-URI
	UE’s contact address in SIP URI form, as provided in the Contact header within the INVITE creating the dialog
	
	

	  SIP-Version
	SIP/2.0
	
	


5.5.2.5
SIP INVITE

	Derivation Path: TS 24.229 [16], Clause A.2.1.4.7, A.2.2.4.7; TS 34.229-1 [21], Clause A.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

TS 24.229 [16] 5.1.2A.1.3, 5.1.2A.1.5, 7.2A.10

24.379 [9]
	

	  Method
	INVITE
	
	

	  Request-URI
	the public service identity identifying the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22] 

RFC 3581
	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE
	
	

	  response-port
	rport
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Route
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr>
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	the URI of the UE
	
	

	  tag
	must be present
	
	

	To
	
	Reference:

RFC 3261 [22] 

RFC 5031
	

	  addr-spec
	the URI of the SS
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	value different to that in REGISTER message
	
	

	Session ID
	
	Reference:

RFC 3261 [22] 
	

	  sess-id
	value different to that in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	1 or random number
	
	

	  method
	INVITE
	
	

	Supported
	
	Reference:

RFC 3261 [22]
RFC 6442

RFC 4488

24.379 [9]
	

	  value
	timer
	
	

	Session Expires
	
	
	

	  value
	3600
	
	

	P-Early-Media
	
	Reference:

RFC 5009 
	

	  em-parm
	inactive
	
	

	Contact
	
	Reference:

24.379 [9]
RFC 3261 [22]
RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Max-Forwards
	
	Reference:

RFC 3261 [22] 
	

	  value
	non-zero value
	
	

	P-Access-Network-Info
	
	Reference:

RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	

	  media-range
	application/sdp, application/vnd.3gpp.mcptt-info+xml
	
	

	P-Preferred-Service
	
	Reference:

24.379 [9]
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Preferred-Identity
	
	Reference:

24.379 [9]
RFC 3325 
	

	  PPreferredID-value
	Contains the public user identity of the MCPTT user
	
	

	Recv-Info
	
	Reference:
	

	  Info-package-type
	g.3gpp.stat-and-event
	RFC 6086
	

	Accept-Contact
	
	Reference:

24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Answer-Mode
	
	
	

	  value
	Auto
	
	

	Resource-Priority
	
	
	

	  value
	Integer between 1 and 255
	
	

	Content-Type
	multipart/mixed;boundary="boundary1"
	Reference:

RFC 5621
	

	  Content-Length
	length of message body
	Reference:

RFC 3261 [22]
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229-1 [21]
24.379 [9]
24.380 [10]
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/sdp
	
	

	        session description protocol version (v)
	
	
	

	          v
	0
	
	

	        owner/creator (o)
	
	
	

	          username
	Username of client
	
	

	          sess-id
	Session ID number
	
	

	          sess-version
	Session version
	
	

	          media format
	IN
	
	

	          addrtype
	IP4 or IP6
	
	

	          address
	unicast address for UE
	
	

	        Session name (s)
	
	
	

	          session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	        connection information (c)
	
	
	

	          connection network type
	IN
	
	

	          connection network address type
	IP4 or IP6
	
	

	          connection address
	IP address
	
	

	        Bandwidth type (b)
	
	
	

	          b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	        time description (t)
	
	
	

	          start-time
	0
	
	

	          stop-time
	0
	
	

	        media description (m)
	
	
	

	          media type
	audio
	
	

	          media port
	port number
	
	

	          media protocol
	RTP/AVP
	
	

	          media format
	dynamic range
	
	

	          i
	speech
	
	

	        media attribute (a)
	
	
	

	          media attribute fieldname
	rtpmap
	
	

	          media format
	value (EX: 97)
	
	

	          MIME type
	AMR-WB
	
	

	          sample rate
	16000
	
	

	        media attribute (a)
	
	
	

	          media attribute fieldname
	fmtp
	
	

	          media format
	value (EX: 97)
	
	

	          mode-change-capability
	2
	
	

	          max-red
	0
	(0 to 220 allowed)
	

	        media attribute (a)
	
	
	

	          ptime
	20
	
	

	        media attribute (a)
	
	
	

	          maxptime
	240
	
	

	        media attribute (a)
	
	
	

	          media type
	application
	
	

	          media port
	value (EX: 1234)
	
	

	          media protocol
	udp
	
	

	          media format
	MCPTT
	
	

	          value
	fmtp
	
	

	        media attribute (a)
	
	
	

	          media attribute fieldname
	fmtp
	
	

	          media format
	MCPTT
	
	

	          media format specific parameters
	mc_queueing
	
	

	          media format specific parameters
	mc_priority= between 1 and 255
	
	

	          media format specific parameters
	mc_granted
	
	

	          media format specific parameters
	mc_implicit_request
	
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-info+xml
	
	

	        mcpttinfo
	
	
	

	          mcptt-Params
	
	
	

	            session-type
	prearranged
	
	

	            mcptt-request-uri type = “Normal”
	the ID of the group
	
	

	            mcptt-client-id
	the URI of the MCPTT Client
	
	

	      boundary
	boundary 1
	
	

	
	
	

	

	
	
	
	

	
	
	




	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


5.5.2.6
SIP re-INVITE

	Derivation Path: TS 24.229 [16], Clause A.2.1.4.7, A.2.2.4.7; TS 34.229-1 [21], Clause A.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

TS 24.229 [16] 5.1.2A.1.3, 5.1.2A.1.5, 7.2A.10

24.379 [9]
	

	  Method
	INVITE
	
	

	  Request-URI
	the public service identity identifying the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
RFC 3581
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE
	
	

	  response-port
	rport
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Route
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr>
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	the URI of the UE
	
	

	  tag
	must be present
	
	

	To
	
	Reference:

RFC 3261 [22]
RFC 5031
	

	  addr-spec
	the URI of the SS
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	

	Session ID
	
	Reference:

RFC 3261 [22]
	

	  sess-id
	same value as in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	same value as in INVITE message
	
	

	  method
	INVITE
	
	

	Supported
	
	Reference:

RFC 3261 [22]
RFC 6442

RFC 4488

24.379 [9]
	

	  value
	timer
	
	

	Session Expires
	
	
	

	  value
	3600
	
	

	P-Early-Media
	
	Reference:

RFC 5009
	

	  em-parm
	inactive
	
	

	Contact
	
	Reference:

24.379 [9]
RFC 3261 [22]
RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec 
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Max-Forwards
	
	Reference:

RFC 3261 [22]
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	

	  media-range
	application/sdp, application/vnd.3gpp.mcptt-info+xml
	
	

	P-Preferred-Service 
	
	Reference:

24.379 [9]
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Preferred-Identity 
	
	Reference:

24.379 [9]
RFC 3325 
	

	  PPreferredID-value
	sip:SIP PPI User Part@SIP PPI Host Part
	
	

	Recv-Info
	
	Reference:
RFC 5031
	

	  info-package-type
	g.3gpp.stat-and-event
	
	

	Accept-Contact
	
	Reference:

24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Answer-Mode
	
	
	

	  value
	Auto
	
	

	Resource-Priority
	
	
	

	  value
	set to the value indicated for emergency calls
	
	

	Content-Type
	multipart/mixed;boundary="boundary1"
	Reference:

RFC 5621

	

	  Content-Length
	length of message body
	Reference:

RFC 3261 [22]
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229-1 [21]
24.379 [9]
24.380 [10]
	

	
	
	
	

	
	
	
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/sdp
	
	

	
	
	
	

	        session description protocol version (v)
	
	
	

	          v
	0
	
	

	        owner/creator (o)
	
	
	

	          username
	Username of client
	
	

	          sess-id
	Session ID number
	
	

	          sess-version
	Session version
	
	

	          media format
	IN
	
	

	          addrtype
	IP4 or IP6
	
	

	          address
	unicast address for UE
	
	

	        Session name (s)
	
	
	

	          session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	        connection information (c)
	
	
	

	          connection network type
	IN
	
	

	          connection network address type
	IP4 or IP6
	
	

	          connection address
	IP address
	
	

	        Bandwidth type (b)
	
	
	

	          b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	        time description (t)
	
	
	

	          start-time
	0
	
	

	          stop-time
	0
	
	

	        media description (m)
	
	
	

	          media type
	audio
	
	

	          media port
	port number
	
	

	          media protocol
	RTP/AVP
	
	

	          media format
	dynamic range
	
	

	          i
	speech
	
	

	        media attribute (a)
	
	
	

	          media attribute fieldname
	rtpmap
	
	

	          media format
	value (EX: 97)
	
	

	          MIME type
	AMR-WB
	
	

	          sample rate
	16000
	
	

	        media attribute (a)
	
	
	

	          media attribute fieldname
	fmtp
	
	

	          media format
	value (EX: 97)
	
	

	          mode-change-capability
	2
	
	

	          max-red
	0
	(0 to 220 allowed)
	

	        media attribute (a)
	
	
	

	          ptime
	20
	
	

	        media attribute (a)
	
	
	

	          maxptime
	240
	
	

	        media attribute (a)
	
	
	

	          media type
	application
	
	

	          media port
	value (EX: 1234)
	
	

	          media protocol
	udp
	
	

	          media format
	MCPTT
	
	

	          value
	fmtp
	
	

	        media attribute (a)
	
	
	

	          media attribute fieldname
	fmtp
	
	

	          media format
	MCPTT
	
	

	          media format specific parameters
	mc_queueing
	
	

	          media format specific parameters
	mc_priority= between 1 and 255
	
	

	          media format specific parameters
	mc_granted
	
	

	          media format specific parameters
	mc_implicit_request
	
	

	      boundary
	boundary1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-info+xml
	
	

	
	
	
	

	
	
	
	

	        mcpttinfo
	
	
	

	          mcptt-Params
	
	
	

	            session-type
	prearranged
	
	

	            mcptt-request-uri type = “Normal”
	the ID of the group
	
	

	            mcptt-client-id
	the URI of the MCPTT Client
	
	

	      boundary
	boundary1
	
	


5.5.2.7
SIP MESSAGE

	Derivation Path: TS 24.229 [16], Clause A.2.1.4.7a, A.2.2.4.7a; TS 34.229-1 [21], Clause A.7.3

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

34.229-1 [21] A.2.5

24.379 [9] 8.2
	

	  Method
	MESSAGE
	
	

	  Request-URI
	the public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
RFC 3581
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 [22] 


	

	  addr-spec
	the URI of the UE 
	
	

	  tag
	any value 
	
	

	To
	
	Reference:

RFC 3261 [22] 

RFC 5031
	

	  addr-spec
	Same as Request-URI
	
	

	Call-ID
	
	Reference:

RFC 3261 [22] 
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference 
	
	

	Cseq
	
	Reference:

RFC 3261 [22] 
	

	  value
	must be present
	
	

	  method
	MESSAGE
	
	

	Max-Forwards
	
	Reference:

RFC 3261 [22]
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Route
	
	Reference:

RFC 3261 [22] 
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr> 
	
	

	P-Preferred-Service
	
	
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Content-Type
	multipart/mixed;boundary="boundary1"
	Reference:

RFC 5621
	

	  Content-Length
	length of message body
	Reference:

RFC 3261 [22]
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229

24.379 [9]
24.380 [10]
	

	      boundary
	boundary1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-info+xml
	
	

	
	
	
	

	
	
	
	

	        mcpttinfo
	
	
	

	          mcptt-Params
	
	
	

	            session-type
	prearranged
	
	

	            mcptt-request-uri type = “Normal”
	the URI of the targeted MCPTT client
	
	

	      boundary
	boundary1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-affiliation-command+xml
	
	

	
	
	
	

	
	
	
	

	        command-list
	
	
	

	          affiliate-command
	
	
	

	            affiliate
	
	
	

	              group
	MCPTT group name
	
	

	      boundary
	boundary1
	
	


5.5.2.8
SIP NOTIFY

	Derivation Path: TS 24.229 [16] Clause A.2.1.4.8, A2.2.4.8; TS 34.229-1 [21] Clause A.6.2

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  Method
	NOTIFY
	
	

	  Request-URI
	the URI of the UE
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address and protected server port of SS 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	px_scscf 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	home domain name 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same URI as received in the To header of the previous SUBSCRIBE for message
	
	

	  tag
	same value as used in the To header of the 200 response to the SUBSCRIBE for message
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same URI as received in the From header of the previous SUBSCRIBE for message
	
	

	  tag
	same value as received in From tag of SUBSCRIBE for message
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	same as value received in SUBSCRIBE message 
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in SUBSCRIBE message
	
	

	Cseq
	
	Reference:

RFC 3261 [22]
	

	  value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	  method
	NOTIFY
	
	

	Contact
	
	Reference:

RFC 3261 [22]
	

	  addr-spec 
	the URI of the SS 
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	
	
	



	

	
	
	
	

	Event
	
	Reference:

RFC 6665

RFC 3842 

24.379 [9]
	

	  event-type
	presence
	
	

	Max-Forwards
	
	Reference:

RFC 3261 [22]
	

	  value
	non-zero value
	
	

	Subscription-State
	
	Reference:

RFC 6665
	

	  substate-value
	active
	
	

	  expires
	7200
	
	

	Content-Type
	application/pidf+xml
	Reference:

RFC 3261 [22]
RFC 3842
	

	  Content-Length
	length of message-body 
	
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229

24.379 [9]
24.380 [10]
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	      presence entity
	the MCPTT ID of the MCPTT user
	
	

	        tuple
	
	
	

	          id
	the MCPTT client ID
	
	

	          status
	
	
	

	            affiliation
	
	
	

	              group
	the MCPTT group name
	
	

	                status
	affiliating
	
	

	        p-id
	a globally unique value
	
	

	
	
	
	


5.5.2.9
SIP OPTIONS

	FFS

	Derivation Path: TS 24.229 [16] Clause A.2.1.4.9, A2.2.4.9

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	OPTIONS
	
	

	  Request-Disposition
	FFS
	
	

	  SIP-Version
	SIP/2.0
	
	


5.5.2.10
SIP PRACK
	Derivation Path: TS 24.229 [16] Clause A.2.1.4.10, A2.2.4.10; TS 34.229-1 [21] A.2.4

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 
	
	Reference:

RFC 3261 [22]
	

	  Method
	PRACK
	
	

	  Request-URI
	same URI value as the recipient of PRACK has earlier sent in its Contact header within the same dialog
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	same value as in INVITE message
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	the URI of the SS
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	the URI of the UE
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID 
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	

	Session-ID
	
	
	

	  sess-id
	same value as in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one 
	
	

	  method
	PRACK
	
	

	Max-Forwards
	
	Reference:

RFC 3261 [22]
	

	  value
	non-zero value
	
	

	RAck
	
	Reference:

RFC 3262
	

	  response-num
	same value as in RSeq header of the reliable response
	
	

	  cseq-num
	same value as in CSeq of reliable response
	
	

	  method
	same value as in CSeq of reliable response
	
	

	Content-Length 
	
	Reference:

RFC 3261 [22]
	

	  value
	0
	
	


5.5.2.11
SIP PUBLISH

	Derivation Path: TS 24.229 [16] Clause A.2.1.4.10A, A.2.2.4.10A; TS 34.229-1 [21] Clause A.4.3

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

TS 34.229-1 [21] A.2.5

24.379 [9] 8.2
	

	  Method
	PUBLISH
	
	

	  Request-URI
	the public service identity identifying the originating participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Route
	
	Reference:

RFC 3261 [22]
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	Via
	
	Reference:

RFC 3261 [22]
RFC 3581
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 [22]

	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	  tag
	must be present
	
	

	To
	
	Reference:

RFC 3261 [22]
RFC 5031
	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	Expires
	
	Reference:

24.379 [9]
	

	  delta-seconds
	4294967295
	
	

	Security-Verify
	
	Reference:

RFC 3261 [22]

	

	  sec-mechanism
	same value as Security Server header sent by SS
	
	

	Cseq
	
	Reference:

RFC 3261 [22]
	

	  value
	must be present
	
	

	  method
	PUBLISH
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	Reference:

24.379 [9]
	

	  event-type
	presence
	
	

	P-Preferred-Service
	
	Reference:

24.379 [9]
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Accept
	
	Reference:

24.379 [9]
	

	  value
	application/pidf+xml
	
	

	P-Asserted-Identity
	
	Reference:

24.379 [9]
	

	  value
	the originating MCPTT ID from public user identity
	
	

	
	
	

	

	
	
	
	

	
	
	

	

	
	
	
	

	Content-Type
	multipart/mixed;boundary="boundary1"
	Reference:

RFC 5621
	

	  Content-Length
	length of message body
	Reference:

RFC 3261 [22]
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229

24.379 [9]
24.380 [10]
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-info+xml
	
	

	
	
	
	

	
	
	
	

	        mcpttinfo
	 
	
	

	          mcptt-Params
	 
	
	

	            session-type
	 prearranged
	
	

	            mcptt-request-uri type = “Normal”
	 the URI of the MCPTT client
	
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/pidf+xml
	
	

	
	
	
	

	
	
	
	

	        presence entity
	the MCPTT ID of the MCPTT user
	
	

	          tuple
	
	
	

	            id
	the targeted MCPTT client ID
	
	

	              status
	
	
	

	                affiliatiing
	the MCPTT group name
	
	

	          p-id
	a globally unique value
	
	

	      boundary
	boundary 1
	
	


5.5.2.12
SIP REFER

	Derivation Path: TS 24.229 [16] Clause A.2.1.4.11, A.2.2.4.11; TS 34.229-1 [21] Clause A.2.10

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

TS 24.229 [16]
24.379 [9]
	

	  Method
	REFER
	
	

	  Request-URI
	the session identity of the pre-established session
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
RFC 3581
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	the URI of the UE
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr>
	
	

	From
	
	Reference:

RFC 3261 [22] 


	

	  addr-spec
	the URI of the UE
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 [22] 

RFC 5031
	

	  addr-spec
	the URI of the SS
	
	

	Call-ID
	
	Reference:

RFC 3261 [22] 


	

	  callid
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one
	
	

	  method
	REFER
	
	

	Supported
	
	Reference:

RFC 3261 [22]
RFC 6442

RFC 4488

24.379 [9]
	

	  value
	norefersub
	
	

	Refer-Sub
	
	Reference:

RFC 4488

24.379 [9]
	

	  value
	false
	
	

	Target-Dialog
	
	Reference:

RFC 4538

24.379 [9]
	

	  value
	the session identity of the pre-established session
	
	

	Require
	
	Reference:

RFC 3261 [22]
RFC 3312

RFC 3329
	

	  option-tag
	sec-agree
	
	

	Proxy-Require
	
	Reference:

RFC 3261 [22]
RFC 3329
	

	  option-tag
	sec-agree
	
	

	Contact
	
	Reference:

24.379 [9]
RFC 3261 [22]
RFC 3840

RFC 5627

RFC 5626

RFC 5627

RFC 7254
	

	  addr-spec
	the URI of the UE 
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Refer-To
	
	Reference:

RFC 3515
	

	  addr-spec
	a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 that points to an application/resource-lists MIME body as specified in IETF RFC 5366
	
	

	Content-ID
	
	
	

	  addr-spec
	same as addr-spec in Refer-To header
	
	

	Max-Forwards
	
	Reference:

RFC 3261 [22]
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	P-Preferred-Service 
	
	Reference:

24.379 [9]
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Accept-Contact
	Contains the g.3gpp.icsi-ref media  feature tag and the g.3gpp.mcptt feature tag
	Reference:

24.397

RFC 3841
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Content-Type
	multipart/mixed;boundary="boundary1"
	Reference:

RFC 5621

	

	  Content-Length
	length of message body
	Reference:

RFC 3261 [22]
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229

24.379 [9]
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/resource-lists
	
	

	
	
	
	

	
	
	
	

	        resource-lists
	
	
	

	          list
	
	
	

	            entry
	the pre-arranged MCPTT group ID
	
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-info+xml
	
	

	
	
	
	

	
	
	
	

	        mcpttinfo
	
	
	

	          mcptt-Params
	
	
	

	            session-type
	prearranged
	
	

	            mcptt-request-uri type = “Normal”
	the ID of the group
	
	

	            mcptt-client-id
	the URI of the MCPTT Client
	
	

	      boundary
	boundary 1
	
	


5.5.2.13
SIP REGISTER

	Derivation Path: TS 24.229 [16] Clause A.2.1.4.12, A.2.2.4.12; TS 34.229-1 [21] Clause A.1.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	REGISTER
	
	

	  Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	P-Preferred-Identity 
	Contains the public user identity of the MCPTT user.
	Reference:

24.379 [9]
RFC 3325
	

	  PPreferredID-value
	sip:SIP PPI User Part@SIP PPI Host Part
	
	

	Contact
	
	
	

	  feature-param
	g.3gpp.mcptt
	Media feature tag
	

	Accept-Contact
	Contains the g.3gpp.mcptt feature tag.
	Reference:

24.379 [9]
RFC 3841
	

	  ac-value
	g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	P-Preferred-Service 
	Contains the ICSI for MCPTT
	Reference:

24.379 [9]
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Accept-Contact

	
	Reference:

24.397

RFC 3841
	

	  ac-value
	g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Supported
	
	Reference:

RFC 3261 [22]
RFC 6442

RFC 4488

24.379 [9]
	

	  value
	timer
	
	

	Session Expires
	
	
	

	  value
	3600
	
	

	Content-Type
	application/sdp
	Reference:

RFC 3261 [22]
RFC 3842
	

	  Content-Length
	length of message-body 
	Reference:

RFC 3261 [22]
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229

24.379 [9]
	

	      SDP Offer
	Any allowed value
	Reference:

24.379 [9]
24.380 [10]
	


5.5.2.14
SIP SUBSCRIBE

	Derivation Path: TS 24.229 [16] Clause A.2.1.4.13, A.2.2.4.13, TS 34.229-1 [21] Clause A.6.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

TS 34.229-1 [21] A.2.5

24.379 [9] 8.2
	

	  Method
	SUBSCRIBE
	
	

	  Request-URI
	the public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	SIP/2.0
	
	

	Route
	
	Reference:

RFC 3261 [22]
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr> 
	
	

	Via
	
	Reference:

RFC 3261 [22]
RFC 3581


	

	  sent-protocol
	SIP/2.0/UDP
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 [22] 
	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	  tag
	Any allowed value
	
	

	To
	
	Reference:

RFC 3261 [22] 

RFC 5031
	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	Expires
	
	Reference:

24.379 [9]
	

	  delta-seconds
	4294967295
	
	

	Security-Verify
	
	Reference:

RFC 3261 [22]
	

	  sec-mechanism
	same value as Security Server header sent by SS
	
	

	Cseq
	
	Reference:

RFC 3261 [22]
	

	  value
	must be present
	
	

	  method
	SUBSCRIBE
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference 
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value
	
	

	P-Access-Network-Info
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	Reference:

24.379 [9]
	

	  event-type
	presence
	
	

	Accept
	
	Reference:

24.379 [9]
	

	  value
	application/pidf+xml
	
	

	P-Preferred-Service
	
	Reference:

24.379 [9]
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Asserted-Identity
	
	Reference:

24.379 [9]
	

	  value
	the originating MCPTT ID from public user identity
	
	

	Content-Type
	multipart/mixed;boundary="boundary1"
	Reference:

RFC 5621

	

	  Content-Length
	length of message body
	Reference:

RFC 3261 [22]
	

	
	
	

	

	
	
	
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229-1 [21]
24.379 [9]
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/vnd.3gpp.mcptt-info+xml
	
	

	
	
	
	

	
	
	
	

	        mcpttinfo
	
	
	

	          mcptt-Params
	
	
	

	            session-type
	prearranged
	
	

	            mcptt-client-id
	the URI of the MCPTT Client
	
	

	      boundary
	boundary 1
	
	

	      Content-Type
	application/simple-filter+xml
	
	

	
	
	
	

	
	
	
	

	        filter-set
	xmlns="urn:ietf:params:xml:ns:simple-filter"
	
	

	          ns-bindings
	
	
	

	            urn
	urn:ietf:params:xml:ns:pidf
	
	

	            prefix
	mcpttPI10" urn="urn:3gpp:ns:mcpttPresInfo:1.0
	
	

	          filter id
	set to a value constructed according to IETF RFC 4661
	
	

	            what
	
	
	

	              include
	set to concatenation of the '//presence/tuple[@id="' string, the MCPTT client ID, and the '"]' string
	
	

	      boundary
	boundary 1
	
	


5.5.2.15
SIP UPDATE
	Derivation Path: TS 24.229 [16] A.2.1.4.14, A.2.2.4.14; TS 34.229-1 [21] Clause A.2.5

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
RFC 5031

TS 34.229-1 [21] A.2.5

24.379 [9] 8.2
	

	  Method
	UPDATE
	
	

	  Request-URI
	same URI value as the recipient of UPDATE has earlier sent in its Contact header within the same dialog
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261 [22]
RFC 3581


	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	same value as in INVITE message
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Route
	
	
	

	  route-param
	URIs of previous response in reverse order
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	SIP URI of the UE
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 [22]
RFC 5031
	

	  addr-spec
	SIP URI of the SS -  participating server
	
	

	  tag
	remote tag of the dialog ID
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]

	

	  callid
	same value as in INVITE message
	
	

	Contact 
	
	Reference:

RFC 3261 [22]
RFC 5627
	

	  addr-spec
	the URI that identifies the pre-established session
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	isfocus
	
	

	  feature-param
	audio
	
	

	Session ID
	
	Reference:

RFC 3261 [22]
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	1 or random number
	
	

	  method
	UPDATE
	
	

	Require
	
	
	

	  option-tag
	sec-agree
	
	

	Option-Require
	
	
	

	  option-tag
	sec-agree
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value 
	
	

	P-Access-Network-Info
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID 
	
	

	Content-Type
	application/sdp
	Reference:

RFC 3261 [22]
RFC 3842
	

	  Content-Length
	length of message-body 
	
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229-1 [21]
24.379 [9]
24.380 [10]
	

	
	
	
	

	
	
	
	

	
	
	
	

	      session description protocol version (v)
	
	
	

	        v
	0
	
	

	      owner/creator (o)
	
	
	

	        username
	Username of client
	
	

	        sess-id
	Session ID number
	
	

	        sess-version
	Session version
	
	

	        media format
	IN
	
	

	        addrtype
	IP4 or IP6
	
	

	        address
	unicast address for UE
	
	

	      Session name (s)
	
	
	

	        session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	      connection information (c)
	
	
	

	        connection network type
	IN
	
	

	        connection network address type
	IP4 or IP6
	
	

	        connection address
	IP address
	
	

	      Bandwidth type (b)
	
	
	

	        b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	      time description (t)
	
	
	

	        start-time
	0
	
	

	        stop-time
	0
	
	

	      media description (m)
	
	
	

	        media type
	audio
	
	

	        media port
	port number
	
	

	        media protocol
	RTP/AVP
	
	

	        media format
	dynamic range
	
	

	        i
	speech
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	rtpmap
	
	

	        media format
	value (EX: 97)
	
	

	        MIME type
	AMR-WB
	
	

	        sample rate
	16000
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	value (EX: 97)
	
	

	        mode-change-capability
	2
	
	

	        max-red
	0
	(0 to 220 allowed)
	

	      media attribute (a)
	
	
	

	        ptime
	20
	
	

	      media attribute (a)
	
	
	

	        maxptime
	240
	
	

	      media attribute (a)
	
	
	

	        media type
	application
	
	

	        media port
	value (EX: 1234)
	
	

	        media protocol
	udp
	
	

	        media format
	MCPTT
	
	

	        value
	fmtp
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	MCPTT
	
	

	        media format specific parameters
	mc_queueing
	
	

	        media format specific parameters
	mc_priority= between 1 and 255
	
	

	        media format specific parameters
	mc_granted
	
	

	        media format specific parameters
	mc_implicit_request
	
	

	
	
	
	


5.5.2.16
SIP 1xx

5.5.2.16.1
SIP 100 (Trying)

	Derivation Path: TS 34.229-1 [21] Clause A.2.2

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	100
	
	

	  Reason-Phrase
	Trying
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  via-parm
	same value as received in INVITE message
	
	

	From
	 
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in INVITE message
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as received in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	same value as received in INVITE message
	
	

	Content-Length
	
	Reference:

RFC 3261 [22]
	

	  value
	0
	
	


5.5.2.16.2
SIP 180 (Ringing)
	Derivation Path: TS 34.229-1 [21] Clause A.2.6

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	180
	
	

	  Reason-Phrase
	Ringing
	
	

	Record-Route
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  via-parm
	same value as received in INVITE message
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in INVITE message
	
	

	Contact 
	
	Reference:

RFC 3261 [22]
RFC 5627
	

	  addr-spec
	px_CalleeContactUri
	
	

	  feature-param
	audio
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	isfocus
	
	

	Supported
	
	
	

	  value
	norefersub
	
	

	Rseq
	
	Reference:

RFC 3262
	

	  response-num
	previous RSeq number sent in the same direction incremented by one
	
	

	Call-ID 
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as received in INVITE message
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	same value as received in INVITE message
	
	

	Content-Length
	
	Reference:

RFC 3261 [22]
	

	  value
	0
	
	


5.5.2.16.3
SIP 183 (Session Progress)

	Derivation Path: TS 34.229-1 [21] Clause A.2.3

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	183
	
	

	  Reason-Phrase
	Session progress
	
	

	Record-Route
	
	
	

	  rec-route
	same value as received in INVITE
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  via-parm
	same value as received in INVITE message
	
	

	Require
	
	Reference:

RFC 3261 [22]
	

	  option-tag
	100rel
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	arbitrary value
	
	

	Contact
	
	Reference:

RFC 3261 [22]
RFC 5627
	

	  addr-spec
	the URI of the UE
	
	

	  feature-param
	audio
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	isfocus
	
	

	Supported
	
	
	

	  value
	norefersub
	
	

	Rseq
	
	Reference:

RFC 3262
	

	  response-num
	previous RSeq number sent in the same direction incremented by one
	
	

	Call-ID 
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as received in INVITE message
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in INVITE message
	
	

	CSeq   
	
	Reference:

RFC 3261 [22]
	

	  value
	same value as received in INVITE message
	
	

	P-Answer-State
	
	Reference:

24.379 [9]
	

	  value
	unconfirmed
	
	

	Content-Type
	application/sdp

	Reference:

RFC 3261 [22]
RFC 3842

	

	  Content-Length
	length of message-body 
	
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229

24.379 [9]
24.380 [10]
	

	
	
	
	

	
	
	
	

	
	
	
	

	      session description protocol version (v)
	
	
	

	        v
	0
	
	

	      owner/creator (o)
	
	
	

	        username
	Username of client
	
	

	        sess-id
	Session ID number
	
	

	        sess-version
	Session version
	
	

	        media format
	IN
	
	

	        addrtype
	IP4 or IP6
	
	

	        address
	unicast address for UE
	
	

	      Session name (s)
	
	
	

	        session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	      connection information (c)
	
	
	

	        connection network type
	IN
	
	

	        connection network address type
	IP4 or IP6
	
	

	        connection address
	IP address
	
	

	      Bandwidth type (b)
	
	
	

	        b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	      time description (t)
	
	
	

	        start-time
	0
	
	

	        stop-time
	0
	
	

	      media description (m)
	
	
	

	        media type
	audio
	
	

	        media port
	port number
	
	

	        media protocol
	RTP/AVP
	
	

	        media format
	dynamic range
	
	

	        i
	speech
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	rtpmap
	
	

	        media format
	value (EX: 97)
	
	

	        MIME type
	AMR-WB
	
	

	        sample rate
	16000
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	value (EX: 97)
	
	

	        mode-change-capability
	2
	
	

	        max-red
	0
	(0 to 220 allowed)
	

	      media attribute (a)
	
	
	

	        ptime
	20
	
	

	      media attribute (a)
	
	
	

	        maxptime
	240
	
	

	      media attribute (a)
	
	
	

	        media type
	application
	
	

	        media port
	value (EX: 1234)
	
	

	        media protocol
	udp
	
	

	        media format
	MCPTT
	
	

	        value
	fmtp
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	MCPTT
	
	

	        media format specific parameters
	mc_queueing
	
	

	        media format specific parameters
	mc_priority= between 1 and 255
	
	

	        media format specific parameters
	mc_granted
	
	

	        media format specific parameters
	mc_implicit_request
	
	

	
	
	
	


5.5.2.17
SIP 2xx

5.5.2.17.1
SIP 200 (OK)
	Derivation Path: TS 34.229-1 [21] A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version 
	SIP/2.0
	
	

	  Status-Code 
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  via-parm
	same value as received in request message
	
	

	Record-Route
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in request message
	
	

	  tag
	same value as received in request message
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	same value as received in request message
	
	

	  tag
	same value as received in request or any value added if missing from request 
	
	

	P-Asserted-Identity
	
	Reference:

24.379 [9]
	

	addr-spec
	the public service identity of the controlling MCPTT function
	
	

	Contact
	
	Reference:

RFC 3261 [22]
RFC 5627
	

	  addr-spec 
	  px_CalleeContactUri
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as received in request message
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in request message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	same value as received in request message
	
	

	Require 
	
	Reference:

24.379 [9]
	

	  value
	timer
	
	

	Session-Expires
	
	Reference:

RFC 4028
	

	  value
	3600
	
	

	  refresher
	uac
	
	

	Supported
	
	Reference:

RFC 4538

RFC 4488

RFC 7614
	

	  value 
	tdialog
	
	

	  value
	norefersub
	
	

	  value
	explicitsub
	
	

	  value
	nosub
	
	

	Content-Type
	application/sdp
	Reference:

RFC 3261 [22]
RFC 3842

	

	  Content-Length
	length of message-body 
	
	

	    Message-body
	
	Reference:

RFC 3261 [22]
34.229-1 [21]
24.379 [9]
24.380 [10]
	

	
	
	
	

	
	
	
	

	
	
	
	

	      session description protocol version (v)
	
	
	

	        v
	0
	
	

	      owner/creator (o)
	
	
	

	        username
	Username of client
	
	

	        sess-id
	Session ID number
	
	

	        sess-version
	Session version
	
	

	        media format
	IN
	
	

	        addrtype
	IP4 or IP6
	
	

	        address
	unicast address for UE
	
	

	      Session name (s)
	
	
	

	        session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	      connection information (c)
	
	
	

	        connection network type
	IN
	
	

	        connection network address type
	IP4 or IP6
	
	

	        connection address
	IP address
	
	

	      Bandwidth type (b)
	
	
	

	        b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	      time description (t)
	
	
	

	        start-time
	0
	
	

	        stop-time
	0
	
	

	      media description (m)
	
	
	

	        media type
	audio
	
	

	        media port
	port number
	
	

	        media protocol
	RTP/AVP
	
	

	        media format
	dynamic range
	
	

	        i
	speech
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	rtpmap
	
	

	        media format
	value (EX: 97)
	
	

	        MIME type
	AMR-WB
	
	

	        sample rate
	16000
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	value (EX: 97)
	
	

	        mode-change-capability
	2
	
	

	        max-red
	0
	(0 to 220 allowed)
	

	      media attribute (a)
	
	
	

	        ptime
	20
	
	

	      media attribute (a)
	
	
	

	        maxptime
	240
	
	

	      media attribute (a)
	
	
	

	        media type
	application
	
	

	        media port
	value (EX: 1234)
	
	

	        media protocol
	udp
	
	

	        media format
	MCPTT
	
	

	        value
	fmtp
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	MCPTT
	
	

	        media format specific parameters
	mc_queueing
	
	

	        media format specific parameters
	mc_priority= between 1 and 255
	
	

	        media format specific parameters
	mc_granted
	
	

	        media format specific parameters
	mc_implicit_request
	
	

	
	
	
	


5.5.2.18
SIP 3xx

5.5.2.18.1
SIP 302 (Moved Temporarily)
	FFS

	Delivery Path: TS 34.229-1 [21] Clause A.4.5

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	302
	
	

	  Reason-Phrase
	Moved Temporarily
	
	


5.5.2.19
SIP 4xx

5.5.2.19.1
SIP 403 (Forbidden)
	FFS

	Delivery Path: TS 34.229-1 [21] Clause A.3.2

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	403
	
	

	  Reason-Phrase
	Forbidden
	
	

	Warning
	
	Reference:

TS 24.379 [9] 4.4
	

	  mcptt-warn-code
	100
	
	

	  mcptt-warn-text
	function not allowed due to <detailed reason>
	
	


5.5.2.19.2
SIP 404 (Not Found)
	FFS

	Delivery Path: TS 34.229-1 [21] Clause A.2.17

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	404
	
	

	  Reason-Phrase
	Not Found
	
	


5.5.2.19.3
SIP 423 (Interval Too Brief)
	FFS

	Delivery Path: TS 34.229-1 [21] Clause A.1.7

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	423
	
	

	  Reason-Phrase
	Internal Too Brief
	
	


5.5.2.19.4
SIP 480 (Temporarily unavailable)
	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	480 
	
	

	  Reason-Phrase
	Temporarily Unavailable
	
	

	Via
	
	Reference:

RFC 3261 [22]
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	Same value as in INVITE message
	
	

	  via-branch
	value starting with ‘z9hG4bk’
	
	

	From
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	The URI of the UE
	
	

	  tag
	local tag of the dialog ID (same as from-tag in the INVITE message)
	
	

	To
	
	Reference:

RFC 3261 [22]
	

	  addr-spec
	The URI of the SS
	
	

	  tag
	remote tag of the dialog ID (as chosen in an earlier response of the dialog)
	
	

	Warning
	
	Reference:

RFC 3261 [22]
	

	  warn-code
	110
	
	

	  warn-text
	user declined the call invitation
	
	

	Call-ID
	
	Reference:

RFC 3261 [22]
	

	  callid
	same value as in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261 [22]
	

	  value
	Same value as in INVITE message
	
	

	  method
	INVITE
	
	

	Content Length
	
	
	

	  value
	0
	
	


5.5.2.19.5
SIP 486 (Busy Here)
	FFS

	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	486
	
	

	  Reason-Phrase
	Busy Here
	
	


5.5.2.19.6
SIP 488 (Not Acceptable Here)
	FFS

	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	488
	
	

	  Reason-Phrase
	Not Acceptable Here
	
	


5.5.2.20
SIP 5xx

5.5.2.20.1
SIP 500 (Server Internal Error)
	FFS

	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	500
	
	

	  Reason-Phrase
	Server Internal Error
	
	


5.5.2.21
SIP 6xx
5.5.2.21.1
SIP 606 (Not Acceptable)

	FFS

	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261 [22]
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	606
	
	

	  Reason-Phrase
	Not Acceptable
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	




