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6.1.1.15
On-network / One MCPTT System / Emergency Alert / Cancel Emergency Alert / Client Originated (CO)
6.1.1.15.1
Test Purpose (TP)

(1)
with { UE (MCPTT Client) registered and authorized for MCPTT Service, including authorized to initiate an emergency alert }
ensure that {
  when { the MCPTT User requests to send an emergency alert with the location of emergency }

    then { UE (MCPTT Client) sends a SIP MESSAGE requesting to send an emergency alert }

            }

(2)
with { UE (MCPTT Client) in the “MEA3: emergency-alert-initiated” state}
ensure that {

  when { the MCPTT User requests to cancel the emergency alert}
    then { UE (MCPTT Client) sends a SIP MESSAGE requesting the cancelation of the emergency alert}

            }

6.1.1.15.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in:
 TS 24.379, clause 12.1.1.1, 12.1.1.2. 
The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13 requirements.
[TS 24.379 clause 12.1.1.1]

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];

4)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the group identity;
b)
the <alert-ind> element set to a value of "true"; and

c)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;
5)
shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element;

6)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;

7)
shall set the MCPTT emergency state if not already set;

8)
shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

9)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and

10)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

On receiving a SIP 4xx response a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".

NOTE 2:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
[TS 24.379 clause 12.1.1.2]

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert cancellation to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert cancellation as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
This SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing the public user identity of the originator as specified in 3GPP TS 24.229 [4];

4)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the MCPTT group identity;
b)
the <alert-ind> element set to a value of "false"; and

c)
if the MCPTT user is cancelling an MCPTT emergency alert originated by another MCPTT user, include the <originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency alert;
5)
if the MCPTT user has additionally requested the cancellation of the in-progress emergency state of the MCPTT group and this is an authorised request for an in-progress emergency group state cancellation as determined by subclause 6.2.8.1.7, shall include an <emergency-ind> element set to a value of "false" in the <mcpttinfo> element containing the <mcptt-Params> element;
6)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; 
7)
if the generated SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency alert state to "MEA 4: Emergency-alert-cancel-pending"; and
8)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receipt of a SIP MESSAGE request containing an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind-rcvd> element set to true and an <mcptt-client-id> matching the MCPTT client ID included in the sent SIP MESSAGE request:

1)
if the <alert-ind> element is set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP MESSAGE request and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall:

a)
set the MCPTT emergency alert state to "MEA 1: no-alert"; and

b)
clear the MCPTT emergency state if not already cleared; 
2)
if the <alert-ind> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP MESSAGE request is set to a value of "true" and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending" and the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

NOTE 2:
It would appear to be an unusual situation for the initiator of an MCPTT emergency alert to not be able to clear their own alert. Nevertheless, an MCPTT user can be configured to be authorised to initiate MCPTT emergency alerts but not have the authority to clear them. Hence, the case is covered here. 

3)
if an <emergency-ind> element is present in the application/vnd.3gpp.mcptt-info+xml MIME body of received SIP MESSAGE request and is set to a value of "false":

a)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

b)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency".

NOTE 3:
The case where an <emergency-ind> element is set to true is possible but not handled specifically above as it results in no state changes.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the sent SIP MESSAGE request:
1)
if the received SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true", the sent SIP MESSAGE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and
NOTE 4:
In this case, an <emergency-ind> element would either not be present or would be set to true. In either case, no change in state would result. Hence, this case is not specified above.
2)
 if the received SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element, the sent SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

6.1.1.15.3
Test description

6.1.1.15.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE:

-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client
-
The MCPTT user is authorized to initiate emergency alerts and cancel emergency alerts
-
Other pre-settings
-
In the Service Configuration document as specified in 3GPP TS 24.484 [13], in the <signalling-protection> element

-
The <confidentiality-protection> element is set to "true"

-
The <integrity-protection> element is set to "true"

Editor's Note:
For facilitating the Test Case TTCN initial verification the <confidentiality-protection> element may be temporarily set, in the TTCN code, to "false"; when initial verification is successfully achieved then it shall be set to "true".

-
The MCPTT UE has been provisioned with key material associated with the user's MCPTT ID as specified in TS 36.579-1 [2], clause 5.6.2.

Table 6.2.1.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2.

6.1.1.15.3.2
Test procedure sequence

Table 6.1.1.15.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPPT User request the establishment of an emergency alert.
Note: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client) send a SIP MESSAGE request for an emergency alert?
	(
	SIP MESSAGE
	1
	P

	3
	SS (MCPTT Server) responds with 200 OK
	(
	SIP 200 (OK)
	
	

	4
	Make the MCPPT User request to send an emergency alert cancellation to the MCPTT group.

Note: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	-
	-

	5
	Check: Does the UE (MCPTT Client) send a SIP MESSAGE request to cancel the emergency alert?
	(
	SIP MESSAGE
	2
	P

	6
	SS (MCPTT Server) responds with 200 OK
	(
	SIP 200 (OK)
	
	

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


6.1.1.15.3.3
Specific message contents

Table 6.1.1.15.3.3-1: SIP MESSAGE request for initiating a client originated emergency alert (Step 2, Table 6.1.1.15.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7

	Information Element
	Value/remark
	Comment
	Condition

	Accept-Contact
	
	Reference:

24.379 12.1.1.1
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Message-body
	
	Reference:

RFC 3261

34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	  Content-Type
	
	
	

	    media-type
	application/vnd.3gpp.mcptt-info+xml
	
	

	    xml version="1.0" encoding="UTF-8"
	
	
	

	      mcpttinfo
	
	
	

	        mcptt-Params
	
	
	

	          session-type
	prearranged
	
	

	          mcptt-request-uri type = “Normal”
	the group ID
	
	

	          mcptt-client-id
	the URI of the MCPTT Client
	
	

	          alert-ind
	true
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	    media-type
	Not present: application/vnd.3gpp.mcptt-affiliation-command+xml
	
	

	  Content-Type
	
	
	

	    media-type
	application/vnd.3gpp.mcptt-location-info+xml
	
	

	    xml version="1.0" encoding="UTF-8"
	
	
	

	      location-info
	
	
	

	        Report
	
	
	

	          ReportType
	emergency
	
	

	          TriggerID
	trigger ID for an emergency alert
	
	

	          CurrentLocation
	
	
	

	            CurrentServingEcgi
	an optional element containing the ECGI of the serving cell
	
	

	            NeighbouringEcgi
	an optional element that can occur multiple times. It contains the ECGI of any neighbouring cell the MCPTT client can detect
	
	

	            MbmsSaId
	an optional element containing the MBMS Service Area Id the MCPTT client is using
	
	

	            MbsfnArea
	an optional element containing the MBSFN area the MCPTT is located in
	
	

	            CurrentCoordinate
	an optional element containing the longitude and latitude coded as in subclause 6.1 in 3GPP TS 23.032.
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 6.1.1.15.3.3-2: SIP 200 (OK) in response to SIP MESSAGE (steps 3, 6, Table 6.1.1.15.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.17-1

	Information Element
	Value/remark
	Comment
	Condition

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	0
	Do not include an SDP offer
	

	Message-body
	Not present
	
	


Table 6.1.1.15.3.3-3: SIP MESSAGE request for cancelling emergency alert (Step 5, Table 6.1.1.15.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7

	Information Element
	Value/remark
	Comment
	Condition

	Accept-Contact
	
	Reference:

24.379 12.1.1.1
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Message-body
	
	Reference:

RFC 3261

34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	    media-type
	application/vnd.3gpp.mcptt-info+xml
	
	

	    xml version="1.0" encoding="UTF-8"
	
	
	

	      mcpttinfo
	
	
	

	        mcptt-Params
	
	
	

	          session-type
	prearranged
	
	

	          mcptt-request-uri type = “Normal”
	the group ID
	
	

	          mcptt-client-id
	the URI of the MCPTT Client
	
	

	          alert-ind
	false
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	    media-type
	Not present: application/vnd.3gpp.mcptt-affiliation-command+xml
	
	

	
	
	




	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


