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<Start of Modified Section>

4.2.4.6.3
Network Entities and their IP addresses

In general and in accordance of IMS test cases in TS 36.523-1 [1] and TS 34.229-1 [40] the emulated IP network architecture of a PDN can be illustrated as in Figure 4.2.4.6.3-1.
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Figure 4.2.4.6.3-1: Simulated Network Architecture
For simplification and to keep the number of PIXITs small , several network entities share the same PIXIT:


px_IPv4_AddressXX_NW:

P-CSCF 1 (IPv4 address), DNS Server (IPv4 address), DHCP Server


px_IPv6_AddressXX_NW:

P-CSCF 1 (IPv6 address), DNS Server (IPv6 address), ICMPv6 Server


(“XX” refers to the respective PDN)

In general , in test cases according to TS 36.523-1 [1] and TS 34.229-1 [40] no IP addresses are needed for 
S-CSCF 1, S-CSCF 2 or P-CSCF 2.
In addition to the above an emulated PDN may have further network entities depending on specific test scenarios:

· D2D test scenarios (see clause 4.2.9): 
ProSe server, BSF server

· IMS XCAP test scenarios (see TS 34.229-1 [40]):
XCAP server, BSF server

Table 4.2.4.6.3-1 summarises the IP entities being considered by the emulation of a 3GPP network (PDN).

Table 4.2.4.6.3-1: Entities of a 3GPP network (PDN)
	Network entity
	Purpose
	Network emulation by TTCN
	Network entity address assignment to the UE

	DHCP server
	IPv4 address allocation
	emulation started for each PDN even though in general UE address assignment is done via NAS signalling
	DHCP discovery procedure

	ICMPv6 server
	IPv6 address allocation
	emulation started for each PDN
	Router discovery procedure

	DNS server
	IP address resolution
	normal cases:

emulation started for each PDN but DNS queries are discarded by TTCN

XCAP/ProSE scenarios:

emulation started for each PDN and for each DNS query a DNS response is sent back to the UE
	NAS signalling

	P-CSCF
	IMS server
	emulation started for each PDN
	NAS signalling

	XCAP/ProSe server
	emulation of XCAP/ProSe
	emulation started for XCAP/ProSe scenarios only
	DNS query at the PDN’s DNS server

	BSF server
	GBA authentication
	emulation started for XCAP/ProSe scenarios only
	DNS query at the PDN’s DNS server


<End of Modified Section>

<Start of Modified Section>

4.5.2
ePDG/AAA-Server Emulation

An IPsec tunnel is established between the UE being in the untrusted network and the ePDG: Establishment, maintenance and release of the IPsec tunnel requires IP signalling between the tunnel end-points (UE, ePDG) according to RFC 5996 [64] and TS 33.402 [25]. IP data between the UE and the emulated 3GPP network is transferred through the IPsec tunnel by using UDP Encapsulation of IPsec ESP Packets according to RFC 3948 [65].

Figure 4.5.2-1 shows the principle of the IPsec tunnel. Note that the IP addresses of 3GPP and non-3GPP network shall be different.
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Figure 4.5.2-1: IPsec tunnel for untrusted Non-3GPP IP Access to 3GPP network

Table 4.5.2-1 and table 4.5.2-2 summarise the network entities of the 3GPP network and the non-3GPP network for the different scenarios of the WLAN test model.

Table 4.5.2-1: Entities of a 3GPP network (PDN) in the WLAN test model (NOTE 1)
	Network entity
	Purpose
	Network emulation by TTCN
	Address assignment to the UE

	DHCP server
	IPv4 address allocation
	no DHCP server emulation in TTCN but IPv4 address allocation is done by the SS via IKE signalling during IPsec tunnel establishment
	DHCP discovery procedure

	ICMPv6 server
	IPv6 address allocation
	no ICMPv6 server emulation in TTCN but IPv6 address allocation is done by the SS via IKE signalling during IPsec tunnel establishment
	Router discovery procedure

	DNS server
	IP address resolution
	In general no DNS server emulation in TTCN (NOTE 2)
	IKE signalling during IPsec tunnel establishment

	P-CSCF
	IMS server
	emulation started for the PDN
	IKE signalling during IPsec tunnel establishment

	XCAP server
	XCAP
	Emulation started for 3GPP network in IMS XCAP scenarios with 3GPP-XCAP-Server
	DNS query at the PDN’s DNS server (NOTE 2)

	BSF server
	GBA authentication
	Emulation started for 3GPP network in IMS XCAP scenarios with 3GPP-XCAP-Server and BSF server used for GBA authentication
	DNS query at the PDN’s DNS server (NOTE 2)

	NOTE 1
Access to the 3GPP network happens through IPsec tunnel between UE and ePDG
NOTE 2
DNS server emulation is needed for the 3GPP network in IMS XCAP test scenarios with 3GPP-XCAP server, i.e. when the XCAP server is emulated to be in the 3GPP network; this requires PDN connection to the 3GPP network via IPsec tunnel


Table 4.5.2-2: Entities of a non-3GPP network (WLAN AP) in the WLAN test model
	Network entity
	Purpose
	Network emulation by TTCN
	Address assignment to the UE

	DHCP server
	IPv4 address allocation
	no DHCP server emulation in TTCN but IPv4 address allocation is done by the SS when UE associates with the WLAN AP
	DHCP discovery procedure

	ICMPv6 server
	IPv6 address allocation
	no ICMPv6 server emulation in TTCN but IPv6 address allocation is done by the SS when UE associates with the WLAN AP
	Router discovery procedure

	DNS server
	IP address resolution
	DNS server emulation started to handle queries for the ePDG and the XCAP server (NOTE 1)
	lower layer signalling with WLAN AP when UE associates with the WLAN AP

	ePDG
	Gateway to PDN
	no IP-handling for ePDG in TTCN
	DNS query at non-3GPP DNS server

	XCAP server
	XCAP 
	Emulation started for non-3GPP network in IMS XCAP scenarios with 3GPP-XCAP-Server
	DNS query at non-3GPP DNS server (NOTE 1)

	BSF server
	GBA authentication
	n.a. (NOTE 2)
	

	NOTE 1
DNS server emulation of non-3GPP network shall handle queries for the XCAP server only if the XCAP server is emulated to be in the non-3GPP network
NOTE 2
As working assumption there is no GBA authentication in case of non-3GPP XCAP server


During establishment of the IPsec tunnel, parameters for authentication and authorization (EAP AKA) are exchanged between the ePDG and the AAA-server (see TS 33.402 [25] clause 8).

The means for establishment, maintenance and release of the IPsec tunnel shall be provided by the SS.  The TTCN does not deal with IKE messages as such. In addition to the IP test model of clause 4.2.4 there are the following requirements for SS implementation:

-
IPsec tunnelling according to RFC 5996 [64] (IKEv2) and RFC 3948 [65]

-
Emulation of EAP AKA according to RFC 4187 [66] i.e. interworking between IPsec (ePDG) and emulated AAA-server

The enhancement of the common IP test model of clause 4.2.4 is shown in figure 4.5.2-2.
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Figure 4.5.2-2: Generic WLAN Test Model

Further implementation requirements:

IPsec tunnel handling is controlled by the TTCN with static parameters

-
DNS for dynamic selection of the ePDG is handled in the TTCN according to the common IP test model

-
DHCP and ICMPv6 can be handled in the TTCN when needed (as for E-UTRA or UTRAN)

-
IMS SIP/SDP signalling is handled in the TTCN as for E-UTRA or UTRAN

-
RTP/RTCP loopback model can be configured in the same way as for E-UTRA

-
Routing of IP packets from and to WLAN is controlled by the DRB-Mux in the same way as for E-UTRA or UTRAN

In the context of the IPsec tunnel, logically two instances of the DRB-Mux can be considered:

-
Uplink

-
lower DRB-Mux to distinguish whether a UDP packet is IKE or ESP data

-
an IKE or ESP packet needs to be routed to the IPsec tunnel

-
upper DRB-Mux to handle IP packets coming out of the IPsec tunnel

-
Downlink

-
upper DRB-Mux to distinguish whether an IP packet shall be sent into the IPsec tunnel

-
lower DRB-Mux to determine routing of IKE/ESP packets (i.e. the packets inside the tunnel)
<End of Modified Section>
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9.1
E-UTRAN PIXIT

Table 9.1-1: Common PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_AccessPointName
	octetstring
	
	
	Access Point Name, as defined in TS 23.003 [48] and used in TS 24.008 [20], clause 10.5.6.1

	px_AttachTypeTested
	EUTRA_ATTACH_TESTED_Type
	EPS_ATTACH_ONLY
	EPS_ATTACH_ONLY, COMBINED_ATTACH
	Attach Type to be tested, if UE supports both pc_Attach and pc_Combined_Attach

	px_eAuthRAND
	B128_Type
	oct2bit(‘A3DE0C6D363E30C364A4078F1BF8D577’O)
	
	Random Challenge

	px_EllipsoidPointWithAltitude
	O8_Type
	
	
	Ellipsoid Point With Altitude value to be provided in Update UE location information (see 36.509 cl. 6.12)

	px_HorizontalVelocity
	O3_Type
	
	
	Horizontal Velocity value to be provided in Update UE location information (see 36.509 cl. 6.12)

	px_eJapanMCC_Band6
	NAS_Mcc
	‘442’H
	
	Japan MCC code to be used for Band 6. The same value will be used for E-UTRA and Inter-RAT cells. Type is different to that defined in TS 34.123-3 [7]

	px_PWS_CB_DataPage1
	charstring
	
	
	ETWS or CMAS Page 1 warning data message

	px_PWS_CB_DataPage2
	charstring
	
	
	ETWS or CMAS Page 2 warning data message

	px_PWS_CB_DataPage3
	charstring
	
	
	ETWS or CMAS Page 3 warning data message

	px_PWS_CB_DataPage4
	charstring
	
	
	ETWS or CMAS Page 4 warning data message

	px_PWS_CB_DataCodingScheme
	bitstring
	
	
	ETWS or CMAS data coding scheme of the alphabet/coding and the applied language [see TS 23.041]

	px_ETWS_DigitalSignature
	O43_Type
	
	
	ETWS Digital Signature

	px_IPv4_Address1_UE
	charstring
	
	
	IPv4 Address connected to PDN1

	px_IPv4_Address2_UE
	charstring
	
	
	IPv4 Address connected to PDN2

	px_IPv4_Address2a_UE
	charstring
	
	
	IPv4 Address connected to PDN2a

	px_IPv4_Address1_NW
	charstring
	
	
	IPv4 Gateway Address in PDN1

	px_IPv4_Address2_NW
	charstring
	
	
	IPv4 Gateway Address in PDN2

	px_IPv4_Address1_RemoteUE
	charstring
	
	
	IPv4 Address of remote UE connected to PDN1

	px_IPv4_Address2_RemoteUE
	charstring
	
	
	IPv4 Address of remote UE connected to PDN2

	px_IPv4_Address_HomeAgent
	charstring
	
	
	IPv4 Home Agent Address

	px_IPv6_Address1_UE
	charstring
	
	
	IPv6 Address connected to PDN1

	px_IPv6_Address2_UE
	charstring
	
	
	IPv6 Address connected to PDN2

	px_IPv6_Address2a_UE
	charstring
	
	
	IPv6 Address connected to PDN2a

	px_IPv6_Address1_NW
	charstring
	
	
	IPv6 Gateway Address in PDN1

	px_IPv6_Address2_NW
	charstring
	
	
	IPv6 Gateway Address in PDN2

	px_IPv6_Address1_RemoteUE
	charstring
	
	
	IPv6 Address of remote UE connected to PDN1

	px_IPv6_Address2_RemoteUE
	charstring
	
	
	IPv6 Address of remote UE connected to PDN2

	px_IPv6_Address_HomeAgent
	charstring
	
	
	IPv6 Home Agent Address

	px_SMS_ChkMsgReceived
	boolean
	true
	
	Whether the operator can check an MT Short Message received

	
	
	
	
	


	px_RATComb_Tested
	RATComb_Tested_Type
	EUTRA_UTRA
	EUTRA_UTRA, EUTRA_GERAN, EUTRA_Only
	This parameter represents the network RAT capability / preference and indicates which, if any is supported, RAT combination is to be tested.

	px_SinglePLMN_Tested
	SinglePLMN_Tested_Type
	MultiPLMN
	SinglePLMN,

MultiPLMN, MultiPLMNinPrimaryBand, MultiPLMNinSecondaryBand
	This parameter represents the network capability/preference to support multi PLMNs on the same test Band and indicates the preference of multi PLMNs or single PLMN test environment. This PIXIT shall be set to SinglePLMN when only one frequency is defined for the test band.

	px_UE_CS_PS_UsageSetting_Tested
	CS_PS_MODE
	VOICE_CENTRIC
	VOICE_CENTRIC, DATA_CENTRIC
	Specifies which CS/PS mode is under test

	px_UE_PS_UsageSetting_Tested
	PS_MODE
	VOICE_CENTRIC
	VOICE_CENTRIC, DATA_CENTRIC
	Specifies which PS mode is under test

	px_UTRAN_ModeUnderTest
	UTRAN_FDD_TDD
	UTRAN_FDD
	UTRAN_FDD, UTRAN_TDD
	Specifies which radio access technology is being tested in UTRAN

	px_TestLoopModeB_Delay
	O1_Type
	‘5A’
	
	This parameter represents the IP_PDU_delay to be used for UE test loop mode B in test cases, where long delay may be needed e.g. because of user interaction.

	px_IP_MTU_Size
	integer
	65535
	
	MTU Size. This value is specific to the SS.

	px_UTRAN_OverlappingNotSupportedFrequencyBandMFBI
	integer
	
	
	A not supported UTRAN frequency band that is overlapping with a supported band (px_MFBI_UTRAN_FrequencyBand). This PIXIT shall be set also in accordance with the values of the 3 PIXIT items: px_UARFCN_D_High, px_UARFCN_D_Mid,px_UARFCN_L_Mid. Applied to MFBI test case scenario.

	px_MFBI_UTRAN_FrequencyBand
	integer
	
	
	A supported UTRAN frequency band overlapping with px_UTRAN_OverlappingNotSupportedFrequencyBandMFBI. Applied to MFBI test case scenario.


Table 9.1-2: E-UTRAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_EllipsoidPointWithAltitude_ProSe_Area1
	O8_Type
	
	
	Ellipsoid Point With Altitude value corresponding to geographical area 1 provided in EFPROSE_RADIO_COM to be provided in Update UE location information (see 36.509 cl. 6.12)

	px_EllipsoidPointWithAltitude_ProSe_Area2
	O8_Type
	
	
	Ellipsoid Point With Altitude value corresponding to geographical area 2 provided in EFPROSE_RADIO_COM to be provided in Update UE location information (see 36.509 cl. 6.12)

	px_EllipsoidPointWithAltitude_NotProSe
	O8_Type
	
	
	Ellipsoid Point With Altitude value not corresponding to geographical area provided in EFPROSE_RADIO_COM to be provided in Update UE location information (see 36.509 cl. 6.12)

	px_eTDDsubframeConfig
	TDD_SubframeAssignment_Type
	1
	
	TDD uplink-downlink subframe configuration

	px_ePrimaryBandChannelBandwidth
	Dl_Bandwidth_Type
	n25
	
	Channel bandwidth used on px_ePrimaryFrequencyBand

	px_ePrimaryFrequencyBand
	integer
	1
	
	E-UTRA primary frequency band

	px_eSecondaryFrequencyBand
	integer
	2
	
	E-UTRA secondary frequency band

	px_eSecondaryBandChannelBandwidth
	Dl_Bandwidth_Type
	n25
	
	Channel bandwidth used on px_eSecondaryFrequencyBand

	px_EUTRA_CA_BandCombination
	CA_BandCombination_Type
	CA_1C
	
	Band combination for CA test cases

	px_EUTRA_DC_BandCombination
	DC_BandCombination_Type
	DC_1A-3A
	
	Band combination for DC test cases

	px_NAS_CipheringAlgorithm
	B3_Type
	001’B
	
	NAS Ciphering Algorithm (eea1, see NOTE)

	px_NAS_IntegrityProtAlgorithm
	B3_Type
	001’B
	
	NAS Integrity Algorithm (eia1, see NOTE)

	px_RRC_CipheringAlgorithm
	CipheringAlgorithm_r12
	eea1
	
	Ciphering Algorithm (see NOTE)

	px_RRC_IntegrityProtAlgorithm
	IntegrityProtAlgorithm
	eia1
	
	Integrity Algorithm (see NOTE)

	px_eMaxNumberROHC_ContextSessions
	MaxNumberROHC_ContextSessions_Type
	Cs16
	
	Maximum number of ROHC context sessions

	px_MFBI_FrequencyBand
	integer
	26
	
	A supported E-UTRA frequency band overlapping with px_OverlappingNotSupportedFrequencyBand_MFBI. Applied to MFBI test case scenario.

	px_MFBI_BandChannelBandwidth
	Dl_Bandwidth_Type
	n25
	
	E-UTRAN channel bandwidth used on px_MFBI_FrequencyBand. Applied to MFBI test case scenario.

	px_OverlappingNotSupportedFrequencyBand_MFBI
	integer
	27
	
	A not supported E-UTRA frequency band that is overlapping with a supported band (px_MFBI_FrequencyBand). Applied to MFBI test case scenario.

	px_OverlappingSupportedFrequencyBand_MFBI
	integer
	26
	
	A supported E-UTRA frequency band overlapping with px_OverlappingNotSupportedFrequencyBand_MFBI. Applied to MFBI enhancement test case scenario.

	px_ProSeAnnApplicationIdentity1
	charstring
	mcc345.mnc012.ProSeApp.Food.Restaurants.Italian
	
	A ProSe Application ID with which data structure the UE is preconfigured and for which the UE can request and perform Direct Discovery Announcing. TS 23.003, section 24.2.

	px_ProSeMonApplicationIdentity1
	charstring
	mcc300.mnc165.ProSeApp.*.Sports.Surfing
	
	A ProSe Application ID with which data structure the UE is preconfigured and for which the UE can request and perform Direct Discovery Monitoring. TS 23.003, section 24.2

	px_ProSeMonApplicationIdentityNot1
	charstring
	mcc208.mnc*.ProSeApp.Shops.Food.Wine
	
	A ProSe Application ID with which data structure the UE is NOT preconfigured to request and perform Direct Discovery Monitoring. TS 23.003, section 24.2

	px_ProSe_TLS_CipherSuite
	TLS_CIPHER_Type
	TLS_PSK_WITH_3DES_EDE_CBC_SHA 
	
	TLS cipher suite to be used for ProSe communication

	px_SL_AdditionalSupportedBandwidth
	Ul_Bandwidth_Type
	n25
	
	Supported sidelink bandwidth different from px_ePrimaryBandChannelBandwidth

	NOTE:
Unless specified otherwise in the test case prose, the null algorithm shall not be used for verification.


9.2
MultiRAT PIXIT

Table 9.2-1: GERAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_GERAN_BandUnderTest
	GERAN_BandUnderTestType
	GSM_P900
	
	Indicates which band is under test


Table 9.2-2: UTRAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_UTRAN_CipheringAlgorithm
	CipheringAlgorithm_r7
	uea2
	uea0, uea1, uea2
	UTRAN Ciphering algorithm

	px_UARFCN_Low_TDD
	integer
	
	
	Low Range downlink UARFCN value for LCR TDD

	px_UARFCN_Mid_TDD
	integer
	
	
	Mid Range downlink UARFCN value for LCR TDD

	px_UARFCN_High_TDD
	integer
	
	
	High Range downlink UARFCN value for LCR TDD

	px_TDD_OperationBandCharstring
	charstring
	a
	px_UARFCN_Mid_TDD, px_UARFCN_Low_TDD and px_UARFCN_High_TDD shall take the values according to the value of px_TDD_OperationBandCharstring
	Applicable for TDD
The operation band under test as defined in 34.108 clause 5.1.2

	px_NoTDD_LCR_onLTE
	boolean
	false
	
	Only applicable to UE supporting (at least) LTE and LCR TDD.

If set to true, the UE is configured not to report support of LCR TDD (IE utraTDD128 in UECapabilityInformation) when being camped on an LTE cell with no detectable LCR TDD cell in the environment


Table 9.2-3: CDMA2000 HRPD PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_HRPD_BandClass
	BandclassCDMA2000_Type
	1
	
	Band Class;

Table 1.5-1 of C.S0057-E v1.0

Default value corresponds to 1.8 to 2.0 GHz PCS band

	px_HRPD_SectorID_Cell15
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000001'O)
	
	Sector ID of Cell 15;

Clause 13.9 of C.S0024-C v2.0

	px_HRPD_SectorID_Cell16
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000002'O)
	
	Sector ID of Cell 16;

Clause 13.9 of C.S0024-C v2.0

	px_HRPD_SectorID_Cell17
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000003'O)
	
	Sector ID of Cell 17;

Clause 13.9 of C.S0024-C v2.0

	px_HRPD_SectorID_Cell18
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000004'O)
	
	Sector ID of Cell 18;

Clause 13.9 of C.S0024-C v2.0

	px_ColorCode
	ColorCode_Type
	64
	
	Colour code of the subnet to which the sectors belong;

Same for all HRPD cells

	px_ColorCodeDiff
	B32_Type
	128
	
	Colour code of the subnet to which the sectors belong;

Adifferent colour code than default

	px_OpenLoopAdjust
	OpenLoopAdjust_Type
	10
	
	The value of open loop adjust to be used by access terminals in the open loop power estimate, expressed as an unsigned value in units of 1 dB. The value used by the access terminal is -1 times the value of this field

	px_UATI24
	O3_Type
	'123456'O
	
	UATI to be allocated to the UE,

clause 6.3.7.2.2 of C.S0024-C v2.0

	px_MACIndex
	integer
	15
	
	ReverseLinkMACIndex to be used. Allowed values 0...383 C.S0024-C v2.0 clause 12.4.1.3.2.2


Table 9.2-4: CDMA2000 1xRTT PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_1XRTT_BaseId_Cell19
	B16_Type
	int2bit (39,16)
	
	Base ID of Cell 19

	px_1XRTT_BaseId_Cell20
	B16_Type
	int2bit (40,16)
	
	Base ID of Cell 20

	px_1XRTT_BaseId_Cell21
	B16_Type
	int2bit (41,16)
	
	Base ID of Cell 21

	px_1XRTT_BaseId_Cell22
	B16_Type
	int2bit (42,16)
	
	Base ID of Cell 22

	px_1XRTT_NID
	B16_Type
	int2bit (100,16)
	
	default Network ID of 1xRTT Cells

	px_1XRTT_SID
	B15_Type
	int2bit (200,15)
	
	default SystemID of 1xRTT Cells

	px_1XRTT_TMSI_Def
	O4_Type
	'1234ABCD'O
	
	TMSI to be used in 1XRTT

	px_1XRTT_MinProtRev
	ProtRev_Type
	0
	
	Minimum Protocol revision supported by Base Station

	px_1XRTT_UserInfo_EncMode
	EncryptionMode_Type
	2
	
	Encryption Mode

Rijndael algorithm

	px_1XRTT_Sig_EncMode
	EncryptionMode_Type
	2
	
	Encryption Mode

Rijndael algorithm

	px_1XRTT_BandClass
	BandclassCDMA2000_Type
	1
	
	Band Class; Table 1.5-1 of C.S0057 E v1.0. Default value corresponds to 1.8 GHz to 2.0 GHz PCS band

	px_PowerDownRegEnabled
	boolean
	true
	
	Parameter for power down reg in 1xRTT

	px_1XRTT_Zone_Timer
	B3_Type
	‘000’B
	
	Zone timer sent in ‘System Parameters Message’ overhead message

	px_RAND
	B32_Type
	'00001111000011110000111100001111'B
	
	Random Challenge Data to be included along with mobility parameters in CSFBParametersResponseCDMA2000 or HandoverFromEUTRAPreparationRequest

	px_RAND2
	B32_Type
	'00001111000011110000111100001111'B
	
	Random Challenge Data to be included along with mobility parameters in CSFBParametersResponseCDMA2000 or HandoverFromEUTRAPreparationRequest


Table 9.2-5: WLAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_ePDG_Ipsec_CipheringAlgorithm
	IPsec_CipheringAlgorithm_Type
	des_ede3_cbc
	des_ede3_cbc,

aes_cbc,

nociph
	Ipsec Ciphering Algorithm used in ePDG

	px_ePDG_Ipsec_IntegrityAlgorithm
	IPsec_IntegrityAlgorithm_Type
	hmac_sha_1_96
	hmac_md5_96,

hmac_sha_1_96
	Ipsec Integrity Algorithm used in ePDG

	px_WLANBand
	WLAN_Band_Type
	Band2_4Ghz
	Band2_4Ghz, Band5Ghz, Band3_6Ghz
	WLAN ISM Band

	px_WLAN_RulesToBeTested
	WLAN_RulesToBeTested
	"ANDSF_Rules"
	"ANDSF_Rules",

"RAN_Rules"
	Rules to be tested in WLAN test cases

	px_WLAN_PDN1_ToOffload
	boolean
	true
	
	If set to true, the first PDN connection is offloaded to WLAN. If set to false, the second PDN connection is offloaded to WLAN.

	px_WLAN_UE_AddrIPv4
	charstring
	
	
	IPv4 WLAN UE Address

	px_WLAN_UE_AddrIPv6
	charstring
	
	
	IPv6 WLAN UE Address

	px_WLAN_NetworkAddrIPv4
	charstring
	
	
	IPv4 WLAN Network Address

	px_WLAN_NetworkAddrIPv6
	charstring
	
	
	IPv6 WLAN Network Address

	px_ePDG_OperatorProvisionedFQDN
	charstring
	
	
	domain name of the ePDG to be considered to assign the IP addresses of the ePDG in responses to DNS queries

	px_WLAN_BeaconRSSI
	WLAN_BeaconRSSI_Type
	78 (-50dBm)
	0-255
	Beacon RSSI value for IMS over WLAN test cases


<End of Modified Section>

<Start of Modified Section>
10.1.2
Switch/Power off procedure

10.1.2.1
Procedure

Table 10.1.2.1-1: Switch/Power off procedure

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	0A
	The SS starts Timer_1 =  2 seconds
	
	

	-
	EXCEPTION: Steps 0B – 0Bb1 describe behaviour that depends on the UE implementation
	-
	-

	0Ba1 – 0Ba10
	The steps defined in Table 10.1.2.1-2 take place.

Note The SS cancels the Timer_1 at step 0Ba1
	
	

	0Bb1
	The SS waits for Timer_1 expiry
	
	

	1
	The UE is powered off or switched off, (see ICS)
	-
	-

	-
	EXCEPTION: Steps 1A to 7 specify the behaviour if UE supports pc_SwitchOnOff.
	-
	-

	-
	EXCEPTION:  Step 1A depends on the UE implementation: if the steps 0Ba1 – 0Ba10 did not take place
	
	

	1A
	the steps defined in Table 10.1.2.1-2 may take place
	
	

	-
	EXCEPTION: Steps 2 to 4 are used only when the UE is in UTRA idle end state (U1) and steps 0Ba1 – 0Ba10 or step 1A did not take place.
	
	

	2
	The UE transmits RRC CONNECTION REQUEST
	-->
	RRC CONNECTION REQUEST

	3
	The SS transmit a RRC CONNECTION SETUP
	<--
	RRC CONNECTION SETUP

	4
	The UE transmits an RRC CONNECTION SETUP COMPLETE message
	-->
	RRC CONNECTION SETUP COMPLETE

	4Aa1 – 4Aa6
	Void
	-
	-

	
	
	
	

	
	

	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	-
	EXCEPTION: Step 4Aa7a1 to 4Aa7a2 specifies optional behaviour depending on the UE implementation. The UE may perform PDP context deactivation procedure before Detach.
	
	

	4Aa7a1
	The UE transmits DEACTIVATE PDP CONTEXT REQUEST
	-->
	DEACTIVATE PDP CONTEXT REQUEST

	4Aa7a2
	The SS transmits DEACTIVATE PDP CONTEXT ACCEPT
	<--
	DEACTIVATE PDP CONTEXT ACCEPT

	-
	EXCEPTION: Step 5a1 specifies behaviour

when the current UTRA cell is in NMO I and the UE is in condition:

- C1 or

- C3
	-
	-

	5a1
	The UE transmits an UPLINK DIRECT TRANSFER message or INITIAL DIRECT TRANSFER message when the UE is in UTRA idle end state (U1).

This message includes a DETACH REQUEST message with the detach type=‘power switched off, GPRS/IMSI combined detach'
	-->
	DETACH REQUEST

	-
	EXCEPTION: Step 5b1 specifies behaviour

when the current UTRA cell is in (NMO I or NMO II) and the UE is in condition C4
	-
	-

	5b1
	The UE transmits an UPLINK DIRECT TRANSFER message or INITIAL DIRECT TRANSFER message when the UE is in UTRA idle end state (U1).

This message includes an IMSI DETACH INDICATION message
	-->
	IMSI DETACH INDICATION

	-
	EXCEPTION: Step 5c1 specifies behaviour

when the current UTRA cell is in (NMO I or NMO II) and the UE is in condition C2
	-
	-

	5c1
	The UE transmits an UPLINK DIRECT TRANSFER message or INITIAL DIRECT TRANSFER message when the UE is in UTRA idle end state (U1).

This message includes a DETACH REQUEST message with detach type=‘power switched off, PS detach''
	-->
	DETACH REQUEST

	-
	EXCEPTION: Steps 5d1 and 5d2 specify behaviour when the current UTRA cell is in NMO II and the UE is in condition:

- C1 or

- C3.

Both detach messages (in steps 5d1 and 5d2) can be sent by UE in any order.
	-
	-

	5d1
	The UE transmits an UPLINK DIRECT TRANSFER message or INITIAL DIRECT TRANSFER message when the UE is in UTRA idle end state (U1) and this is the first message received.

This message includes a DETACH REQUEST message with the detach type=‘power switched off, PS detach''
	-->
	DETACH REQUEST

	5d2
	The UE transmits an UPLINK DIRECT TRANSFER message or INITIAL DIRECT TRANSFER message when the UE is in UTRA idle end state (U1) and this is the first message received.

This message includes an IMSI DETACH INDICATION message
	-->
	IMSI DETACH INDICATION

	6
	The SS transmits an RRC CONNECTION RELEASE message
	<--
	RRC CONNECTION RELEASE

	7
	The UE transmits a RRC CONNECTION RELEASE COMPLETE message
	-->
	RRC CONNECTION RELEASE COMPLETE


Table 10.1.2.1-2: Optional IMS Deregistration
	-
	EXCEPTION: Steps 1 to 3 are used only when the UE is in UTRA idle end state (U1).
	
	

	1
	The UE transmits RRC CONNECTION REQUEST
	-->
	RRC CONNECTION REQUEST

	2
	The SS transmit a RRC CONNECTION SETUP
	<--
	RRC CONNECTION SETUP

	3
	The UE transmits an RRC CONNECTION SETUP COMPLETE message
	-->
	RRC CONNECTION SETUP COMPLETE

	-
	EXCEPTION: Step 4a1 to 4a6 specifies optional behaviour if the UE is registered to IMS services. UE may perform IMS-deregistration procedure.
	
	

	4a1
	The UE transmits UPLINK DIRECT TRANSFER message or INITIAL DIRECT TRANSFER message when the UE is in UTRA idle end state (U1).

This message includes a GMM SERVICE REQUEST message with service type=Data.
	-->
	GMM SERVICE REQUEST

	4a2
	The SS transmits a SECURITY MODE COMMAND message for the ps domain.
	
	SECURITY MODE COMMAND

	4a3
	The UE transmits a SECURITY MODE COMPLETE message.
	
	SECURITY MODE COMPLETE

	4a4
	The SS transmits a RADIO BEARER SETUP message using the UTRA reference radio bearer parameters and combination “UTRA PS RB” according to TS 36.508 subclause 4.8.3 and Table 4.8.3-1.
	
	RADIO BEARER SETUP

	4a5
	The UE transmits a RADIO BEARER SETUP COMPLETE
	
	RADIO BEARER SETUP COMPLETE

	4a6
	IMS de-registration is performed using the generic procedure defined in 34.229-1 [40] Annex C.30.
	
	


<End of Modified Section>
<Start of Modified Section>
10.5.5
Automatic selection mode procedure in State N5 (current cell, neighbour cell)

10.5.5.1
Procedure

Table 10.5.5.1-1: Automatic selection mode procedure

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Set UE to Automatic PLMN selection mode.
	-
	-

	2
	The SS configures:

- the current cell as a “Non-Suitable Off cell”

- the neighbour cell as a “Serving cell”
	-
	-

	3
	Generic test procedure in TS 36.508 subclause 8.1.5A.5 is performed on the neighbour cell
	-
	-

	-
	At the end of this test procedure sequence, the UE is in end state NB-IoT idle (N1)
	-
	-



10.6
Postambles for WLAN test cases

This clause describes UE postamble states which can be used in the post condition of WLAN test cases defined in TS 36.523-1 [1] and TS 34.229-1 [40]. The clause specifies a set of procedures to bring the UE into these states.

10.6.1
UE postamble states and procedures for WLAN test cases

In order to bring the UE to switched/powered off state there are some procedures that need to be executed. The identified procedures are shown in figure 10.6.1-1.
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Figure 10.6.1-1: UE postamble states and procedures for WLAN
10.6.2
IMS Deregistration
10.6.2.1
Procedure
Table 10.6.2.1-1: IMS Deregistration
	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE is powered off or switched off, (see ICS)
	-
	-

	2
	The SS starts Timer_1 =  2 seconds
	-
	-

	-
	EXCEPTION: Steps 1a – 1b describe behaviour that depends on the UE implementation
	-
	-

	3a1
	IMS de-registration is performed using the generic procedure defined in 34.229-1 [40] Annex C.30. 
Note The SS cancels the Timer_1
	-
	-

	3b1
	The SS waits for Timer_1 expiry
	-
	-


10.6.3
IPsec tunnel(s) release
10.6.3.1
Procedure
Table 10.6.3.1-1: IPsec tunnel(s) release
	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE performs a UE-initiated IPsec tunnel disconnection using the IKEv2 protocol as defined in 3GPP TS 24.234 [XX] clause 8.3.2.2.
	-
	-

	NOTE:
There may be more than one IPsec tunnel to disconnect.


10.6.4
WLAN AP disassociation
10.6.4.1
Procedure
Table 10.6.4.1-1: WLAN AP disassociation
	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE performs a disassociation from the WLAN AP as defined in IEEE 802.11-2012 [YY] clause 4.5.3.5.
	-
	-


<End of New Section>
<Start of Next Modified Section>
11.4.2
CA Inter-band operation

Test case using more than one radio frequency on the primary band, i.e. using the radio frequency f2 specified in TS 36.508 [3], shall avoid to be executed on E-UTRA CA Configuration:

CA_3A-11A,

CA_5A-29A,

CA_8A-11A,

CA_12A-25A,

CA_12A-30A,
CA_13A-66A,
CA_18A-28A,

CA_19A-21A,

CA_19A-28A,

CA_19A-42A,

CA_19A-42C,

CA_21A-42C,

and on E-UTRA CA switched configuration

CA_1A-18A,

CA_1A-19A,

CA_1A-21A,

CA_2A-12A,

CA_2A-13A,

CA_2A-17A,


CA_2A-30A,

CA_3A-11A,

CA_3A-19A,

CA_4A-12A,

CA_4A-13A,

CA_4A-17A,


CA_4A-30A,

CA_5A-12A,

CA_5A-13A,

CA_5A-17A,

CA_5A-30A,

CA_7A-12A,

CA_8A-11A,

CA_11A-18A,

CA_12A-30A,

CA_19A-21A,

CA_20A-31A,

CA_29A-30A

The list containing such test cases is given below:

8.2.4.19.2

Test case using more than one radio frequency on the primary or secondary band, i.e. using the radio frequency f2 or f6 (depending upon the Cell being used) specified in TS 36.508 [3], shall avoid to be executed on E-UTRA CA Configuration:

CA_3A-11A,

CA_8A-11A,

CA_19A-21A,

CA_12A_30A

and on E-UTRA CA switched configuration

CA_3A-11A,

CA_8A-11A,

CA_19A-21A,

CA_12A_30A,

CA_29A-30A

The list containing such test cases is given below:

8.2.4.21.2

These test cases can be run with switched allocation of PCell and SCell as specified in TS 36.508 [3] clause 6.2.3.2 (NOTE 3 and 4).

These test cases with switched allocation of PCell and SCell shall avoid to be executed on E-UTRA CA Configuration 

with a band having no UL frequency

 CA_2A-29A,

CA_4A-29A,

CA_5A-29A,

CA_20A-32A,

CA_23A-29A,

CA_20A-67A

and on E-UTRA CA switched configuration

CA_29A-30A,

CA_29A-66A

with an LAA unlicenced band

CA_1A-46A,

CA_2A-46A,

CA_3A-46A,

CA_4A-46A,

CA_7A-46A,

CA_41A-46A,

CA_42A-46A

and on E-UTRA CA switched configuration
CA_46A-66A,
CA_46C-66A,




8.2.4.17.2,

8.2.4.20.2,

8.2.4.23.2,

17.4.11.2,

21.3.12.2
The PICS for UL CA 36.523-2 table A.4.3.3-2 shall be set in accordance with the UL CA support in the Band combination under test.
The 3DL CA test cases can be run on 3CCs FDD-TDD band combinations, they  are using more than one radio frequency on the primary band, i.e. using the radio frequency f2 specified in TS 36.508 [3], shall avoid to be executed on E-UTRA CA Configuration:

CA_19A-42C,

CA_21A-42C

The list containing such test cases is given below:

7.1.2.11.4
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