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9.2.3.1.8a.3.3
Specific message contents

Table 9.2.3.1.8a.3.3-1: Message TRACKING AREA UPDATE REQUEST (step 2, Table 9.2.3.1.8a.3.2-1)

	Derivation path: 36.508 table 4.7.2-27

	Information Element
	Value/Remark
	Comment
	Condition

	Device properties
	0
	MS is not configured for NAS signalling low priority
	

	Last visited registered TAI
	TAI-1
	
	


9.2.3.1.8b
Normal tracking area update / EAB broadcast handling / ExtendedAccessBarring configured in the UE / ExtendedAccessBarring and Override_ExtendedAccessBarring configured in the UE
9.2.3.1.8b.1
Test Purpose (TP)

(1)

with { UE in state EMM-REGISTERED and EMM-IDLE mode and UE being configured for ExtendedAccessBarring (EAB) and not configured for Override_ExtendedAccessBarring and accessing the network with an access class different to classes 11 - 15 }

ensure that {

  when { UE detects entering a new tracking area, and, the cell is broadcasting EAB information effectively barring the cell for the UE }

    then { the UE does not initiate Normal tracking area update on the cell }

            }
(2)

with { UE in state EMM-REGISTERED and EMM-IDLE mode and UE being configured for ExtendedAccessBarring (EAB) and configured for Override_ExtendedAccessBarring and accessing the network with an access class different to classes 11 - 15 }

ensure that {

  when { UE detects entering a new tracking area, and, the cell is broadcasting EAB information effectively barring the cell for the UE }

    then { the UE initiates Normal tracking area update on the cell }

            }
9.2.3.1.8b.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.301, clause 5.3.10 and D.1, TS 24.368 clauses 4, 5.8 and 5.10, and, TS 36.331, clauses 5.2.2.4, 5.3.3.2 and 5.3.3.12. Unless otherwise stated these are Rel-11 requirements.
[TS 24.301, clause 5.3.10]
The network can restrict the access for certain groups of UEs by means of barring their access class.

The UE shall evaluate the access control information for Access Class Barring, Access Control for CSFB and Extended Access Barring (EAB) as specified in 3GPP TS 36.331 [22].
[TS 24.301, clause D.1]
When EMM requests the establishment of a NAS-signalling connection, the RRC establishment cause used by the UE shall be selected according to the NAS procedure as specified in table D.1.1. The EMM shall also indicate to the lower layer for the purpose of access control, the call type associated with the RRC establishment cause as specified in table D.1.1. If the UE is configured for EAB (see the "ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [15A] or 3GPP TS 31.102 [17]), the EMM shall indicate to the lower layer for the purpose of access control that EAB applies for this request except for the following cases:

-
the UE is accessing the network with one of the access classes 11 – 15;
-
the UE is answering to paging;
-
the RRC Establishment cause is set to "Emergency call"; or

-
the UE is configured to allow overriding EAB (see the "Override_ExtendedAccessBarring" leaf of the NAS configuration MO as specified in 3GPP TS 24.368 [15A] or 3GPP TS 31.102 [17]) and receives an indication from the upper layers to override EAB.
[TS 24.368, clause 4]
The NAS configuration MO is used to manage configuration parameters related to NAS functionality for a UE supporting provisioning of such information. The presence and format of the non-access stratum configuration file on the USIM is specified in 3GPP TS 31.102 [6].
The MO identifier is: urn:oma:mo:ext-3gpp-nas-config:1.0.
The OMA DM Access Control List (ACL) property mechanism (see OMA-ERELD-DM-V1_2 [2]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the NAS configuration MO.
The following nodes and leaf objects are possible in the NAS configuration MO as described in figure 4-1:

[image: image1.emf]<X>
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Figure 4-1: The NAS configuration Management Object
[TS 24.368, clause 5.8]
The ExtendedAccessBarring leaf indicates whether the extended access barring is applicable for the UE as specified in 3GPP TS 24.008 [4] and 3GPP TS 24.301 [5].

-
Occurrence: ZeroOrOne

-
Format: bool
-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that the extended access barring is not applied for the UE.

1
Indicates that the extended access barring is applied for the UE.
The default value 0 applies if this leaf is not provisioned.

[TS 24.368, clause 5.10]
The Override_ExtendedAccessBarring leaf indicates whether the UE can override ExtendedAccessBarring leaf node configured to extended access barring.
The handling of extended access barring for the UE when the Override_ExtendedAccessBarring leaf exists is specified in 3GPP TS 24.008 [4] and 3GPP TS 24.301 [5].
-
Occurrence: ZeroOrOne

-
Format: bool
-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that the UE cannot override extended access barring

1
Indicates that the UE can override extended access barring

The default value 0 applies if this leaf is not provisioned.

[TS 36.331, clause 5.2.2.4]
The UE shall:
...
1>
not initiate the RRC connection establishment subject to EAB until the UE has a valid version of SystemInformationBlockType14, if broadcast;

...

1>
if the UE is EAB capable:

2>
when the UE does not have stored a valid version of SystemInformationBlockType14 upon entering RRC_IDLE, or when the UE acquires SystemInformationBlockType1 following EAB parameters change notification or upon entering a cell during RRC_IDLE:

3>
if schedulingInfoList indicates that SystemInformationBlockType14 is present:

4>
start acquiring SystemInformationBlockType14 immediately;

3>
else:

4>
discard SystemInformationBlockType14, if previously received;

NOTE 4:
EAB capable UEs start acquiring SystemInformationBlockType14 as described above even when systemInfoValueTag in SystemInformationBlockType1 has not changed.

NOTE 5:
EAB capable UEs maintain an up to date SystemInformationBlockType14 in RRC_IDLE.

[TS 36.331, clause 5.3.3.2]
The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE.

Upon initiation of the procedure, the UE shall:

1>
if upper layers indicate that the RRC connection is subject to EAB (see TS 24.301 [35]):

2>
if the result of the EAB check, as specified in 5.3.3.12, is that access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection and that EAB is applicable, upon which the procedure ends;
[TS 36.331, clause 5.3.3.12]
The UE shall:

1>
if SystemInformationBlockType14 is present and includes the eab-Param:

2>
if the eab-Common is included in the eab-Param:

3>
if the UE belongs to the category of UEs as indicated in the eab-Category contained in eab-Common; and

3>
if for the Access Class of the UE, as stored on the USIM and with a value in the range 0..9, the corresponding bit in the eab-BarringBitmap contained in eab-Common is set to one:

4>
consider access to the cell as barred;

3>
else:

4>
consider access to the cell as not barred due to EAB;

9.2.3.1.8b.3
Test description

9.2.3.1.8b.3.1
Pre-test conditions

System Simulator:

-
Cell A (belongs to TAI-1, home PLMN) is set to ''Serving cell'';

-
Cell B (belongs to TAI-2, home PLMN) is set to ''Non- Suitable cell''; When active, the SS is transmitting SystemInformationBlockType14 Extended access barring activated on this cell. System information combination 31 as defined in TS 36.508[18] clause 4.4.3.1.2 is used in E-UTRA cell B.
UE:

-
The UE is configured to respect "ExtendedAccessBarring" as per TS 24.368 [49]. This is achieved by equipping the UE with a USIM containing values shown in Table 9.2.3.1.8b.3.1-1.

Table 9.2.3.1.8b.3.1-1: USIM Configuration

	USIM field
	Value

	EFUST
	Services 96 'Non-Access Stratum configuration by USIM' is supported. 

	EFNASCONFIG
	- Extended access barring activated: UE shall apply extended access barring

- Override Extended access barring not activated


-
The UE is configured to initiate EPS attach.
-
The UE is capable to be configured for Override Extended access barring as described in TS 24.368 [49]
Preamble:

-
The UE is in state Registered, Idle Mode (state 2) on cell A according to TS 36.508 [18].
9.2.3.1.8b.3.2
Test procedure sequence

Table 9.2.3.1.8b.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:

- Cell A as a "Non-Suitable cell".

- Cell B as "Serving cell" (the cell is transmitting SystemInformationBlockType14 Extended access barring activated)
	-
	-
	-
	-

	-
	The following messages are sent and shall be received on cell B
	-
	-
	-
	-

	2
	Check: Does the UE send a TRACKING AREA UPDATE REQUEST message in the next 60 sec?
	-
	TRACKING AREA UPDATE REQUEST
	1
	F

	3
	Configure the UE for Override Extended access barring as described in TS 24.368 [49]
	-
	-
	-
	-

	4
	Check: Does the UE transmit a TRACKING AREA UPDATE REQUEST message?
	-->
	TRACKING AREA UPDATE REQUEST
	2
	P

	5
	The SS transmits a TRACKING AREA UPDATE ACCEPT message.
	<--
	TRACKING AREA UPDATE ACCEPT
	-
	-

	6
	The UE transmits a TRACKING AREA UPDATE COMPLETE message
	-->
	TRACKING AREA UPDATE COMPLETE
	-
	-

	-
	At the end of the test procedure sequence, the UE is in end state E-UTRA connected (E2_T3440) according to TS 36.508.
	-
	-
	-
	-


9.2.3.1.8b.3.3
Specific message contents

None.
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