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1	Introduction
There are several general issues regarding MCData testing and MCData test cases.

2	Issues
2.1	Timer TDU2
According to 24.282 TDU2 specifies the period after a file download in which the terminating client may defer the download. After expiry of TDU2 the terminating client shall ignore or suppress any user request to defer the download.
Issue 2.1-1:	24.282 clause 10.2.1.2.3 describes behaviour regarding TDU2 for the terminating client only; there is nothing specified for the originating client.
 There are no requirements regarding TDU2 for on originating client which could be tested.
Proposal 2.1-1:	TDU2 shall be removed from CO FD test cases 6.2.1, 6.2.3 and 6.2.13:
Test case title, preamble, test sequence
Issue 2.1-2:	Test case 6.2.4 has a test purpose 5 regarding deferral of an HTTP file download, but this is not tested anywhere in the test case. On the other hand the deferral of an HTTP file download is part of test case 6.2.2 already (test purpose 5) which in contrast to 6.2.4 has "FILE DOWNLOAD DEFERRED" in the title.
Proposal 2.1-2:	Test purpose 5 to be removed from test case 6.2.4.

2.2	Metadata in FD SIGNALLING PAYLOAD from the SS
Issue 2.2-1:	36.579-1 Table 5.5.3.13.2-1 is not clear about whether or not the FD Signalling Payload from the SS shall contain Metadata: On one hand it says "not present" on the other hand it lists the content of the Metadata.
Assumption 2.2-1:	At least it does not harm to provide Metadata to the UE.
Proposal 2.2-1:	Metadata to be provided to the UE in FD SIGNALLING PAYLOAD.
Issue 2.2-2:	24.282 clause 15.2.17 says "Metadata contains a concatenation of the following data", but it does not say how the concatenation shall be done: Concatenation without any separator would result in a string which is neither readable nor can be decoded.
 There should be a separator like a blank (SP) or carriage-return/line-feed (CRLF)
Assumption 2.2-2:	A UE should cope with Metadata in separate lines (i.e. separated by CRLF).
Proposal 2.2-2:	CRLF as separator for the information of Table 15.2.17-1 (file-selector, file-date, file-availability, file-description)
Issue 2.2-3:	The hash value contained in the file-selector needs to be generated using SHA-1
Proposal 2.2-3:	New external function fx_SHA_1 similar to fx_SHA_2.
NOTE: A hash value needs to be generated for SDP anyway for test cases using media plane.

2.3	Test files for FD MCData test cases
Issue 2.3-1:	In current CO FD MCData test cases there are MMI statements like
"Make the MCDATA User request to send a binary file that is larger than <max-data-size-auto-recv-bytes> …"
but it is not clear where the file comes from. 
Proposal 2.3-1a:	Test files of well-defined length and content shall be specified and used in CO and CT test cases. The files may be added as annex A to 36.579-7.
Proposal 2.3-1b:	For CO test cases the test files used by the test case shall be specified in the pre-test conditions of the IUT (e.g. "test files 1, 2 of Annex A are available at the UE for upload").
For CT test cases the pre-test conditions of the IUT shall clarify that no downloaded test files of previous test cases shall be stored at the UE anymore.
Proposal 2.3-1c:	For CO test cases the MMI prompt for file upload or CO file transfer shall address which file to uploaded e.g. "Make the MCDATA User request to upload test file X as specified in Annex A ...".
For CT test cases the steps for file download or CT file transfer shall specify the test file being sent by the SS.
Issue 2.3-2:	There seems to be no reason why a test file needs to be binary.
NOTE: When core specs are talking about "binary data representing the file" this does not mean that it cannot be a text file.
Proposal 2.3-2a:	The test files shall be an (ASCII) text file with "text/plain" as file type.
NOTE: The file type needs to be provided e.g. in the SDP message for FD using media plane.
Proposal 2.3-2b:	"binary file" to be replaced by "file" in the test purposes of test case 6.2.1 and in the test sequence of test cases 6.2.1, 6.2.3, 6.2.5, 6.2.7 and 6.2.13.
Issue 2.3-3:	Currently there are no checks of the files in the test cases. But as there could be different interpretations regarding security protection of files or portions of files it seems to be useful to check the correctness of a transferred file.
Proposal 2.3-3:	Test files shall be checked after a file transfer:
a) CO: The test operator shall be prompted to send a particular test file. TTCN shall check the validity of the received file. 
 New steps to be added to test sequence of CO FD test cases to check the file. 
b) CT: The SS sends a particular file and the test operator can be prompted to check that the downloaded file is the one which has been sent
 New steps to be added to test sequence of CT FD test cases to prompt the user to check the file.

2.4	Absolute URI of the media storage function
According to Rel-16 CT1 CR C1-200803, clause 10.2.1.3.2 (MCData client procedure for discovery of the Absolute URI of the media storage function) has been removed from 24.282 as the absolute URI associated with media storage function is configurable in user profile document.
 A Rel-16 (and above) UE shall retrieve the Absolute URI of the media storage function from the user profile. Nevertheless a Rel-15 (and below) UE may still use the procedure of 24.282 clause 10.2.1.3.2 and the procedures at the server side are still there for backward compatibility.
Issue 2.4-1:	Test cases 6.2.1/3/5/7/13 are expecting the UE to perform discovery of the Absolute URI of the media storage function depending on whether or not the MCData Client is "aware of the URI of the media storage function"; there is no generic procedure yet to easily cope with requirements for different releases in one place.
Proposal 2.4-1a:	A generic procedure shall be added to 36.579-1 and used by the test cases. The generic procedure shall handle the requirements for different releases.
Proposal 2.4-1b:	A PICS shall be introduced to distinguish the behaviour for different UE implementations:
To avoid common PICS for core spec releases the PICS shall be specific for discovery of the Absolute URI of the media storage function (e.g. pc_MCData_MSFDiscoverySignalling). The PICS shall be set when the UE performs the procedure of clause 10.2.1.3.2; it should not be set for a Rel-16 (and above) implementation.
NOTE 1: Even a Rel-15 UE may retrieve Absolute URI of the media storage function from the user profile if present.
NOTE 2: Currently it is a test purpose that the UE performs the procedure and PASS verdicts are assigned even though the procedure is optional in the test sequence.
 Test purposes, verdict assignments  and conformance requirements should be reviewed regarding discovery of the Absolute URI of the media storage function.
Issue 2.4-2:	24.282 is not clear whether the procedure of clause 10.2.1.3.2 may be called for every file upload.  It is not clear whether the procedure is needed for a second file upload in a test case (test cases 6.2.1/3).
Assumption 2.4-2:	If the UE does not get the Absolute URI of the media storage function from the user profile it shall perform the procedure for discovery before the first file upload and it may perform the procedure for a second file upload.
Proposal 2.4-2:	Test cases 6.2.1/3 to be modified according to the above assumption.
Issue 2.4-3:	According to 24.484 clause 10.3.2.1 for Rel-16 (and above) <MCDataContentServerURI> is mandatory in user profile.  A Rel-16 UE will expect <MCDataContentServerURI> to contain the Absolute URI of the media storage function and it may not use the procedure of 24.282 clause 10.2.1.3.2.
Proposal 2.4-3:	<MCDataContentServerURI> shall be added to 36.579-1 Table 5.5.8.11-1.

2.5	URIs used for File Upload
24.282 is not precise about the URIs being used for File Upload; there are the
a) absolute URI of the media storage function as in the <MCDataContentServerURI> element of the user profile or retrieved by using the MCData client procedure for discovery of the Absolute URI of the media storage function (Rel-15 and below, see above)
b) "absolute URI identifying the resource on a media storage function" used as Request-URI in an HTTP POST request (24.282 clause 10.2.2.1)
c) "URL identifying the location of the stored file" returned to the client in the Location header field of the HTTP 201 Created response (24.282 clause 10.2.2.2)
d) URL of the file in the Payload data of the FD SIGNALLING PAYLOAD sent by the client in the SIP MESSAGE for file upload using HTTP (24.282 clauses 10.2.4.2.1 and 6.2.4.1)
Issue 2.5-1:	As different wordings are used, it is not clear in 24.282 whether the URIs of a) and b) are the same; e.g. the URI b) might be a "sub-path" of a).
Nevertheless there is no guideline in 24.282 how to build the URI b).
Assumption 2.5-1:	URIs of a) and b) are the same and it is not the client's responsibility to specify distinct file location for different file uploads.
NOTE: As in contrast to HTTP PUT the HTTP POST requests are not idempotent (RFC 7231) it does not seem to make sense that the client needs to manage the file locations.
Issue 2.5-2:	24.282 does not specify any relation between the URI c) and the URIs a) and b).
Assumption 2.5-2:	The network assigns a URI for each uploaded file (see assumption 2.5-1). The network returns this file location to the client in the HTTP 201 Created response.
Issue 2.5-3:	24.282 does not specify the exact URI to be used for d).
Assumption 2.5-3:	The client shall use URI c) for d).
NOTE: This implies that the client cannot send the SIP MESSAGE before it has gotten the HTTP 201 Created.
Proposal 2.5:	The above assumptions shall be taken into account in the test cases.
NOTE: In principle this is the case already but needs clarifications in the prose.

2.6	Configuration parameters controlling SDS or FD data transfer
There are several parameters in the MCData Group Configuration document, the MCData user profile configuration document and the MCData service configuration document having impact on the UE behaviour depending on the amount of data to be transferred. Some of these parameters are static in the way that their values can be the same for all test cases, others need specific values for particular test cases.
2.6.1	Static parameters
a) Group Configuration (24.481 clause 7.2.8)
· <mcdata-max-data-in-single-request>
"Value … indicates the maximum size of data (in bytes) that the MCData group member identified by the <entry> element can send in a single request during group communications"
36.579-1 Table 5.5.7.3-1: not present
· <mcdata-on-network-max-data-size-for-SDS>
"Value … indicates the maximum size of data (in bytes) that the originating MCData client is allowed to send to the MCData server for on-network SDS communications"
36.579-1 Table 5.5.7.3-1: 10000 bytes
· <mcdata-on-network-max-data-size-for-FD>
"Value … indicates the maximum size of data (in bytes) that the originating MCData client is allowed to send to the MCData server for on-network FD communications"
36.579-1 Table 5.5.7.3-1: 10000 bytes
b) Service Configuration (24.484 clauses 10.4.2.6, 10.4.2.7)
· <max-data-size-sds-bytes>
"… contains the maximum data that the originating client can send in an SDS message"
36.579-1 Table 5.5.8.12-1: 10000000 bytes
· <max-data-size-fd-bytes>
"… contains the maximum data that the originating client can send in an FD message"
36.579-1 Table 5.5.8.12-1: 100000000 bytes
c) User profile (24.484 clauses 10.3.2.7)
· <MaxData1To1>
"… indicates the maximum amount of data (in megabytes) that an MCData user can transmit in a single request during one-to-one communication"
36.579-1 Table 5.5.8.11-1: 65535 megabytes

Assumption 2.6.1-1:	Absence of <mcdata-max-data-in-single-request> in the Group Configuration document means no limitation.
Assumption 2.6.1-2:	With the current values in MCData Group Configuration, MCData user profile and MCData service configuration there shall be no conflict with data size limitations: CT SDS is well defined in TTCN, FD is well defined as long as well-defined test files are used and in case of CO SDS it is quite unlikely that a test operator types more characters than allowed (if so the client should reject the user's request according to 24.282 clause 11).
Proposal 2.6.1:	Well-defined test files to be specified and used in the FD test cases (see 2.3)
 There is no need to specify restrictions for the above parameters in the Pre-test conditions of FD test case (NOTE: the parameters are defined in 36.579-1 anyway)
 Requirements to be removed from the Pre-test conditions of FD test case.

2.6.2	Parameters with test case specific setting for SDS
a) Service Configuration (24.484 clauses 10.4.2.6, 10.4.2.7)
· <max-payload-size-sds-cplane-bytes>
"… contains the maximum payload data that the originating client can send in an SDS message over C-plane"
36.579-1 Table 5.5.8.12-1: 1000 bytes
According to 24.282 clause 9.2.1.1 an MCData client shall use the control plane for SDS when the amount of data to be send is less than or equal to the value of <max-payload-size-sds-cplane-bytes>; it shall use the media plane otherwise. At least for CO it is not specified in the test cases how much data the user shall send.
 
Proposal 2.6.2-1:	<max-payload-size-sds-cplane-bytes> shall be set to the minimum value of 0 for SDS test cases using the media plane. 
 Pre-test conditions to be modified accordingly.
Furthermore 24.484 clause 10.4.2.6 specifies that "If the <max-payload-size-sds-cplane-bytes> element is not included, then there is no size limit imposed for the use of C-plane procedures for the SDS message"

Proposal 2.6.2-2:	<max-payload-size-sds-cplane-bytes> shall be removed from the Service Configuration for SDS test cases using the control plane. 
 Pre-test conditions to be modified accordingly.

2.6.3	Parameters with test case specific setting for FD
a) Group Configuration (24.481 clause 7.2.8)
· <mcdata-on-network-max-data-size-auto-recv>
"Value … indicates the maximum size of data (in bytes) which the MCData server always requests the terminating MCData client to automatically download for on-network FD communications using HTTP"
36.579-1 Table 5.5.7.3-1: 2000 bytes
b) Service Configuration (24.484 clauses 10.4.2.6, 10.4.2.7)
· <max-data-size-auto-recv-bytes>
"… contains the maximum data that the server can send to the terminating client without requesting the user to indicate a present need for the data"
36.579-1 Table 5.5.8.12-1: 10000000 bytes
<mcdata-on-network-max-data-size-auto-recv> and <max-data-size-auto-recv-bytes> are effectively the same but one of group communication and the other for one-to-one communication. The value specifies the criteria for the controlling function whether or not to force mandatory download indication towards the terminating MCData client in case of FD using HTTP: 
When the file is smaller than the value of <mcdata-on-network-max-data-size-auto-recv> or <max-data-size-auto-recv-bytes>, then the controlling function shall force mandatory download indication towards the terminating MCData client.
 To avoid any side effects the values of <mcdata-on-network-max-data-size-auto-recv> and <max-data-size-auto-recv-bytes> and the indication of mandatory download shall be congruent, i.e. test cases for FD using HTTP shall not use a file smaller than the respective value without indicating mandatory download.
Proposal 2.6.3-1:	<mcdata-on-network-max-data-size-auto-recv> shall be set to 0 for FD using HTTP test cases for group communication and non-mandatory download.
 Pre-test conditions to be modified accordingly.
Proposal 2.6.3-2:	<max-data-size-auto-recv-bytes> shall be set to 0 for FD using HTTP test cases for one-to-one communication and non-mandatory download.
 Pre-test conditions to be modified accordingly.
NOTE: A file greater than <mcdata-on-network-max-data-size-auto-recv> and <max-data-size-auto-recv-bytes> may still have indication for mandatory download as this may be requested by the originating client independent from the file size.




