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1	Discussion
As described in 36.523-3, 4.2.5.1.1, during the IMS signalling handling two pairs of SAs consisting of four unidirectional SAs will be used, one pair of SAs (SA2 and SA4) is between the server port of UE and the client port of the SS, another pair of SAs (SA1 and SA3) is between the client port of UE and the server port of the SS as shown figure 1
[image: ]
					Figure 1
· spi_ps & spi_pc are selected by P-CSCF     [provided to SS in IPSEC_CONFIG_REQ]
· spi_us & spi_uc are selected by UE     [ Presented in initial REGISTER received from UE]

The set of Security Parameters Index values in the range 1 through 255 are reserved to the Internet Assigned Numbers Authority (IANA) for future use[RFC 2402]. Hence, by default, IPSEC_CONFIG_REQ contains SPI-ps and spi-pc as 256 and 257. 

Some of Index values starting from 256 are reserved by windows 10 operating system which are not available anymore for use. This will lead to IMS security procedure to fail.  Also, Microsoft suggests to reserve SPI for application usage rather than application providing the SPI Index to be used.

In last RAN5#74, it was agreed to introduce a new PIXIT ie px_IMS_SPI_MinimumValue. ‘spi_pc’ initialised with px_IMS_SPI_MinimumValue whereas ‘spi_ps’ assigned with px_IMS_SPI_MinimumValue + 1.  Windows 10 does not allow to use ‘px_IMS_SPI_MinimumValue + 1’ when ‘px_IMS_SPI_MinimumValue’ requested to use. In case of Multi-PDN and emergency, this issue would be more severe as different SPI index would be needed.

2 Proposal
1. The PIXIT(px_IMS_SPI_MinimumValue) will be replaced by px_IMS_SPI_ValidValueList_PDN1/2 assigned with ‘empty’ list OR ‘list of values’(charstring with comma separated values). 
i) In case of ‘empty’ list, TTCN behaves as per current implementation. 
ii) In case of  ‘list of values’, TTCN uses only the values provided in the list to assign SPI values during IMS registration/authentication procedures.

2. [bookmark: _GoBack]Get SPI values to be used from SS. Provide these SPI indexes to TTCN in IPSEC_CONFIG_CNF for further use.
Proposal 2) would be the preferred way to go forward as it does not reserve any SPI value, but, this would require ASP changes and impact on TTCN changes is huge.
Proposal 1) has backward compatibility; other SS vendors only need provide empty PIXITs
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