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1. Introduction:

The RRC/NAS Test Model needs to be specified for the NB-IoT signalling test cases. It will be added in a new section 4A.2.1 of TS 36.523-3. 

2. TS 36.523-3 Text Proposal:
4A.2.1
NB-IoT RRC/NAS test model
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Figure 4A.2.1-1: Test model for NB-IoT RRC/NAS testing

The UE is configured in normal mode. On UE side NAS security (ciphering/integrity) is enabled and ROHC is not configured.  For UP, PDCP and AS security (ciphering/integrity) are enabled.
On the SS Side L1, MAC and RLC are configured in normal mode. They shall perform all of their functions. For SRB0 the DL and UL port is above RLC. For SRB1/SRB1bis the port is above/below the RRC and NAS emulator, which is implemented as a parallel test component. NAS security (integrity/ciphering) is enabled.  For UP, PDCP is configured in normal mode and the DRB port is above PDCP. AS security (ciphering/integrity) is enabled.

The NAS emulator for SRB1/SRB1bis shall provide the ciphering and integrity functionality for the NAS messages. In the UL direction, the SS shall report RRC messages, still containing (where appropriate) the secure and encoded NAS message, to the RRC port. In DL, RRC and NAS messages with same timing information shall be embedded in one PDU after integrity and ciphering for NAS messages.

The UL Scheduling Grant and DL Scheduling Assignments are configured from TTCN over the system control port. 
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