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5.5
Extension of the Test Model to support XCAP

Some MTSI supplementary services (TS 24.173) like communication barring (CB) and communication diversion (CDIV) require the XCAP protocol (RFC 4825) for transporting and manipulating XML documents in the network describing these services. Test cases for these services are specified in TS 34.229-1 clause 15. In order to support test case development, the Test Model in section 5.2 or Figure 2 is extended with a HTTP layer and with an external XCAP server as shown below. Also new ASPs are introduced for communicating with the XCAP server and for configuring the HTTP layer and for transferring data from the TTCN engine to the HTTP layer.
Figure 3. shows the extended test model showing the Http/TLS layer within the SS connected to the TTCN component executing the testcases s and to the new BSF module (Bootstrapping Server Function, see TS 33.220) needed for implementing the GAA authentication. 
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Figure 3: Extension to the Test Model to support XCAP
5.5.2
XCAP server functionality
RFC 4825 specifies the protocol for accessing user data in the XCAP server via HTTP requests. A HTTP request for an XCAP operation contains basically three components:

· Request line method, i.e PUT, GET or DELETE

· Request line uri - The XCAP expression to be evaluated to access the XCAP document. The XCAP expression consists of the document selector followed by the separator “~~” followed by the node selector pointing to the user data to accessed or evaluated
· body  - Describing the value (an xml fragment) referenced by the XCAP expression
Supplementary Services test cases (e.g. 34.229-1 test 15.1) verify the correct UE’s XCAP signalling. Because TTCN is not suited for accessing and processing complex XML data, the XML processing relys on an external XCAP server simulation.

In our test model, the functionality related to XCAP is not directly implemented in TTCN but rely on an XCAP server simulation. The reason is that TTCN is not suited for complex XML manipulation.  

Example 1

In order to set terminating-identity-presentation for user sip:ob.stf160@etsi.org, the UE sends following HTTP request:

PUT http://XCAP- Server/simservs.ngn.etsi.org/users/sip%3Aob.stf160%40etsi.org/simservs.xml/~~
/simservs/terminating-identity-presentation/%40active

Body: true 
If successful, the XCAP server responds with
HTTP/1.1 200 OK

Example 2

To get the value of terminating-identity-presentation for user sip:ob.stf160@etsi.org, the UE sends following HTTP request:

GET http://XCAP-Server/simservs.ngn.etsi.org/users/sip%3Aob.stf160%40etsi.org/simservs.xml/~~
/simservs/terminating-identity-presentation/%40active

If successful, the XCAP server responds with
HTTP/1.1 200 OK

Body: true 
In this example

//XCAP-server/simservs.ngn.etsi.org/users/ sip%3Aob.stf160%40etsi.org/simservs.xml/– Document selector for user sip:ob.stf160@etsi.org.
~~ – Document selector separator, see RFC 4825

/simservs/terminating-identity-presentation/%40active – Node selector pointing to the information in the XCAP server to be accessed. This is an XPATH expression, see RFC 4825 section 6.3.
true – Is the xml fragment (in this case very simple) to be set as value of the XPATH expression 
Following operations shall be implemented in the XCAP server, see RFC 4825. 
· GET – Returns the requested data as an XML fragment to be send to the UE
input parameters: charstring documentSelector, charstring xpathExpr

output parameters:  error code (0 = noError)
returns: XML fragment or XML document
PUT – Builds an XML subtree or sets an attribute given by the xmlFragment at the position pointed by the xpath expression
input parameters: charstring documentSelector, charstring xpathExpr, charstring xmlFragment or xmlDocument
returns: error code (0 = noError)
DELETE – Deletes  an XML subtree or sets an attribute given by the xmlFragment at the position pointed by the xpath expression
input parameters: charstring documentSelector, charstring xpathExpr

returns: error code (0 = noError)

RESET – This is not an XCAP operator but needed to generate in the XCAP server a default document for a particular user during the preamble 

input parameter: charstring documentSelector
returns: error code (0 = noError)

Default simservs XML document referenced by the documentSelector:

<?xml version="1.0" encoding="UTF-8"?>

<simservs xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

   <communication-waiting active="true"/>

   <originating-identity-presentation active="true"/>

   <originating-identity-presentation-restriction active="true">

       <default-behaviour>presentation-restricted</default-behaviour>

   </originating-identity-presentation-restriction>

   <terminating-identity-presentation active="true"/>

   <terminating-identity-presentation-restriction active="true">

       <default-behaviour>presentation-restricted</default-behaviour>

   </terminating-identity-presentation-restriction>

</simservs>

· The XCAP server simulation shall return different error codes to inform TTCN on the result of the operation:

  0 - Success

  1 - User document not found

  2 - Invalid XCAP expression

  3 – Invalid xmlFragment 

  4 – Invalid document ( not complying to the XSD schema of the sub-document related to the particular XCAP service) 

  ...  Further error codes are FFS   
<... skip ... >
6.4
HTTP Layer ASP definitions

	Name
	HttpDataInd

	Port
	HttpServerPort

	Comment
	ASP type for sending a message from the http layer to the TTCN engine. It transports relevant information of a http Request from the UE to the Tester.

	Parameter Name
	Parameter Type
	Comment

	httpRequest
	HttpRequest
	See below

	
	
	

	
	
	

	
	
	

	
	
	



	Name
	HttpRequest

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	requestLine
	HttpRequestLine
	RFC 2616 clause 5.1

	authorization
	HttpAuthorization
	RFC 2616 clause 14.8 (optional)

	contentType
	HttpContentType
	RFC 2616 clause 14.17 (optional)

	x3GPPIntendetIdentity
	X3GPPIntendetIdentity
	3GPP TS 24.109 clause G.2 (optional)

	xcapMessagemessageBody
	XCAPMessagecharstring
	MTSI XCAP Message (union of

all types defined in TS 24.173XML document or XML fragment) (Optional)


	Name
	HttpDataReq

	Port
	HttpServerPort

	Comment
	ASP type for sending messages from the TTCN engine to the http layer. It transports information needed by the http layer to generate a http Response to the UE.

	Parameter Name
	Parameter Type
	Comment

	httpResponse
	HttpResponse
	See below

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	




	Name
	HttpResponse

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	statusLine
	StatusLine
	RFC 2616 clause 6.1

	wwwAuthenticate
	WWWAuthenticate
	RFC 2616 clause 14.47 (optional)

	authenticationInfo
	HttpAuthenticationInfo
	RFC 2617 clause 3.2.3 (optional)

	contentType
	HttpContentType
	RFC 2616 clause 14.17 (optional)

	expires
	HttpExpires
	RFC 2616 clause 14.21 (optional)

	messageBody
	charstring
	MTSI XCAP Message (XML document or XML fragment)

(Optional)


	Name
	HttpCtlReq

	Port
	HttpCtlPort

	Comment
	ASP type to configure  the http layer  

	Parameter Name
	Parameter Type
	Comment

	serverIPaddr
	IPAddr
	IP address of simulated XCAP server or BSF server

	authenticationMechanism
	enumerated {noAuthentication, httpDigestAuthentication, gaaAuthentication} 
	Authentication mechanism to be used

	tlsInfo
	TLSInfo
	Description of the TLS connection to be used (optional)


	Name
	TLSInfo

	Comment
	

	Parameter Name
	Parameter Type
	Comment

	tlsType
	enumerated {noTLS, pskTLS, certTLS}
	Type of TLS connection to be used (if any)

	psk
	octetstring
	Pre shared key for TLS ciphering 

	cipherSuite
	enumerated {noCipher, psk_3DES_EDE_CBC_SHA,
psk_AES_128_CBC_SHA}
	Cipher suite to be used


	Name
	HttpCtlCnf

	Port
	HttpCtlPort

	Comment
	ASP type to confirm HttpCtlReq 

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	Result of previous configuration command


6.5
XCAP server / ASP definitions

	Name
	XCAPReq

	Port
	xcapPort

	Comment
	ASP type for sending a request to the external XCAP server

	Parameter Name
	Parameter Type
	Comment

	method
	Charstring
	GET, PUT, DELETE or RESET

	xcapExpression
	Charstring
	XCAP expression sent by the UE in its http request line

	xmlBody
	Charstring
	XML fragment sent by the UE in its http body. Optional parameter

	contentType
	Charstring
	To distinguish whether the xmlBody is an XML fragment or an XML document


	Name
	XCAPRsp

	Port
	xcapPort

	Comment
	ASP type for sending the response to the XCAPReq from the XCAP server to TTCN

	Parameter Name
	Parameter Type
	Comment

	status
	integer
	0 – success

1 - Ressource not found

2 - Node or attribute not found

3 - Invalid or illegal XCAP expression

4 - Illegal XCAP operation

	xmlFragment
	charstring
	Result returned by the XCAP server

	contentType
	Charstring
	To distinguish whether the xmlBody is an XML fragment or an XML document
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