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4.4.3
E-UTRAN-CDMA2000 Inter RAT Test Model
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The model consists of dual protocol stack one for E-UTRAN and one for HRPD. The TTCN implementation for E‑UTRAN and HRPD functionalities will be in separate Parallel Test Components.  The SS E-UTRAN part is same as the model defined in clause 4.2.2 for RRC testing.

The HRPD part emulation in SS is cosidered as balck box. The commands/Indications port will be used for comanding the SS to bring the UE in desired state and monitoring the progress. Pre-Reg port is used for routing encapsulated pre-registration messages in EUTRAN cell to the HRPD 

The SS HRPD part consist of  Physical, MAC, Security, Connection, Session, Stream, Application and Layer for PPP and IP configured in normal mode. They shall perform all of their functions normally. Encryption is enabled and shall be performed in security layer. 
The CDMA-2000 HRPD emulation in the SS supports the following layers and protocols:

· Physical layer (Subtype 2) 

· MAC layer

· Enhanced (Subtype 1) Control Channel MAC Protocol (ECH) 

· Enhanced (Subtype 1) Forward Traffic Channel MAC Protocol (E-F-TCH)

· Enhanced (Subtype 1) Access Channel MAC Protocol (E-ACH) 

· Subtype 3 Reverse Traffic Channel MAC Protocol (R-TCH) 

· Security Layer

· Default Security Protocol (Security) 

· Connection Layer

· Default Air Link Management Protocol (ALMP) 

· Default Connected State Protocol (CSP) 

· Default Packet Consolidation Protocol (PCP) 

· Inter-RAT Signalling Adaptation Protocol (IR-SAP) (required only for optimized handover) 

· Inter-RAT Initialization State Protocol (IR-Init SP) (required only for optimized handover)

· Inter-RAT Idle State Protocol (IR-Idle SP) (required only for optimized handover) 

· Inter-RAT Route Update Protocol (IR-RUP) (required only for optimized handover) 

· Inter-RAT Overhead Messages Protocol (IR-OMP) (required only for optimized handover) 

· Session Layer

· Default Session Management Protocol (SMP) 

· Default Address Management Protocol (AMP) 

· Default Session Configuration Protocol (SCP) 

· Stream Layer

· Default Stream Protocol (DSP) 

· Application Layer

· Default Signalling Application

· Signalling Network Protocol (SNP) 

· Signalling Link Protocol (SLP) [

· Enhanced Multi-Flow Packet Application

· Route Selection Protocol (RSP) 

· Radio Link Protocol (RLP) 

· Location Update Protocol (LUP) [

· Flow Control Protocol (FCP) 

· Above HRPD

· PPP: Vendor Specific Network Control Protocol (PPP:VSNCP) 

· PPP: Vendor Specific Network Protocol (PPP:VSNP) 

· PPP: Link Control Protocol (PPP:LCP)

· IPv4

· IPv6

The UE is configured in normal mode. Ciphering/Integrity (PDCP and NAS) are enabled and ROHC is not configured in E-UTRAN. Encryption is enabled in HRPD.
<<< Next Change >>>
6.5 CDMA2000 ASP Definitions:

6.5.1 HRPD Emulator Commands

	S. No.
	Command
	Description

	1
	RegAndDefBearerEst
	 To complete registeration and establish Default bearer;
IInitial UE State is provided with an indication if pre-registration;

Indications upto VSNCP protocol and possible IP signalling over DHCPv4 and/or ICMPv6 is performed
If performed in HRPD cell, at end of procedure, UE remains in air interface connected state

	2
	DedicatedBearerEst
	Dedicated bearers are established/Activated by VSNP/SCP/Stream/EMPA protocol
At end of procedure, UE remains in air interface connected state

	3
	MoveToDormantState
	UE is initially air interface connected state and is moved to Dormant State by release of channels

	4
	MoveToActiveState
	UE is initially PPP Dormant state and Air interface in idle state;
UE is made to Move to PPP Active State and Air interface in Connected State
Signalling upto ChAssignCmpl[TBD if until SessionNegotiation] is perfomed

	5
	DedicatedBearerRel
	Dedicated bearers are released/De-Activated by VSNP  terminate and SCP release protocol
At end of procedure, UE remains in air interface connected state

	6
	DefaultBearerRel
	Default bearer is released by VSNCP terminate and SCP release protocol.

At end of procedure, UE remains in air interface connected state

	7
	Detach
	UE is made to detach by LCP protocol and Possible Channels are released
At end of procedure, UE is in Air interface idle state  


6.5.2 HRPD Emulator Indications

	S. No.
	Command
	Description

	1
	Error
	Used by Emulator to indicate any error; 
The Actual Error types reported in ASP common part in C2K_IndicationStatus_Type

	2
	InitialAccessProbeRcvd
	Initial Access probe is received;

	5
	UATI_AssignmentStart
	 UATIAssignment is received,  

	6
	UATI_AssignmentCmpl
	UATIComplete is received. 

	3
	ChAssignStart
	Traffic/Extended Channel Assignment procedure started; UE has sent ConnectionRequest

	4
	ChAssignCmpl
	Traffic/Extended Channel assignment is completedUE has sent TrafficChannelComplete (Route update protocol) 

	7
	SCP_ConfigStart
	SCP (Session Configuration Protocol) ConfigurationRequest mesage is received.

	8
	SCP_ConfigSCmpl
	SCP (Session Configuration Protocol) ConfigurationResponse mesage is transmitted.

	9
	Stream_ConfigStart
	Stream Protocol Configuration ConfigurationRequest mesage is received.

	10
	Stream_ConfigSCmpl
	Stream Protocol Configuration ConfigurationResponse mesage is transmitted.

	11
	EMPA_ConfigStart
	Enhanced Multi flow Packet application ConfigurationRequest mesage is received

	12
	EMPA_ConfigCmpl
	Enhanced Multi flow Packet application ConfigurationComplete mesage is received;  SS shall return the RLP Flow ID's of the multi packet flows established.

	13
	SessionNegotiationStart
	Session Negotiation has started

	14
	SessionNegotiationCmpl
	Session Negotiation has completed

	15
	DeviceAuthStart
	Device level authentication has started

	16
	DeviceAuthCmpl
	Device level authentication has completed

	17
	LocationUpdateStart
	Location Update started

	18
	LocationUpdateCmpl
	Location Update completed

	19
	EAP_AKA_Start
	Authentication And Key Agreement procedure as per Improved Extensible Authentication protocol for Authentication and Key agreement started RFC 5448, started. Message flow in x.s0057 clause 5.2.5.1

	20
	EAP_AKA_Cmpl
	Authentication and Key agreement Completed

	21
	VSNCP_ConfigStart
	PDN connection establishment started and UE has sent. PPP Vendor Specific Network Control Protocol  Configuration Request

	22
	VSNCP_ConfigCmpl
	PDN Connection and default bearer establishment  is completed with possible IPV4 address[optional] and or IPv6 interface ID[Mandatory] provided. Attach type shall be Handover Attach

	23
	DHCP_ConfigStart
	UE and network agreed for IPv4 address allocation by DHCP

	24
	DHCP_ConfigCmpl
	IPv4 address allocation completed by UE and SS. Completion of IP Address through DHCP

	25
	VSNP_ConfigStart
	Deadicated bearer establishment started;

Vendor specific network protocol [RFC 3772]procedures to re-establish Dedicated bearer as defined in S.0057 clause 5.5.3.1 [BCM is MS/NW] or clause 5.5.4.1.1 [BCM = MS-Only] Bearer Configuration Mode

	26
	VSNP_ConfigCmpl
	Dedicated bearers are [re] established; SS provides PDN ID's of bearers

	27
	VSNCP_TerminateStart
	 Release of default  bearer started;

 x.s0057 clause 11.3 and 11.1.1

	28
	VSNCP_TerminateCmpl
	To indicate the default bearer is released

	29
	SCP_ReleaseStart
	Session Configuration Protocol to relase the reservations exclusively associated with the deleated bearer

	30
	SCP_ReleaseCmpl
	Reservation deletion completed

	31
	VSNP_TerminateStart
	Start of Deactivation of dedicated bearers 

	32
	VSNP_TerminateCmpl
	Dedicated bearers are deactivated/ released

	33
	LCP_TerminateStart
	 To detach the UE x.s0057 clause 11.2 

	34
	 LCP_TerminateInd_Type
	UE is detached;

	35
	MovedToDormantMode
	The channels are released and UE is moved to PPP dormant mode/Air interface Idle.


<<< Next Change>>>

10.4
Postambles for E-UTRA to HRPD test cases

This clause describes UE postamble states which can be used in the post condition of E-UTRA test cases defined in TS 36.523-1[1]. The clause also specifies a set of procedures to bring the UE into these states.

10.4.1

UE postamble procedures for E-UTRA to HRPD (No Pre-Registration)

10.4.1.1   Registration on HRPD Cell

Table: 10.4.1.1
	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE transmits an UATIRequest message. 
	-->
	UATIRequest

	2
	The SS transmits UATIAssignment message 
	<--
	UATIAssignment

	3
	The UE transmits UATIComplete message 
	-->
	UATIComplete

	4
	The UE transmits ConnectionRequest message .
	-->
	ConnectionRequest

	5
	The SS transmits a TrafficChannelAssignment message .
	<--
	TrafficChannelAssignment

	6
	The UE transmits TrafficChannelcomplete .
	-->
	TrafficChannelcomplete

	7
	The UE transmits ConfigurationRequest message for SCP configuration .
	-->
	SCP:ConfigurationRequest

	8
	The SS transmits a ConfigurationResponse message for SCP configuration .
	<--
	SCP:ConfigurationResponse

	9
	The UE transmits ConfigurationRequest message for Stream protocol .
	-->
	Stream:ConfigurationRequest

	10
	The SS transmits a ConfigurationResponse message for Stream protocol accepting EMPA bound to service network .
	<--
	Stream: ConfigurationResponse

	11
	The UE transmits EMPA ConfigurationRequest message .
	-->
	EMPA:ConfigurationRequest

	12
	The SS transmits a EMPA ConfigurationResponse message .
	<--
	EMPA: ConfigurationResponse

	13
	The UE transmits ConfigurationComplete message .
	-->
	ConfigurationComplete

	14
	Optionally session negociation initiated by the SS might take place 
	<-->
	-

	15
	Optionally device level authentication may take place .
	<-->
	-

	16
	Optionally Location Update procedure may take place if the SS is configured to support it.
	<-->
	-

	17
	PPP LCP negociation is performed between the UE and the SS. EAP-AKA is selected as the authentication protocol.
	<-->
	-

	18
	Tunneled EAP-AKA is performed between the UE and the SS.
	<-->
	-

	19
	The UE transmits VSNCP Configure-Request message, including a PDN-ID, PDN Type, APN, PDN Address with empty content, Protocol Configuration Options, and Attach Type = “handover”.
The Address Allocation Preference option contained in the Protocol Configuration Options indicates whether the UE wants to perform the IP address allocation during the attach procedure or deferred IPv4 address allocation. PDN Type indicates the UE’s IP capability (IPv4, IPv6 or IPv4/v6)
	-->
	VSNCP: Configure-Request

	20
	The SS transmits a VSNCP Configure-Ack message.
	<--
	VSNCP: Configure-Ack

	21
	The SS transmits a VSNCP Configure-Request message including the PDN-ID configuration option.
	<--
	VSNCP: Configure-Request

	22
	The UE transmits VSNCP Configure-Ack message.
	-->
	VSNCP :Configure-Ack

	23
	Optionally IPv4 address allocation by DHCPv4 may occur (depending on the Address Allocation Preference indicated by the UE at Step 19).
	<-->
	-

	24
	Optionally Link global IPv6 address configuration by ICMPv6 may occur (depending on the Address Allocation Preference indicated by the UE at Step 19).sollicitation message.
	<-->
	-


10.4.1.2   Detach on HRPD Cell

Table: 10.4.1.2
	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	The UE transmits PPP:LCP Terminate-Request
	-->
	LCP:Terminate-Request

	2
	The SS transmits PPP: LCP Terminate-Ack
	<--
	LCP:Terminate-Ack

	3
	the UE and SS perform Session update to release the reservations;
	<-->
	-
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