

	
3GPP TSG-RAN5 Meeting #94-e	R5-21xxxx
Online, , 21st Feb 2022 – 04th Mar 2022
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	38.523-1
	CR
	xxxx
	rev
	-
	Current version:
	16.10.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Correction to eNS TC 9.1.10.6

	
	

	Source to WG:
	Anritsu, Qualcomm, Keysight

	Source to TSG:
	R5

	
	

	Work item code:
	eNS-UEConTest
	
	Date:
	2022-01-19

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	1) Testcase numbering format is incorrect and not as per PRD-13 defined guidlines. 
2) At 28a23 in Table 9.1.10.6.3.2-1, all the steps from TS 38.508-1 Table 4.9.6.1 are used which is incorrect. 
3) As per TS 24.501 Table 9.11.3.46.1, SD field should be present because of the ‘Cause Value’ being ‘0010’B
[TS24.501]
[image: ]


SD shall be present, so, it is set to 0xFFFFFF as per TS23.003

[TS23.003]
[image: ]


	
	

	Summary of change:
	Table 9.1.10.6.3.2-1 are updated with editorial corrections.

	
	

	Consequences if not approved:
	Incorrect testcase steps numbering may lead to misunderstanding the test case implementation.

	
	

	Clauses affected:
	9.1.10.6

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	TTCN impact

	
	

	This CR's revision history:
	



Page 1


9.1.10.6	NSSAA / UE configuration update / Rejected NSSAI
9.1.10.6.1	Test Purpose (TP)
(1)
with { UE is in 5GMM-REGISTERED state and NSSAA failure }
ensure that {
  when { SS sends the rejected NSSAI in the CONFIGURATION UPDATE COMMAND message with rejection cause of "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" }
    then { UE adds the rejected S-NSSAI(s) in the rejected NSSAI and shall not attempt to use this S-NSSAI in the current PLMN over any access }
            }

(2)
with { UE receives the rejected NSSAI in the CONFIGURATION UPDATE COMMAND message with rejection cause of "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" }
ensure that {
  when { UE has been switched off, then switched on }
    then { UE deletes the stored Rejected NSAAI for the current PLMN }
            }

(3)
with { UE receives the rejected NSSAI in the CONFIGURATION UPDATE COMMAND message with rejection cause of "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" }
ensure that {
  when { The UICC containing the USIM is removed }
    then { UE deletes the stored Rejected NSAAI for the current PLMN }
            }

9.1.10.6.2	Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.501, clause 5.4.4.3, 5.4.7.2.2, 5.5.1.2.2, 5.5.1.2.4 and TS 23.502, clause 4.2.9.2. Unless otherwise stated these are Rel-16 requirements.
[TS 24.501 clause 5.4.4.3]
The UE receiving the rejected NSSAI in the CONFIGURATION UPDATE COMMAND message takes the following actions based on the rejection cause in the rejected S-NSSAI(s):
"S-NSSAI not available in the current PLMN or SNPN"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN as specified in subclause 4.6.2.2 and shall not attempt to use this S-NSSAI(s) in the current PLMN until switching off the UE, the UICC containing the USIM is removed, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN is updated, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.2.2.
"S-NSSAI not available in the current registration area"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current registration area as specified in subclause 4.6.2.2 and shall not attempt to use this S-NSSAI(s) in the current registration area until switching off the UE, the UE moving out of the current registration area, the UICC containing the USIM is removed, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN is updated, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.2.2.
"S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the failed or revoked NSSAA as specified in subclause 4.6.2.2 and shall not attempt to use this S-NSSAI in the current PLMN over any access until switching off the UE, the UICC containing the USIM is removed, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN is updated, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.1 and 4.6.2.2.
9.1.10.6.3	Test description
9.1.10.6.3.1	Pre-test conditions
System Simulator:
	NGC Cell A belongs to Home PLMN and TAI1 and set as serving cell;
UE:
	None.
Preamble:
	The UE is in state Switched OFF (state 0N-B) according to TS 38.508-1 [4].
9.1.10.6.3.2	Test procedure sequence
Table 9.1.10.6.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits a REGISTRATION REQUEST message including NSSAA bit
	-->
	REGISTRATION REQUEST
	-
	-

	3-11
	Steps 5 to 13 of the generic procedure for NR RRC_IDLE specified in TS 38.508-1 subclause 4.5.2 are performed.
	-
	-
	-
	-

	12
	The SS transmits a REGISTRATION ACCEPT message including Allowed NSSAI and Pending NSSAI
	<--
	REGISTRATION ACCEPT
	-
	-

	13
	The UE transmits an ULInformationTransfer message and a REGISTRATION COMPLETE message.
	-->
	REGISTRATION COMPLETE
	-
	-

	
	EXCEPTION: Step 14a1 is performed if pc_noOf_PDUsSameConnection > 0.
	
	
	
	

	14a1
	The generic procedure for UE-requested PDU session establishment, specified in subclause 4.5A.2, takes place performing establishment of UE-requested PDU session(s) with ExpectedNumberOfNewPDUSessions = pc_noOf_PDUsSameConnection.
	-
	-
	-
	-

	15
	The SS transmits a NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message with an EAP-Request message.
	<--
	5GMM: NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND
	
	

	16
	The UE responds with a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message, with an EAP-Response message and NSSAI
	-->
	5GMM: NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE
	
	

	17
	The SS transmits a NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message with an EAP-failure message.
	<--
	5GMM: NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT
	
	

	18
	The SS transmits a CONFIGURATION UPDATE COMMAND message including a new rejected NSSAI list.
	<--
	CONFIGURATION UPDATE COMMAND
	-
	-

	19
	The UE transmits a CONFIGURATION UPDATE COMPLETE message.
	-->
	CONFIGURATION UPDATE COMPLETE
	-
	-

	20
	The SS transmits an RRCRelease message.
	-
	-
	-
	-

	21
	Check: Is S-NSSAI=2 in the Rejected NSSAI list with cause ‘S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization’’ associated with current PLMN using AT/MMI command (+C5GNSSAIRDP)?
	-
	-
	1
	P

	22
	Cause the UE to request establishment of PDU session with S-NSSAI=2.(Note 1)
	
	
	
	

	23
	Check: Does the UE transmit an RRCSetupRequest message?
	-->
	NR RRC: RRCSetupRequest
	1
	F

	24
	Switch off procedure in RRC_IDLE specified in TS 38.508-1 subclause 4.9.6.1 is performed.
	-
	-
	-
	-

	25
	The SS configures NGC Cell A as the "Non-suitable cell"
	
	
	
	

	26
	The UE is switched on.
	-
	-
	-
	-

	27
	Check: Using AT/MMI command (+C5GNSSAIRDP) verify that S-NSSAI=2 is not in the Rejected NSSAI list associated with current PLMN
	
	
	2
	P

	27A
	The SS configures NGC Cell A as the "Serving cell".
	
	
	
	

	
	EXCEPTION: Steps 28a1 to 28a27 take place if pc_USIM_Removal = TRUE
	
	
	
	

	28a1-a21
	Steps 2 to 22 above are repeated 

	
	
	
	

	28a22
	Cause removal of USIM from the UE without powering down.
	
	
	
	

	28a23
	Switch off procedure in RRC_IDLESteps 1a2 – 1a5 as specified in TS 38.508-1 subclause 4.9.6.1 areis performed.
	
	
	
	

	28a24
	The SS configures NGC Cell A as the "Non-suitable cell"
	
	
	
	

	28a25
	The USIM is inserted into the UE.
	
	
	
	

	28a26
	Check: Using AT/MMI command (+C5GNSSAIRDP) verify that S-NSSAI=2 is not in the Rejected NSSAI list associated with current PLMN
	
	
	3
	P

	28a27
	The SS configures NGC Cell A as the "Serving cell".
	
	
	
	

	29-47
	Steps 2 to 20a1 of the generic procedure for NR RRC_IDLE specified in TS 38.508-1 subclause 4.5.2 are performed.
	
	
	
	

	Note1: The request to establish a PDU session may be performed by MMI or AT Command.



9.1.10.6.3.3	Specific message contents
Table 9.1.10.6.3.3-1: REGISTRATION REQUEST (step 2, Table 9.1.10.6.3.2-1)
	Derivation path: TS 38.508-1 Table 4.7.1-6

	Information Element
	Value/remark
	Comment
	Condition

	5GS registration type value
	‘001’B
	Initial registration
	

	5GMM capability
	
	
	

	     NSSAA
	‘1’B
	Network slice-specific authentication and authorization supported
	



Table 9.1.10.6.3.3-2: REGISTRATION ACCEPT (step 12, Table 9.1.10.6.3.2-1)
	Derivation path: TS 38.508-1 Table 4.7.1-7

	Information Element
	Value/remark
	Comment
	Condition

	5GS registration result
	
	
	

	     5GS registration result value
	‘001’B
	3GPP access
	

	     NSSAA Performed
	‘1’B
	Network slice-specific authentication and authorization is to be performed
	

	Allowed NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	Configured NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	Pending NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	



Table 9.1.10.6.3.3-3: NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND (step 15, Table 9.1.10.6.3.2-1)
	Derivation Path: TS 38.508-1 Table 4.7.1-31

	Information Element
	Value/remark
	Comment
	Condition

	S-NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	



Table 9.1.10.6.3.3-4: NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE (step 16, Table 9.1.10.6.3.2-1)
	Derivation Path: TS 38.508-1 Table 4.7.1-32

	Information Element
	Value/remark
	Comment
	Condition

	S-NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	



Table 9.1.10.6.3.3-5: NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT (step 17, Table 9.1.10.6.3.2-1)
	Derivation Path: TS 38.508-1, Table 4.7.1-33

	Information Element
	Value/remark
	Comment
	Condition

	S-NSSAI
	Set according to specific message content
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	EAP message
	EAP-failure
	
	



[bookmark: _Hlk93669372]Table 9.1.10.6.3.3-6: CONFIGURATION UPDATE COMMAND (step 18, Table 9.1.10.6.3.2-1)
	Derivation path: TS 38.508-1, Table 4.7.1-19

	Information Element
	Value/remark
	Comment
	Condition

	Configuration update indication
	0001
	Acknowledgement requested
	

	Rejected NSSAI
	
	
	

	     Rejected S-NSSAI-1
	
	Rejected S-NSSAI value 1
	

	     Cause value
	‘0010’B
	S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization
	

	     SST
	‘00000010’B
	2
	

	     SD
	Not Present’FFFFFF’O
	No SD value associated with this SST
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Table 9.11.3.46.1: Rejected NSSAI information element

[Value part of the Rejected NSSAI information element (octet 3 fo v)

The value part of the Rejected NSSAI information element consists of one or more
rejected S-NSSAIs. Each rejected S-NSSAI consists of one S-NSSAI and an associated
cause value. The length of each rejected S-NSSAI can be determined by the ‘length of
rejected S-NSSAI'field in the first octet of the rejected S-NSSAL

I The UE shall store the complete list received. If more than 8 rejected S-NSSAls are
included in this information element, the UE shallstore the first 8 rejected S-NSSAls and
ignore the remaining octets of the information element.

Rejected S-NSSAL

Cause value (octet 1)

Bits

4321

0 0 0 0  S-NSSAInotavailable in the current PLMN or SNPN
0001 S-NSSAI not available in the current registration area

0 0 10  S-NSSAInotavailable due to the failed or revoked network slice-

specific authentication and authorization
|Al other values are reserved

Slice/service type (SST) (octet 2)
This field contains the 8 hit SST value. The coding of the SST value part is defined in
3GPP TS 23.003 [4]. (NOTE 2)

Sice differentiator (SD) (octet 3 to octet 5)
This field contains the 24 hit SD value. The coding of the SD value part is defined in
3GPP TS 23.003 [4]. (NOTE 3)

INOTE 1: If octet 3 is included, then octet 4 and octet 5 shall be included.

NOTE 2: If the Cause value is “S-NSSAI not available due to the failed or revoked
network slice-specific authentication and authorization”, this field shall contain
the 8.bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN.

NOTE 3: If the Cause value is “S-NSSAI not available due to the
ietwork slice-specific authentication and authorization’

| fheDniD veveof an SSSAIInthe S NSSAUG of e L. |
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28.4.2 Format of the S-NSSA|
The structure of the S-NSSAT is depicted in Figure 28 4 2-1

SST

8bits.

Figure 28.4.2-1: Structure of S-NSSAI
The S-NSSAImay include both the SST and SD fields (in which case the S-NSSAI length is 32 bits in total), or the
S-NSSAImay just include the SST field (in which case the S-NSSAT length is 8 bits only).

The SST field may have standardized and non-standardized values. Values 0 to 127 belong to the standardized
SST range and they are defined in 3GPP TS 23.501 [119]. Values 128 to 255 belong to the Operator-specific

range




