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	Reason for change:
	According to the protocol 24.501:
g)   Network failing the authentication check.
      If the UE deems that the network has failed the authentication check, then it shall request RRC to locally release the RRC connection and treat the active cell as barred (see 3GPP TS 38.304 [28]). The UE shall start any retransmission timers (e.g. T3510, T3517 or T3521), if they were running and stopped when the UE received the first AUTHENTICATION REQUEST message containing an incorrect authentication challenge data causing authentication failure.
 So UE will take more time to find available network, the current guidetimer is not too small, which may fail the test case.


	
	

	Summary of change:
	Modify guidetimer 300s to 600s.
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	A conformant UE may FAIL the test case.
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0. [bookmark: _Toc87616255]Correction to testcase TC_9_1_1_6_NR5GC
	Template name
	TC_9_1_1_6_NR5GC

	Reason for change
	According to the protocol 24.501:
g)   Network failing the authentication check.
      If the UE deems that the network has failed the authentication check, then it shall request RRC to locally release the RRC connection and treat the active cell as barred (see 3GPP TS 38.304 [28]). The UE shall start any retransmission timers (e.g. T3510, T3517 or T3521), if they were running and stopped when the UE received the first AUTHENTICATION REQUEST message containing an incorrect authentication challenge data causing authentication failure.
 So UE will take more time to find available network, the current guidetimer is not too small, which wil fail the test case.

	Summary of change
	Modify guidetimer 300s to 600s.

	TTCN module
	NR5GC_Testsuite.ttcn

	MCC160 Comment
	



Before Change:
	    testcase TC_9_1_1_6_NR5GC() runs on MTC_NR5GC system SYSTEM_NR5GC {
    // @purpose
    //   5G AKA based primary authentication and key agreement / Abnormal
    var NR5GC_PTC        v_NR5GC      := null;
    var IMS_PTC          v_IMS1       := null;
    var IMS_PTC          v_IMS2       := null;
  
    timer t_GuardTimer := int2float(300);
  
    v_NR5GC := NR5GC_PTC.create("NR5GC") alive;
  
    f_MTC_ConnectPTCs_NR5GC(system, v_NR5GC, v_IMS1, v_IMS2);
  
    v_NR5GC.start(f_TC_9_1_1_6_NR5GC());
  
    t_GuardTimer.start;
  
    f_MTC_MainLoop_NR5GC(t_GuardTimer);
  } 

	



After Change:
	  testcase TC_9_1_1_6_NR5GC() runs on MTC_NR5GC system SYSTEM_NR5GC {
    // @purpose
    //   5G AKA based primary authentication and key agreement / Abnormal
    var NR5GC_PTC        v_NR5GC      := null;
    var IMS_PTC          v_IMS1       := null;
    var IMS_PTC          v_IMS2       := null;
  
    timer t_GuardTimer := int2float(600);
  
    v_NR5GC := NR5GC_PTC.create("NR5GC") alive;
  
    f_MTC_ConnectPTCs_NR5GC(system, v_NR5GC, v_IMS1, v_IMS2);
  
    v_NR5GC.start(f_TC_9_1_1_6_NR5GC());
  
    t_GuardTimer.start;
  
    f_MTC_MainLoop_NR5GC(t_GuardTimer);
  }



