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	Reason for change:
	According to 3GPP TS 38.331:
"5.3.1.1           RRC connection control
RRC connection establishment involves theestablishment of SRB1. The network completes RRC connection establishment priorto completing the establishment of the NG connection, i.e. prior to receivingthe UE context information from the 5GC. Consequently, AS security is notactivated during the initial phase of the RRC connection. During this initialphase of the RRC connection, the network may configure the UE to performmeasurement reporting, but the UE only sends the corresponding measurementreports after successful AS security activation. However, the UE only acceptsare-configuration with sync message when AS security has been activated.
Upon receiving the UE contextfrom the 5GC,the RAN activates AS security (both ciphering and integrityprotection) using the initial AS security activation procedure. The RRCmessages to activate AS security (command and successful response) are integrityprotected, while ciphering is started only after completion of the procedure.That is, the response to the message used to activate AS security is notciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs)are both integrity protected and ciphered. After having initiated the initialAS security activation procedure, the network may initiate the establishment ofSRB2 and DRBs, i.e.the network may do this prior to receiving the confirmationof the initial AS security activation from the UE. In any case, the networkwill apply both ciphering and integrity protection for the RRC reconfigurationmessages used to establish SRB2 and DRBs. The network should release the RRCconnection if the initial AS security activation and/ or the radio bearerestablishment fails. Aconfiguration with SRB2 without DRB or with DRB without SRB2 is not supported(i.e., SRB2 and at least one DRB must be configured in the same RRCReconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB-MT, a configuration with SRB2 withoutDRB is supported.
This means that the only existing DRB cannot be released without releasing the RRCConnection in step13 sending the  RRCReconfiguration message with a drb-ToReleaseList and PDU SESSION RELEASE COMMAND

	
	

	Summary of change:
	Configure DRB2 and DRB3 for  UE at step11.
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	A Conformant UE may fail the TC 
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1. [bookmark: _Toc122434485][bookmark: _Toc86672813]Overview
This document lists all the changes needed to correct issues in the ATS NR5GC_IWD_21wk37related to the title of this CR.
Contact:	Ting Gao
gaoting@starpointcomm.com
1. [bookmark: _Toc295288959][bookmark: _Toc122434488][bookmark: _Toc86672814]Corrections requireds
1. [bookmark: _Toc31200][bookmark: _Toc86672815][bookmark: _Toc122434493][bookmark: _Toc295288970][bookmark: _Toc325725665][bookmark: _Toc2266][bookmark: _Toc325725666][bookmark: _Toc122434494][bookmark: _Toc295288971]Change 1
	Function name
	f_TC_8_1_2_1_1_NR5GC_TestBody

	Reason for change
	According to 3GPP TS 38.331:
"5.3.1.1           RRC connection control
RRC connection establishment involves theestablishment of SRB1. The network completes RRC connection establishment priorto completing the establishment of the NG connection, i.e. prior to receivingthe UE context information from the 5GC. Consequently, AS security is notactivated during the initial phase of the RRC connection. During this initialphase of the RRC connection, the network may configure the UE to performmeasurement reporting, but the UE only sends the corresponding measurementreports after successful AS security activation. However, the UE only acceptsare-configuration with sync message when AS security has been activated.
Upon receiving the UE contextfrom the 5GC,the RAN activates AS security (both ciphering and integrityprotection) using the initial AS security activation procedure. The RRCmessages to activate AS security (command and successful response) are integrityprotected, while ciphering is started only after completion of the procedure.That is, the response to the message used to activate AS security is notciphered, while the subsequent messages (e.g. used to establish SRB2 and DRBs)are both integrity protected and ciphered. After having initiated the initialAS security activation procedure, the network may initiate the establishment ofSRB2 and DRBs, i.e.the network may do this prior to receiving the confirmationof the initial AS security activation from the UE. In any case, the networkwill apply both ciphering and integrity protection for the RRC reconfigurationmessages used to establish SRB2 and DRBs. The network should release the RRCconnection if the initial AS security activation and/ or the radio bearerestablishment fails. Aconfiguration with SRB2 without DRB or with DRB without SRB2 is not supported(i.e., SRB2 and at least one DRB must be configured in the same RRCReconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB-MT, a configuration with SRB2 withoutDRB is supported.
This means that the only existing DRB cannot be released without releasing the RRCConnection in step13 sending the  RRCReconfiguration message with a drb-ToReleaseList and PDU SESSION RELEASE COMMAND

	Summary of change
	Configure DRB2 and DRB3 for  UE at step11.

	TTCN module
	RRC_Reconfiguration_NR5GC.ttcn

	MCC160 Comment
	



Before change
   function f_TC_8_1_2_1_1_NR5GC_TestBody() runs on NR5GC_PTC
   { // @sic R5-197057 R5s200044 R5-216177 sic@
    var NG_NAS_MSG_Indication_Type v_ReceivedMsg;
    var NR_SecurityParams_Type v_SecurityParams := f_NR_Security_Get();
    var NR_SRB_COMMON_IND v_ReceivedAsp;
    var integer v_NoOfDRBs := f_NR5GC_MobileInfo_GetNoOfDRBs();
    var template (omit) NR_DRBInfo_Type v_DRBInfo;
    var integer v_DRBId;
    var template (value) RadioBearerConfig v_RadioBearerConfig;
    var template (value) CellGroupConfig v_CellGroupConfig;
    var template (value) NG_NAS_DL_Pdu_Type v_PiggyBackedMsgToSend;
    var PDUSessionInfoList_Type v_PDUSessionInfoList := f_NR5GC_MobileInfo_GetSessionInfoList();
    var NR_RadioBearerList_Type v_SS_Config;

…
        
    // @siclog "Steps 9/10 - Void" siclog@
    
    // Must release and re-configure the SS for SRB2 and DRB1 to re-establish the RLC
    f_NR_SS_CommonRadioBearerConfig (nr_Cell1, {cs_NR_SS_RadioBearer_Release(tsc_NR_RbId_SRB2)});
    f_NR_SS_CommonRadioBearerConfig (nr_Cell1, {cs_NR_SS_RadioBearer_Release(cs_NR_RadioBearerId_DRB(v_DRBId))});
    // DRB1 reconfigured during reconfiguration
    f_NR_SS_CommonRadioBearerConfig(nr_Cell1, {cs_NR_SS_SRB2_Config});
    
    v_RadioBearerConfig := cs_38508_RadioBearerConfigDef(omit, { cs_38508_NRDRB_ToAddMod(v_DRBInfo.SDAP_Config, v_DRBId, cs_38508_PDCP_Config)});
    // Build RLC-BearerConfig for SRB2 and DRB
    v_CellGroupConfig := f_NR_GetCellgroupConfig_DRB (nr_Cell1, {v_DRBId}, true);
    // There should be 2 entries and both of them need to update the re-establishRLC flag
    v_CellGroupConfig.rlc_BearerToAddModList[0].reestablishRLC := true_;
    v_CellGroupConfig.rlc_BearerToAddModList[1].reestablishRLC := true_;
    
    // @siclog "Steps 11-12" siclog@
    // The SS transmits an RRCReconfiguration message to modify SRB and DRB configuration.
    // Check: Does the UE transmit an RRCReconfigurationComplete message?
    f_NR_RRCReconfigNewDRBWithSSConfig(nr_Cell1,
                                       v_RadioBearerConfig,
                                       {v_DRBInfo.SS_Config}, // re-establish DRB in SS with exactly the same config as earlier
                                       v_CellGroupConfig,
                                       omit,
                                       tsc_NR_RbId_SRB1); // @sic R5s190388 sic@
    f_NR_PreliminaryPass(__FILE__, __LINE__, "Step 12"); // @sic R5s190936 sic@
    
  …
       
   }//end of f_TC_8_1_2_1_1_NR5GC_TestBody
After change
     function f_TC_8_1_2_1_1_NR5GC_TestBody() runs on NR5GC_PTC
   { // @sic R5-197057 R5s200044 R5-216177 sic@
    var NG_NAS_MSG_Indication_Type v_ReceivedMsg;
    var NR_SecurityParams_Type v_SecurityParams := f_NR_Security_Get();
    var NR_SRB_COMMON_IND v_ReceivedAsp;
    var integer v_NoOfDRBs := f_NR5GC_MobileInfo_GetNoOfDRBs();
    var template (omit) NR_DRBInfo_Type v_DRBInfo;
    var integer v_DRBId;
    var template (value) RadioBearerConfig v_RadioBearerConfig;
    var template (value) CellGroupConfig v_CellGroupConfig;
    var template (value) NG_NAS_DL_Pdu_Type v_PiggyBackedMsgToSend;
    var PDUSessionInfoList_Type v_PDUSessionInfoList := f_NR5GC_MobileInfo_GetSessionInfoList();
    var NR_RadioBearerList_Type v_SS_Config;

…
        
    // @siclog "Steps 9/10 - Void" siclog@
    
    // Must release and re-configure the SS for SRB2 and DRB1 to re-establish the RLC
    f_NR_SS_CommonRadioBearerConfig (nr_Cell1, {cs_NR_SS_RadioBearer_Release(tsc_NR_RbId_SRB2)});
    f_NR_SS_CommonRadioBearerConfig (nr_Cell1, {cs_NR_SS_RadioBearer_Release(cs_NR_RadioBearerId_DRB(v_DRBId))});
    // DRB1 reconfigured during reconfiguration
    f_NR_SS_CommonRadioBearerConfig(nr_Cell1, {cs_NR_SS_SRB2_Config});
    
v_RadioBearerConfig := cs_38508_RadioBearerConfigDef(omit, { cs_38508_NRDRB_ToAddMod(v_DRBInfo.SDAP_Config, v_DRBId, cs_38508_PDCP_Config),cs_38508_NRDRB_ToAddMod(v_DRBInfo.SDAP_Config, 3, cs_38508_PDCP_Config)});
    
    // Build RLC-BearerConfig for SRB2 and DRB
    v_CellGroupConfig := f_NR_GetCellgroupConfig_DRB (nr_Cell1, {v_DRBId}, true);
    // There should be 2 entries and both of them need to update the re-establishRLC flag
    v_CellGroupConfig.rlc_BearerToAddModList[0].reestablishRLC := true_;
    v_CellGroupConfig.rlc_BearerToAddModList[1].reestablishRLC := true_;
    
    // @siclog "Steps 11-12" siclog@
    // The SS transmits an RRCReconfiguration message to modify SRB and DRB configuration.
    // Check: Does the UE transmit an RRCReconfigurationComplete message?
    f_NR_RRCReconfigNewDRBWithSSConfig(nr_Cell1,
                                       v_RadioBearerConfig,
                                       {v_DRBInfo.SS_Config}, // re-establish DRB in SS with exactly the same config as earlier
                                       v_CellGroupConfig,
                                       omit,
                                       tsc_NR_RbId_SRB1); // @sic R5s190388 sic@
    f_NR_PreliminaryPass(__FILE__, __LINE__, "Step 12"); // @sic R5s190936 sic@
    
  …
       
   }//end of f_TC_8_1_2_1_1_NR5GC_TestBody

