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	Reason for change:
	At Steps 13-15, the Steps 2 to 4 of the 'Generic Test Procedure NB-IoT Control Plan CIoT MO user data transfer non-SMS transport' as described in TS 36.508 [18], clause 8.1.5A.3.3 are performed

Where UE sends RRCConnectionSetupComplete-NB message and a CONTROL PLANE SERVICE REQUEST message without ESM/NAS message container since px_DoAttachWithoutPDN=True
According to TS 24.301 section 4.4.2.3 v13.12.0 

If the initial NAS message is a CONTROL PLANE SERVICE REQUEST message, the UE shall send the message integrity protected. If an ESM message container information element or a NAS message container information element is included the message shall be sent partially ciphered (see subclause 4.4.5), otherwise the message shall be sent unciphered. Secure exchange of NAS messages is re-established in the UE:

-     by the indication from the lower layers that the user plane radio bearers are successfully set up;

-     upon receipt of a NAS message (e.g. a SERVICE ACCEPT message or ESM DATA TRANSPORT message) that is integrity protected and ciphered using the current EPS security context; or

-     upon receipt of a SECURITY MODE COMMAND message that has successfully passed the integrity check

The tsc_SHT_IntegrityProtected_PartiallyCiphered should have been tsc_SHT_IntegrityProtected in this case.
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1 Corrections required

1.1 function f_NBIOT_508Check_CP_MONonSMSDataTransfer ()
	Function name
	f_NBIOT_508Check_CP_MONonSMSDataTransfer ()

	Reason for change
	At Steps 13-15, the Steps 2 to 4 of the 'Generic Test Procedure NB-IoT Control Plan CIoT MO user data transfer non-SMS transport' as described in TS 36.508 [18], clause 8.1.5A.3.3 are performed

Where UE sends RRCConnectionSetupComplete-NB message and a CONTROL PLANE SERVICE REQUEST message without ESM/NAS message container since px_DoAttachWithoutPDN=True
According to TS 24.301 section 4.4.2.3 v13.12.0 

If the initial NAS message is a CONTROL PLANE SERVICE REQUEST message, the UE shall send the message integrity protected. If an ESM message container information element or a NAS message container information element is included the message shall be sent partially ciphered (see subclause 4.4.5), otherwise the message shall be sent unciphered. Secure exchange of NAS messages is re-established in the UE:

-     by the indication from the lower layers that the user plane radio bearers are successfully set up;

-     upon receipt of a NAS message (e.g. a SERVICE ACCEPT message or ESM DATA TRANSPORT message) that is integrity protected and ciphered using the current EPS security context; or

-     upon receipt of a SECURITY MODE COMMAND message that has successfully passed the integrity check

The tsc_SHT_IntegrityProtected_PartiallyCiphered should have been tsc_SHT_IntegrityProtected in this case

	Summary of change
	Changed the tsc_SHT_IntegrityProtected_PartiallyCiphered to tsc_SHT_IntegrityProtected

	TTCN module
	ATS_NBIOT\Common\NBIOT_CommonProcedures.ttcn

	MCC160 Comment
	Accepted


Before Change:

	function f_NBIOT_508Check_CP_MONonSMSDataTransfer(NBIOT_CellId_Type p_CellId,
                                                    template (present) UserDataContainer p_DataExpected,
                                                    template (present) EstablishmentCause_NB_r13 p_EstCause := mo_Data) runs on NBIOT_PTC
  {

      <<SKIPPED CODE>>
      f (px_DoAttachWithoutPDN) {
      v_AttachWithoutPDN := true_;
      v_PDNConnectivityReq_Expected := cr_CIOT_PDN_CONNECTIVITY_REQUEST(tsc_PdnRequest_InitialAttach,
                                                                        v_PDNType,
                                                                        -,
                                                                        v_HeaderCompressConfigRX);
      v_NasInd_Expected := cr_NAS_Indication (tsc_SHT_IntegrityProtected_PartiallyCiphered, cr_CONTROL_PLANE_SERVICE_REQUEST(?, cr_CPServiceType(-, '000'B))); // @sic R5-174456 sic@
    } else {
      v_NasInd_Expected := cr_NAS_IndicationWithPiggybacking (tsc_SHT_IntegrityProtected_PartiallyCiphered, cr_CONTROL_PLANE_SERVICE_REQUEST(?, cr_CPServiceType(-, '000'B)), cr_ESM_DATA_TRANSPORT (?, p_DataExpected));
    }    
     <<SKIPPED CODE>>




After Change:

	function f_NBIOT_508Check_CP_MONonSMSDataTransfer(NBIOT_CellId_Type p_CellId,
                                                    template (present) UserDataContainer p_DataExpected,
                                                    template (present) EstablishmentCause_NB_r13 p_EstCause := mo_Data) runs on NBIOT_PTC
  {

      <<SKIPPED CODE>>
      f (px_DoAttachWithoutPDN) {
      v_AttachWithoutPDN := true_;
      v_PDNConnectivityReq_Expected := cr_CIOT_PDN_CONNECTIVITY_REQUEST(tsc_PdnRequest_InitialAttach,
                                                                        v_PDNType,
                                                                        -,
                                                                        v_HeaderCompressConfigRX);
      v_NasInd_Expected := cr_NAS_Indication (tsc_SHT_IntegrityProtected, cr_CONTROL_PLANE_SERVICE_REQUEST(?, cr_CPServiceType(-, '000'B))); // @sic R5-174456 sic@
    } else {
      v_NasInd_Expected := cr_NAS_IndicationWithPiggybacking (tsc_SHT_IntegrityProtected_PartiallyCiphered, cr_CONTROL_PLANE_SERVICE_REQUEST(?, cr_CPServiceType(-, '000'B)), cr_ESM_DATA_TRANSPORT (?, p_DataExpected));
    }    
     <<SKIPPED CODE>>



