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	Reason for change:
	The NAS message container IE in SECURITY MODE COMPLETE is an optional IE, which means the UE shall or not send the IE when it’s specified in spec. Besides, if the condition is not defined in the spec, it’s up to the UE to send it or not, and the Network shall ignore this IE, instead of judging it as a failure.
TS 24.007:
-
O ("Optional") means that the receiver shall never diagnose a "missing mandatory IE" error, a "missing conditional IE" error, or an "unexpected conditional IE" error because it detects that the IE is present or that the IE is not present. (There may however be conditions depending on the states, resources, etc. of the receiver to diagnose other errors.) Only IEs belonging to the non-imperative part of a message may have presence requirement O.

	
	

	Summary of change:
	Changed the Value of NAS message container from “Not present” to “Not check”.

	
	

	Consequences if not approved:
	Normal UE can not pass the test case which reffers to message.
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<Start of modified section>

–
Security mode complete
Table 4.7.1-26: SECURITY MODE COMPLETE

	Derivation Path: 24.501 clause 8.2.26

	Information Element
	Value/remark
	Comment
	Condition

	Extended protocol discriminator
	‘0111 1110’B
	5GS mobility management messages
	

	Security header type
	’0000’B
	Plain 5GS NAS message, not security protected
	

	Spare half octet
	'0000'B
	
	

	Security mode complete message identity
	‘0101 1110’B
	
	

	IMEISV
	Not present
	
	

	NAS message container
	Not check
	
	

	
	Complete initial NAS message
	
	RINMR_INDICATED 


	Condition
	Explanation

	RINMR_INDICATED
	The SS requested retransmission of the initial NAS message in the last SECURITY MODE COMMAND 
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