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Several parameters for MCX conformance testing can be defined as constants as they are neither preconfigured at the UE nor at the SS. Table 9.2.3-1 lists these constants.
Table 9.2.3-1: MCX Constant PIXIT Definitions
	Constant Name
	Constant Type
	Value
	Description

	tsc_MCX_KMS_Hostname
	charstring
	"kms." & px_MCX_DomainName_Organization_A
	FQDN of the KMS; used in initial UE configuration as domain name for the 'kms' URI in the App-Server-Info.

	tsc_MCX_CMS_Hostname
	charstring
	"cms." & px_MCX_DomainName_Organization_A
	FQDN of the CMS; used in initial UE configuration as domain name for the 'cms' URI in the App-Server-Info.

	tsc_MCX_GMS_Hostname
	charstring
	"gms." & px_MCX_DomainName_Organization_A
	FQDN of the GMS; used in initial UE configuration as domain name for the 'gms' URI in the App-Server-Info.

	tsc_MCX_KMS_CertUri
	charstring
	"certificate1." & tsc_MCX_KMS_Hostname
	Name of the KMS certificate sent to the UE during MCX user authentication

	tsc_MCX_IdMS_auth_UriPath
	charstring
	"/idms/auth"
	URI path to address the IdMS authorization endpoint

	tsc_MCX_IdMS_token_UriPath
	charstring
	"/idms/token"
	URI path to address the IdMS token endpoint

	tsc_MCX_IdMS_userauth_UriPath
	charstring
	"/idms/userauth"
	relative URI at IdMS used for user authentication

	tsc_MCX_KMS_init_UriPath
	charstring
	"/keymanagement/identity/v1/init"
	Path of the Request-URI for "KMS Initialize" request according to TS 33.180 [43] D.2.3

	tsc_MCX_KMS_keyprov_UriPath
	charstring
	"/keymanagement/identity/v1/keyprov"
	Path of the Request-URI for "KMS KeyProvision" request according to TS 33.180 [43] D.2.4

	tsc_MCX_KMS_ClientReqUrl_init
	charstring
	"https://" & tsc_MCX_KMS_Hostname & tsc_MCX_KMS_init_UriPath
	used as <ClientReqUrl> entry in the KMS Key Set and as Request-URI for "KMS Initialize" request according to TS 33.180 [43] D.2.3 (NOTE 1)

	tsc_MCX_KMS_ClientReqUrl
	charstring
	"https://" & tsc_MCX_KMS_Hostname & tsc_MCX_KMS_keyprov_UriPath
	used as <ClientReqUrl> entry in the KMS Key Set and as Request-URI for "KMS KeyProvision" request according to TS 33.180 [43] D.2.4 (NOTE 1)

	tsc_MCX_GMSURI
	charstring
	"subscription-proxy." & tsc_MCX_GMS_Hostname
	used for <GMS-URI> element in the MCS UE initial configuration document according to TS 24.484 [14] clause 7.2.2.7 and TS 24.483 [13] clause 8.2.9; sub-domain of the GMS's hostname

	tsc_MCX_CMSXCAPRootURI
	charstring
	"http://xcap." & tsc_MCX_CMS_Hostname
	used for <CMS-XCAP-root-URI> element in the MCS UE initial configuration document according to TS 24.484 [14] clause 7.2.2.7 and TS 24.483 [13] clause 8.2.9C

	tsc_MCX_GMSXCAPRootURI
	charstring
	"http://xcap." & tsc_MCX_GMS_Hostname
	used for <GMS-XCAP-root-URI> element in the MCS UE initial configuration document according to TS 24.484 [14] clause 7.2.2.7 and TS 24.483 [13] clause 8.2.9B

	tsc_MCX_MC_ID_User_A
	charstring
	px_MCX_User_A_username 
	According to TS 24.482 [12] clause 6.3.1 the MC ID set to the user name

	tsc_MCPTT_PublicServiceId_A
	charstring
	"sip:" & "mcptt-server-A@" & px_MCX_DomainName_Organization_A
	The URI of the MCPTT Server which is simulated by the SS

	tsc_MCVideo_PublicServiceId_A
	charstring
	"sip:" & "mcvideo-server-A@" & px_MCX_DomainName_Organization_A
	The URI of the MCVideo Server which is simulated by the SS

	tsc_MCData_PublicServiceId_A
	charstring
	"sip:" & "mcdata-server-A@" & px_MCX_DomainName_Organization_A
	The URI of the MCData Server which is simulated by the SS

	tsc_MCPTT_PublicServiceId_B
	charstring
	"sip:" & "mcptt-server-B@" & px_MCX_DomainName_Organization_A
	The URI of a second MCPTT Server which is implemented in the DUT used in MCPTT Server testing.

	tsc_MCPTT_PublicServiceId_PF_A
	charstring
	"sip:" & "participating-mcptt-function-A@" & px_MCX_DomainName_Organization_A
	The URI of the participating MCPTT function which configures the location reporting at the UE according to TS 24.379 [9] clause 13.2.2.

	tsc_MCVideo_PublicServiceId_PF_A
	charstring
	"sip:" & "participating-mcvideo-function-A@" & px_MCX_DomainName_Organization_A
	The URI of the participating MCVideo function which configures the location reporting at the UE according to TS 24.281 [55] clause 18.2.2.

	tsc_MCData_PublicServiceId_PF_A
	charstring
	"sip:" & "participating-mcdata-function-A@" & px_MCX_DomainName_Organization_A
	The URI of the participating MCData function which configures the location reporting at the UE according to TS 24.282 [57] clause 17.2.2.

	tsc_MCX_SessionID_B
	charstring
	"sip:" & "sessionB@cf." & px_MCX_DomainName_Organization_A
	The URI of the MCPTT session B identity. Ref. TS 24.483 [13]. SIP URI according to TS 24.379 [9] clause 4.5.

	tsc_MCPTT_SessionId
	charstring
	"sip:" & "mcptt-session-A@cf." & px_MCX_DomainName_Organization_A
	Service Id for MCPTT calls as used as Contact URI of the MCPTT server

	tsc_MCVideo_SessionId
	charstring
	"sip:" & "mcvideo-session-A@cf." & px_MCX_DomainName_Organization_A
	Service Id for MCVideo calls as used as Contact URI of the MCVideo server

	tsc_MCData_SessionId
	charstring
	"sip:" & "mcdata-session-A@cf." & px_MCX_DomainName_Organization_A
	Service Id for MCData calls as used as Contact URI of the MCData server

	tsc_MCData_MSF_Hostname
	charstring
	"msf." & px_MCX_DomainName_Organization_A
	Hostname of the message storage function (MSF)

	tsc_MCData_MSF_URI
	charstring
	"http://" & tsc_MCData_MSF_Hostname & "/userA/files"
	Absolute URI of the message storage function (MSF)

	tsc_MCPTT_Group_A_ProSeLayer2GroupID
	octetstring
	'00000A'O
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	tsc_MCPTT_Group_D_ProSeLayer2GroupID
	octetstring
	'00000D'O
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	tsc_MCVideo_VSF_Hostname
	charstring
	"vsf." & px_MCX_DomainName_Organization_A
	Hostname of the video storage function (VSF) where video files are stored

	tsc_MCVideo_VSF_URI
	charstring
	"http://" & tsc_MCVideo_VSF_Hostname & "/userA/files"
	Absolute URI of the message storage function (MSF) where video files are stored

	NOTE 1:	According to the NOTE at step 0 in clause 5.2.3 of TS 33.180 [43] the connection between the KMS and the HTTP Proxy is secured and therefore the URIs of the KMS are assumed to have “https” rather than “http” as scheme.
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