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<START OF CHANGES>


[bookmark: _Toc515366008][bookmark: _Toc90666399][bookmark: _Toc119392728]6	MCData Server - MCData Client operation
Editor’s Note: Intended for MCData server conformance test cases for communications between the MCData server under test and a client.
6.1	MCData Server - MCData Client / Short Data Service (SDS) / Standalone SDS Using Signalling Control Plane / One-to-one Standalone SDS
6.1.1	Test Purpose (TP)
[bookmark: _Hlk506394418](1)
[bookmark: _Hlk506394402]with { IUT (MCData Server) connected to PLMN1 }
ensure that {
  when { the SS-UE1 (MCData client ) or SS-UE2 (MCData client) initiates registration }
    then { IUT (MCData Server) initially responds with a SIP 401 Unauthorized message and continues the process by responding to the SS-UE1 (MCData client) or SS-UE2 (MCData client) with SIP 200 (OK) messages }
            }

(2)
with { IUT (MCData Server) having registered the clients}
ensure that {
  when { the SS-UE1 (MCData client) or SS-UE2 (MCData client) sends a standalone one-to-one SDS message with a disposition of only Delivery via a SIP MESSAGE message }
    then { IUT (MCData Server) responds with e a SIP 202 (Accepted) message and sends a standalone one-to-one SDS message with disposition request of "DELIVERY to the recipients via a SIP MESSAGE message }
            }

(3)
with { IUT (MCData Server) having responded to a request to send a standalone one-to-one SDS message with a disposition of only Delivery }
ensure that {
  when { the SS-UE1 (MCData client) or SS-UE2 (MCData client) sends a disposition notification via a SIP MESSAGE message }
    then { IUT (MCData Server) responds with a SIP 202 (Accepted) message and sends the disposition notification to the originating client via a SIP MESSAGE message }
            }

6.1.2	Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.282, clauses 9.2.2.3.1, 9.2.2.3.2, 6.3.2.1, 12.2.2.1, 12.2.2.2. Unless otherwise stated these are Rel-16 requirements.
[TS 24.282 clause 9.2.2.3.1]
Upon receipt of a "SIP MESSAGE request for standalone SDS for originating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the originating user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request, and shall authorise the calling user;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request is:
a)	set to a value of "group-sds", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request; or
b)	set to a value of "one-to-one-sds", shall determine the public service identity of the controlling MCData function hosting the one-to-one standalone SDS service for the calling user;
5)	if unable to identify the controlling MCData function for standalone SDS, it shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;
7)	if the procedures in subclause 11.1 indicate that the user identified by the MCData ID:
a)	is not allowed to send MCData communications as determined by step 1) of subclause 11.1, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause;
b)	is not allowed to initiate one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request as determined by step 7) of subclause 11.1, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "202 user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause; and
c)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of subclause 11.1, shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
8)	if the payload size of the message is larger than the value contained in the <max-payload-size-sds-cplane-bytes> element in the MCData service configuration document as specified in 3GPP TS 24.484 [12], shall reject the "SIP MESSAGE request for standalone SDS for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "203 message too large to send over signalling control plane" in a Warning header field as specified in subclause 4.9;
NOTE:	The term "payload size" refers to the "Length of Payload contents" of the payload IE of the DATA PAYLOAD message transported in the SIP MESSAGE request, minus 1 (to account for the added "Payload content type" field).
9)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
10)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function as determined by step 4) in this subclause;
11)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;
12A)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
14)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
15)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 202 (Accepted) response in response to the SIP MESSAGE request in step 15):
1)	shall generate a SIP 202 (Accepted) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 202 (Accepted) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP MESSAGE request in step 15):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request in step 15) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
[TS 24.282 clause 9.2.2.3.2]
Upon receipt of a "SIP MESSAGE request for standalone SDS for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
3)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
3a)	if the <IncomingOne-to-OneCommunicationList> element exists in the MCData user profile document with one or more <One-to-One-CommunicationListEntry> elements (see the MCData user profile document in 3GPP TS 24.484 [12]) and: 
i)	if the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request does not match with the <entry> element of any of the <One-to-One-CommunicationListEntry> elements in the <IncomingOne-to-OneCommunicationList> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if configuration is not set in the MCData user profile document that allows the MCData user to receive one-to-one MCData communication from any user (see <allow-one-to-one-communication-from-any-user> element in MCData user profile document in 3GPP TS 24.484 [12]);
	then:
i)	shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "230 one-to-one MCData communication not authorised from this originating user" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
4)	shall generate an outgoing SIP MESSAGE request as specified in subclause 6.3.2.1;
5)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request; and
6)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
[TS 24.282 clause 6.3.2.1]
This subclause is referenced from other procedures.
The participating MCData function shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] and:
1)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP MESSAGE request;
2)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCData ID of the terminating MCData user;
3)	shall populate the outgoing SIP MESSAGE request MIME bodies as specified in subclause 6.4 and
4)	shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request.
[TS 24.282 clause 12.2.2.1]
Upon receipt of a:
-	"SIP MESSAGE request for SDS disposition notification for MCData server"; or
-	"SIP MESSAGE request for FD disposition notification for MCData server";
the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP MESSAGE request;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	void;
5)	if the SIP MESSAGE is a "SIP MESSAGE request for SDS disposition notification for MCData server" containing an SDS disposition notification type set to a value of "UNDELIVERED", shall temporarily store the message for re-delivery, shall start timer TD1 (SDS re-delivery timer) with the timer value as specified in subclause F.2.1, and shall not continue with the remaining steps;
NOTE:	The participating MCData function attempts re-delivery of the SDS message after timer TD1 (SDS re-delivery timer) expiry.
6)	if the SIP MESSAGE is a "SIP MESSAGE request for SDS disposition notification for MCData server " containing an SDS disposition notification type set to a value of "DELIVERED", "READ" or "DELIVERED AND READ" and the message was temporarily stored for re-delivery, shall delete the message from temporary store and shall stop TD1 (SDS re-delivery timer);
7)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
8)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function;
NOTE:	How the participating MCData function determines the controlling MCData function to forward notification message is out of scope of the present document.
9)	shall copy all MIME bodies included in the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;
10)	if not already included as part of step 8) above, shall include an application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request, containing an <mcdata-calling-user-id> element set to the MCData ID of the originating user;
11)	if the SIP MESSAGE is a "SIP MESSAGE request for SDS disposition notification for MCData server ", shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
12)	if the SIP MESSAGE is a "SIP MESSAGE request for FD disposition notification for MCData server ", shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
13)	if the SIP MESSAGE is a "SIP MESSAGE request for FD disposition notification for MCData server", and the FD disposition notification type IE is set as "FILE DOWNLOAD REQUEST ACCEPTED" or "FILE DOWNLOAD REQUEST REJECTED"as specified in subclause 15.2.6, shall remove the file from the stored file list;
14)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP MESSAGE request; and
15)	shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 202 (Accepted) response in response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 202 (Accepted) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 202 (Accepted) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; and
2)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP MESSAGE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
[TS 24.282 clause 12.2.2.2]
Upon receipt of a:
-	"SIP MESSAGE request for SDS disposition notification for terminating MCData client"; or
-	"SIP MESSAGE request for FD disposition notification for terminating MCData client";
the participating MCData function:
1)	if unable to process the request due to a lack of resources or if a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response , optionally containing a Retry-After header field as specified in IETF RFC 3261 [4] . In this case, the participati ng MCData function shall skip the rest of the steps;
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request to retrieve the binding between the MCData ID and the public user identity;
3)	if the binding between the MCData ID and the public user identity does not exist, then the participating MCData function shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response and shall skip the rest of the steps;
4)	shall generate an outgoing SIP MESSAGE request as specified in subclause 6.3.2.1;
5)	if sending an SDS disposition notification, shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
5)	if sending an FD disposition notification, shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request;
6)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 2xx, 4xx, 5xx or 6xx response to the outgoing SIP MESSAGE request, the participating MCData function shall forward the SIP response to the controlling MCData function.
6.1.3	Test description
6.1.3.1	Pre-test conditions
System Simulator:
-	SS-UE1 (MCData client)
[bookmark: _Hlk506380016][bookmark: _Hlk506379995]-	SS-UE2 (MCData client)
-	For the underlying "transport bearer" over which the SS-UE1 (MCData client) and SS-UE2 (MCData client) and the MCData Server will communicate, Parameters are set to the default parameters for the basic E-UTRA Single cell network scenarios, as defined in 3GPP TS 36.508 [22] clause 4.4. The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCData operation in the MCData configuration document).
IUT:
-	IUT (MCData Server)
-	The IUT (MCData Server) consists of all sub-systems of the Common Services Core, including the Group Management Server, the Configuration Management Server, the Key Management Server, the Identity Management Server, the HTTP Server, and the SIP AS. The IUT (MCData Server) also consists of all sub-systems of the MCData Server, including the Media Distribution Function, the MCData User Database, the SIP AS, the HTPP Server, the HTTP Client, and the Floor Control Server.
-	The IUT (MCData Server) is the acting Participating Server and Controlling Server
Preamble:
-	The IUT (MCData Server) is connected to PLMN1
-	The IUT (MCData Server) is connected to the SS-UE1 (MCData client) and the SS-UE2 (MCData client) as defined in TS 36.579-1 [2], Figure 4.2.4.
-	SS-UE1 (MCData client) and SS-UE2 (MCData client) are affiliated with Group A
-	The IUT (MCData Server) is the controlling server for Group A
6.1.3.2	Test procedure sequence
Table 6.1.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U – S
	Message
	
	

	-
	EXCEPTION: In parallel to the event described in steps 1 to 4 below the SS-UE1 (MCData client) user authentication, authorization, and configuration as described in clause 5.1.3.2 takes place.
	-
	-
	-
	-

	1
	The SS-UE1 (MCData client) sends initial registration for IMS services.
	<--
	SIP REGISTER
	-
	-

	2
	Check: Does the IUT (MCData Server) respond with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network?
	-->
	SIP 401 Unauthorized
	1
	P

	3
	The SS-UE1 (MCData client) completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.
	<--
	SIP REGISTER
	-
	-

	4
	Check: Does the IUT (MCData Server) send a SIP 200 (OK) to the SS-UE1 (MCData client)?
	-->
	SIP 200 (OK)
	1
	P

	-
	EXCEPTION: In parallel to the event described in steps 5 to 8 below the SS-UE2 (MCData client) user authentication, authorization, and configuration as described in clause 5.1.3.2 takes place.
	-
	-
	-
	-

	5
	The SS-UE2 (MCData client) sends initial registration for IMS services.
	<--
	SIP REGISTER
	-
	-

	6
	Check: Does the IUT (MCData Server) respond with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network?
	-->
	SIP 401 Unauthorized
	1
	P

	7
	The SS-UE2 (MCData client) completes the security negotiation procedures, sets up a temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.
	<--
	SIP REGISTER
	-
	-

	8
	Check: Does the IUT (MCData Server) send a SIP 200 (OK) to the SS-UE2 (MCData client)?
	-->
	SIP 200 (OK)
	1
	P

	9
	The SS-UE1 (MCData client) sends a standalone one-to-one SDS message with a disposition of only Delivery.
	<--
	SIP MESSAGE
	-
	-

	10
	Check: Does the IUT (MCData Server) respond with a SIP 202 (Accepted) message?
	-->
	SIP 202 (Accepted)
	2
	P

	11
	Check: Does the IUT (MCData Server) send the SS-UE2 (MCData client) a standalone one-to-one SDS message with a disposition of only Delivery?
	-->
	SIP MESSAGE
	2
	P

	12
	The SS-UE2 (MCData client) responds with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	13
	The SS-UE2 (MCData client) sends a disposition notification.
	<--
	SIP MESSAGE
	-
	-

	14
	Check: Does the IUT (MCData Server) respond with a SIP 202 (Accepted) message?
	-->
	SIP 202 (Accepted)
	3
	P

	15
	Check: Does the IUT (MCData Server) send the SS-UE1 (MCData client) a disposition notification?
	-->
	SIP MESSAGE
	3
	P

	16
	The SS-UE1 (MCData client) responds with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-



6.1.3.3	Specific message contents
Table 6.1.3.3-1: SIP REGISTER (Step 1, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.13-1 condition SIP_REGISTER_INITIAL

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  Request-URI
	tsc_MCData_PublicServiceId_B
	SIP URI of the home domain name
	
	



Table 6.1.3.3-2: SIP REGISTER (Steps 3, 7, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.13-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  Request-URI
	tsc_MCData_PublicServiceId_B
	SIP URI of the home domain name
	
	



Table 6.1.3.3-3: SIP 200 (OK) (Step 4, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1 condition REGISTER-RSP



Table 6.1.3.3-4: SIP REGISTER (Step 5, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.13-1 condition SIP_REGISTER_INITIAL

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  Request-URI
	tsc_MCData_PublicServiceId_B
	The public service identity of the MCData server under test
	
	

	From
	
	
	
	

	  addr-spec
	
	
	
	

	    user-info and host
	px_MCX_SIP_PublicUserId_B
	
	
	

	Authorization
	
	
	
	

	  username
	[bookmark: _Hlk38726072]px_MCX_SIP_PrivateUserId_B
	
	
	



Table 6.1.3.3-5: SIP 200 (OK) (Step 8, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1 condition REGISTER-RSP

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	P-Associated-URI 
	
	
	
	

	  addr-spec[1]
	SIP URI
	
	
	

	    host
	px_MCX_SIP_PublicUserId_B
	
	
	



Table 6.1.3.3-6: SIP MESSAGE from the UE (Step 9, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.1-1, condition MCDATA_SDS, RESOURCE_LISTS, MIKEY, MCDATA_SIGNALLING, MCDATA_PAYLOAD

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Message-body
	
	
	
	

	  MIME body part
	
	MCData-Info
	
	

	    MIME-part-body
	MCData-Info as described in Table 6.1.3.3-7
	
	
	

	  MIME body part
	
	MCData Data signalling message
	
	

	    MIME-part-body
	MCData Protected Payload Message containing SDS SIGNALLING PAYLOAD as described in Table 6.1.3.3-8
	
	
	

	  MIME body part
	
	MCData Data message
	
	

	    MIME-part-body
	DATA PAYLOAD as described in Table 6.1.3.3-9
	
	
	



Table 6.1.3.3-7: MCData-Info (Table 6.1.3.3-6)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-3, condition MCD_1to1



Table 6.1.3.3-8: SDS SIGNALLING PAYLOAD (Table 6.1.3.3-6)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.8.1-1, condition DELIVERED



Table 6.1.3.3-9: DATA PAYLOAD (Table 6.1.3.3-6)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.9.2-1



Table 6.1.3.3-10: SIP MESSAGE from the SS (Step 11, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.2-1, condition MCDATA_SDS, MIKEY, MCDATA_SIGNALLING, MCDATA_PAYLOAD

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Message-body
	
	
	
	

	  MIME body part
	
	MCData-Info
	
	

	    MIME-part-body
	MCData-Info as described in Table 6.1.3.3-11
	
	
	

	  MIME body part
	
	MCData Data signalling message
	
	

	    MIME-part-body
	MCData Protected Payload Message containing SDS SIGNALLING PAYLOAD as described in Table 6.1.3.3-12
	
	
	

	  MIME body part
	
	MCData Data message
	
	

	    MIME-part-body
	DATA PAYLOAD as described in Table 6.1.3.3-13
	
	
	



Table 6.1.3.3-11: MCData-Info (Table 6.1.3.3-10)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-3, condition MCD_1to1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcdata-info
	
	
	
	

	  mcdata-Params
	
	
	
	

	    mcdata-request-uri
	Encrypted - px_MCData_ID_User_B
	Encryption according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.2.2-3
	
	

	    mcdata-calling-user-id
	Encrypted - px_MCData_ID_User_A
	Encryption according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.2.2-3
	
	



Table 6.1.3.3-12: SDS SIGNALLING PAYLOAD (Table 6.1.3.3-10)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.8.2-1, condition DELIVERED



Table 6.1.3.3-13: DATA PAYLOAD (Table 6.1.3.3-10)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.9.2-2



[bookmark: _Hlk15914081]Table 6.1.3.3-14: SIP MESSAGE from the UE (Step 13, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.1-1, condition MCDATA_SDS, RESOURCE_LISTS, MCDATA_SIGNALLING

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Message-body
	
	
	
	

	  MIME body part
	not present
	MCData-Info
	
	

	  MIME body part
	
	Resource-lists
	
	

	    MIME-part-body
	MCData Protected Payload Message containing Resource Lists as described in Table 6.1.3.3-15
	
	
	

	  MIME body part
	
	MCData Data signalling message
	
	

	    MIME-part-body
	MCData Protected Payload Message containing SDS NOTIFICATION as described in Table 6.1.3.3-16
	
	
	



Table 6.1.3.3-15: Resource-lists (Table 6.1.3.3-14)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.3.1-3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	resource-lists
	
	Encrypted according to NOTE 1 in TS 36.579-1 [2] Table 5.5.3.3.1-3
	
	

	  list
	
	
	
	

	    entry[1]
	
	
	
	

	      uri attribute
	px_MCData_ID_User_A
	The MCData ID of the target MCData user
	
	



Table 6.1.3.3-16: SDS NOTIFICATION (Table 6.1.3.3-14)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.8.3-1, condition DELIVERED



Table 6.1.3.3-17: SIP MESSAGE from the SS (Step 15, Table 6.1.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.2-1, condition MCDATA_SDS, MCDATA_SIGNALLING

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Message-body
	
	
	
	

	  MIME body part
	
	MCData Data signalling message
	
	

	    MIME-part-body
	MCData Protected Payload Message containing SDS NOTIFICATION as described in Table 6.1.3.3-18
	
	
	



Table 6.1.3.3-18: SDS NOTIFICATION (Table 6.1.3.3-17)
	Derivation Path: TS 36.579-1 [2], Table 5.5.3.8.4-1, condition DELIVERED




<END OF CHANGES>
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