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This message is sent by the UE.
Table 5.5.2.13-1: SIP REGISTER
	Derivation Path: TS 24.229 [16] clause A.2.1.4.12, A.2.2.4.12

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
	

	  Method
	"REGISTER"
	
	
	

	  Request-URI
	[bookmark: _Hlk38725102]SIP URI of the home domain name (px_MCX_SIP_HomeDomain_A) if available at the UE or derived from the IMSI otherwise
	Depending on the UE configuration the UE may know the home domain name of the SIP core (e.g. when there is an ISIM) or the UE needs to derive it from the IMSI as according to 23.003 [69] clause 13.2 (e.g. when there is a USIM only)
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Route
	Not present
	
	RFC 3261 [22] 
	

	Via
	
	
	RFC 3261 [22] 
RFC 3581 [55]
	

	  sent-protocol
	"SIP/2.0/UDP"
	UE uses UDP for registration
	
	UDP

	
	"SIP/2.0/TCP
	UE uses TCP for registration
	
	TCP

	  sent-by
	
	
	
	

	    host
	IP address or FQDN
	
	
	

	    port
	any value if present
	
	
	SIP_REGISTER_INITIAL

	
	any value if present
	
	
	TCP

	
	protected server port of the UE when using UDP
	
	
	UDP

	  via-branch
	Value starting with 'z9hG4bK'
	
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	
	
	
	

	    user-info and host
	same value as in the initial REGISTER
	
	
	

	
	[bookmark: _Hlk38725135]Default public user id (px_MCX_SIP_PublicUserId_A_1) if available at the UE or derived from the IMSI otherwise
	Depending on the UE configuration the UE may know the default public user id (e.g. when there is an ISIM) or the UE needs to derive it from the IMSI as according to 23.003 [69] clause 13.4B (e.g. when there is a USIM only)
	
	SIP_REGISTER_INITIAL 

	    port
	not present
	
	
	

	  tag
	any value
	
	
	

	To
	
	
	
	

	  addr-spec
	same value as in From-header
	
	
	

	  tag
	Not present
	
	
	

	Contact
	
	
	RFC 3261 [22]
	

	  addr-spec
	SIP URI
	
	
	

	    user-info and host
	IP address or FQDN
	
	
	

	    port
	any value if present
	
	
	SIP_REGISTER_INITIAL

	
	protected server port of the UE
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	
	
	MCPTT

	
	"+g.3gpp.mcvideo"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Video (MCVideo) communication.
	
	MCVIDEO

	  feature-param
	g.3gpp.mcdata.sds
	SDS is supported
	TS 24.282 [87] clause 7.2.1
	MCDATA AND pc_MCData_SDS

	  feature-param
	g.3gpp.mcdata.fd
	FD is supported
	TS 24.282 [87] clause 7.2.1
	MCDATA AND pc_MCData_FD

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	MCPTT

	
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcvideo"
	This URN indicates that the device has the capabilities to support the mission critical video (MCVideo) service.
	
	MCVIDEO

	
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcdata "
	This URN indicates that the device has the capabilities to support the mission critical data (MCData) service.
	
	MCDATA

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"
	SDS is supported
	TS 24.282 [87] clause 7.2.1
	MCDATA AND pc_MCData_SDS

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"
	FD is supported
	TS 24.282 [87] clause 7.2.1
	MCDATA AND pc_MCData_FD

	  feature-param
	"audio"
	
	
	MCPTT OR MCVIDEO

	  feature-param
	"video"
	This feature tag indicates that the device supports video as a streaming media type.
	
	MCVIDEO

	  feature-param
	"text"
	This feature tag indicates that the device supports text as a streaming media type.
	
	MCDATA

	  feature-param
	“expires=600000” if present
	
	
	

	Expires
	Present if no expires parameter in Contact header
	
	RFC 3261 [22]
RFC 3903 [43]
	

	  value
	"600000"
	
	
	

	Require
	
	
	RFC 3261 [22]
RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]
RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Supported
	
	
	RFC 3261 [22]
RFC 6442 [62]
RFC 4488 [36]
	

	  option-tag
	"path"
	
	
	

	  option-tag
	"timer"
	
	
	

	Cseq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	SIP_REGISTER_INITIAL

	
	value sent by the UE in previous REGISTER incremented by one
	
	
	

	  method
	"REGISTER"
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any value
	
	
	

	Security-Client
	
	
	RFC 7315 [52]
	

	  mechanism-name
	"ipsec-3gpp"
	
	
	

	  algorithm
	"hmac-sha-1-96"
	
	
	

	  protocol
	"esp" (if present)
	
	
	

	  mode
	"trans" (if present)
	
	
	

	  encrypt-algorithm
	"des-ede3-cbc" or "aes-cbc"
	
	
	

	  spi-c
	SPI number of the inbound SA at the protected client port
	
	
	

	  spi-s
	SPI number of the inbound SA at the protected server port
	
	
	

	  port-c
	protected client port
	
	
	

	  port-s
	protected server port
	
	
	

	Security-Verify
	Not present
	
	RFC 3329 [53]
	SIP_REGISTER_INITIAL

	Security-Verify
	
	
	RFC 3329 [53]
	

	  sec-mechanism
	same value as Security Server header sent by SS
	
	
	

	Authorization
	
	
	RFC 2617 [72],
RFC 3310 [96]
	SIP_REGISTER_INITIAL

	  username
	[bookmark: _Hlk38726072]Private user id (px_MCX_SIP_PrivateUserId_A) if available at the UE or derived from the IMSI otherwise
	Depending on the UE configuration the UE may know the private public user id (e.g. when there is an ISIM) or the UE needs to derive it from the IMSI as according to 23.003 [69] clause 13.3 (e.g. when there is a USIM only)
	
	

	  realm
	[bookmark: _Hlk38726657]same home domain name as used in Request-URI
	
	
	

	  nonce
	""
	Empty string
	
	

	  digest-uri
	same SIP-URI as used as Request-URI
	
	
	

	  opaque
	any value if present
	
	
	

	  qop
	any value if present
	
	
	

	  cnonce
	any value if present
	
	
	

	  nc
	any value if present
	
	
	

	  algorithm
	any value if present
	
	
	

	  response
	""
	Empty string
	
	

	Authorization
	
	
	RFC 2617 [72],
RFC 3310 [96]
	

	  username
	same value as for condition SIP_REGISTER_INITIAL
	
	
	

	  realm
	same value as received in the realm directive in the WWW Authenticate header sent by SS
	
	
	

	  nonce
	same value as in WWW-Authenticate header sent by SS
	
	
	

	  digest-uri
	same SIP-URI as used as Request-URI
	
	
	

	  opaque
	same value as sent by the server in “401 Unauthorized for REGISTER”
	
	
	

	  qop
	"auth"
	
	
	

	  cnonce
	any value 
	value assigned by UE affecting the response calculation
	
	

	  nc
	nonce-count value
	counter to indicate how many times the UE has sent the same value of nonce within successive REGISTERs, initial value shall be 1
	
	

	  algorithm
	“AKAv1-MD5”
	
	
	

	  response
	Digest response
	calculated by the client according to RFC 2617
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info
	
	
	RFC 7315 [52]
	

	  access-net-specs
	Access network technology and, if applicable, the cell ID
	
	
	

	Content-Type
	
	
	RFC 5621 [58]
	SERVICE_AUTH CONFIG

	  media-type
	"multipart/mixed"
	
	
	

	Content-Length
	present in case of TCP and when there is a message body (otherwise optional)
	
	RFC 3261 [22]
	

	  value
	any value
	length of the message body
	
	

	Message-body
	
	
	RFC 3261 [22]
	SERVICE_AUTH CONFIG

	  MIME body part
	
	MCPTT/MCVideo/MCData Info
	
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	
	MCPTT

	
	"application/vnd.3gpp.mcvideo-info+xml"
	
	
	MCVIDEO

	
	"application/vnd.3gpp.mcdata-info+xml"
	
	
	MCDATA

	      Content-ID
	any value
	Unique URL identifying the MCPTT/MCVideo/MCData Info XML MIME body; used as reference in the signature MIME body
	TS 24.379 [9] clause 6.6.3.1
	

	    MIME-part-body
	MCPTT-Info as described in Table 5.5.3.2.1-1
	
	TS 24.379 [9] clause F.1
	MCPTT

	
	MCVideo-Info as described in Table 5.5.3.2.1-2
	
	TS 24.281 [86] clause F.1
	MCVIDEO

	
	MCData-Info as described in Table 5.5.3.2.1-3
	
	TS 24.282 [87] clause D.1
	MCDATA

	  MIME body part
	
	MIKEY
	
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/mikey"
	
	RFC 3830 [24]
	

	    MIME-part-body
	MIKEY message as described in Table 5.5.9.1-1
	MIKEY message, containing the CSK
	TS 33.180 [94]
	

	  MIME body part
	
	Signature
	
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/vnd.3gpp.mcptt-signed+xml"
	
	TS 24.379 [9]
	

	    MIME-part-body
	Signatures for XML MIME bodies as described in Table 5.5.13.1-1
	
	TS 24.379 [9]
	




	Condition
	Explanation

	SIP_REGISTER_INITIAL
	Initial unprotected REGISTER 

	For further conditions see table 5.5.1-1
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