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1 Introduction

On 9th December 2016, MCC TF160 released the iwd-TTCN3-B2016-06_D16wk49 TTCN-3 delivery (iwd-16wk49), the first delivery that can be used by System Simulator (SS) Vendors to verify eDRX, eMTC and NB-IoT test cases. 
The present document provides some details on the current status of TTCN for the IoT test cases, both from a development and verification perspective.  
2 Discussion
2.1 TTCN development status
Details of the TTCN development status of the IoT test cases can be found in the associated spreadsheet. 
TTCN development activities have been conducted taking into account the test cases prioritization performed by the Certification Organizations, in particular GCF. 
Hereafter is a high level summary of the test cases for which TTCN has been released in ‘verifiable’ state (i.e. ready for RAN5 verification by SS Vendors). 
· eDRX – GCF WI-253:

·  TTCN of all 5 test cases released as ‘verifiable’. 
· eMTC – GCF WI-254-A: 

·  TTCN of all 13 test cases released as ‘verifiable’. 
· NB-IoT – GCF WI-257: 

·  Priority1: 

· 13 (out of 17) test cases released as ‘verifiable’. 

·  Priority2:  

· RAN5 phase1: 8 test cases released as ‘verifiable’.

· RAN5 phase2: 4 test cases released as ‘verifiable’.

For NB-IoT, for test cases where multiple branches exist, RAN5 had instructed MCC TF160 to prioritize the following:

-
Control Plane CIoT optimizations (CP CIoT) prioritized over User Plane (UP not supported in iwd-16wk49), 
-
Non-SMS transport (i.e. using ESM DATA TRANSPORT) for user data transfer prioritized over SMS transport (SMS not supported in iwd-16wk49). 
For several test cases, prose issues were identified at TTCN implementation and discussions with prose authors followed, resulting in the way forward of implementing the TTCN based on expected prose corrections at RAN5-IoT#3. The associated spreadsheet lists those prose CRs. 
Common prose issues were also identified. A separate discussion document [1] is covering those aspects. 
2.2 TTCN verification status
Details of the TTCN verification status of the IoT test cases can be found in the associated spreadsheet. 
Hereafter is a high level summary of the TTCN verification status as of 5th January 2017:  
· eDRX – GCF WI-253:

·  No test case reservation nor verification. 
· eMTC – GCF WI-254-A: 

·  No test case reservation nor verification. 
· NB-IoT – GCF WI-257: 

·  Priority1: 

· 2 TTCN test cases submitted for verification: 22.4.2 & 22.4.13. 
· TTCN CRs under review period. 
·  Priority2:  

· 3 TTCN test cases submitted for verification: 22.5.10, 22.5.11 & 22.5.12. 
· TTCN CRs under review period. 
Based on the TTCN CRs submitted and the associated log files, the following general observations can be made:

-
1 SS Vendor has submitted all 5 NB-IoT TTCN test cases for verification, 

-
There are at least 2 NB-IoT UEs available for verification. 
TTCN CR submissions are still under review, however some potential issues have been identified, which require guidance & decision from RAN5. They are described hereafter. 

2.2.1 Handling of NAS security

One of the NB-IoT UE used for verification appears to only support NAS security with the null algorithm for both ciphering (EEA0) and integrity (EIA0). However:

-
According to TS 24.301, EIA0 is only allowed to be used for the case of emergency calls, which is outside the scope of NB-IoT. 

-
For the LTE test cases, RAN5 have been mandating for several years to use a non-NULL ciphering algorithm (i.e. not EEA0) for new test case verification. By default the same applies to NB-IoT unless RAN5 decides otherwise.  

In the early days of LTE test case verification, RAN5 agreed on a grace period during which TTCN verification with null security was allowed. That was because RAN5 did not want the lack of UE support of security algorithms to slow down the pace of TTCN verification. We may be in the same situation here again for NB-IoT. 
Questions to RAN5:

a)
Will RAN5 allow, for a grace period (length to be defined), that TTCN verification of NB-IoT test cases is performed using EEA0 null-ciphering? 

b)
Will RAN5 allow, for a grace period (length to be defined), that TTCN verification of NB-IoT test cases is performed using EIA0 null-integrity? 

Note that this issue is affecting the 2 GCF WI-257 Priority1 test case submissions.  

2.2.2 Handling of protocol configuration options

So far, the NB-IoT UEs used for verification do not send any (extended) protocol configuration options (ePCO/PCO) in the PDN CONNECTIVITY REQUEST (they use IPv4 via NAS signaling and do not use ESM INFORMATION procedure). 

According to TS 24.301 clauses 5.5.1.2.2 & 6.6.1.1:

-
NB-IoT UEs and NWs shall support the extended protocol configuration options IE (ePCO IE). Support is indicated by the ePCO bit.  

-
Protocol configuration options shall be exchanged by NB-IoT UEs and NWs via the ePCO IE.
However we did not find a core 3GPP requirement mandating all NB-IoT UEs to send the ePCO IE in a connectivity request. So our working assumption is that the behavior of the NB-IoT UEs under test is compliant. 

Question to RAN5: RAN5 is invited to confirm the above working assumption.      
Note that this issue is affecting all the GCF WI-257 test case submissions.  

3 Conclusions

It is critical for the progress of TTCN verification that the prose CRs listed in the associated spreadsheet reach a conclusion (endorsement) at RAN5-IoT#3. MCC TF160 has planned for another IoT TTCN-3 delivery on 27th January 2017, which aims at implementing, for already delivered test cases, all prose corrections that will be endorsed by RAN5 at RAN5-IoT#3.   
RAN5 is respectfully asked to provide answers to the above questions. 
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