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<Start of modified section 1>
[bookmark: _Toc27403015][bookmark: _Toc35976679][bookmark: _Toc35977625][bookmark: _Toc36028933][bookmark: _Toc43822263][bookmark: _Toc52167373][bookmark: _Toc75886540][bookmark: _Toc75980291]-	ATTACH REQUEST
This message is sent by the UE to the SS.
Table 4.7.2-4: ATTACH REQUEST
	Derivation Path: 24.301 clause 8.2.4

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Attach request message identity
	'0100 0001'B
	Attach request
	

	EPS attach type
	'0001'B
	EPS attach
	EPS_only

	
	'0010'B
	combined EPS/IMSI attach
	combined_EPS_IMSI

	NAS key set identifier
	Any allowed value
	
	

	EPS mobile identity
	Any allowed value
	
	

	UE network capability
	Any allowed value
	
	

	UE network capability
	
	
	EN-DC

	  All octets with the exception of octet 9, bit 5
	Any allowed value
	
	

	  Dual connectivity with NR (DCNR) (octet 9, bit 5)
	1
	dual connectivity with NR supported
	

	UE network capability
	
	
	NR

	  All octets with the exception of octet 8, bit 8 and octet 9, bit 6
	Any allowed value
	
	

	  Extended protocol configuration options (ePCO) (octet 8, bit 8)
	'1'
	Extended protocol configuration options IE supported
	

	  N1 mode supported (N1mode) (octet 9, bit 6)
	1
	N1 mode supported
	

	UE network capability
	
	
	pc_EPC_RACS

	  All octets with the exception of octet 10, bit 1
	Any allowed value
	
	

	  Radio capability signalling optimisation (RACS) capability (octet 10, bit 1)
	1
	
	

	UE network capability
	
	
	pc_EPS_UPIP

	  All octets with the exception of octet 4, bit 1 and octet 9, bit 5
	Any allowed value
	
	

	  EPS-UPIP supported (octet 4, bit 1)
	1
	EPS-UPIP supported
	

	  Dual connectivity with NR (DCNR) (octet 9, bit 5)
	1
	dual connectivity with NR supported
	

	ESM message container
	PDN CONNECTIVITY REQUEST message to request PDN connectivity to the default PDN
	
	

	ESM message container
	ESM DUMMY MESSAGE
	
	CIoT_Attach_WithoutPDN

	Old P-TMSI signature
	Not present or any allowed value
	
	

	Additional GUTI
	Not present or any allowed value
	
	

	Last visited registered TAI
	Not present or any allowed value
	
	

	DRX parameter
	Not present or any allowed value
	
	

	MS network capability
	Not present or any allowed value
	
	

	Old location area identification
	Not present or any allowed value
	
	

	TMSI status
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	Additional update type
	Not present
	
	EPS_only

	Additional update type
	Any allowed value
	
	EPS_only_with_SMS

	Additional update type
	Not present or any allowed value
	
	combined_EPS_IMSI or CIoT

	Voice domain preference and UE's usage setting
	Not present or any allowed value
	
	

	Device properties
	Not present or any allowed value
	
	

	Old GUTI type
	Not present or any allowed value
	
	

	MS network feature support
	Not present or any allowed value
	
	

	TMSI based NRI container
	Not present or any allowed value
	
	

	T3324 value
	Not present or any allowed value
	
	

	T3412 extended value
	Not present or any allowed value
	
	

	Extended DRX parameters
	Not present or any allowed value
	
	

	UE additional security capability
	Any allowed value (NOTE 1, NOTE 2)
	
	EN-DC OR NR

	UE status
	Not present or any allowed value
	
	

	Additional information requested
	Not present or any allowed value
	
	

	UE radio capability ID availability
	Not present or any allowed value
	
	pc_EPC_RACS

	Requested IMSI offset
	Not present or any allowed value
	
	

	NOTE 1:	For a UE supporting dual connectivity with NR, if the UE supports one of the encryption algorithms for 5GS in bits 8 to 5 of octet 3, it shall support the same algorithms for E-UTRAN as specified in 3GPP TS 33.401 [41].
NOTE 2:	For a UE supporting dual connectivity with NR, if the UE supports one of the integrity protection algorithms for 5GS in bits 8 to 5 of octet 5, it shall support the same algorithms for E-UTRAN as specified in 3GPP TS 33.401 [41].



	Condition
	Explanation

	EPS_only
	See the definition below table 4.7.2-1.

	combined_EPS_IMSI
	See the definition below table 4.7.2-1.

	CIoT_Attach_WithoutPDN
	If the UE wants to attach without PDN for CIoT optimization

	EPS_only_with_SMS
	If the UE wants to perform EPS attach with SMS only for CIoT optimization

	CIoT
	If UE supports CIoT Optimisation

	EN-DC
	Used in E-UTRA-NR dual connectivity test cases (TS 38.523-1 [71])

	NR
	Used in NR test cases (TS 38.523-1 [71])



NOTE:	This message is sent integrity protected when a valid security context exists and without integrity protection otherwise.
<End of modified section 1>
<Start of modified section 2>
[bookmark: _Toc27403043][bookmark: _Toc35976707][bookmark: _Toc35977653][bookmark: _Toc36028961][bookmark: _Toc43822291][bookmark: _Toc52167401][bookmark: _Toc75886568][bookmark: _Toc75980319]-	TRACKING AREA UPDATE REQUEST
This message is sent by the UE to the SS.
Table 4.7.2-27: TRACKING AREA UPDATE REQUEST
	Derivation Path: 24.301 clause 8.2.29

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	EMM
	
	

	Security header type
	'0000'B
	Plain NAS message, not security protected
	

	Tracking area update request message identity
	'0100 1000'B
	Tracking area update request
	

	EPS update type
	
	
	

	  EPS update type Value
	'000'B
	TA updating
	TA_only

	
	'001'B
	Combined TA/LA updating
	combined_TA_LA

	  "Active" flag
	'0'B
	No bearer establishment requested
	

	NAS key set identifier
	
	
	

	  NAS key set identifier
	The valid NAS key set identifier of the UE
	
	

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Old GUTI 
	Any allowed value
	
	

	Non-current native NAS key set identifier
	Not present
	
	

	GPRS ciphering key sequence number
	Not present
	
	

	Old P-TMSI signature
	Not present
	
	

	Additional GUTI
	Not present
	
	

	NonceUE
	Not present
	
	

	UE network capability
	Not present or any allowed value
	
	

	UE network capability
	
	
	EN-DC

	  All octets with the exception of octet 9, bit 5
	Any allowed value
	
	

	  Dual connectivity with NR (DCNR) (octet 9, bit 5)
	1
	dual connectivity with NR supported
	

	UE network capability
	
	
	NR

	  All octets with the exception of octet 8, bit 8 and octet 9, bit 6
	Any allowed value
	
	

	  Extended protocol configuration options (ePCO) (octet 8, bit 8)
	1
	ePCO supported
	

	  N1 mode supported (N1mode) (octet 9, bit 6)
	1
	N1 mode supported
	

	UE network capability
	
	
	pc_EPC_RACS

	  All octets with the exception of octet 10, bit 1
	Any allowed value
	
	

	  Radio capability signalling optimisation (RACS) capability (octet 10, bit 1)
	1
	
	

	UE network capability
	
	
	pc_EPS_UPIP

	  All octets with the exception of octet 4, bit 1 and octet 9, bit 5
	Any allowed value
	
	

	  EPS-UPIP supported (octet 4, bit 1)
	1
	EPS-UPIP supported
	

	  Dual connectivity with NR (DCNR) (octet 9, bit 5)
	1
	dual connectivity with NR supported
	

	Last visited registered TAI
	Not present or any allowed value
	
	

	DRX parameter
	Not present or any allowed value
	
	

	UE radio capability information update needed
	Not present or any allowed value
	
	

	EPS bearer context status
	Not present or (octet 3 = '00100000'B and octet 4 = '00000000'B)
	
	

	MS network capability
	Not present or any allowed value
	
	

	Old location area identification
	Not present or any allowed value
	
	

	TMSI status
	Not present or any allowed value
	
	

	Mobile station classmark 2
	Not present or any allowed value
	
	

	Mobile station classmark 3
	Not present or any allowed value
	
	

	Supported Codecs
	Not present or any allowed value
	
	

	Additional update type
	Not present
	
	TA_only

	Additional update type
	Not present or any allowed value
	
	combined_TA_LA

	Additional update type
	Any allowed value
	
	TA_only_with_SMS

	Additional update type
	Not present or any allowed value
	
	CIoT

	Voice domain preference and UE's usage setting
	Not present or any allowed value
	
	

	Old GUTI type
	Not present or any allowed value
	
	

	Device properties
	Not present or any allowed value
	
	

	MS network feature support
	Not present or any allowed value
	
	

	TMSI based NRI container
	Not present or any allowed value
	
	

	T3324 value
	Not present or any allowed value
	
	

	T3412 extended value
	Not present or any allowed value
	
	

	Extended DRX parameters
	Not present or any allowed value
	
	

	UE additional security capability
	Any allowed value (NOTE 1, NOTE 2)
	
	EN-DC OR NR

	UE status
	Not present or any allowed value
	
	

	Additional information requested
	Not present or any allowed value
	
	

	UE radio capability ID availability
	Not present or any allowed value
	
	pc_EPC_RACS

	Requested IMSI offset
	Not present or any allowed value
	
	

	UE request type
	[bookmark: OLE_LINK2]Not present or any allowed value
	
	

	Paging restriction
	Not present or any allowed value
	
	

	NOTE 1:	For a UE supporting dual connectivity with NR, if the UE supports one of the encryption algorithms for 5GS in bits 8 to 5 of octet 3, it shall support the same algorithms for E-UTRAN as specified in 3GPP TS 33.401 [41].
NOTE 2:	For a UE supporting dual connectivity with NR, if the UE supports one of the integrity protection algorithms for 5GS in bits 8 to 5 of octet 5, it shall support the same algorithms for E-UTRAN as specified in 3GPP TS 33.401 [41].



	Condition
	Explanation

	TA_only
	See the definition below table 4.7.2-24.

	combined_TA_LA
	See the definition below table 4.7.2-24.

	EPS_only_with_SMS
	If the UE wants to update for EPS attach with SMS only for CIoT optimization

	CIoT
	If UE supports CIoT Optimisation

	EN-DC
	Used in E-UTRA-NR dual connectivity test cases (TS 38.523-1 [71])

	NR
	Used in NR test cases (TS 38.523-1 [71])



NOTE:	This message is always sent within SECURITY PROTECTED NAS MESSAGE message.
<End of modified section 2>

