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	Reason for change:
	1. The NOTIFY message for refer event package is sent in the same dialog as the correponding REFER message. There is no reason or use to change the the dialog state information by sending the NOTIFY; especially the Contact URI of the SS shall not be changed but kept as provided at establishment of the dialog.
2. According to RFC 3515 clause 2.4.6 in case of multiple REFER requests the NOTIFY messages need to have an id parameter in the Refer header field and on the other hand in case of a single REFER the id parameter does not harm either.

	
	

	Summary of change:
	1. Contact URI of the NOTIFY corrected to be the Contact URI of the SS as provided by the SS at establishment of the dialog.
2. event-param added to Event header field with parameter id set to the CSeq header field value of the corresponding REFER
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	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

		Method
	
	NOTIFY
	
	

		Request-URI
	
	same URI value which the UE sent in its Contact header within the REFER request
	
	

		SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

		via-parm1:
	
	
	
	

			sent-protocol
	
	SIP/2.0/UDP when using UDP or 
SIP/2.0/TCP when using TCP
	
	

			sent-by
	A1
	IP address and protected server port of SS
	
	

			sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

			via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

		via-parm2:
	
	In addition to the via-parm entry for the SS, the following via-parm entries are included:
	
	

	
	
	SIP/2.0/UDP scscf1.3gpp.org;branch=z9hG4bK...,
SIP/2.0/UDP scscf2.3gpp.org;branch=z9hG4bK...,
SIP/2.0/UDP pcscf2.3gpp.org;branch=z9hG4bK...,
SIP/2.0/UDP uas.3gpp.org:6543;branch=z9hG4bK...
(NOTE 1)
	
	

	From
	
	
	
	RFC 3261 [15]

		addr-spec
	
	SIP URI of the SS which must be the same URI as used for the SS in the earlier requests within the dialog
	
	

		tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

		addr-spec
	
	SIP URI of the UE which must be the same as used for the UE in the earlier requests within the dialog.
	
	

		tag	
	
	remote tag of the dialog ID 
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

		callid
	
	same value as in the INVITE (and REFER) message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

		value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

		method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

		addr-spec
	
	Contact URI of the SS as provided by the SS at establishment of the dialog (i.e. same address as the Request URI of the corresponding REFER)
	
	

		addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the SS (transferee)
	
	

		addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of the SS (transferee)
	
	

	Event
	A1,A2
	
	
	RFC 6665 [140]
RFC 3515 [72]

		event-type
	event-param
	
	refer
id=(CSeq header field value of the corresponding REFER)
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

		value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

		substate-value
	
	active
	
	

		expires
	
	300
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

		media-type
	
	message/sipfrag
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

		value
	
	length of message-body
	
	



	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])



NOTE 1:	Branch parameter values sent by SS are different within a test case execution.


<End of Change>
