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11.4.3	5GMM-DEREGISTERED.NO-SUPI / Emergency call / Utilisation of emergency numbers stored on the ME / Initial registration for emergency services
11.4.3.1	Test Purpose (TP)
(1)
with { UE in 5GMM-DEREGISTERED.NO-SUPI state (no USIM) }
ensure that {
  when { UE is requested to make an outgoing call using an emergency number stored on the ME }
    then { UE establishes an RRC connection with the RRC establishmentCause set to "emergency", and, attempts an Initial registration for emergency services by sending a REGISTRATION REQUEST message with IE Service type set to "emergency services", and, accepts and applies security with NULL security and integrity algorithms, and, after successful completion of the registration for emergency services establishes an emergency PDU session by sending an UL NAS TRANSPORT message with Request type set to "initial emergency request" and a PDU SESSION ESTABLISHMENT REQUEST }
            }
(2)
with { UE not containing credentials }
ensure that {
  when { UE being switched on and being made to start an emergency call }
   then { UE sends a correctly composed INVITE request for an anonymous emergency call and completes call setup }
            }


11.4.3.2	Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 38.331 [12], subclause 5.3.3.3, TS 23.501 [37], subclause 5.16.4.1, TS 23.122 [38], subclauses 2, 3.5, TS 24.501 [22], subclauses 4.4.4.1, 5.1.3.2.1.3.6, 5.3.2, 5.4.2.3, 5.5.1.2.2, 6.4.1.2, TS 22.101 [42], subclause 10.1.1, TS 24.229 [XX], subclauses 5.1.6.1, 5.1.6.8.2. Unless otherwise stated these are Rel-15 requirements.
[TS 36.331, subclause 5.3.3.3]
The UE shall set the contents of RRCSetupRequest message as follows:
...
1>	set the establishmentCause in accordance with the information received from upper layers;
The UE shall submit the RRCSetupRequest message to lower layers for transmission.
[TS 23.501, subclause 5.16.4.1]
UEs that are in limited service state, as specified in TS 23.122 [17], or that camp normally on a cell but failed to register successfully to the network under conditions specified in TS 24.501 [47], initiate the Registration procedure by indicating that the registration is to receive Emergency Services, referred to as Emergency Registration, and a Follow-on request is included in the Registration Request to initiate PDU Session Establishment procedure with a Request Type indicating "Emergency Request". UEs that had registered for normal services and do not have emergency PDU Sessions established and that are subject to Mobility Restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate the UE Requested PDU Session Establishment procedure to receive Emergency Services, i.e. with a Request Type indicating "Emergency Request". Based on local regulation, the network supporting Emergency Services for UEs in limited service state provides Emergency Services to these UE, regardless whether the UE can be authenticated, has roaming or Mobility Restrictions or a valid subscription.
[TS 23.122, clause 2]
If the MS is unable to find a suitable cell to camp on, or the SIM is not inserted, or if it receives certain responses to an LR request (e.g., "illegal MS"), it attempts to camp on a cell irrespective of the PLMN identity, and enters a "limited service" state in which it can only attempt to make emergency calls. An MS operating in NB-S1 mode, never attempts to make emergency calls.
[TS 23.122, subclause 3.5]
There are a number of situations in which the MS is unable to obtain normal service from a PLMN. These include:
...
b)	No SIM in the MS; 
...
For the items a to f, the MS attempts to camp on an acceptable cell, irrespective of its PLMN identity, so that emergency calls can be made if necessary, with the exception that an MS operating in NB-S1 mode, shall never attempt to make emergency calls. When in the limited service state with a valid SIM, the MS shall search for available and allowable PLMNs in the manner described in subclause 4.4.3.1 and when indicated in the SIM also as described in subclause 4.4.3.4. For an MS that is not in eCall only mode, with the exception of performing GPRS attach or EPS attach for emergency bearer services, or performing registration for emergency services, no LR requests are made until a valid SIM is present and either a suitable cell is found or a manual network reselection is performed. For an MS in eCall only mode, no LR requests are made except for performing EPS attach for emergency bearer services or registration for emergency services. When performing GPRS attach or EPS attach for emergency bearer services, or registration for emergency services, the PLMN of the current serving cell is considered as the selected PLMN for the duration the MS is attached for emergency bearer services or registered for emergency services. In the limited service state the presence of the MS need not be known to the PLMN on whose cell it has camped.
There are also other conditions under which only emergency calls may be made. These are shown in table 2 in clause 5. ProSe direct communication and ProSe direct discovery for public safety use can be initiated if necessary (see 3GPP TS 24.334 [51]) when in the limited service state due to items a) or c) or f). V2X communication over PC5 can be initiated if necessary (see 3GPP TS 24.386 [59]) when in the limited service state due to items a) or c) or f).
[TS 24.501, subclause 4.4.4.1]
The use of "null integrity protection algorithm" 5G-IA0 (see subclause 9.11.3.32) in the current 5G NAS security context is only allowed for an unauthenticated UE for which establishment of emergency services is allowed. For setting the security header type in outbound NAS messages, the UE and the AMF shall apply the same rules irrespective of whether the "null integrity protection algorithm" or any other integrity protection algorithm is indicated in the 5G NAS security context.
If the "null integrity protection algorithm"5G-IA0 has been selected as an integrity protection algorithm, the receiver shall regard the NAS messages with the security header indicating integrity protection as integrity protected.
[TS 24.501, subclause 5.1.3.2.1.3.6]
The substate 5GMM-DEREGISTERED.NO-SUPI is chosen in the UE, if the N1 mode is enabled and the UE has no valid subscriber data available (SIM/USIM not available, the SIM/USIM is considered invalid by the UE).
[TS 24.501, subclause 5.3.2]
A UE supporting NG-RAN includes a PEI:
a)	when neither SUPI nor valid 5G-GUTI is available to use for emergency services in the REGISTRATION REQUEST message with 5GS registration type IE set to "emergency registration"; and
[TS 24.501, subclause 5.4.2.3]
If the UE is registered for emergency services, performing initial registration for emergency services or establishing an emergency PDU session and the SECURITY MODE COMMAND message is received with ngKSI value "000" and 5G-IA0 and 5G-EA0 as selected 5G NAS security algorithms, the UE shall locally derive and take in use 5G NAS security context. The UE shall delete existing current 5G NAS security context.
The UE shall accept a SECURITY MODE COMMAND message indicating the "null integrity protection algorithm" 5G-EA0 as the selected 5G NAS integrity algorithm only if the message is received when the UE is registered for emergency services, performing initial registration for emergency services or establishing an emergency PDU session.
[TS 24.501, subclause 5.5.1.2.2]
The UE in state 5GMM-DEREGISTERED shall initiate the registration procedure for initial registration by sending a REGISTRATION REQUEST message to the AMF,
...
b)	when the UE performs initial registration for emergency services;
...
If the UE initiates an initial registration for emergency services or needs to prolong the established NAS signalling connection after the completion of the initial registration procedure (e.g. due to uplink signalling pending), the UE shall set the Follow-on request indicator to 1.
[TS 24.501, subclause 6.4.1.2]
In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
NOTE 0:	When IMS voice is available over either 3GPP access or non-3GPP access, the "voice centric" UE in 5GMM-REGISTERED state will receive a request from upper layers to establish the PDU session for IMS signalling, if the conditions for performing an initial registration with IMS indicated in 3GPP TS 24.229 [14] subclause U.3.1.2 are satisfied.
If the UE requests to establish a new PDU session, the UE shall allocate a PDU session ID which is not currently being used by another PDU session over either 3GPP access or non-3GPP access.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
...
If the UE requests to establish a new emergency PDU session, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to "SSC mode 1".
...
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID of the PDU session being established, or being handed over or being transferred;
..
e)	the request type which is set to:
...
3)	"initial emergency request", if the UE requests to establish a new emergency PDU session; and
...
If the request type is set to "initial emergency request" or "existing emergency PDU session", neither DNN nor S-NSSAI is transported by the UE using the NAS transport procedure as specified in subclause 5.4.5.
[TS 22.101, subclause 10.1.1]
The ME shall identify an emergency number dialled by the end user as a valid emergency number and initiate emergency call establishment if it occurs under one or more of the following conditions. If it occurs outside of the following conditions, the ME should not initiate emergency call establishment but normal call establishment. Emergency number identification takes place before and takes precedence over any other (e.g. supplementary service related) number analysis.
a)	112 and 911 shall always be available. These numbers shall be stored on the ME.
[TS 24.229, clause 5.1.6.1]:
If the IM CN subsystem is selected and the UE has no credentials the UE can make an emergency call without being registered. The UE shall attempt an emergency call as described in subclause 5.1.6.8.2.
[TS 24.229, clause 5.1.6.8.2]:
When establishing an emergency session for an unregistered user, the UE is allowed to receive responses to emergency requests and requests inside an established emergency session on the unprotected ports. The UE shall reject or silently discard all other messages not arriving on a protected port. Additionally, the UE shall transmit signalling packets pertaining to the emergency session from the same IP address and unprotected port on which it expects to receive signalling packets containing the responses to emergency requests and the requests inside the established emergency session.
Prior to establishing an emergency session for an unregistered user, the UE shall acquire a local IP address, discover a P-CSCF, and establish an IP-CAN bearer that can be used for SIP signalling. The UE shall send only the initial INVITE requests to the port advertised to the UE during the P-CSCF discovery procedure. If the UE does not receive any specific port information during the P-CSCF discovery procedure, the UE shall send the initial INVITE request to the SIP default port values as specified in RFC 3261 [26].
The UE shall apply the procedures as specified in subclause 5.1.2A.1 and subclause 5.1.3 with the following additions:
1)	the UE shall set the From header field of the INVITE request to "Anonymous" as specified in RFC 3261 [26];
2)	the UE shall include a service URN in the Request- of the initial INVITE request in accordance with subclause 5.1.6.8.1;
NOTE 1:	Other specifications make provision for emergency service identifiers, which are not specifically the emergency service URN, to be recognised in the UE. Emergency service identifiers which the UE does not detect will be treated as a normal call by the UE.
3)	the UE shall insert in the INVITE request, a To header field with the same emergency service URN as in the Request-;
4)	if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header field in any request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any request. Insertion of the P-Access-Network-Info header field into the ACK request is optional. The UE shall populate the P-Access-Network-Info header field with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4). The P-Access-Network-Info header field contains the location identifier such as the cell id, the line id or the identity of the WLAN access node, which is relevant for routeing the emergency call;
5)	if defined by the access technology specific annex, the UE shall populate the P-Preferred-Identity header field in the INVITE request with an equipment identifier as a SIP . The special details of the equipment identifier to use depend on the IP-CAN;
6)	a Contact header field set to include SIP  that contains in the hostport parameter the IP address of the UE and an unprotected port where the UE will receive incoming requests belonging to this dialog. The UE shall also include a "sip.instance" media feature tag containing Instance ID as described in RFC 5626 [92]. The UE shall not include either the public or temporary GRUU in the Contact header field;
7)	a Via header field set to include the IP address of the UE in the sent-by field and for the UDP the unprotected server port value where the UE will receive response to the emergency request, while for the , the response is received on the  connection on which the emergency request was sent. For the UDP, the UE shall also include "rport" header field parameter with no value in the top Via header field. Unless the UE has been configured to not send keep-alives, and unless the UE is directly connected to an IP-CAN for which usage of  is not defined, it shall include a "keep" header field parameter with no value in the Via header field, in order to indicate support of sending keep-alives associated with, and during the lifetime of, the emergency session, as described in RFC 6223 [143];
NOTE 2:	The UE inserts the same IP address and port number into the Contact header field and the Via header field, and sends all IP packets to the P-CSCF from this IP address and port number.
8)	if the UE has its location information available, or a  that points to the location information, the UE shall include a Geolocation header field in the INVITE request in the following way:
-	if the UE is aware of the  that points to where the UE's location is stored, include the  as the Geolocation header field value, as described in RFC 6442 [89]; or
-	if the UE is aware of its location information, include the location information in a PIDF location object, in accordance with RFC 4119 [90], include the location object in a message body with the content type application/pidf+xml, and include a Content ID URL, referring to the message body, as the Geolocation header field value, as described RFC 6442 [89], and include a Content-Disposition header field with a disposition type "render" value and a "handling" header field parameter with an "optional" value, as described in RFC 3261 [26];
9)	if the UE includes a Geolocation header field, the UE shall also include a Geolocation-Routing header field with a "yes" header field value, which indicates that the location of the UE can be used by other entities to make routing decisions, as described in RFC 6442 [89];
10)	if the UE has neither geographical location information available, nor a  that points to the location information, the UE shall not insert a Geolocation header field in the INVITE request; and
NOTE 3:	It is suggested that UE's only use the option of providing a  when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A  that is only resolvable to the UE which is making the emergency call is inapplicable in this area.
11)	if support of the current location discovery during an emergency call is allowed in the IP-CAN specific annex and the UE supports the current location discovery during an emergency call, the UE shall include a Recv-Info header field as described in RFC 6086 [25], indicating the g.3gpp.current-location-discovery info package name and shall include an Accept header field indicating the "application/vnd.3gpp.current-location-discovery+xml" MIME type.
NOTE 4:	During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header field in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).
The UE shall build a proper preloaded Route header field value for all new dialogs. The UE shall build a Route header field value containing only the P-CSCF  (containing the unprotected port number and the IP address acquired at the time of the P-CSCF discovery procedures which was used in registration of the contact address (or registration flow).
NOTE 5:	If the UE is provisioned with or receives a FQDN at the time of the P-CSCF discovery procedures, the FQDN is resolved to an IP address at the time of the P-CSCF discovery procedures.
When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.
NOTE 6:	It is an implementation option whether these actions are also triggered by other means.
NOTE 7:	A number of header fields can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other header fields that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of header fields.
NOTE 8:	RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.
If the response for the initial INVITE request indicates that the UE is behind , and the INVITE request was sent over  connection, the UE shall keep the  connection during the entire duration of the emergency session. In this case the UE will receive all responses to the emergency requests and the requests inside the established emergency session over this  connection.
If the Via header field of any provisional response, or of the final 200 (OK) response, for the initial INVITE request contains a "keep" header field parameter with a value, unless the UE detects that it is not behind a , the UE shall start to send keep-alives associated with the session towards the P-CSCF, as described in RFC 6223 [143].
11.4.3.3	Test description
11.4.3.3.1	Pre-test conditions
System Simulator:
-	1 NR Cells
-	NR Cell 1, as defined in TS 38.508-1 [4] Table 4.4.2-3. System information combination NR-1 as defined in TS 38.508-1 [4], subclause 4.4.3.1.2. SIB1 indicates ims-EmergencySupport.
UE:
-	The UE is NOT equipped with USIM.
Preamble:
-	The UE is in test state 0-A (Switched Off) as defined in TS 38.508-1 [4], subclause 4.4A.2.
11.4.3.3.2	Test procedure sequence
Table 11.4.3.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Switch the UE on.
	-
	-
	-
	-

	2
	Make the UE attempt an IMS emergency call dialling a number which is stored on the ME (e.g. 112 or 911). (NOTE 1)
	-
	-
	-
	-

	3
	Check: Does the UE performs Generic Test Procedure for IMS Emergency call establishment without IMS emergency registration as specified in TS 38.508-1 [4], subclause 4.9.12?
	-
	-
	1,2
	P

	4
	Make the UE release the emergency call. (NOTE 1)
	-
	-
	-
	-

	5
	Void
	-
	-
	-
	-

	6A-6C
	Steps 1-3 of the Generic test procedure for IMS MO Emergency call release as specified in TS 38.508-1 [4], subclause 4.9.12A take place.
	-
	-
	-
	-

	6
	Start Timer=5 sec.
NOTE: This is an arbitrary value to wait for UE initiated detach.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to step 7 below, the steps specified in Tables 11.4.3.3.2-2, and 11.4.3.3.2-3 may take place
	-
	-
	-
	-

	7
	Timer T1=5 seconds expires
	-
	-
	-
	-

	8
	The Generic test procedure Switch/Power off procedure after EMERGENCY CALL RELEASED in RRC_CONNECTED of Table 10.3.7-1 in TS 38.523-3 [3] takes place.
	-
	-
	-
	-

	NOTE 1:	This could be done by e.g. MMI or AT command.



Table 11.4.3.3.2-2: Parallel Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE transmits a DEREGISTRATION REQUEST message with De-registration type IE set to "Normal de-registration".
	-->
	NR RRC: ULInformationTransfer
5GMM: DEREGISTRATION REQUEST
	-
	-

	2
	The SS transmits a DEREGISTRATION ACCEPT message.
	<--
	NR RRC: DLInformationTransfer
5GMM: DEREGISTRATION ACCEPT
	-
	-



Table 11.4.3.3.2-3: Parallel Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE transmits a PDU SESSION RELEASE REQUEST message.
	-->
	NR RRC: ULInformationTransfer
PDU SESSION RELEASE REQUEST
	-
	-

	2
	The SS transmits a PDU SESSION RELEASE COMMAND message.
	<--
	NR RRC: DLInformationTransfer NR NAS: PDU SESSION RELEASE COMMAND
	-
	-

	3
	Check: Does the UE transmit a PDU SESSION RELEASE COMPLETE message?
	-->
	NR RRC: ULInformationTransfer
5GMM: UL NAS TRANSPORT
5GSM: PDU SESSION RELEASE COMPLETE
	-
	-



11.4.3.3.3	Specific message contents
Table 11.4.3.3.3-1: REGISTRATION REQUEST (step 3, Table 11.4.3.3.2-1; step 3, TS 38.508-1 [4], Table 4.9.12.2.2-1)
	Derivation Path: TS 38.508-1 [4], Table 4.7.1-6, condition EMERGENCY.

	Information Element
	Value/remark
	Comment
	Condition

	5GS mobile identity
	PEI
	
	



Table 11.4.3.3.3-2: DEREGISTRATION REQUEST (Step 7a1, Table 11.4.3.3.2-1)
	Derivation Path: TS 38.508-1 [4], Table 4.7.1-12, Condition NORMAL.



Table 11.4.3.3.3-3: INVITE (step 3, table 11.4.3.3.2-1)
	Derivation Path: TS 34.229-5[41] A.6, Step 1, with Conditions A6  of TS 34.229-1 [35] cl A.2.1



Table 11.4.3.3.3-4: 180 Ringing (step 3, table 11.4.3.3.2-1)
	Derivation Path: TS 34.229-5[41] A.6, step 3, conditions A7 of TS 34.229-1 [35] cl A.2.6



Table 11.4.3.3.3-5: 200 OK (step 3, table 11.4.3.3.2-1)
	Derivation Path: TS 34.229-5[41] A.6, step 4, conditions A7 of TS 34.229-1 [35] cl A.3.1



11.4.5	5GMM-REGISTERED.LIMITED-SERVICE / 5GMM-IDLE / Emergency call establishment and release / Handling of 5GS forbidden tracking areas for roaming
11.4.5.1	Test Purpose (TP)
(1)
with { UE in 5GMM-REGISTERED.LIMITED-SERVICE state and 5GMM-IDLE mode }
ensure that {
  when { UE is requested to make an Emergency call }
    then { UE sends INVITE and establishes the Emergency call }
            }

(2)
with { UE in 5GMM-REGISTERED.LIMITED-SERVICE state and 5GMM-IDLE mode having established an Emergency call }
ensure that {
  when { UE is requested to release the Emergency call }
    then { UE releases the Emergency call, and, the UE considers the current cell as belonging to 5GS forbidden tracking areas for roaming }
            }

11.4.5.2	Conformance requirement
References: The conformance requirements covered in the present TC are specified in: TS 24.501 [22], subclause 5.5.1.3.5, TS 23.122 [38], subclause 3.4.2, TS 24.229 [XX] subclauses U.2.2.6.1, 5.1.6.8.2. Unless otherwise stated these are Rel-15 requirements.
[TS 24.501, subclause 5.5.1.3.5]
#15	(No suitable cells in tracking area).
	The UE shall set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.2.2). The UE shall reset the registration attempt counter and shall enter the state 5GMM-REGISTERED.LIMITED-SERVICE. The UE shall search for a suitable cell in another tracking area according to 3GPP TS 38.304 [28].
	The UE shall store the current TAI in the list of "5GS forbidden tracking areas for roaming" and shall remove the current TAI from the stored TAI list, if present.
	If the UE is operating in single-registration mode, the UE shall handle the EMM parameters EMM state, EPS update status and tracking area updating attempt counter as specified in 3GPP TS 24.301 [15] for the case when the normal tracking area updating procedure is rejected with the EMM cause with the same value.
[TS 23.122, subclause 3.4.2]
The MS is not allowed to request 5GS services except emergency services when camped on a cell of a TA of which belongs to the list of "5GS forbidden tracking areas for regional provision of service".
[TS 24.229, clause U.2.2.6.1]:
Some jurisdictions allow emergency calls to be made when the UE does not contain an UICC, or where the credentials are not accepted. Additionally, where the UE is in state 5GMM-REGISTERED.LIMITED-SERVICE or 5GMM-REGISTERED.PLMN-SEARCH, a normal registration in 5GS has been attempted but it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, subject to the lower layers indicating that the network does support emergency bearer services in limited service state (see 3GPP TS 36.331 [19F] or 3GPP TS 38.331 [19G]), the procedures for emergency calls without registration can be applied, as defined in subclause 5.1.6.8.2. If the 5GS primary authentication procedure has already succeeded during the latest normal or emergency registration procedure in 5GS, the UE shall perform an initial emergency registration, as described in subclause 5.1.6.2 before attempting an emergency call as described in subclause 5.1.6.8.3.
NOTE 1:	The UE can determine that 5GS primary authentication procedure has succeeded during the emergency registration procedure in 5GS when a non-null integrity protection algorithm (i.e. other than 5G-IA0 algorithm) is received in the NAS signalling SECURITY MODE COMMAND message.
To perform emergency registration, the UE shall request to establish an emergency PDU session as described in 3GPP TS 24.501 [258]. The procedures for PDU session establishment and P-CSCF discovery, as described in subclause U.2.2.1 of this specification apply accordingly.
[TS 24.229, clause 5.1.6.8.2]:
When establishing an emergency session for an unregistered user, the UE is allowed to receive responses to emergency requests and requests inside an established emergency session on the unprotected ports. The UE shall reject or silently discard all other messages not arriving on a protected port. Additionally, the UE shall transmit signalling packets pertaining to the emergency session from the same IP address and unprotected port on which it expects to receive signalling packets containing the responses to emergency requests and the requests inside the established emergency session.
Prior to establishing an emergency session for an unregistered user, the UE shall acquire a local IP address, discover a P-CSCF, and establish an IP-CAN bearer that can be used for SIP signalling. The UE shall send only the initial INVITE requests to the port advertised to the UE during the P-CSCF discovery procedure. If the UE does not receive any specific port information during the P-CSCF discovery procedure, the UE shall send the initial INVITE request to the SIP default port values as specified in RFC 3261 [26].
The UE shall apply the procedures as specified in subclause 5.1.2A.1 and subclause 5.1.3 with the following additions:
1)	the UE shall set the From header field of the INVITE request to "Anonymous" as specified in RFC 3261 [26];
2)	the UE shall include a service URN in the Request- of the initial INVITE request in accordance with subclause 5.1.6.8.1;
NOTE 1:	Other specifications make provision for emergency service identifiers, which are not specifically the emergency service URN, to be recognised in the UE. Emergency service identifiers which the UE does not detect will be treated as a normal call by the UE.
3)	the UE shall insert in the INVITE request, a To header field with the same emergency service URN as in the Request-;
4)	if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header field in any request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any request. Insertion of the P-Access-Network-Info header field into the ACK request is optional. The UE shall populate the P-Access-Network-Info header field with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4). The P-Access-Network-Info header field contains the location identifier such as the cell id, the line id or the identity of the WLAN access node, which is relevant for routeing the emergency call;
5)	if defined by the access technology specific annex, the UE shall populate the P-Preferred-Identity header field in the INVITE request with an equipment identifier as a SIP . The special details of the equipment identifier to use depend on the IP-CAN;
6)	a Contact header field set to include SIP  that contains in the hostport parameter the IP address of the UE and an unprotected port where the UE will receive incoming requests belonging to this dialog. The UE shall also include a "sip.instance" media feature tag containing Instance ID as described in RFC 5626 [92]. The UE shall not include either the public or temporary GRUU in the Contact header field;
7)	a Via header field set to include the IP address of the UE in the sent-by field and for the UDP the unprotected server port value where the UE will receive response to the emergency request, while for the , the response is received on the  connection on which the emergency request was sent. For the UDP, the UE shall also include "rport" header field parameter with no value in the top Via header field. Unless the UE has been configured to not send keep-alives, and unless the UE is directly connected to an IP-CAN for which usage of  is not defined, it shall include a "keep" header field parameter with no value in the Via header field, in order to indicate support of sending keep-alives associated with, and during the lifetime of, the emergency session, as described in RFC 6223 [143];
NOTE 2:	The UE inserts the same IP address and port number into the Contact header field and the Via header field, and sends all IP packets to the P-CSCF from this IP address and port number.
8)	if the UE has its location information available, or a  that points to the location information, the UE shall include a Geolocation header field in the INVITE request in the following way:
-	if the UE is aware of the  that points to where the UE's location is stored, include the  as the Geolocation header field value, as described in RFC 6442 [89]; or
-	if the UE is aware of its location information, include the location information in a PIDF location object, in accordance with RFC 4119 [90], include the location object in a message body with the content type application/pidf+xml, and include a Content ID URL, referring to the message body, as the Geolocation header field value, as described RFC 6442 [89], and include a Content-Disposition header field with a disposition type "render" value and a "handling" header field parameter with an "optional" value, as described in RFC 3261 [26];
9)	if the UE includes a Geolocation header field, the UE shall also include a Geolocation-Routing header field with a "yes" header field value, which indicates that the location of the UE can be used by other entities to make routing decisions, as described in RFC 6442 [89];
10)	if the UE has neither geographical location information available, nor a  that points to the location information, the UE shall not insert a Geolocation header field in the INVITE request; and
NOTE 3:	It is suggested that UE's only use the option of providing a  when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A  that is only resolvable to the UE which is making the emergency call is inapplicable in this area.
11)	if support of the current location discovery during an emergency call is allowed in the IP-CAN specific annex and the UE supports the current location discovery during an emergency call, the UE shall include a Recv-Info header field as described in RFC 6086 [25], indicating the g.3gpp.current-location-discovery info package name and shall include an Accept header field indicating the "application/vnd.3gpp.current-location-discovery+xml" MIME type.
NOTE 4:	During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header field in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).
The UE shall build a proper preloaded Route header field value for all new dialogs. The UE shall build a Route header field value containing only the P-CSCF  (containing the unprotected port number and the IP address acquired at the time of the P-CSCF discovery procedures which was used in registration of the contact address (or registration flow).
NOTE 5:	If the UE is provisioned with or receives a FQDN at the time of the P-CSCF discovery procedures, the FQDN is resolved to an IP address at the time of the P-CSCF discovery procedures.
When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.
NOTE 6:	It is an implementation option whether these actions are also triggered by other means.
NOTE 7:	A number of header fields can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other header fields that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of header fields.
NOTE 8:	RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.
If the response for the initial INVITE request indicates that the UE is behind , and the INVITE request was sent over  connection, the UE shall keep the  connection during the entire duration of the emergency session. In this case the UE will receive all responses to the emergency requests and the requests inside the established emergency session over this  connection.
If the Via header field of any provisional response, or of the final 200 (OK) response, for the initial INVITE request contains a "keep" header field parameter with a value, unless the UE detects that it is not behind a , the UE shall start to send keep-alives associated with the session towards the P-CSCF, as described in RFC 6223 [143].
11.4.5.3	Test description
11.4.5.3.1	Pre-test conditions
System Simulator:
-	2 NR Cells
-	NR Cell 1 and NR Cell 11 as defined in TS 38.508-1 [4], Table 4.4.2-3.
-	On all cells when active: System information combination NR-1 as defined in TS 38.508-1 [4], subclause 4.4.3.1.2. SIB1 indicates ims-EmergencySupport.
UE:
None.
Preamble:
-	Cell configuration " in accordance with TS 38.508-1 [4], Table 4.4.2-3:
-	NR Cell 1 "Serving cell"
-	NR Cell 11 "Non-Suitable "Off" cell"
-	The UE is in test state 1N-A as defined in TS 38.508-1 [4], subclause 4.4A.2 on NR Cell 1
-	During the initial registration:
-	In the list of tracking areas provided by the AMF (IE 'TAI list') contains only the TAI of NR Cell 1.
11.4.5.3.2	Test procedure sequence
Table 11.4.5.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS configures:
- NR Cell 11 as "Serving cell"
- NR Cell 1 as "Non-Suitable "Off" cell".
	-
	-
	-
	-

	-
	EXCEPTION: The following messages are to be observed on NR Cell 11 unless explicitly stated otherwise.
	-
	-
	-
	-

	2
	The UE transmits an RRCSetupRequest message.
	-->
	NR RRC: RRCSetupRequest
	-
	-

	3
	SS transmit an RRCSetup message.
	<--
	NR RRC: RRCSetup
	-
	-

	4
	The UE transmits an RRCSetupComplete message to confirm the successful completion of the connection establishment and a REGISTRATION REQUEST message indicating "mobility registration updating" is sent to update the registration of the actual tracking area.
	-->
	NR RRC: RRCSetupComplete
5GMM: REGISTRATION REQUEST
	-
	-

	5
	SS sends a REGISTRATION REJECT message containing 5GMM cause value = #15 (No suitable cells in tracking area).
	<--
	NR RRC: DLInformationTransfer
5GMM: REGISTRATION REJECT
	-
	-

	6
	The SS transmits an RRCRelease message.
	<--
	NR RRC: RRCRelease
	-
	-

	7
	Make the UE attempt an IMS emergency call dialling an emergency number e.g. 112 or 911). (NOTE 1)
	-
	-
	-
	-

	8
	Check: Does the UE performs Generic Test Procedure for IMS Emergency call establishment without IMS Emergency registration as specified in TS 38.508-1 [4], subclause 4.9.12?
	-
	-
	1
	P

	9
	Make the UE release the emergency call. (NOTE 1)
	-
	-
	-
	-

	10
	Void
	-
	-
	-
	-

	10A
	the Generic test procedure for IMS MO Emergency call release with ‘release emergency PDU session’ as specified in TS 38.508-1 [4], subclause 4.9.12A take place.
	-
	-
	-
	-

	10B-12b1
	Void
	-
	-
	-
	-

	12A
	The SS transmits an RRCRelease message.
	<--
	NR RRC: RRCRelease
	-
	-

	12B
	Make the UE attempt an IMS non-emergency call. (NOTE 2)
	-
	-
	-
	-

	12C
	Check: Does the UE transmit an RRCSetupRequest message for initial registration procedure on NR Cell 11 within the next 10 seconds?
	-->
	NR RRC: RRCSetupRequest
	2
	F

	13
	The SS configures:
- NR Cell 1 as "Suitable neighbour intra-frequency cell"
- NR Cell 11 as "Non-suitable cell".
	-
	-
	-
	-

	14
	Check: Does the UE transmit an RRCSetupRequest message on NR Cell 1
	-
	-
	2
	P

	15-16
	Steps 3-4 of Table 4.5.2.2-2 of the generic procedure in TS 38.508-1 [4] are performed.  
	-
	-
	-
	-

	-
	EXCEPTION: Steps 17a1 to 17b3a1 describe behaviour that depends on events happening prior to their execution; the "lower case letter" identifies a step sequence that take place if a specific prior event takes place.
	-
	-
	-
	-

	17a1-17a16a1
	IF 5GS registration type is set as Initial Registration in step 16, THEN Steps 5 to 20a1 of the generic test procedure in TS 38.508-1 Table 4.5.2.2-2 are performed on NR Cell 1.
	-
	-
	-
	-

	17b1-17b3a1
	IF 5GS registration type is set as Mobility Registration in step 16, THEN Steps 4 to 6a1 of the generic test procedure in TS 38.508-1 Table 4.9.5.2.2-1 are performed on NR Cell 1.
	-
	-
	-
	-

	NOTE 1:	This could be done by e.g. MMI or AT command.
NOTE 2:	This could be done by e.g. MMI or AT command.



Table 11.4.5.3.2-2: Void

Table 11.4.5.3.2-3: Void

11.4.5.3.3	Specific message contents
Table 11.4.5.3.3-1: REGISTRATION REJECT (step 5, Table 11.4.5.3.2-1)
	Derivation path: TS 38.508-1 [4] table 4.7.1-9

	Information Element
	Value/remark
	Comment
	Condition

	5GMM cause
	‘00001111’B
	#15 (No suitable cells in tracking area).
	



Table 11.4.5.3.3-2: MO INVITE (Step 8, table 11.4.5.3.2-1)
	Derivation Path: TS 34.229-5[41] A.6, step 1, conditions A6 of TS 34.229-1 [35] cl A.2.1



[bookmark: _Hlk96000282]Table 11.4.5.3.3-3: 180 Ringing (Step 8, table 11.4.5.3.2-1)
	Derivation Path: TS 34.229-5[41] A.6, step 3, conditions A7 of TS 34.229-1 [35] cl A.2.6



Table 11.4.5.3.3-4: 200 OK (Step 8, table 11.4.5.3.2-1)
	Derivation Path: TS 34.229-5[41] A.6, step 4, conditions A7 of TS 34.229-1 [35] cl A.3.1



3GPP
