 

 

Release 16
3GPP TS 38.523-1 V16.12.0 (2022-06)
2 

[bookmark: _Toc21103448][bookmark: _Toc21103012][bookmark: _Toc29233349][bookmark: _Toc29461954][bookmark: _Toc36157928][bookmark: _Toc43917160][bookmark: _Toc52464981][bookmark: _Toc52465362][bookmark: _Toc52465748][bookmark: _Toc59210724][bookmark: _Toc59210892][bookmark: _Toc59211183]3GPP TSG-RAN5 Meeting #96-e	R5-224165
Online, , 15th Aug 2022 - 26th Aug 2022
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	38.523-1
	CR
	3052
	rev
	-
	Current version:
	16.12.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Correction to NR5GC testcase 9.1.10.3

	
	

	Source to WG:
	ROHDE & SCHWARZ, Anritsu Ltd, Qualcomm

	Source to TSG:
	R5

	
	

	Work item code:
	TEI16_Test, eNS-UEConTest
	
	Date:
	2022-08-01

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	According to the Registration Accept message in preamble (based on 38.508 Table 4.7.1-7), for the  IE Allowed NSSAI the SD field is not included.

However, in the Registration Accept messages at Steps 12 and 33, the SD is set to ‘FFFFFF’H for the IE Rejected NSSAI. The cause for Rejected NSSAI is set to “S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization”

According to 24.501 Table 9.11.3.46.1 NOTE3 : “If the Cause value is “S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization”, this field shall contain the 24 bit SD value of an S-NSSAI in the S-NSSAI(s) of the HPLMN.”

This testcase has only NGC Cell A, which belongs to PLMN 00101 and has SD value set to OMIT.

Thus, in the Registration Accept message(s) at Steps 12 and 33, the IE SD within IE Rejected NSSAI should be set to “Not Present”.

	
	

	Summary of change:
	Updated the Table Table 9.1.10.3.3.3-3 and Table 9.1.10.3.3.3-3 and set the IE SD within Rejected NSSAI to “Not Present”. 

	
	

	Consequences if not approved:
	A conformant UE may fail the testcase based on current Prose.

	
	

	Clauses affected:
	9.1.10.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	Associated with R5s220948

	
	

	This CR's revision history:
	


[bookmark: _GoBack]
9.1.10.3	NSSAA / Initial registration / Rejected NSSAI, pending NSSAI
9.1.10.3.1	Test Purpose (TP)
(1)
with { UE has sent REGISTRATION REQUEST message with NSSAA bit and Request NSSAI }
ensure that {
  when { SS sends REGISTRATION ACCEPT message contains rejected NSSAI with rejection cause of "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" }
    then { UE stores the rejected S-NSSAI(s) in the rejected NSSAI and shall not attempt to use this S-NSSAI in the current PLMN over any access }
            }

(2)
with { UE receives rejected NSSAI in the REGISTRATION ACCEPT message with rejection cause of "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" }
ensure that {
  when { UE is switched off and switched on }
    then { UE deletes the stored Rejected NSAAI for the current PLMN }
            }

(3)
with { UE receives rejected NSSAI in the REGISTRATION ACCEPT message with rejection cause of "S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization" }
ensure that {
  when { The UICC containing the USIM is removed }
    then { UE deletes the stored Rejected NSAAI for the current PLMN }
            }

(4)
with { UE stores pending NSSAI }
ensure that {
  when { SS sends REGISTRATION ACCEPT message with the pending NSSAI is not included and "NSSAA to be performed" indicator is not set to "Network slice-specific authentication and authorization is to be performed"  }
    then { deletes the stored pending NSSAI for the current PLMN }

9.1.10.3.2	Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.501, clause 5.5.1.2.4.
[TS 24.501 clause 5.5.1.2.4]
If the REGISTRATION ACCEPT message contains the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed", or contains a configured NSSAI IE with a new configured NSSAI for the current PLMN and optionally the mapped S-NSSAI(s) for the configured NSSAI for the current PLMN, the UE shall return a REGISTRATION COMPLETE message to the AMF to acknowledge the successful update of the network slicing information.
…
The AMF shall include the allowed NSSAI for the current PLMN and shall include the mapped S-NSSAI(s) for the allowed NSSAI contained in the requested NSSAI from the UE if available, in the REGISTRATION ACCEPT message if the UE included the requested NSSAI in the REGISTRATION REQUEST message and the AMF allows one or more S-NSSAIs in the requested NSSAI.
The AMF may also include rejected NSSAI in the REGISTRATION ACCEPT message. Rejected NSSAI contains S-NSSAI(s) which was included in the requested NSSAI but rejected by the network associated with rejection cause(s) with the following restrictions:
a)	rejected NSSAI for the current PLMN or SNPN shall not include an S-NSSAI for the current PLMN or SNPN which is associated to multiple mapped S-NSSAIs and some of these mapped S-NSSAIs are not allowed; and
b)	rejected NSSAI for the current registration area shall not include an S-NSSAI for the current PLMN or SNPN which is associated to multiple mapped S-NSSAIs and some of these mapped S-NSSAIs are not allowed.
NOTE 6:	The UE can avoid requesting an S-NSSAI associated with a mapped S-NSSAI, which was included in the previous requested NSSAI but neither in the allowed NSSAI nor in the rejected NSSAI in the consequent registration procedures.
If the UE indicated the support for network slice-specific authentication and authorization, and if the Requested NSSAI IE includes one or more S-NSSAIs subject to network slice-specific authentication and authorization, the AMF shall in the REGISTRATION ACCEPT message include:
a)	the allowed NSSAI containing the S-NSSAI(s) or the mapped S-NSSAI(s), if any:
1)	which are not subject to network slice-specific authentication and authorization and are allowed by the AMF; or
2)	for which the network slice-specific authentication and authorization has been successfully performed;
b)	optionally, the rejected NSSAI;
c)	pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed or is ongoing, and one or more S-NSSAIs from the pending NSSAI which the AMF provided to the UE during the previous registration procedure for which network slice-specific authentication and authorization will be performed or is ongoing, if any; and
d)	the "NSSAA to be performed" indicator in the 5GS registration result IE set to indicate whether network slice-specific authentication and authorization procedure will be performed by the network, if the allowed NSSAI is not included in the REGISTRATION ACCEPT message.
If the UE indicated the support for network slice-specific authentication and authorization, and if:
a)	the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed;
b)	all subscribed S-NSSAIs marked as default are subject to network slice-specific authentication and authorization;
c)	the network slice-specific authentication and authorization procedure has not been successfully performed for any of the subscribed S-NSSAIs marked as default; and
d)	the network slice-specific authentication and authorization procedure has not failed or been revoked for all subscribed S-NSSAI marked as default;
the AMF shall in the REGISTRATION ACCEPT message include:
a)	the "NSSAA to be performed" indicator in the 5GS registration result IE to indicate whether network slice-specific authentication and authorization procedure will be performed by the network; and
b)	pending NSSAI containing one or more subscribed S-NSSAIs marked as default for which network slice-specific authentication and authorization will be performed or is ongoing and one or more S-NSSAIs from the pending NSSAI which the AMF provided to the UE during the previous registration procedure for which network slice-specific authentication and authorization will be performed or is ongoing (if any).
If the UE indicated the support for network slice-specific authentication and authorization, and if:
a)	the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed; and
b)	one or more subscribed S-NSSAIs marked as default are not subject to network slice-specific authentication and authorization or the network slice-specific authentication and authorization procedure has been successfully performed for one or more subscribed S-NSSAIs marked as default;
the AMF shall in the REGISTRATION ACCEPT message include:
a)	pending NSSAI containing one or more subscribed S-NSSAIs marked as default for which network slice-specific authentication and authorization will be performed or is ongoing (if any) and one or more S-NSSAIs from the pending NSSAI which the AMF provided to the UE during the previous registration procedure for which network slice-specific authentication and authorization will be performed or is ongoing (if any);
b)	allowed NSSAI containing S-NSSAI(s) for the current PLMN each of which corresponds to a subscribed S-NSSAI marked as default which are not subject to network slice-specific authentication and authorization or for which the network slice-specific authentication and authorization has been successfully performed; and
c)	allowed NSSAI containing one or more subscribed S-NSSAIs marked as default, as the mapped S-NSSAI(s) for the allowed NSSAI in roaming scenarios, which are not subject to network slice-specific authentication and authorization or for which the network slice-specific authentication and authorization has been successfully performed.
When the REGISTRATION ACCEPT message includes a pending NSSAI, the pending NSSAI shall contain all S-NSSAIs for which network slice-specific authentication and authorization will be performed or is ongoing from the requested NSSAI of the REGISTRATION REQUEST message that was received over the 3GPP access, non-3GPP access, or both the 3GPP access or non-3GPP access.
The AMF may include a new configured NSSAI for the current PLMN in the REGISTRATION ACCEPT message if:
a)	the REGISTRATION REQUEST message did not include the requested NSSAI;
b)	the REGISTRATION REQUEST message included the requested NSSAI containing an S-NSSAI that is not valid in the serving PLMN;
c)	the REGISTRATION REQUEST message included the requested NSSAI containing S-NSSAI(s) with incorrect mapped S-NSSAI(s); or
d)	the REGISTRATION REQUEST message included the Network slicing indication IE with the Default configured NSSAI indication bit set to "Requested NSSAI created from default configured NSSAI".
If a new configured NSSAI for the current PLMN is included in the REGISTRATION ACCEPT message, the AMF shall also include the mapped S-NSSAI(s) for the configured NSSAI for the current PLMN if available in the REGISTRATION ACCEPT message. In this case the AMF shall start timer T3550 and enter state 5GMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.1.3.2.3.3.
If the UE requests ciphering keys for ciphered broadcast assistance data in the REGISTRATION REQUEST message and the AMF has valid ciphering key data applicable to the UE's subscription and current tracking area, then the AMF shall include the ciphering key data in the Ciphering key data IE of the REGISTRATION ACCEPT message.
The AMF shall include the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed" in the REGISTRATION ACCEPT message if the UDM has indicated that the subscription data for network slicing has changed. In this case the AMF shall start timer T3550 and enter state 5GMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.1.3.2.3.3.
The UE that has indicated the support for network slice-specific authentication and authorization receiving the pending NSSAI in the REGISTRATION ACCEPT message shall store the S-NSSAI(s) in the pending NSSAI as specified in subclause 4.6.2.2. If the registration area contains TAIs belonging to different PLMNs, which are equivalent PLMNs, the UE shall store the received pending NSSAI for each of the equivalent PLMNs as specified in subclause 4.6.2.2. If the pending NSSAI is not included in the REGISTRATION ACCEPT message and the "NSSAA to be performed" indicator is not set to "Network slice-specific authentication and authorization is to be performed" in the 5GS registration result IE of the REGISTRATION ACCEPT message, then the UE shall delete the pending NSSAI for the current PLMN or SNPN, if existing, as specified in subclause 4.6.2.2.
The UE receiving the rejected NSSAI in the REGISTRATION ACCEPT message takes the following actions based on the rejection cause in the rejected S-NSSAI(s):
"S-NSSAI not available in the current PLMN or SNPN"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN as specified in subclause 4.6.2.2 and shall not attempt to use this S-NSSAI(s) in the current PLMN until switching off the UE, the UICC containing the USIM is removed, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN is updated, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.2.2. 
"S-NSSAI not available in the current registration area"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current registration area as specified in subclause 4.6.2.2 and shall not attempt to use this S-NSSAI(s) in the current registration area until switching off the UE, the UE moving out of the current registration area, the UICC containing the USIM is removed, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN is updated, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.2.2.
"S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization"
	The UE shall store the rejected S-NSSAI(s) in the rejected NSSAI for the failed or revoked NSSAA as specified in subclause 4.6.2.2 and shall not attempt to use this S-NSSAI in the current PLMN over any access until switching off the UE, the UICC containing the USIM is removed, the entry of the "list of subscriber data" with the SNPN identity of the current SNPN is updated, or the rejected S-NSSAI(s) are removed or deleted as described in subclause 4.6.1 and 4.6.2.2.
If the UE sets the NSSAA bit in the 5GMM capability IE to "Network slice-specific authentication and authorization not supported", and:
a)	if the Requested NSSAI IE only includes the S-NSSAI(s) subject to network slice-specific authentication and authorization and one or more subscribed S-NSSAIs (containing one or more S-NSSAIs each of which may be associated with a new S-NSSAI) marked as default which are not subject to network slice-specific authentication and authorization are available, the AMF shall in the REGISTRATION ACCEPT message include:
1)	the allowed NSSAI containing S-NSSAI(s) for the current PLMN each of which corresponds to a subscribed S-NSSAI marked as default which are not subject to network slice-specific authentication and authorization;
2)	the allowed NSSAI containing the subscribed S-NSSAIs marked as default, as the mapped S-NSSAI(s) for the allowed NSSAI in roaming scenarios, which are not subject to network slice-specific authentication and authorization; and
3)	the rejected NSSAI containing the S-NSSAI(s) subject to network slice specific authentication and authorization with the rejection cause indicating "S-NSSAI not available in the current PLMN or SNPN", except if the S-NSSAI(s) is associated to multiple mapped S-NSSAIs and some of these mapped S-NSSAIs are not subject to NSSAA; or
b)	if the Requested NSSAI IE includes one or more S-NSSAIs subject to network slice-specific authentication and authorization, the AMF shall in the REGISTRATION ACCEPT message include:
1)	the allowed NSSAI containing the S-NSSAI(s) or the mapped S-NSSAI(s) which are not subject to network slice-specific authentication and authorization; and
2)	the rejected NSSAI containing:
i)	the S-NSSAI(s) subject to network slice specific authentication and authorization with the rejection cause indicating "S-NSSAI not available in the current PLMN or SNPN", except if the S-NSSAI is associated to multiple mapped S-NSSAIs and some of these mapped S-NSSAIs are not subject to NSSAA; and
ii)	the S-NSSAI(s) which was included in the requested NSSAI but rejected by the network associated with the rejection cause indicating "S-NSSAI not available in the current PLMN or SNPN" or the rejection cause indicating "S-NSSAI not available in the current registration area", if any.
If the UE does not indicate support for network slice-specific authentication and authorization, and if:
a)	the UE did not include the requested NSSAI in the REGISTRATION REQUEST message; or
b)	none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed;
and one or more subscribed S-NSSAIs (containing one or more S-NSSAIs each of which may be associated with a new S-NSSAI) marked as default which are not subject to network slice-specific authentication and authorization are available, the AMF shall:
a)	put the allowed S-NSSAI(s) for the current PLMN each of which corresponds to a subscribed S-NSSAI marked as default and not subject to network slice-specific authentication and authorization in the allowed NSSAI of the REGISTRATION ACCEPT message;
b)	put the subscribed S-NSSAIs marked as default and not subject to network slice-specific authentication and authorization, as the mapped S-NSSAI(s) for the allowed NSSAI in roaming scenarios, in the allowed NSSAI of the REGISTRATION ACCEPT message; and
c)	determine a registration area such that all S-NSSAIs of the allowed NSSAI are available in the registration area.
If the REGISTRATION ACCEPT message contains the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed", the UE shall delete the network slicing information for each and every PLMN except for the current PLMN as specified in subclause 4.6.2.2.
If the REGISTRATION ACCEPT message contains the allowed NSSAI, then the UE shall store the included allowed NSSAI together with the PLMN identity of the registered PLMN and the registration area as specified in subclause 4.6.2.2. If the registration area contains TAIs belonging to different PLMNs, which are equivalent PLMNs, the UE shall store the received allowed NSSAI in each of allowed NSSAIs which are associated with each of the PLMNs.
If the REGISTRATION ACCEPT message contains a configured NSSAI IE with a new configured NSSAI for the current PLMN and optionally the mapped S-NSSAI(s) for the configured NSSAI for the current PLMN, the UE shall store the contents of the configured NSSAI IE as specified in subclause 4.6.2.2.
If the REGISTRATION ACCEPT message:
a)	includes the "NSSAA to be performed" indicator in the 5GS registration result IE;
b)	includes a pending NSSAI; and
c)	does not include an allowed NSSAI,
the UE shall not initiate a:
a)	5GSM procedure except for emergency services or high priority access until the UE receives an allowed NSSAI; and
b)	service request procedure except for cases f) and i) in subclause 5.6.1.1.
…
If required by operator policy, the AMF shall include the NSSAI inclusion mode IE in the REGISTRATION ACCEPT message (see table 4.6.2.3.1 of subclause 4.6.2.3). Upon receipt of the REGISTRATION ACCEPT message:
a)	if the message includes the NSSAI inclusion mode IE, the UE shall operate in the NSSAI inclusion mode indicated in the NSSAI inclusion mode IE over the current access within the current PLMN and its equivalent PLMN(s), if any, in the current registration area; or
b)	otherwise:
1)	if the UE has NSSAI inclusion mode for the current PLMN and access type stored in the UE, the UE shall operate in the stored NSSAI inclusion mode;
2)	if the UE does not have NSSAI inclusion mode for the current PLMN and the access type stored in the UE and if the UE is performing the registration procedure over:
i)	3GPP access, the UE shall operate in NSSAI inclusion mode D in the current PLMN and the current access type;
ii)	untrusted non-3GPP access, the UE shall operate in NSSAI inclusion mode B in the current PLMN and the current access type; or
iii)	trusted non-3GPP access, the UE shall operate in NSSAI inclusion mode D in the current PLMN and the current access type; or
3)	if the 5G-RG does not have NSSAI inclusion mode for the current PLMN and wireline access stored in the 5G-RG, and the 5G-RG is performing the registration procedure over wireline access, the 5G-RG shall operate in NSSAI inclusion mode B in the current PLMN and the current access type.
9.1.10.3.3	Test description
9.1.10.3.3.1	Pre-test conditions
System Simulator:
	NGC Cell A belongs to Home PLMN and TAI1 and set as serving cell;
UE:
	None.
Preamble:
	The UE is in state Switched OFF (state 0N-B) according to TS 38.508-1 [4].
9.1.10.3.3.2	Test procedure sequence
Table 9.1.10.3.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The UE is switched on.
	-
	-
	-
	-

	2
	The UE transmits a REGISTRATION REQUEST message including NSSAA bit
	-->
	REGISTRATION REQUEST
	-
	-

	3-11
	Steps 5 to 13 of the generic procedure for NR RRC_IDLE specified in TS 38.508-1 subclause 4.5.2 are performed.
	-
	-
	-
	-

	12
	The SS transmits a REGISTRATION ACCEPT message including Rejected S-NSSAI=1
	<--
	REGISTRATION ACCEPT
	-
	-

	13
	The UE transmits an ULInformationTransfer message and a REGISTRATION COMPLETE message.
	-->
	REGISTRATION COMPLETE
	-
	-

	
	EXCEPTION: Step 14a1 is performed if pc_noOf_PDUsSameConnection > 0.
	
	
	
	

	14a1
	The generic procedure for UE-requested PDU session establishment, specified in subclause 4.5A.2, takes place performing establishment of UE-requested PDU session(s) with ExpectedNumberOfNewPDUSessions = pc_noOf_PDUsSameConnection.
	-
	-
	-
	-

	15
	Check: Is S-NSSAI=1 in the Rejected NSSAI list with cause ‘S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization’’ associated with current PLMN using AT/MMI command (+C5GNSSAIRDP)?
	-
	-
	1
	P

	16
	Cause the UE to request establishment of PDU session with S-NSSAI=1.(Note 1)
	
	
	
	

	17
	Check: Does the UE transmit a PDU SESSION ESTABLISHMENT REQUEST message within 5 seconds?
	-->
	5GMM: UL NAS TRANSPORT
5GSM: PDU SESSION ESTABLISHMENT REQUEST
	1
	F

	18
	Switch off procedure in RRC_CONNECTED specified in TS 38.508-1 subclause 4.9.6.3 is performed.
	-
	-
	-
	-

	19
	The SS configures NGC Cell A as the "Non-suitable OFF cell"
	
	
	
	

	20
	The UE is switched on.
	-
	-
	-
	-

	21
	Check: Is S-NSSAI=1 in the Rejected NSSAI list with cause ‘S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization’’ associated with current PLMN using AT/MMI command (+C5GNSSAIRDP)?
	-
	-
	2
	F

	22
	The SS configures NGC Cell A as the "Serving cell".
	
	
	
	

	23
	The UE transmits a REGISTRATION REQUEST message including NSSAA bit
	-->
	REGISTRATION REQUEST
	-
	-

	24-32
	Steps 5 to 13 of the generic procedure for NR RRC_IDLE specified in TS 38.508-1 subclause 4.5.2 are performed.
	-
	-
	-
	-

	33
	The SS transmits a REGISTRATION ACCEPT message including Rejected S-NSSAI=2 and Pending S-NSSAI-1. 
	<--
	REGISTRATION ACCEPT
	-
	-

	34
	The UE transmits an ULInformationTransfer message and a REGISTRATION COMPLETE message.
	-->
	REGISTRATION COMPLETE
	-
	-

	
	EXCEPTION: Step 35a1 is performed if pc_noOf_PDUsSameConnection > 0.
	
	
	
	

	35a1
	The generic procedure for UE-requested PDU session establishment, specified in subclause 4.5A.2, takes place performing establishment of UE-requested PDU session(s) with ExpectedNumberOfNewPDUSessions = pc_noOf_PDUsSameConnection.
	-
	-
	-
	-

	36
	Check: Is S-NSSAI=2 in the Rejected NSSAI list with cause ‘S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization’’ associated with current PLMN using AT/MMI command (+C5GNSSAIRDP)?
	-
	-
	3
	P

	37
	The SS releases the RRC connection.
	-
	-
	-
	-

	
	EXCEPTION: Steps 38a1 to 38b2 take place depending upon UE implementation; the "lower case letter" identifies a step sequence that take place if a particular implementation is under test.
	
	
	
	

	38a1
	If pc_USIM_Removal = TRUE, cause removal of USIM from the UE without powering down.
	-
	-
	-
	-

	38a2a1-38a2a4
	Steps 1a2 to 1a5 of generic procedure for Switch off in RRC_IDLE specified in TS 38.508-1 subclause 4.9.6.1 is performed.
	-
	-
	-
	-

	38a3
	The SS configures NGC Cell A as the "Non-suitable OFF cell"
	-
	-
	-
	-

	38a4
	The USIM is inserted into the UE.
	-
	-
	-
	-

	38a5
	Check: Using AT/MMI command (+C5GNSSAIRDP) verify that S-NSSAI=2 is not in the Rejected NSSAI list associated with current PLMN
	-
	-
	3
	P

	38a6
	The SS configures NGC Cell A as the "Serving cell".
	-
	-
	-
	-

	38b1
	Else The UE is switched off by executing generic procedure in Table 4.9.6.1 as specified inTS 38.508-1 [4].
	-
	-
	-
	-

	38b2
	The UE is switched on.
	-
	-
	-
	-

	39
	The UE transmits a REGISTRATION REQUEST message including NSSAA bit
	-->
	REGISTRATION REQUEST
	-
	-

	40-48
	Steps 5 to 13 of the generic procedure for NR RRC_IDLE specified in TS 38.508-1 subclause 4.5.2 are performed.
	-
	-
	-
	-

	49
	The SS transmits a REGISTRATION ACCEPT message not including Pending S-NSSAI=1
	<--
	REGISTRATION ACCEPT
	-
	-

	50
	The UE transmits an ULInformationTransfer message and a REGISTRATION COMPLETE message.
	-->
	REGISTRATION COMPLETE
	-
	-

	
	EXCEPTION: Step 51a1 is performed if pc_noOf_PDUsSameConnection > 0.
	
	
	
	

	51a1
	The generic procedure for UE-requested PDU session establishment, specified in subclause 4.5A.2, takes place performing establishment of UE-requested PDU session(s) with ExpectedNumberOfNewPDUSessions = pc_noOf_PDUsSameConnection.
	-
	-
	-
	-

	52
	Cause the UE to request establishment of PDU session with S-NSSAI=1.(Note 1)
	-
	-
	-
	-

	53
	message with the S-NSSAI IE set to 1?
	-->
	5GMM: UL NAS TRANSPORT
5GSM: PDU SESSION ESTABLISHMENT REQUEST
	4
	P

	54
	The SS transmits PDU SESSION ESTABLISHMENT REJECT message with 5GSM cause #26.
	<--
	PDU SESSION ESTABLISHMENT REJECT
	
	

	55
	SS transmits an RRCRelease message to release RRC connection and move the UE to RRC_IDLE.
	<--
	NR RRC: RRCRelease
	-
	-

	Note1: The request to establish a PDU session may be performed by MMI or AT Command.



9.1.10.3.3.3	Specific message contents
Table 9.1.10.3.3.3-1: REGISTRATION REQUEST (steps 2, 23 and 39, Table 9.1.10.3.3.2-1)
	Derivation path: TS 38.508-1 Table 4.7.1-6

	Information Element
	Value/remark
	Comment
	Condition

	5GS registration type value
	‘001’B
	Initial registration
	

	5GMM capability
	
	
	

	     NSSAA
	‘1’B
	Network slice-specific authentication and authorization supported
	



Table 9.1.10.3.3.3-2: REGISTRATION ACCEPT (step 12, Table 9.1.10.3.3.3-1)
	Derivation path: TS 38.508-1 Table 4.7.1-7

	Information Element
	Value/remark
	Comment
	Condition

	5GS registration result
	
	
	

	     5GS registration result value
	‘001’B
	3GPP access
	

	     NSSAA Performed
	‘1’B
	Network slice-specific authentication and authorization is to be performed
	

	Allowed NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 3
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000011’B
	SST value 3
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 4
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000100’B
	SST value 4
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	Rejected NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of rejected S-NSSAI
	‘0001’B‘0100’B
	SST
	

	     Cause value 
	‘0010’B
	S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization.
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present’FFFFFF’H
	[bookmark: _Hlk94795771]no SD value associated with the SST
	



Table 9.1.10.3.3.3-3: REGISTRATION ACCEPT (step 33, Table 9.1.10.3.3.3-1)
	Derivation path: TS 38.508-1 Table 4.7.1-7

	Information Element
	Value/remark
	Comment
	Condition

	5GS registration result
	
	
	

	     5GS registration result value
	‘001’B
	3GPP access
	

	     NSSAA Performed
	‘1’B
	Network slice-specific authentication and authorization is to be performed
	

	Allowed NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 3
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000011’B
	SST value 3
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 4
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000100’B
	SST value 4
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	Configured NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	Pending NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	Rejected NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 2
	

	     Length of rejected S-NSSAI
	‘0001’B‘0100’B
	SST
	

	     Cause value
	‘0010’B
	S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization.
	

	     SST
	‘00000010’B
	SST value 2
	

	     SD
	Not Present’FFFFFF’H
	no SD value associated with the SST
	



Table 9.1.10.3.3.3-4: REGISTRATION ACCEPT (step 49, Table 9.1.10.3.3.3-1)
	Derivation path: TS 38.508-1 Table 4.7.1-7

	Information Element
	Value/remark
	Comment
	Condition

	5GS registration result
	
	
	

	     5GS registration result value
	‘001’B
	3GPP access
	

	     NSSAA Performed
	‘0’B
	Network slice-specific authentication and authorization is not to be performed
	

	Configured NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	

	T3512 value
	
	
	

	     Unit
	'101'B
	value is incremented in multiples of 1 minute
	

	    Timer value
	'0 0001'B
	1 minute
	

	     SD
	Not Present
	
	



[bookmark: _Hlk94795641]Table 9.1.10.3.3.3-5: UL NAS TRANSPORT (step 53, Table 9.1.10.3.3.3-1)
	Derivation path: TS 38.508-1 Table 4.7.1-10

	Information Element
	Value/remark
	Comment
	Condition

	S-NSSAI
	
	
	

	  S-NSSAI IEI
	
	S-NSSAI value 1
	

	  Length of S-NSSAI contents
	‘0000 0001’B
	SST
	

	  SST
	‘0000 0001’B
	SST value 1 
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