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According to TS38.331, reestablishPDCP is to be set to true by the network during security key change.
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However, there is no “Re-establish_PDSCP” condition for SRB1 and SRB2 in the current TS 38.508-1.
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<<Unchanged sections skipped>>
[bookmark: _Toc21353914][bookmark: _Toc27749533]–	RadioBearerConfig
Table 4.6.3-132: RadioBearerConfig
	 Derivation Path: TS 38.331 [6], clause 6.3.2

	Information Element
	Value/remark
	Comment
	Condition

	RadioBearerConfig ::= SEQUENCE {
	
	
	

	  srb-ToAddModList
	Not present
	
	

	  srb-ToAddModList SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod {
	1 entry
	
	SRB1

	    SRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      SRB-Identity
	SRB-Identity with condition SRB1
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	Re-establish_PDCP

	      discardOnPDCP
	Not present
	
	

	      pdcp-Config
	Not present
	Default
	

	    }
	
	
	

	  }
	
	
	

	  srb-ToAddModList SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod {
	1 entry
	
	SRB2, RESUME

	    SRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      SRB-Identity
	SRB-Identity with condition SRB2
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	RESUME, Re-establish_PDCP

	      discardOnPDCP
	Not present
	
	

	      pdcp-Config
	Not present
	Default
	

	    }
	
	
	

	  }
	
	
	

	  srb-ToAddModList SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod {
	1 entry
	
	SRB3

	    SRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      srb-Identity
	SRB-Identity with condition SRB3
	
	

	      reestablishPDCP
	Not present
	
	

	      discardOnPDCP
	Not present
	
	

	      pdcp-Config
	Not present
	Default
	

	    }
	
	
	

	  }
	
	
	

	  srb-ToAddModList SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod {
	2 entries
	
	SRB_NR_PDCP
REEST

	    SRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      SRB-Identity
	SRB-Identity with condition SRB1
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	SRB_NR_PDCP AND Re-establish_PDCP

	      discardOnPDCP
	Not present
	
	

	      pdcp-Config
	Not present
	Default
	

	    }
	
	
	

	    SRB-ToAddMod[2] SEQUENCE {
	
	entry 2
	

	      SRB-Identity
	SRB-Identity with condition SRB2
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	SRB_NR_PDCP AND Re-establish_PDCP,
REEST

	      discardOnPDCP
	Not present
	
	

	      pdcp-Config
	Not present
	Default
	

	    }
	
	
	

	  }
	
	
	

	  srb3-ToRelease
	Not present
	
	

	  drb-ToAddModList
	Not present
	
	

	  drb-ToAddModList SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod {
	1 entry
	
	EN-DC_DRB

	    DRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      cnAssociation CHOICE {
	
	
	

	        eps-BearerIdentity
	6
	
	

	      }
	
	
	

	      drb-Identity
	DRB-Identity using condition DRB2
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	EN-DC_DRB AND Re-establish_PDCP

	      recoverPDCP
	Not present
	
	

	
	true
	
	EN-DC_DRB AND Recover_PDCP

	      pdcp-Config
	PDCP-Config
	
	

	    }
	
	
	

	  }
	
	
	

	  drb-ToAddModList SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod {
	1 entry
	
	MCG_NR_PDCP

	    DRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      cnAssociation CHOICE {
	
	
	

	        eps-BearerIdentity
	12
	EPS Bearer Id of default MCG DRB
	

	      }
	
	
	

	      drb-Identity
	8
	DRB Id of default MCG DRB
	

	      reestablishPDCP
	Not present
	
	

	      recoverPDCP
	Not present
	
	

	      pdcp-Config
	PDCP-Config
	
	

	    }
	
	
	

	  }
	
	
	

	  drb-ToAddModList SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod {
	1 entry
	
	DRB1

	    DRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      cnAssociation CHOICE {
	
	
	

	        sdap-Config
	SDAP-Config
	
	

	      }
	
	
	

	      drb-Identity
	DRB-Identity using condition DRB1
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	DRB1 AND Re-establish_PDCP

	      recoverPDCP
	Not present
	
	

	
	true
	
	DRB1 AND Recover_PDCP

	      pdcp-Config
	PDCP-Config
	
	

	      daps-Config-r16
	Not present
	
	

	
	true
	
	DRB1 AND DAPS_PDCP

	    }
	
	
	

	  }
	
	
	

	  drb-ToAddModList SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod {
	1 entry
	
	DRB2

	    DRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      cnAssociation CHOICE {
	
	
	

	        sdap-Config
	SDAP-Config
	
	

	      }
	
	
	

	      drb-Identity
	DRB-Identity using condition DRB2
	
	

	      reestablishPDCP
	Not present
	
	

	
	true
	
	DRB2 AND Re-establish_PDCP

	      recoverPDCP
	Not present
	
	

	
	true
	
	DRB2 AND Recover_PDCP

	      pdcp-Config
	PDCP-Config
	
	

	      daps-Config-r16
	Not present
	
	

	    }
	
	
	

	  }
	
	
	

	  drb-ToAddModList SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod {
	n entries
	n is the number of DRBs established before RRC resume or RRC re-establishment
	RESUME, REEST

	    DRB-ToAddMod[k, k=1..n] SEQUENCE {
	
	entry [k, k=1..n]
	

	      cnAssociation
	Not present
	
	

	      drb-Identity
	DRB-Identity with condition DRBk
	
	

	      reestablishPDCP
	true
	
	

	      recoverPDCP
	Not present
	
	

	      pdcp-Config
	Not present
	
	

	      daps-Config-r16
	Not present
	
	

	    }
	
	
	

	  }
	
	
	

	  drb-ToAddModList SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod {
	1 entry
	
	DRBn

	    DRB-ToAddMod[1] SEQUENCE {
	
	entry 1
	

	      cnAssociation CHOICE {
	
	
	

	        sdap-Config
	SDAP-Config
	
	

	
	SDAP-Config with conditionNo-defaultDRB
	
	SCG_DRB

	      }
	
	
	

	      drb-Identity
	DRB-Identity with condition DRBn
	
	

	      reestablishPDCP
	Not present
	
	

	      recoverPDCP
	Not present
	
	

	      pdcp-Config
	PDCP-Config 
	
	

	
	PDCP-Config with condition Split
	
	Split

	    }
	
	
	

	  }
	
	
	

	  drb-ToReleaseList
	Not present
	
	

	  securityConfig
	Not present
	
	SRB1

	  securityConfig SEQUENCE {
	
	
	

	    securityAlgorithmConfig
	SecurityAlgorithmConfig
	
	

	    keyToUse
	master
	
	

	
	secondary
	
	SRB3, EN-DC_DRB, SecondaryKeys

	  }
	
	
	

	}
	
	
	



	Condition
	Explanation

	SRB3
	Establishment of SRB3

	MCG_NR_PDCP
	EN-DC MCG DRB configured or reconfigured with NR PDCP

	SRB_NR_PDCP
	EN-DC SRB1 and SRB2 configured with NR PDCP

	SRB1
	Establishment of SRB1

	SRB2
	Establishment of SRB2

	DRB1
	Establishment of DRB1

	DRB2
	Establishment of DRB2

	DRBn
	Establishment of DRBn

	EN-DC_DRB
	EN-DC DRB configured on SCG

	Re-establish_PDCP
	Re-establishment of PDCP

	Recover_PDCP
	Recovery of PDCP

	RESUME
	Used in RRCResume Message

	REEST
	The first RRCReconfiguration message after successful completion of the RRC re-establishment procedure.

	SecondaryKeys
	NR-DC SCG or MCG DRB configured or reconfigured with secondary security keys

	Split
	Split PDCP: more than one RLC

	DAPS_PDCP
	Used when the bearer is configured as DAPS bearer

	SCG_DRB
	Used when the bearer is configured as an SCG bearer in either NR-DC or NE-DC



<<End of change>>
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