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Background
The purpose of this document is to discuss about adding following TC related to UAC (unified access control). According to TS.38.523-1 [1], there is not enough TC for UAC shown in following table. This condition has a possibility of not being able to guarantee the UE behavior when the UE faces access barring (invoked by disaster or NW congestion etc). 
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Reference of Access identities and Access categories from TS.24.501(Rel-16)[2]
==
Table 4.5.2.1: Access identities
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for multimedia priority service (MPS).

	2 (NOTE 2)
	UE is configured for mission critical service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:	Access identity 1 is valid when:
- the USIM file EFUAC_AIC indicates the UE is configured for access identity 1 and the selected PLMN, if a new PLMN is selected, or RPLMN is the HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), or a visited PLMN of the home country (see the definition of home country in 3GPP TS 24.301 [15]); or
- the UE receives the 5GS network feature support IE with the MPS indicator bit set to "Access identity 1 valid" from the RPLMN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.
NOTE 2:	Access identity 2 is used by UEs configured for MCS and is valid when:
- the USIM file EFUAC_AIC indicates the UE is configured for access identity 2 and the selected PLMN, if a new PLMN is selected, or RPLMN is the HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), or a visited PLMN of the home country (see 3GPP TS 23.122 [5]); or
- the UE receives the 5GS network feature support IE with the MCS indicator bit set to "Access identity 2 valid" from the RPLMN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.
NOTE 3:	Access identities 11 and 15 are valid in HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present). Access Identities 12, 13 and 14 are valid in HPLMN and visited PLMNs of home country only (see the definition of home country in 3GPP TS 24.301 [15]).



Table 4.5.6.1: Mapping table for access identities/access categories and RRC establishment cause 
when establishing N1 NAS signalling connection via NR connected to 5GCN
	Rule #
	Access identities
	Access categories
	RRC establishment cause is set to

	1
	1
	Any category
	mps-PriorityAccess

	2
	2
	Any category
	mcs-PriorityAccess

	3
	11, 15
	Any category
	highPriorityAccess

	4
	12,13,14,
	Any category
	highPriorityAccess

	5
	0
	0 (= MT_acc)
	mt-Access

	
	
	1 (= delay tolerant)
	Not applicable (NOTE 1)

	
	
	2 (= emergency)
	emergency

	
	
	3 (= MO_sig)
	mo-Signalling

	
	
	4 (= MO MMTel voice)
	mo-VoiceCall

	
	
	5 (= MO MMTel video)
	mo-VideoCall

	
	
	6 (= MO SMS and SMSoIP)
	mo-SMS

	
	
	7 (= MO_data)
	mo-Data

	
	
	9 (= MO IMS registration related signalling)
	mo-Data

	NOTE 1:	A UE using access category 1 for the access barring check will determine a second access category in the range 3 to 7 that is to be used for determination of the RRC establishment cause. See subclause 4.5.2, table 4.5.2.2, NOTE 6.
NOTE 2:	See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.



Table 4.5.6.2: Mapping table for access identities/access categories and RRC establishment cause  when establishing N1 NAS signalling connection via E-UTRA connected to 5GCN
	Rule #
	Access identities
	Access categories
	RRC establishment cause is set to

	1
	1
	Any category
	highPriorityAccess

	2
	2
	Any category
	highPriorityAccess

	3
	11, 15
	Any category
	highPriorityAccess

	4
	12,13,14,
	Any category
	highPriorityAccess

	5
	0
	0 (= MT_acc)
	mt-Access

	
	
	1 (= delay tolerant)
	Not applicable (NOTE 1)

	
	
	2 (= emergency)
	emergency

	
	
	3 (= MO_sig)
	mo-Signalling

	
	
	4 (= MO MMTel voice)
	mo-VoiceCall

	
	
	5 (= MO MMTel video)
	mo-VoiceCall

	
	
	6 (= MO SMS and SMSoIP)
	mo-Data

	
	
	7 (= MO_data)
	mo-Data

	
	
	9 (= MO IMS registration related signalling)
	mo-Data

	NOTE 1:	A UE using access category 1 for the access barring check will determine a second access category in the range 3 to 7 that is to be used for determination of the RRC establishment cause. See subclause 4.5.2, table 4.5.2.2, NOTE 6.
NOTE 2:	See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.



==

Discussion
The purpose is to discuss about adding following TC related to combination of access category 3 and 7 (new TC #1) and access category 9 with the UE being received access category 3 and 7(new TC #2) to verify whether the UE send the SIP registration or not. This case can happen in the real NW, but there is no TC to vefiry it.
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· TC1: UAC / Access Identity 0 / AC3 / AC7 / 0% access probability / SIP Re-Registration 
According to TS.38.523-1 [1], there is no TC which verifies that the UE could transmit SIP signaling (SIP reregistration) to the NW when the UE receives access category 3 and 7 for Access Identity 0 in uac-BarringInfo. Combination of access categories 3 and 7 will achieve the purpose to verify that the UE could transmit SIP signaling (SIP reregistration) to the NW.

Because access category 3 and 7 is defined from Rel15 in TS24.501[3], this TC will be also applicable for Rel15 device. 
Proposal 1: RAN5 needs to add TC1 in TS 38.523-1. TC1 is applied to IMS capable UEs from Rel.15.

· TC2: UAC / Access Identity 0 / AC3 / AC7 / 0% access probability / AC9 / 0% access probability / SIP Re-Registration
[bookmark: _Hlk109131426]According to TS.24.501 [2], access category 9(= MO IMS registration related signaling) is defined from Rel16. According to TS.38.523-1 [1], there is no TC which verifies that the UE couldn’t transmit SIP reregistration to the NW when the NW send access category 3 and 7 and 9 for Access Identity 0 in uac-BarringInfo. 
Proposal 2: RAN5 needs to add TC2 in TS 38.523-1. TC1 is applied to IMS capable UEs from Rel.16.

Proposal
We have two proposals as follows.
Proposal 1: RAN5 needs to add TC1 in TS 38.523-1. TC1 is applied to IMS capable UEs from Rel.15.
Proposal 2: RAN5 needs to add TC2 in TS 38.523-1. TC2 is applied to IMS capable UEs from Rel.16.

In RAN5#96e, these test cases are proposed in the following CRs.
TC1: R5-XXXXXX
TC2: R5-XXXXXX
Test applicability: R5-XXXXXX
Test applicability: R5-XXXXXX
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