

	
3GPP TSG-RAN5 Meeting #93-e	R5-216594
Electronic Meeting, 8th Nov– 19th Nov 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	34.229-5
	CR
	0254
	rev
	-
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Addition of new 5GS IMS test case 10.10

	
	

	Source to WG:
	NTT DOCOMO,INC.

	Source to TSG:
	R5

	
	

	Work item code:
	5GS_NR_LTE-UEConTest
	
	Date:
	2021-10-26

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	New 5GS IMS test case 10.10 need to be added according to WP.

	
	

	Summary of change:
	Added new test case 10.10.

	
	

	Consequences if not approved:
	The test case will be incomplete.

	
	

	Clauses affected:
	10.10

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	X
	
	 Test specifications
	TS 34.229-2 CR 0294

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


<Start of modified section >
[bookmark: _Toc84254394][bookmark: _Toc84255189]10.10	Emergency call without emergency registration / Failure of registration / Rejected by 403(Forbidden)
10.10.1	Test Purpose (TP)
(1)
with { UE being registered to IMS in V-PLMN and being made to initiate an emergency call }
ensure that {
  when { UE attempts IMS emergency registration and visited network declines by sending 403 Forbidden }
    then { UE initiates and completes anonymous IMS emergency calls on non-protected ports }
}

10.10.2	Conformance Requirements
The conformance requirements covered in the present test case are, unless otherwise stated, Rel-15 requirements.
[TS 24.229, clause 5.1.1.2.1]
On sending an unprotected REGISTER request, the UE shall populate the header fields as follows:
a)	a From header field set to the SIP URI that contains:
1)	if the UE supports RFC 6140 [191] and performs the functions of an external attached network, the main URI of the UE; else
2)	the public user identity to be registered;
b)	a To header field set to the SIP URI that contains:
1)	if the UE supports RFC 6140 [191] and performs the functions of an external attached network, the main URI of the UE; else
2)	the public user identity to be registered;
c)	a Contact header field set to include SIP URI(s) containing the IP address or FQDN of the UE in the hostport parameter. If the UE:
1)	supports GRUU (see table A.4, item A.4/53);
2)	supports multiple registrations;
3)	has an IMEI available; or
4)	has an MEID available;
the UE shall include a "+sip.instance" header field parameter containing the instance ID. Only the IMEI shall be used for generating an instance ID for a multi-mode UE that supports both 3GPP and 3GPP2 defined radio access networks.
NOTE 2:	The requirement placed on the UE to include an instance ID based on the IMEI or the MEID when the UE does not support GRUU and does not support multiple registrations does not imply any additional requirements on the network.
	If the UE supports multiple registrations it shall include a "reg-id" header field parameter as described in RFC 5626 [92].
	The UE shall include all supported ICSI values (coded as specified in subclause 7.2A.8.2) in a g.3gpp.icsi-ref media feature tag as defined in subclause 7.9.2 and RFC 3840 [62] for the IMS communication services it intends to use, and IARI values (coded as specified in subclause 7.2A.9.2), for the IMS applications it intends to use in a g.3gpp.iari-ref media feature tag as defined in subclause 7.9.3 and RFC 3840 [62].
	The UE shall include the media feature tags as defined in RFC 3840 [62] for all supported streaming media types.
	If the UE supports RFC 6140 [191] and performs the functions of an external attached network, for the registration of bulk number contacts the UE shall include a Contact URI without a user portion and containing the "bnc" URI parameter.
	If the UE has no specific reason not to include a user part in the URI of the contact address (eg. some UE performing the functions of an external attached network), the UE should include a user part in the URI of the contact address such that the user part is globally unique and does not reveal any private information;
NOTE 3:	A time-based UUID (Universal Unique Identifier) generated as per subclause 4.2 of RFC 4122 [154] is globally unique and does not reveal any private information.
d)	a Via header field set to include the sent-by field containing the IP address or FQDN of the UE and the port number where the UE expects to receive the response to this request when UDP is used. For TCP, the response is received on the TCP connection on which the request was sent. For the UDP, the UE shall also include a "rport" header field parameter with no value in the Via header field. Unless the UE has been configured to not send keep-alives, and unless the UE is directly connected to an IP-CAN for which usage of NAT is not defined, it shall include a "keep" header field parameter with no value in the Via header field, in order to indicate support of sending keep-alives associated with the registration, as described in RFC 6223 [143];
NOTE 4:	When sending the unprotected REGISTER request using UDP, the UE transmit the request from the same IP address and port on which it expects to receive the response to this request.
e)	a registration expiration interval value of 600 000 seconds as the value desired for the duration of the registration;
NOTE 5:	The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.
f)	a Request-URI set to the SIP URI of the domain name of the home network used to address the REGISTER request;
g)	the Supported header field containing the option-tag "path", and
1)	if GRUU is supported, the option-tag "gruu"; and
2)	if multiple registrations is supported, the option-tag "outbound".
h)	if a security association or TLS session exists, and if available to the UE (as defined in the access technology specific annexes for each access technology), a P-Access-Network-Info header field set as specified for the access network technology (see subclause 7.2A.4);
i)	a Security-Client header field to announce the media plane security mechanisms the UE supports, if any, labelled with the "mediasec" header field parameter specified in subclause 7.2A.7;
NOTE 6:	The "mediasec" header field parameter indicates that security mechanisms are specific to the media plane.
j)	if the UE supports RFC 6140 [191] and performs the functions of an external attached network, for the registration of bulk number contacts the UE shall include a Require header field containing the option-tag "gin"; and
k)	if the UE supports RFC 6140 [191] and performs the functions of an external attached network, for the registration of bulk number contacts the UE shall include a Proxy-Require header field containing the option-tag "gin".
[TS 24.229, clause 5.1.6.2]
If:
1)	the UE receives a 403 (Forbidden) response to the REGISTER request for initial emergency registration containing an "sos" SIP URI parameter in the Contact header field; and
2)	the response contains a 3GPP IM CN subsystem XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) and <action> child element set to "anonymous-emergencycall" (see table 7.6.3); 
the UE shall attempt an emergency call as described in subclause 5.1.6.8.2. 
[TS 24.229, clause 5.1.6.8.2]
The UE shall apply the procedures as specified in subclause 5.1.2A.1 and subclause 5.1.3 with the following additions:
1)	the UE shall set the From header field of the INVITE request to "Anonymous" as specified in RFC 3261 [26];
2)	the UE shall include a service URN in the Request-URI of the initial INVITE request in accordance with subclause 5.1.6.8.1;
NOTE 1:	Other specifications make provision for emergency service identifiers, which are not specifically the emergency service URN, to be recognised in the UE. Emergency service identifiers which the UE does not detect will be treated as a normal call by the UE.
3)	the UE shall insert in the INVITE request, a To header field with the same emergency service URN as in the Request-URI;
4)	if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header field in any request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any request. Insertion of the P-Access-Network-Info header field into the ACK request is optional. The UE shall populate the P-Access-Network-Info header field with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4). The P-Access-Network-Info header field contains the location identifier such as the cell id, the line id or the identity of the WLAN access node, which is relevant for routeing the emergency call;
5)	if defined by the access technology specific annex, the UE shall populate the P-Preferred-Identity header field in the INVITE request with an equipment identifier as a SIP URI. The special details of the equipment identifier to use depend on the IP-CAN;
6)	a Contact header field set to include SIP URI that contains in the hostport parameter the IP address of the UE and an unprotected port where the UE will receive incoming requests belonging to this dialog. The UE shall also include a "sip.instance" media feature tag containing Instance ID as described in RFC 5626 [92]. The UE shall not include either the public or temporary GRUU in the Contact header field;
7)	a Via header field set to include the IP address of the UE in the sent-by field and for the UDP the unprotected server port value where the UE will receive response to the emergency request, while for the TCP, the response is received on the TCP connection on which the emergency request was sent. For the UDP, the UE shall also include "rport" header field parameter with no value in the top Via header field. Unless the UE has been configured to not send keep-alives, and unless the UE is directly connected to an IP-CAN for which usage of NAT is not defined, it shall include a "keep" header field parameter with no value in the Via header field, in order to indicate support of sending keep-alives associated with, and during the lifetime of, the emergency session, as described in RFC 6223 [143];
NOTE 2:	The UE inserts the same IP address and port number into the Contact header field and the Via header field, and sends all IP packets to the P-CSCF from this IP address and port number.
8)	if the UE has its location information available, or a URI that points to the location information, the UE shall include a Geolocation header field in the INVITE request in the following way:
-	if the UE is aware of the URI that points to where the UE's location is stored, include the URI as the Geolocation header field value, as described in RFC 6442 [89]; or
-	if the UE is aware of its location information, include the location information in a PIDF location object, in accordance with RFC 4119 [90], include the location object in a message body with the content type application/pidf+xml, and include a Content ID URL, referring to the message body, as the Geolocation header field value, as described RFC 6442 [89], and include a Content-Disposition header field with a disposition type "render" value and a "handling" header field parameter with an "optional" value, as described in RFC 3261 [26];
9)	if the UE includes a Geolocation header field, the UE shall also include a Geolocation-Routing header field with a "yes" header field value, which indicates that the location of the UE can be used by other entities to make routing decisions, as described in RFC 6442 [89];
10)	if the UE has neither geographical location information available, nor a URI that points to the location information, the UE shall not insert a Geolocation header field in the INVITE request; and
NOTE 3:	It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is inapplicable in this area.
11)	if support of the current location discovery during an emergency call is allowed in the IP-CAN specific annex and the UE supports the current location discovery during an emergency call, the UE shall include a Recv-Info header field as described in RFC 6086 [25], indicating the g.3gpp.current-location-discovery info package name and shall include an Accept header field indicating the "application/vnd.3gpp.current-location-discovery+xml" MIME type.
NOTE 4:	During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header field in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).
Reference(s)
TS 24.229 [10] clauses 5.1.1.2.1, 5.1.6.2 and 5.1.6.8.2.
10.10.3	Test description
10.10.3.1	Pre-test conditions
System Simulator:
-	1 NR Cell connected to 5GC, default parameters.
UE:
-	UE contains either ISIM and USIM applications or only USIM application on UICC.
-	UE is configured to register for IMS after switch on.
Preamble:
-	The UE is in test state 1N-A (TS 38.508-1 [21]) and registered to IMS.
10.10.3.2	Test procedure sequence
Table 10.10.3.2-1: Main Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-9
	Steps 1-9 of Table 4.9.11.2.2-1 of TS 38.508-1 [21] are performed.
	-
	-
	-
	-

	
	EXCEPTION: In parallel to the events described in steps 10-11 below the events specified in steps 1a1 of Table 4.9.11.2.2-2 of TS 38.508-1 [21] take place.
	-
	--
	-
	-

	10-11
	Steps 9-10 of Table 4.9.11.2.2-1 of TS 38.508-1 [21] are performed.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 12a1-21 below the events specified in 11-13 of Table 4.9.11.2.2-1 of TS 38.508-1 [21] are performed.
	-
	-
	-
	-

	-
	EXCEPTION: Step 12a1 describes behaviour depending UE implementation; the "lower case letter" identifies a step sequence that take place if the UE performs a specific action.
	-
	-
	-
	-

	12a1
	The generic procedure for IP address allocation in the user plane specified in subclause 4.5A.3 in TS 38.508-1 [21] is performed.
	-
	-
	-
	-

	13
	UE sends REGISTER
(Step 1 of Annex A.3)
	-->
	REGISTER
	-
	-

	14
	SS sends 403 Forbidden
	<--
	403 Forbidden
	-
	-

	15
	Check: Does the UE send a correctly composed INVITE request?
	-->
	INVITE
	1
	P

	16
	SS sends 100 Trying.
(Step 2 of annex A.6)
	<--
	100 Trying
	-
	-

	17
	SS sends 180 Ringing
	<--
	180 Ringing
	-
	-

	18
	SS sends 200 OK.
(Step 4 of annex A.6)
	<--
	200 OK
	-
	-

	19
	UE sends ACK.
(Step 5 of annex A.6)
	-->
	ACK
	-
	-

	20
	SS sends BYE.
(Step 1 of annex A.8)
	<--
	BYE
	-
	-

	21
	UE sends 200 OK.
(Step 1 of annex A.8)
	-->
	200 OK
	-
	-



10.10.3.3	Specific message contents
Table 10.10.3.3-1: 403 Forbidden (step 14, table 10.10.3.2-1)
	Derivation Path: TS 34.229-1 [2], Annex A.3.2, Conditions A1.



Table 10.10.3.3-2: INVITE (step 15, table 10.10.3.2-1)
	Derivation Path: TS 34.229-1 [2], Annex A.2.1, Conditions A6, A28.

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Message-body
	
	The following SDP types and values.

Session description:
v=0
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)
s=(session name)
c=IN (addrtype) (connection-address for UE) [Note 1]

Time description:
t= (start-time) (stop-time)

Media description:
m=audio (transport port) [Note 2]
c=IN (addrtype) (connection-address for UE) [Note 1]
b=AS: (bandwidth-value)

Note 1: At least one "c=" field shall be present.
Note 2: EVS codec shall be present in the media attributes, optionally including channel number "/1".
	
	TS 24.229 [7]



Table 10.10.3.3-3: 180 Ringing (step 17, table 10.10.3.2-1)
	Derivation Path: TS 34.229-1 [2], Annex A.2.6, Conditions A4, A7, A14.



<End of modified section >

