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	Reason for change:
	1, According to following TS 24.501 text, Packet filter identifier=0 usually uesd by UE when UE want to create a new packet filter, thus use Packet filter identifier=0 by NW when transmit the PDU SESSION ESTABLISHMENT ACCEPT message is not good and may cause confusion.
Table 9.11.4.13.1: QoS rules information element
	…
Each packet filter is of variable length and consists of 
	a packet filter direction (2 bits); 
-	a packet filter identifier (4 bits); 
-	the length of the packet filter contents (1 octet); and
-	the packet filter contents itself (variable amount of octets).

The packet filter direction field is used to indicate for what traffic direction the filter applies.
Bits
6 5
0 0	reserved
0 1	downlink only
1 0	uplink only
1 1	bidirectional (see NOTE)

The packet filter identifier field is used to identify each packet filter in a QoS rule. The least significant 4 bits are used. When the UE requests to create new packet filters, the packet filter identifier values shall be set to 0.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.
…





	
	

	Summary of change:
	1, change Packet filter identifier=0 to Packet filter identifier=1

	
	

	Consequences if not approved:
	There maybe Packet filter ID confliction, for example, the UE have received packet filter ID=0 in PDU-Establish-Accept msg, later on UE want to create new packet filter ID=0 by sending PDU-Modify-Req msg.
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<Start of modified section 1>
[bookmark: _Toc21354142][bookmark: _Toc27749764]4.8.2.2	Reference packet filters
Table 4.8.2.2-1: Packet filter list #1
	Derivation Path: TS 24.501, table 9.11.4.13

	Information Element
	Value/remark
	Comment
	Condition

	Packet filter list
	
	
	

	  Packet filter direction
	‘11’B
	bidirectional
	

	  Packet filter identifier
	‘00010’B
	Id 1 0
	

	  Component type 1 ID
	‘0000 0001’B
	Match-all type
	



Table 4.8.2.2-2: Packet filter list #2
	Derivation Path: TS 24.501, table 9.11.4.13

	Information Element
	Value/remark
	Comment
	Condition

	Packet filter list
	
	
	

	  Packet filter direction
	‘11’B
	bidirectional
	

	  Packet filter identifier
	‘0010’B
	Id  2
	

	  Component type 1 ID
	0 0 0 1 0 0 0 0
	IPv4 remote address type
	remoteIPv4

	
	0 0 1 0 0 0 0 1
	IPv6 remote address type/prefix lenght type
	remoteIPv6

	Component type 1 Value
	10.10.10.2
255.255.255.255
	See Note 1
	remoteIPv4

	
	C0C0:C0C0:C0C0:C002
C0C0:C0C0:C0C0:C0C0/
64
	See Note 1
	remoteIPv6

	Note 1:	This IP address is also the address of an IP server able to send a flow of downlink IP packets to the UE. remoteIPv4 applies if the UE has acquired an IPv4 address only, remoteIPv6 applies if the UE has acquired an IPv6 address only, or both an IPv6 and an IPv4 address.



<End of modified section 1>
