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1	Introduction
The definition of EAP methods used for Network Slice-Specific Authentication and Authorization (NSSAA) are out of 3GPP scope. The NSSAA test cases for enhancement of network slicing cannot be implemented without profiling specific EAP methods. The purpose of this paper is to discuss how to handle the EAP methods to enable the implementation of NSSAA test cases.
2	Discussion
EAP based NSSAA
According to TS 24.501[1] and TS 33.501[2], the EAP framework specified in IETF RFC 3748 [3] shall be used for NSSAA between the UE and the AAA server
EAP has defined four types of EAP messages: EAP-request, EAP-response, EAP-success and EAP-failure.
· The EAP-request message is transported from the network to the UE using the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message.
· The EAP-response message to the EAP-request message is transported from the UE to the network using the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message
· The EAP-success message or the EAP-failure message, respectively, is transported from the network to the UE using the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message.
Observation 2-1: The EAP framework specified in IETF RFC 3748 [3] shall be used for NSSAA procedure.

EAP methods for NSSAA
According to IETF RFC 3748 [3], Extensible Authentication Protocol (EAP) is an authentication framework which supports multiple authentication methods. The authentication methods/algorithms are implemented by EAP methods. For example, UE shall support the EAP methods of EAP-AKA' defined in IETF RFC 5448 in EAP based primary authentication and key agreement procedure
According to TS 23.501[4], the credentials for NSSAA and how to provision them in the UE are not specified. According to TS 33.501[3], multiple EAP methods are possible for NSSAA. In other words, the EAP methods used for NSSAA are not specified in 3GPP core specification.
Observation 2-2: EAP methods used for NSSAA are not specified in 3GPP core specification. The test of EAP methods for NSSAA is out of the scope of UE conformance test for enhancement of network slicing


EAP-AKA’ for NSSAA
UE is expected to implement PDU Session Authentication and Authorization. The EAP methods used for PDU Session Authentication and Authorization can be followed for NSSAA
Though the EAP message for PDU Session Authentication and Authorization test cases (TC 10.1.1.1 /10.1.1.2) is FFS in TS 38.508-1, the actual implementation in TTCN is EAP-AKA’. The PDU Session Authentication and Authorization test cases (TC 10.1.1.1 /10.1.1.2) have been TTCN verified and GCF validated. A prose CR R5-213054[5] is submitted to RAN5#91e to update the message content and remove FFS in PDU Session Authentication messages in TS 38.508-1.
Solution 2.1: Follow the similar solution as of PDU Session Authentication and Authorization test cases (TC 10.1.1.1 /10.1.1.2) to adopt EAP-AKA’ as EAP method for NSSAA.
3	Proposal
Proposal #1: It is proposed to endorse solution 2.1 as way forward
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