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<Start of modification>
[bookmark: _Toc20908922][bookmark: _Toc27678017][bookmark: _Toc36037039][bookmark: _Toc44398108][bookmark: _Toc52382299][bookmark: _Toc60687207][bookmark: _Toc68726367]5.5.2.12	SIP REFER
This message is sent by the UE outside of a dialog.
Table 5.5.2.12-1: SIP REFER
	Derivation Path: TS 24.229 [16] clause A.2.1.4.11, A.2.2.4.11

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	RFC 3261 [22]
RFC 5031 [54]
	

	  Method
	"REFER"
	
	
	

	  Request-URI
	tsc_MCX_SessionID_B
	session identity of the pre-established session
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	Via
	
	
	RFC 3261 [22]
RFC 3581 [55]
	

	  sent-protocol 
	"SIP/2.0/UDP"
	
	
	UDP

	
	"SIP/2.0/TCP"
	
	
	TCP

	  sent-by
	
	
	
	

	    host
	IP address or FQDN
	Either the UE’s IP address or its home domain name
	
	

	    port
	protected server port of the UE
	
	
	

	  via-branch
	Value starting with 'z9hG4bK'
	
	
	

	Route
	
	
	RFC 3261 [22]
	

	  addr-spec[1]
	SIP URI
	
	
	

	    user-info and host
	P-CSCF address of the SS
	P-CSCF address as assigned to the UE via NAS signalling or P-CSCF discovery
	
	

	    port
	protected server port of the SS
	as assigned during registration
	
	

	    uri-parameters
	"lr"
	
	
	

	  addr-spec[2]
	SIP URI
	
	
	

	    user-info and host
	"scscf.3gpp.org"
	
	
	

	    port
	not present
	
	
	

	    uri-parameters
	"lr"
	
	
	

	From
	
	
	RFC 3261 [22]
	

	  addr-spec
	
	
	
	

	    user-info and host
	Default public user id (px_MCX_SIP_PublicUserId_A_1)
	
	
	

	    port
	not present
	
	
	

	  tag
	any allowed value
	
	
	

	To
	
	
	RFC 3261 [22]
RFC 5031 [54]
	

	  addr-spec
	
	
	
	

	    user-info and host
	Same URI as original dialog request URI
	
	
	

	    port
	not present
	
	
	

	  tag
	not present
	
	
	

	Call-ID
	
	
	RFC 3261 [22]
	

	  callid
	any allowed value
	
	
	

	CSeq
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	
	
	

	  method
	"REFER"
	
	
	

	Supported
	
	
	RFC 3261 [22]
RFC 6442 [62]
RFC 4488 [36]
	

	  option-tag
	"norefersub"
	
	
	

	Refer-Sub
	
	
	RFC 4488 [36]
	

	  refer-sub-value
	"false"
	
	
	

	Target-Dialog
	
	
	RFC 4538 [37]
	

	  callid
	Callid of the pre-established session
	Callid as used by the UE in the INVITE for establishment of the pre-established session
	
	

	Require
	
	
	RFC 3261 [22]
RFC 3312 [56]
RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	  option-tag
	"multiple-refer"
	
	
	

	Proxy-Require
	
	
	RFC 3261 [22]
RFC 3329 [53]
	

	  option-tag
	"sec-agree"
	
	
	

	Security-Verify
	
	
	RFC 3329 [53]
	

	  sec-mechanism
	same value as Security -Server header sent by SS during registration
	
	
	

	Contact
	
	
	RFC 3261 [22
RFC 3840 [33]
	

	  addr-spec
	SIP URI
	
	
	

	    user-info and host
	IP address or FQDN 
	
	
	

	  feature-param
	"+g.3gpp.mcptt"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Push To Talk (MCPTT) communication.
	
	

	
	"+g.3gpp.mcvideo"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Video (MCVideo) communication.
	
	MCVIDEO

	
	"+g.3gpp.mcdata.sds"
	This media feature tag when used in a SIP request or a SIP response indicates that the function sending the SIP message supports Mission Critical Data (MCData) communication.
	
	MCDATA

	  feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	This URN indicates that the device has the capabilities to support the mission critical push to talk (MCPTT) service.
	
	

	
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcvideo"
	This URN indicates that the device has the capabilities to support the mission critical video (MCVideo) service.
	
	MCVIDEO

	
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"
	This URN indicates that the device has the capabilities to support the mission critical data (MCData) service.
	
	MCDATA

	  feature-param
	"audio"
	This feature tag indicates that the device supports audio as a streaming media type.
	
	MCPTT OR MCVIDEO

	  feature-param
	"video"
	This feature tag indicates that the device supports video as a streaming media type.
	
	MCVIDEO

	  feature-param
	"text"
	This feature tag indicates that the device supports text as a streaming media type.
	
	MCDATA

	Refer-To
	
	
	RFC 3515 [38]
	

	  addr-spec
	a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 that points to an application/resource-lists+xml MIME body as specified in IETF RFC 5366
	
	
	

	Refer-To
	
	
	RFC 3515 [38]
	METHOD-BYE

	  addr-spec
	tsc_MCX_SessionID_B
	The session identity of the pre-established session to leave.
	
	

	    method
	"BYE"
	NOTE: "method" is URI parameter but not header parameter
	
	

	Max-Forwards
	
	
	RFC 3261 [22]
	

	  value
	any allowed value
	Non-zero value
	
	

	P-Access-Network-Info 
	
	
	RFC 7315 [52]
	

	  access-net-specs
	Access network technology and, if applicable, the cell ID
	
	
	

	P-Preferred-Service 
	
	
	RFC 6050 [31]
	

	  Service-ID
	"urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	
	"urn:urn-7:3gpp-service.ims.icsi.mcvideo"
	
	
	MCVIDEO

	
	"urn:urn-7:3gpp-service.ims.icsi.mcdata"
	
	
	MCDATA

	P-Preferred-Identity
	If present
	
	RFC 3325 [32]

	

	  PPreferredID-value
	same URI as in From-header 
	
	
	

	Resource-Priority
	
	
	RFC 4412 [40]
RFC 7134 [57]
RFC 8101 [45]
TS 24.379 [9] clause 6.2.8.1.15
	EMERGENCY-CALL AND (GROUP-CALL OR PRIVATE-CALL)

	  r-value
	
	
	
	

	    namespace
	value of the <resource-priority-namespace> element contained in the <emergency-resource-priority> element contained in the <OnNetwork> element of the MCX service configuration documents
	As configured in Table 5.5.8.4-1
	TS 24.484 [14]
	

	    r-priority
	value of the <resource-priority-priority> element contained in the <emergency-resource-priority> element contained in the <OnNetwork> element of the MCX service configuration document
	As configured in Table 5.5.8.4-1
	TS 24.484 [14]
	

	Resource-Priority
	
	
	RFC 4412 [40]
RFC 7134 [57]
RFC 8101 [45]
TS 24.379 [9] clause 6.2.8.1.15
	IMMPERIL-CALL AND (GROUP-CALL OR PRIVATE-CALL)

	  r-value
	
	
	
	

	    namespace
	value of the <resource-priority-namespace> element contained in the <imminent-peril-resource-priority> element contained in the <OnNetwork> element of the MCX service configuration documents
	As configured in Table 5.5.8.4-1
	TS 24.484 [14]
	

	    r-priority
	value of the <resource-priority-priority> element contained in the <imminent-peril-resource-priority> element contained in the <OnNetwork> element of the MCX service configuration document
	As configured in Table 5.5.8.4-1
	TS 24.484 [14]
	

	Content-Type
	
	
	RFC 5621 [58]
	

	  media-type
	"multipart/mixed"
	
	
	

	Content-Length
	present in case of TCP and when there is a message body (otherwise optional)
	
	RFC 3261 [22]
	

	  Value
	any value
	length of message-body
	
	

	Message-body
	not present
	
	
	METHOD-BYE

	Message-body
	
	
	RFC 3261 [22]
	

	  MIME body part
	
	Resource list
	RFC 5366 [35]
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/resource-lists+xml"
	
	
	

	      Content-ID
	same value as the cid URL in the Refer-To header field
	Unique URL identifying the Resource-lists XML MIME body; used as reference in the signature MIME body too
	TS 24.379 [9] clause 6.6.3.1
	

	    MIME-part-body
	Resource-lists as described in Table 5.5.3.3.1-1 with condition PRE-ESTABLISH and the uri attribute of the single <entry> element extended with the headers of Table 5.5.2.12-2
	
	
	

	
	Resource-lists as described in Table 5.5.3.3.1-2
	
	
	MCVIDEO

	
	Resource-lists as described in Table 5.5.3.3.1-3
	
	
	MCDATA

	  MIME body part
	
	Location info
	
	(MCPTT OR MCVIDEO) AND PRIVATE-CALL

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/vnd.3gpp.mcptt-location-info+xml"
	
	
	

	
	"application/vnd.3gpp.mcvideo-location-info+xml"
	
	
	MCVIDEO

	      Content-ID
	any value
	Unique URL identifying the Location-info XML MIME body; used as reference in the signature MIME body
	TS 24.379 [9] clause 6.6.3.1
	

	    MIME-part-body
	Location-info as described in Table 5.5.3.4.1-1
	
	TS 24.379 [9] clause F.3
	

	
	Location-info as described in Table 5.5.3.4.1-2
	
	TS 24.281 [86] clause F.3
	MCVIDEO

	  MIME body part
	
	Signature
	
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/vnd.3gpp.mcptt-signed+xml"
	
	TS 24.379 [9]
	

	    MIME-part-body
	Signatures for XML MIME bodies as described in Table 5.5.13.1-1
	
	TS 24.379 [9]
	



[bookmark: _Hlk61886271]Table 5.5.2.12-2: SIP header fields extending the uri attribute of the resource-lists' single entry
	Derivation Path: TS 24.379 [9] clause 10.1.1.2.2.1, 10.1.2.2.2.1, 11.1.1.2.2.1, 11.1.6.2.2.1
Editor's note: references for MCVIDEO and MCDATA to be added

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Accept-Contact
	
	
	RFC 3841 [29]
	GROUP-CALL OR CHAT-GROUP-CALL

	  ac-value[1]
	
	
	
	

	    feature-param
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt"
	
	
	

	
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcvideo"
	
	
	MCVIDEO

	
	"+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"
	
	
	MCDATA

	    req-param
	"require"
	
	
	

	    explicit-param
	"explicit"
	
	
	

	  ac-value[2]
	
	
	
	

	    feature-param
	"+g.3gpp.mcptt"
	
	
	

	
	"+g.3gpp.mcvideo"
	
	
	MCVIDEO

	
	"+g.3gpp.mcdata.sds"
	
	
	MCDATA

	    req-param
	"require"
	
	
	

	    explicit-param
	"explicit"
	
	
	

	Answer-Mode
	not present
	
	
	

	Answer-Mode
	
	
	RFC 5373 [34]
TS 24.379 [9] cl. 11.1.1.2.2.1, 8)
	PRIVATE-CALL AND (NOT FORCE)

	  answer-mode-value
	"Auto"
	
	
	

	  answer-mode-value
	"Manual"
	
	
	MANUAL

	Priv-Answer-Mode
	not present
	
	
	

	Priv-Answer-Mode
	
	
	RFC 5373 [34]
TS 24.379 [9] clause 11.1.1.2.2.1, 8) and clause 11.1.6.2.2.1, 8)
	PRIVATE-CALL AND FORCE

	  answer-mode-value
	"Auto"
	if force of automatic commencement mode at the invited MCPTT client is requested by the MCPTT user,
	
	

	Content-Type
	
	
	RFC 5621 [58]
	

	  media-type
	"multipart/mixed"
	
	
	

	body
	
	NOTE: Characters that are not formatted as ASCII characters are escaped in the following parameters in the headers portion of the SIP URI.
	RFC 3261 [22]
	

	  MIME body part
	
	MCPTT/MCVideo/MCData Info
	
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	"application/vnd.3gpp.mcptt-info+xml"
	
	
	MCPTT

	
	"application/vnd.3gpp.mcvideo-info+xml"
	
	
	MCVIDEO

	
	"application/vnd.3gpp.mcdata-info+xml"
	
	
	MCDATA

	      Content-ID
	any value
	Unique URL identifying the MCPTT/MCVideo/MCData Info XML MIME body; used as reference in the signature MIME body
	TS 24.379 [9] clause 6.6.3.1
	

	    MIME-part-body
	MCPTT-Info as described in Table 5.5.3.2.1-1
	
	TS 24.379 [9] clause F.1
	

	
	MCVideo-Info as described in Table 5.5.3.2.1-2
	
	TS 24.281 [86] clause F.1
	MCVIDEO

	
	MCData-Info as described in Table 5.5.3.2.1-3
	
	TS 24.282 [87] clause D.1
	MCDATA

	  MIME body part
	
	Location info
	
	(MCPTT OR MCVIDEO) AND ALLOW-LOCATION-INFO

	    MIME-part-headers
	
	
	
	

	      Content-Type
	“application/vnd.3gpp.mcptt-location-info+xml”
	
	
	

	
	“application/vnd.3gpp.mcvideo-location-info+xml”
	
	
	MCVIDEO

	      Content-ID
	any value
	Unique URL identifying the Location-info XML MIME body; used as reference in the signature MIME body
	TS 24.379 [9] clause 6.6.3.1
	

	    MIME-part-body
	Location-info as described in Table 5.5.3.4.1-1
	
	TS 24.379 [9] clause F.3
	

	
	Location-info as described in Table 5.5.3.4.1-2
	
	TS 24.281 [86] clause F.3
	MCVIDEO

	  MIME body part
	
	Signature
	
	

	    MIME-part-headers
	
	
	
	

	      Content-Type
	“application/vnd.3gpp.mcptt-signed+xml”
	
	TS 24.379 [9]
	

	    MIME-part-body
	Signatures for XML MIME bodies as described in Table 5.5.13.1-1
	
	TS 24.379 [9]
	



	Condition
	Explanation

	MANUAL
	Call establishment with manual commencement mode

	FORCE
	force of automatic commencement mode at the invited MCPTT client is requested by the MCPTT user

	[bookmark: _Hlk61425278]ALLOW-LOCATION-INFO
	Implicit floor control is requested AND <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document set to “true” in TS 36.579-1 [2] Table 5.5.8.3-1

	For further conditions see table 5.5.1-1




<End of modification>

