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<Start of modified section 1>
[bookmark: _Toc51948510][bookmark: _Toc52162585][bookmark: _Toc60916223]10.1.2	Conformance Requirements
…
[TS 24.229 annex L.2.2.6]:
Emergency bearers are defined for use in emergency calls in EPS and core network support of these bearers is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency bearers, the UE shall use these EPS bearer contexts for both signalling and media for emergency calls made using the IM CN subsystem.
...
When activating an EPS bearer context to perform emergency registration, the UE shall request a PDN connection for emergency bearer services as described in 3GPP TS 24.301 [8J]. The procedures for EPS bearer context activation and P-CSCF discovery, as described in subclause L.2.2.1 of this specification apply accordingly.
In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the  and  values derived from its  with the  and  of the PLMN the UE is attached to. If the  and  of the PLMN the UE is attached to do not match with the  and  derived from the , then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE 2:	In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.
[TS 24.229 5.1.6.2]
When the user initiates an emergency call, if emergency registration is needed (including cases described in subclause 5.1.6.2A), the UE shall perform an emergency registration prior to sending the SIP request related to the emergency call.
…
When a UE performs an initial emergency registration the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions and modifications:
a)	the UE shall include a "sos" SIP  parameter in the Contact header field as described in subclause 7.2A.13, indicating that this is an emergency registration and that the associated contact address is allowed only for emergency service; and
b)	the UE shall populate the From and To header fields of the REGISTER request with:
-	the first entry in the list of public user identities provisioned in the UE;
-	the default public user identity obtained during the normal registration, if the UE is not provisioned with a list of public user identites, but the UE is currently registered to the IM CN subsystem; and
-	the derived temporary public user identity, in all other cases.
…
[TS 24.229 5.1.6.3]
Upon receiving the 200 (OK) to the REGISTER request that completes the emergency registration, the UE shall not subscribe to the reg event package of the public user identity specified in the REGISTER request.
[TS 24.229 5.1.6.5]
When a UE performs authentication a UE shall perform the procedures as specified in subclause 5.1.1.5.
[TS 24.229 5.1.6.8.3]
After a successful initial emergency registration, the UE shall apply the procedures as specified in subclause 5.1.2A and 5.1.3 with the following additions:
1)	the UE shall insert in the INVITE request, a From header field that includes the public user identity registered via emergency registration or the tel  associated with the public user identity registered via emergency registration, as described in subclause 4.2;
2)	the UE shall include a service URN in the Request- of the INVITE request in accordance with subclause 5.1.6.8.1;
3)	the UE shall insert in the INVITE request, a To header field with the same emergency service URN as in the Request-;
4)	if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the P-Access-Network-Info header field shall contain a location identifier such as the cell id, line id or the identity of the WLAN access node, which is relevant for routeing the IMS emergency call;
NOTE 1:	The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.
5)	the UE shall insert in the INVITE request, one or two P-Preferred-Identity header field(s) that include the public user identity registered via emergency registration or the tel  associated with the public user identity registered via emergency registration as described in subclause 4.2;
NOTE 2:	Providing two P-Preferred-Identity header fields is usually supported by UE acting as enterprise network.
6)	void;
7)	if the UE has its location information available, or a  that points to the location information, then the UE shall include a Geolocation header field in the INVITE request in the following way:
-	if the UE is aware of the  that points to where the UE's location is stored, include the  as the Geolocation header field value, as described in RFC 6442 [89]; or
-	if the UE is aware of its location information, include the location information in a PIDF location object, in accordance with RFC 4119 [90], include the location object in a message body with the content type application/pidf+xml, and include a Content ID URL, referring to the message body, as the Geolocation header field value, as described RFC 6442 [89], and include a Content-Disposition header field with a disposition type "render" value and a "handling" header field parameter with an "optional" value, as described in RFC 3261 [26];
8)	if the UE includes a Geolocation header field, the UE shall also include a Geolocation-Routing header field with a "yes" header field value, which indicates that the location of the UE can be used by other entities to make routing decisions, as described in RFC 6442 [89];
NOTE 3:	It is suggested that UE's only use the option of providing a  when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A  that is only resolvable to the UE which is making the emergency call is not desirable.
9)	if the UE has neither geographical location information available, nor a  that points to the location information, the UE shall not insert a Geolocation header field in the INVITE request; and
10)	if support of the current location discovery during an emergency call is allowed in the IP-CAN specific annex and the UE supports the current location discovery during an emergency call, the UE shall include a Recv-Info header field as described in RFC 6086 [25], indicating the g.3gpp.current-location-discovery info package name and shall include an Accept header field indicating the "application/vnd.3gpp.current-location-discovery+xml" MIME type.
NOTE 4:	RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.
…
Reference(s)
3GPP TS 24.229 [7] clause 5.1.6.2, 5.1.6.3, 5.1.6.5, and 5.1.6.8.3.
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