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1	Introduction
Annex D.2.2 of TS 33.180 describes how a client may integrity protect a KMS request. But there are no criteria in which case the client shall apply integrity protection (i.e. it seems to be an implementation option).

2	Issue
Annex D.2.2 of TS 33.180 says
"An optional security extension may be used to authenticate the KMS request from the client. To use the optional security extension, the POST request shall be accompanied with an XML payload MIME type containing details of the request, signed by the shared InK or TrK."
 The client may or may not make use of this security extension and at the network side the signature is checked only if present. This is how it is currently implemented for conformance testing.
Nevertheless, it might be of interest to know whether or not a client implementation supports (and applies) this optional security extension. Currently this can only be found out by checking the logs of a test case.

3	Proposal
A PICS shall be added to TS 36.579-4 to indicate whether or not the UE's MCX client implementation supports KMS request security. In TS 36.579-1 Table 5.5.4.3-1 (HTTP POST) clarification shall be added that KMS request security is mandatory for UEs with the PICS set to true.
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