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A.2.9
INVITE for MT Call

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	INVITE
	
	

	
Request-URI
	A4
	UE’s registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message
	
	

	
	A5
	UE’s contact address in SIP URI form, as provided in the Contact header within any response or request within the dialog
	
	

	
	A10
	UE’s registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message with the tag user = phone
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	A1
	The SS P-CSCF address and the SS protected server port 
	
	

	
	A2
	The SS P-CSCF address and the SS unprotected server port (optional)
	
	

	
via-branch

	
	Value starting with ‘z9hG4bK’
	
	

	Via
	
	In addition to the via-parm entry for the SS, the following via-parm entries are included:
	
	RFC 3261 [15]

	
via-parm
	
	SIP/2.0/UDP scscf1.3gpp.org;branch=z9hG4bK…,
SIP/2.0/UDP scscf2.3gpp.org;branch=z9hG4bK...,
SIP/2.0/UDP pcscf2.3gpp.org;branch=z9hG4bK...,
SIP/2.0/UDP caller.3gpp.org:6543;branch=z9hG4bK... 
(NOTE 2)
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
rec-route
	A1 AND A4
	<sip: SS P-CSCF address: protected server port of SS ;lr>
	
	

	
	A2 AND A4
	<sip: SS P-CSCF address: unprotected server port of SS (optional);lr>
	
	

	Record-Route
	
	In addition to the rec-route entry for the SS, the following rec-route entries are included:
	
	RFC 3261 [15]

	
rec-route
	
	<sip:term@scscf1.3gpp.org;lr>, <sip:orig@scscf2.3gpp.org;lr>, <sip:pcscf2.3gpp.org;lr>
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
rec-route
	A1 AND A5
	MO call established: 

same value as in 183 Session Progress for INVITE, condition A1, in reverse order

MT call established: 

<sip: SS P-CSCF address: protected server port of SS ;lr>
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
rec-route
	A2 AND A5
	MO call established: 

same value as in 183 Session Progress for INVITE, condition A3, in reverse order

MT call established:

<sip: SS P-CSCF address: unprotected server port of SS (optional);lr>
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A4
	SIP URI of the SS representing the calling UE
	
	

	
tag
	A4
	any value 
	
	

	
addr-spec
	A5
	SIP URI of the SS representing the calling UE as used in any previous request in the same dialog (In the earlier requests within the same dialog this URI appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	
tag
	A5
	local tag of the dialog ID 
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	A4
	SIP URI of the UE’s default public user id
	
	

	
tag

	A4
	not present
	
	

	
addr-spec
	A5
	SIP URI of the UE as used in any previous request in the same dialog (In the earlier requests within the same dialog this URI appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	
tag
	A5
	remote tag of the dialog ID 
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	A4
	a random text string generated by the SS
	
	

	
	A5
	value of Call-ID as in any previous request in the same dialog
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A4
	any value (e.g. 4711)
	
	

	
	A5
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	INVITE
	
	

	Supported
	
	The option tags defined below shall be included additionally to any option tags defined in any specific message content, unless specified otherwise in this specific message content.
	
	RFC 3261 [15]

	
option-tag
	
	100rel
	
	

	
	
	timer
	
	RFC 4028 [146]

	Require
	
	The option tags defined below shall be included additionally to any option tags defined in any specific message content, unless specified otherwise in this specific message content.
	
	RFC 3261 [15]

	
option-tag
	
	100rel
	
	

	P-Called-Party-ID
	
	One of the UE’s registered, non-barred public ID
	
	RFC 7315 [132]

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the calling UE, for example “sip:caller@3gpp.org:6543”
	
	

	
	A2
	SIP URI with IP address or FQDN and unprotected server port of the calling UE
	
	

	
	A5
	same contact information for the SS as used before in this dialog
	
	

	
feature-param
	A3
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (NOTE 1)
	
	

	
	A7
	video 
	
	

	
	
	audio
	
	

	Feature-Caps
	
	
	
	

	
feature-param
	A9
	g.3gpp.srvcc-alerting
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Accept
	
	
	Rel-7
	RFC 3261 [15]

	
media-range
	A4
	application/sdp, application/3gpp-ims+xml
	
	

	P-Asserted-Service
	
	
	
	RFC 6050 [68]

	
Service-ID
	A3 AND A4
	urn:urn-7:3gpp-service.ims.icsi.mmtel
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	
ac-value
	A3 AND A4
	*;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (NOTE 1)
	
	

	
ac-value
	A8
	video
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports MTSI (A.3A/50 3GPP TS 34.229-2 [5])

	A4
	INVITE creating a dialog

	A5
	re-INVITE within a dialog

	A6
	Void

	A7
	UE supports video feature tag (A.12/32 3GPP TS 34.229-2 [5])

	A8
	INVITE for creating a video call and UE supports video media feature tag (A.12/32 3GPP TS 34.229-2 [5])

	A9
	INVITE for creating a voice or video call and UE supports g.3gpp.srvcc-alerting media feature tag (A.12/34 3GPP TS 34.229-2 [5])

	A10
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
URN is the outcome of the URL encoding (“Percent-Encoding” according to RFC 3986 [129]) of urn:urn-7:3gpp-service.ims.icsi.mmtel.

NOTE 2:
Branch parameter values sent by SS are different within a test case execution.

