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5
Test models

5.1
MCPTT over LTE
5.1.1
MCPTT Client on-network test model

The MCPTT Client on-network test model is depicted in figure 5.1.1-1. The test model consists of an IMS component and an HTTP component, on top of the multi-testers test model (E-UTRA) specified in TS 34.229-3 [28]. These parallel test components (PTCs) handle the IMS and HTTP signalling asynchronously.

The IMS PTC controls the IPCanEmu and the IP PTC. IPCanEmu is responsible for handling the E-UTRA cell(s) configuration in the SS as well as the E-UTRA/EPC level signalling and related procedures. The IP PTC controls the IP related configurations. IPCanEmu and IP PTC interface to the SS according to TS 36.523-3[27]. In addition, the IMS PTC interfaces to the SS via a new port, SRTP, to support configuration of SRTP/SRTCP security in the SS and transport of Floor Control messages, specified in TS 24.380 [10], from / to TTCN.
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Figure 5.1.1-1: MCPTT Client on-network test model over LTE
5.1.2
MCPTT Client off-network test model

This test model is not supported by the present version of the specification.
5.2
MCPTT over IP

5.2.1
MCPTT Client on-network test model

In order to facilitate testing of MCPTT signalling at the IMS and HTTP level and execute the test cases in an environment without E-UTRA components and associated hardware, a test model over IP may be used as shown below in Figure 5.2.1-1.

The intention of the test model is to test relevant IP based signalling of an MCX client which is typically hosted as client application on a UE. Even though other test implementations may be possible, the MCX IP test model has been designed assuming the SUT is a physical device.

To enable MCX conformance tests to be run in the MCX IP test model the SUT shall have the following capabilities:

-
The MCX client application can be started/stopped by the user with appropriate MMI commands independent from any other applications and functionalities of the UE.

-
The UE can be configured so that the MCX client application uses a standard IP network interface (e.g. WLAN, ethernet) rather than a 3GPP RAT to exchange IP packets with the network entities (system simulator)
( The system simulator can use a standard network adaptor too and does not need to support 3GPP RAT technologies.
NOTE:
IP tunnelling, like for IMS over WLAN, is not supported by MCX IP test model.

-
The UE is equipped with a test UICC containing a USIM or ISIM complying to TS 36.579-1 [2] clause 5.5.10 and TS 24.229 [16] annex C. The test UICC is used to support security algorithm and SIP registration as needed by the MCX client application.

The IP test model consists of the same components, ports and ASPs as in the test model in subclause 5.1.1 except for the IPCanEmu EUTRA component which is replaced by a IPCanEmu IP component. This component provides the same interfaces to the MTC, the MCPTT IMS PTC and the IP PTC as the IPCanEmu EUTRA component but there is no system interface to control any RAT. The ASPs defined for the system ports IP_SOCK, IPsec_CTRL, IP_CTRL and SRTP are identical to those defined in subclause 5.1.1.

This test model may be considered RAT agnostic. It will setup the simulated MCPTT servers, configure the corresponding UDP, TCP, IPsec, TLS and RTP/SRTP ports and run the IMS and HTTP signalling as required by the test cases. 
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Figure 5.2.1-1: MCPTT Client on-network test model over IP
5.3
MCVideo over LTE

5.3.1
MCVideo Client on-network test model
The same as the test model described in 5.1.1 with the following exception(s):

-
The term "MCPTT" is replaced with "MCVideo"
5.3.2
MCVideo Client off-network test model

This test model is not supported by the present version of the specification.

5.4
MCVideo over IP

5.4.1
MCVideo Client on-network test model
The same as the test model described in 5.2.1 with the following exception(s):

-
The term "MCPTT" is replaced with "MCVideo"
5.5
MCData over LTE

5.5.1
MCData Client on-network test model
The same as the test model described in 5.1.1 with the following exception(s):

-
The term "MCPTT" is replaced with "MCData"
5.5.2
MCData Client off-network test model

This test model is not supported by the present version of the specification.

5.6
MCData over IP

5.6.1
MCData Client on-network test model

The same as the test model described in 5.2.1 with the following exception(s):

-
The term "MCPTT" is replaced with "MCData"
…

9
IXIT Proforma

9.1
General

This partial IXIT proforma contained in the present document is provided for completion, when the related Abstract Test Suite is to be used against the Implementation Under Test (IUT).

Text in italics is a comment for guidance for the production of an IXIT, and is not to be included in the actual IXIT.

The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the information provided by the ICS.

…

9.3
MCVideo
9.3.1
MCVideo Client PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	Client relevant IXIT
	
	
	
	

	px_MCVideo_Client_A_ID
	charstring
	"mcvideo-client-A@mcvideo-op.gov"
	
	The URI of the MCVideo client which is installed on the implementation under test.

The MCVideo client will assign this ID when the Client communicate for the first time with the MCVideo Server and will retain it unless factory reset is done.

	px_MCVideo_Client_B_ID
	charstring
	"mcvideo-client-B@mcvideo-op.gov"
	
	The URI of the MCVideo client which is to be simulated by the SS.

	Users relevant IXIT
	
	
	
	

	px_MCVideo_ID_User_A
	charstring
	"mcvideo-user-A-id@ mcvideo-op.gov"
	NOTE 1
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCPTT_ID_User_A
	charstring
	
	NOTE 1
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCData_ID_User_A
	charstring
	
	NOTE 1
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCVideo_User_A_Profile_Name
	charstring
	"mcvideo-user-A-Profile-Name"
	
	Profile name for the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_A_Alias
	charstring
	"mcvideo-user-A-alias"
	
	Alphanumeric alias of MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_A_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_A_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the organization the MCVideo user belongs to. Ref. TS 24.483 [13].
Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCX_DomainName_Organization_A
	charstring
	"mcvideo-op.gov"
	
	Domain name of the organization the user belongs to.

	px_MCX_User_A_username
	charstring
	"MCVideo#U01"
	
	UE's User username used for user authentication

	px_MCX_User_A_password
	charstring
	"psw@MCVideo&7"
	
	UE's User password used for user authentication

	px_MCVideo_UserDecryptKey_name
	charstring
	“tk.12.userA_decrypt@mcvideo-op.gov”
	
	Name of the key being used to cipher the SAKKE "Receiver Secret Key". in the KMS Key Set.

	px_MCVideo_UserDecryptKey_value
	bitstring
	
	
	Value of the key being used to cipher the SAKKE "Receiver Secret Key" in the KMS Key Set

	px_MCVideo_UserSigningKeySSK_name
	charstring
	“tk.12.userA_sign@mcvideo-op.gov”
	
	Name of the key being used to cipher the ECCSI private Key, "SSK". in the KMS Key Set

	px_MCVideo_UserSigningKeySSK_value
	bitstring
	
	
	Value of the key being used to cipher the ECCSI private Key, "SSK", in the KMS Key Set

	px_MCVideo_UserPubTokenPVT_name
	charstring
	“tk.12.userA_pub@mcvideo-op.gov”
	
	Name of the key being used to cipher the ECCSI public validation token, "PVT". in the KMS Key Set

	px_MCVideo_UserPubTokenPVT_value
	bitstring
	
	
	Value of the key being used to cipher the ECCSI public validation token, "PVT", in the KMS Key Set

	px_MCVideo_SigningKey_name
	charstring
	“tk.12.userA_signing@mcvideo-op.gov”
	
	Name of the key being used to sign the kmsResponse carrying the key set

	px_MCVideo_SigningKey_value
	bitstring
	
	
	Value of the key being used to sign the kmsResponse carrying the key set

	px_MCVideo_ID_User_B
	charstring
	"mcvideo-user-B-id@ mcvideo-op.gov"
	
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_B_Profile_Name
	charstring
	"mcvideo-user-B-Profile-Name"
	
	Profile name for the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_B_Alias
	charstring
	"mcvideo-user-B-alias"
	
	Alphanumeric alias of MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_B_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_B_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the organization the MCVideo user belongs to. Ref. TS 24.483 [13].

Editor's note: To be removed.

	px_MCVideo_ID_User_C
	charstring
	"mcvideo-user-C-id@ mcvideo-op.gov"
	
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_C_Profile_Name
	charstring
	"mcvideo-user-C-Profile-Name"
	
	Profile name for the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_C_Alias
	charstring
	"mcvideo-user-C-alias"
	
	Alphanumeric alias of MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_C_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCVideo user. Ref. TS 24.483 [13].

	px_MCVideo_User_C_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the organization the MCVideo user belongs to. Ref. TS 24.483 [13].

Editor's note: To be removed.

	px_MCX_SIP_PublicUserId_A_1
	charstring
	
	
	(First) public user id of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_PrivateUserId_A
	charstring
	
	
	Private user id of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_HomeDomain_A
	charstring
	
	
	Home domain name of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_RegistrationWithTemporaryIdentities 
	boolean
	
	
	If true the UE shall derive the public user id, private user id and home domain name from the IMSI for SIP registration

	Groups relevant IXIT
	
	
	
	

	px_MCVideo_Group_A_ID
	charstring
	"mcvideo-group-A@mcvideo-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_A_Name
	charstring
	"mcvideo-group-A-name"
	
	A human readable Group name for the group

	px_MCVideo_Group_A_ProSeLayer2GroupID
	charstring
	"prose.mcvideo-op-A.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	px_MCVideo_Group_A_Owner_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCVideo_Group_A_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCVideo clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCVideo_Group_B_ID
	charstring
	"mcvideo-group-B@mcvideo-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_B_Name
	charstring
	"mcvideo-group-B-name"
	
	A human readable Group name for the group

	px_MCVideo_Group_B_ProSeLayer2GroupID
	charstring
	"prose.mcvideo-op-B.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [241].

	px_MCVideo_Group_B_Owner_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCVideo_Group_B_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCVideo clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCVideo_Group_C_ID
	charstring
	"mcvideo-group-C@mcvideo-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_C_Name
	charstring
	"mcvideo-group-C-name"
	
	A human readable Group name for the group

	px_MCVideo_Group_C_ProSeLayer2GroupID
	charstring
	"prose.mcvideo-op-C.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	px_MCVideo_Group_C_Owner_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCVideo_Group_C_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCVideo clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCVideo_Group_D_ID
	charstring
	"mcvideo-group-D@mcvideo-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_D_Name
	charstring
	"mcvideo-group-D-name"
	
	A human readable Group name for the group

	px_MCVideo_Group_D_ProSeLayer2GroupID
	charstring
	"prose.mcvideo-op-D.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [241].

	px_MCVideo_Group_D_Owner_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCVideo_Group_D_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCVideo clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCVideo_Group_T_ID
	charstring
	"mcvideo-group-T@mcvideo-op.gov"
	
	Group ID for a temporary group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_T_Name
	charstring
	"mcvideo-group-T-name"
	
	A human readable Group name for the group

	px_MCVideo_Group_T_ProSeLayer2GroupID
	charstring
	"prose.mcvideo-op-T.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [241].

	px_MCVideo_Group_T_Owner_Organization
	charstring
	"mcvideo-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCVideo_Group_T_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCVideo clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	Sessions relevant IXIT
	
	
	
	

	px_MCVideo_session_A_ID
	charstring
	"12345678@mcvideo-server-A.mcvideo-op.gov”
	
	The URI of the MCVideo session A identity. Ref. TS 24.483 [13].

	px_MCVideo_session_B_ID
	charstring
	"sessionB@cf-B@ims-op.net"
	
	The URI of the MCVideo session B identity. Ref. TS 24.483 [13].

	px_MCVideo_CT_call_ID
	charstring
	"11111111@mcvideo-op.gov"
	
	The call ID of a Client Terminated call that can be used for call identification in the SIP messages. Ref. TS 24.483 [13].

	Miscellaneous IXIT
	
	
	
	

	px_MCVideo_vendor_specific_information_init_config
	charstring
	""
	
	UE initial configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCVideo_vendor_specific_information_config
	charstring
	""
	
	UE configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCVideo_vendor_specific_information_user_profile
	charstring
	""
	
	User Profile vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCVideo_vendor_specific_service_conf
	charstring
	""
	
	MCVideo service configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCVideo_CertUri
	charstring
	“cert1.mcvideo-op.gov”
	
	The URI of the Certificate (this object). Ref. TS 33.179 [15]

	px_MCVideo_IP_ConnectionAddressAll
	charstring
	"0.0.0.0"
	
	The unicast IP address

	px_MCVideo_IP_ConnectionAddressAudio
	charstring
	"0.0.0.0"
	
	The media=audio plane control channel IP address.

NOTE: Can be the same as the unicast IP address.

	px_MCVideo_IP_ConnectionAddressApp
	charstring
	"0.0.0.0"
	
	The media=application plane control channel IP address.

NOTE: Can be the same as the unicast IP address.

	px_MCVideo_ALL_APN
	charstring
	"mcvideo-apn"
	
	A single APN which the UE shall use to access each and all MCVideo relevant services including the MCVideo SIP-1 reference point, the MC common core services for the HTTP-1 reference point and the MC identity management service for the CSC-1 reference point.

The APN is provided in the initial UE configuration as specified in TS 36.579-1 [2] Table 5.5.8.1-1.

	px_MCX_InitialRegistration_TypeOfPDN1
	MCX_Registration_PDN_Type
	mcx
	ims, internet, mcx
	First PDN registered during initial registration (either ‘ims’ or ‘internet’ or ‘mcx’; ‘none’ is not applicable as first PDN)

	px_MCX_InitialRegistration_TypeOfPDN2
	MCX_Registration_PDN_Type
	none
	ims, internet, mcx, none
	Second PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to indicate that there is no second PDN connectivity requested by the UE during initial registration

	px_MCX_InitialRegistration_TypeOfPDN3
	MCX_Registration_PDN_Type
	none
	ims, internet, mcx, none
	Third PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to indicate that there is no third PDN connectivity requested by the UE during initial registration

	NOTE 1:
According to TS 23.280 [54] clause 8.1.2 a MC service ID shall be a URI; nevertheless in context of this specification only URIs consisting of userinfo, host and path elements (see RFC 3986 [53]) are supported.
Editor's note: A similar note may need to be added to other PIXITs too


9.3.2
MCVideo Server PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_MCVideo_PublicServiceId_A
	charstring
	"mcvideo-server-A@mcvideo-op.gov"
	
	The URI of the MCVideo Server which is simulated by the SS

	px_MCVideo_PublicServiceId_B
	charstring
	"mcvideo-server-B@mcvideo-op.gov"
	
	The URI of a second MCVideo Server which is implemented in the DUT used in MCVideo Server testing.

	px_MCVideo_PCSCF_A_URI
	charstring
	"mcvideo-p-cscf-A@mcvideo-op.gov"
	
	The URI of the P-CSCF simulated by the SS.

	px_MCVideo_GroupCreationXUI
	charstring
	"mcvideo-gms@mcvideo-op.gov"
	
	Indicates the group creation XUI information for creation of groups. Ref. TS 23.003 [21].

	px_MCVideo_GroupConfigDoc_URI
	charstring
	“xcap.mcvideo-op.gov/group_config.xml”
	
	Points to the group configuration document. Ref. TS 24.481 [11].

	px_MCVideo_IDMSAuthEndpoint
	charstring
	"IDMSAuthEndpoint.mcvideo-op.gov"
	
	Identity management server authorisation endpoint identity information. Ref. TS 23.003 [21].

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCVideo_IDMSTokenEndpoint
	charstring
	"IDMSTokenEndpoint.mcvideo-op.gov"
	
	Identity management server token endpoint identity information. Ref. TS 23.003 [21].

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCVideo_GMS
	charstring
	"mcvideo-gms.mcvideo-op.gov"
	
	Indicates the group management server identity information. Ref. TS 23.003 [21].

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCVideo_CMS
	charstring
	"mcvideo-cms.mcvideo-op.gov"
	
	Indicates the configuration management server identity information. Ref. TS 23.003 [21].
Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCVideo_KMS
	charstring
	"kms.mcvideo-op.gov"
	
	Indicates the key management server identity information. Ref. TS 23.003 [21].
Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCVideo_IdM_Server_URI
	charstring
	"IdM.server.com:9031"
	
	Request-URI (AUID) for HTTP GET (IdM server) 

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCVideo_XCAP_UE_Config_URI
	charstring
	“xcap.org.3gpp.mcvideo.ue-config”
	
	Request-URI (AUID) for HTTP GET (UE configuration)

	px_MCVideo_XCAP_User_Profile_URI
	charstring
	“xcap.org.3gpp.mcvideo.user-profile”
	
	Request-URI (AUID) for HTTP GET (User Profile)

	px_MCVideo_XCAP_Service_Config_URI
	charstring
	“xcap.org.3gpp.mcvideo.service-config”
	
	Request-URI (AUID) for HTTP GET (Service Configuration)

	px_MCVideo_XCAP_Group_Config_URI
	charstring
	“xcap.org.3gpp.mcvideo.group-config”
	
	Request-URI (AUID) for HTTP GET (Group Configuration)

	px_MCVideo_User_XUI_URI
	charstring
	
	
	"XUI-URI" attribute of the user profile document

	px_MCX_IdMS_auth_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the IdMS authorization endpoint

	px_MCX_IdMS_auth_Port
	integer
	
	
	Port number of the IdMS authorization endpoint

	px_MCX_IdMS_auth_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the IdMS authorization endpoint

	px_MCX_IdMS_token_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the IdMS token endpoint

	px_MCX_IdMS_token_Port
	integer
	
	
	Port number of the IdMS token endpoint

	px_MCX_IdMS_token_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the IdMS token endpoint

	px_MCX_HTTP_Proxy_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the HTTP proxy

	px_MCX_HTTP_Proxy_Port
	integer
	
	
	Port number of the HTTP proxy

	px_MCX_HTTP_Proxy_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the HTTP proxy

	px_MCX_InitialConfigServer_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the server optionally being used to download the Initial UE Configuration document

	px_MCX_InitialConfigServer_Port
	integer
	
	
	Port number of the server optionally being used to download the Initial UE Configuration document

	px_MCX_InitialConfigServer_UriPath
	charstring
	"/cms/initial-ue-config"
	
	URI Path component: Absolute path used for HTTP requests addressing a server to download the UE initial configuration document

	px_MCX_TLS_CipherSuite
	TLS_CIPHER_Type
	TLS_RSA_WITH_NULL_SHA
	
	Cipher suite to be used for TLS connections

	px_MCX_OAuth_ClientId_A
	charstring
	
	
	Client ID of the UE's MCX application as used in OAuth signalling with the IdMS

	px_MCX_OAuth_RedirectURI_A
	charstring
	
	
	Redirect URI used by the UE implementation (user agent, MCX client and OS) to redirect the OAuth authentication response to the MCX client application


9.3.3
MCVideo Constant PIXIT Definitions

See Table 9.2.3-1. Several parameters for MCX conformance testing can be defined as constants as they are neither preconfigured at the UE nor at the SS. Table 9.2.3-1 lists these constants.

9.4
MCData
9.4.1
MCData Client PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	Client relevant IXIT
	
	
	
	

	px_MCData_Client_A_ID
	charstring
	"mcdata-client-A@mcdata-op.gov"
	
	The URI of the MCData client which is installed on the implementation under test.

The MCData client will assign this ID when the Client communicate for the first time with the MCData Server and will retain it unless factory reset is done.

	px_MCData_Client_B_ID
	charstring
	"mcdata-client-B@mcdata-op.gov"
	
	The URI of the MCData client which is to be simulated by the SS.

	Users relevant IXIT
	
	
	
	

	px_MCData_ID_User_A
	charstring
	"mcdata-user-A-id@ mcdata-op.gov"
	NOTE 1
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCVideo_ID_User_A
	charstring
	
	NOTE 1
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCPTT_ID_User_A
	charstring
	
	NOTE 1
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCData_User_A_Profile_Name
	charstring
	"mcdata-user-A-Profile-Name"
	
	Profile name for the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_A_Alias
	charstring
	"mcdata-user-A-alias"
	
	Alphanumeric alias of MCData user. Ref. TS 24.483 [13].

	px_MCData_User_A_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_A_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the organization the MCData user belongs to. Ref. TS 24.483 [13].
Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCX_DomainName_Organization_A
	charstring
	"mcdata-op.gov"
	
	Domain name of the organization the user belongs to.

	px_MCX_User_A_username
	charstring
	"MCData#U01"
	
	UE's User username used for user authentication

	px_MCX_User_A_password
	charstring
	"psw@MCData&7"
	
	UE's User password used for user authentication

	px_MCData_UserDecryptKey_name
	charstring
	“tk.12.userA_decrypt@mcdata-op.gov”
	
	Name of the key being used to cipher the SAKKE "Receiver Secret Key". in the KMS Key Set.

	px_MCData_UserDecryptKey_value
	bitstring
	
	
	Value of the key being used to cipher the SAKKE "Receiver Secret Key" in the KMS Key Set

	px_MCData_UserSigningKeySSK_name
	charstring
	“tk.12.userA_sign@mcdata-op.gov”
	
	Name of the key being used to cipher the ECCSI private Key, "SSK". in the KMS Key Set

	px_MCData_UserSigningKeySSK_value
	bitstring
	
	
	Value of the key being used to cipher the ECCSI private Key, "SSK", in the KMS Key Set

	px_MCData_UserPubTokenPVT_name
	charstring
	“tk.12.userA_pub@mcdata-op.gov”
	
	Name of the key being used to cipher the ECCSI public validation token, "PVT". in the KMS Key Set

	px_MCData_UserPubTokenPVT_value
	bitstring
	
	
	Value of the key being used to cipher the ECCSI public validation token, "PVT", in the KMS Key Set

	px_MCData_SigningKey_name
	charstring
	“tk.12.userA_signing@mcdata-op.gov”
	
	Name of the key being used to sign the kmsResponse carrying the key set

	px_MCData_SigningKey_value
	bitstring
	
	
	Value of the key being used to sign the kmsResponse carrying the key set

	px_MCData_ID_User_B
	charstring
	"mcdata-user-B-id@ mcdata-op.gov"
	
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_B_Profile_Name
	charstring
	"mcdata-user-B-Profile-Name"
	
	Profile name for the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_B_Alias
	charstring
	"mcdata-user-B-alias"
	
	Alphanumeric alias of MCData user. Ref. TS 24.483 [13].

	px_MCData_User_B_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_B_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the organization the MCData user belongs to. Ref. TS 24.483 [13].

Editor's note: To be removed.

	px_MCData_ID_User_C
	charstring
	"mcdata-user-C-id@ mcdata-op.gov"
	
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_C_Profile_Name
	charstring
	"mcdata-user-C-Profile-Name"
	
	Profile name for the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_C_Alias
	charstring
	"mcdata-user-C-alias"
	
	Alphanumeric alias of MCData user. Ref. TS 24.483 [13].

	px_MCData_User_C_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCData user. Ref. TS 24.483 [13].

	px_MCData_User_C_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the organization the MCData user belongs to. Ref. TS 24.483 [13].

Editor's note: To be removed.

	px_MCX_SIP_PublicUserId_A_1
	charstring
	
	
	(First) public user id of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_PrivateUserId_A
	charstring
	
	
	Private user id of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_HomeDomain_A
	charstring
	
	
	Home domain name of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_RegistrationWithTemporaryIdentities 
	boolean
	
	
	If true the UE shall derive the public user id, private user id and home domain name from the IMSI for SIP registration

	Groups relevant IXIT
	
	
	
	

	px_MCData_Group_A_ID
	charstring
	"mcdata-group-A@mcdata-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_A_Name
	charstring
	"mcdata-group-A-name"
	
	A human readable Group name for the group

	px_MCData_Group_A_ProSeLayer2GroupID
	charstring
	"prose.mcdata-op-A.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	px_MCData_Group_A_Owner_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCData_Group_A_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCData clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCData_Group_B_ID
	charstring
	"mcdata-group-B@mcdata-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_B_Name
	charstring
	"mcdata-group-B-name"
	
	A human readable Group name for the group

	px_MCData_Group_B_ProSeLayer2GroupID
	charstring
	"prose.mcdata-op-B.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [241].

	px_MCData_Group_B_Owner_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCData_Group_B_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCData clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCData_Group_C_ID
	charstring
	"mcdata-group-C@mcdata-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_C_Name
	charstring
	"mcdata-group-C-name"
	
	A human readable Group name for the group

	px_MCData_Group_C_ProSeLayer2GroupID
	charstring
	"prose.mcdata-op-C.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	px_MCData_Group_C_Owner_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCData_Group_C_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCData clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCData_Group_D_ID
	charstring
	"mcdata-group-D@mcdata-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_D_Name
	charstring
	"mcdata-group-D-name"
	
	A human readable Group name for the group

	px_MCData_Group_D_ProSeLayer2GroupID
	charstring
	"prose.mcdata-op-D.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [241].

	px_MCData_Group_D_Owner_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCData_Group_D_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCData clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	px_MCData_Group_T_ID
	charstring
	"mcdata-group-T@mcdata-op.gov"
	
	Group ID for a temporary group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_T_Name
	charstring
	"mcdata-group-T-name"
	
	A human readable Group name for the group

	px_MCData_Group_T_ProSeLayer2GroupID
	charstring
	"prose.mcdata-op-T.gov"
	
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [241].

	px_MCData_Group_T_Owner_Organization
	charstring
	"mcdata-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCData_Group_T_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCData clients shall support the AMR-WB codec.

RFC 4566 [25]

TS 26.171 [26]

	Sessions relevant IXIT
	
	
	
	

	px_MCData_session_A_ID
	charstring
	"12345678@mcdata-server-A.mcdata-op.gov”
	
	The URI of the MCData session A identity. Ref. TS 24.483 [13].

	px_MCData_session_B_ID
	charstring
	"sessionB@cf-B@ims-op.net"
	
	The URI of the MCData session B identity. Ref. TS 24.483 [13].

	px_MCData_CT_call_ID
	charstring
	"11111111@mcdata-op.gov"
	
	The call ID of a Client Terminated call that can be used for call identification in the SIP messages. Ref. TS 24.483 [13].

	Miscellaneous IXIT
	
	
	
	

	px_MCData_vendor_specific_information_init_config
	charstring
	""
	
	UE initial configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCData_vendor_specific_information_config
	charstring
	""
	
	UE configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCData_vendor_specific_information_user_profile
	charstring
	""
	
	User Profile vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCData_vendor_specific_service_conf
	charstring
	""
	
	MCData service configuration vendor specific name for the application vendor, device vendor etc. Ref. TS 24.483 [13].

	px_MCData_CertUri
	charstring
	“cert1.mcdata-op.gov”
	
	The URI of the Certificate (this object). Ref. TS 33.179 [15]

	px_MCData_IP_ConnectionAddressAll
	charstring
	"0.0.0.0"
	
	The unicast IP address

	px_MCData_IP_ConnectionAddressAudio
	charstring
	"0.0.0.0"
	
	The media=audio plane control channel IP address.

NOTE: Can be the same as the unicast IP address.

	px_MCData_IP_ConnectionAddressApp
	charstring
	"0.0.0.0"
	
	The media=application plane control channel IP address.

NOTE: Can be the same as the unicast IP address.

	px_MCData_ALL_APN
	charstring
	"mcdata-apn"
	
	A single APN which the UE shall use to access each and all MCData relevant services including the MCData SIP-1 reference point, the MC common core services for the HTTP-1 reference point and the MC identity management service for the CSC-1 reference point.

The APN is provided in the initial UE configuration as specified in TS 36.579-1 [2] Table 5.5.8.1-1.

	px_MCX_InitialRegistration_TypeOfPDN1
	MCX_Registration_PDN_Type
	mcx
	ims, internet, mcx
	First PDN registered during initial registration (either ‘ims’ or ‘internet’ or ‘mcx’; ‘none’ is not applicable as first PDN)

	px_MCX_InitialRegistration_TypeOfPDN2
	MCX_Registration_PDN_Type
	none
	ims, internet, mcx, none
	Second PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to indicate that there is no second PDN connectivity requested by the UE during initial registration

	px_MCX_InitialRegistration_TypeOfPDN3
	MCX_Registration_PDN_Type
	none
	ims, internet, mcx, none
	Third PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to indicate that there is no third PDN connectivity requested by the UE during initial registration

	NOTE 1:
According to TS 23.280 [54] clause 8.1.2 a MC service ID shall be a URI; nevertheless in context of this specification only URIs consisting of userinfo, host and path elements (see RFC 3986 [53]) are supported.
Editor's note: A similar note may need to be added to other PIXITs too


9.4.2
MCData Server PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_MCData_PublicServiceId_A
	charstring
	"mcdata-server-A@mcdata-op.gov"
	
	The URI of the MCData Server which is simulated by the SS

	px_MCData_PublicServiceId_B
	charstring
	"mcdata-server-B@mcdata-op.gov"
	
	The URI of a second MCData Server which is implemented in the DUT used in MCData Server testing.

	px_MCData_PCSCF_A_URI
	charstring
	"mcdata-p-cscf-A@mcdata-op.gov"
	
	The URI of the P-CSCF simulated by the SS.

	px_MCData_GroupCreationXUI
	charstring
	"mcdata-gms@mcdata-op.gov"
	
	Indicates the group creation XUI information for creation of groups. Ref. TS 23.003 [21].

	px_MCData_GroupConfigDoc_URI
	charstring
	“xcap.mcdata-op.gov/group_config.xml”
	
	Points to the group configuration document. Ref. TS 24.481 [11].

	px_MCData_IDMSAuthEndpoint
	charstring
	"IDMSAuthEndpoint.mcdata-op.gov"
	
	Identity management server authorisation endpoint identity information. Ref. TS 23.003 [21].

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCData_IDMSTokenEndpoint
	charstring
	"IDMSTokenEndpoint.mcdata-op.gov"
	
	Identity management server token endpoint identity information. Ref. TS 23.003 [21].

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCData_GMS
	charstring
	"mcdata-gms.mcdata-op.gov"
	
	Indicates the group management server identity information. Ref. TS 23.003 [21].

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCData_CMS
	charstring
	"mcdata-cms.mcdata-op.gov"
	
	Indicates the configuration management server identity information. Ref. TS 23.003 [21].
Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCData_KMS
	charstring
	"kms.mcdata-op.gov"
	
	Indicates the key management server identity information. Ref. TS 23.003 [21].
Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCData_IdM_Server_URI
	charstring
	"IdM.server.com:9031"
	
	Request-URI (AUID) for HTTP GET (IdM server) 

Editor's note: To be removed when not used in 36.579-1 anymore

	px_MCData_XCAP_UE_Config_URI
	charstring
	“xcap.org.3gpp.mcdata.ue-config”
	
	Request-URI (AUID) for HTTP GET (UE configuration)

	px_MCData_XCAP_User_Profile_URI
	charstring
	“xcap.org.3gpp.mcdata.user-profile”
	
	Request-URI (AUID) for HTTP GET (User Profile)

	px_MCData_XCAP_Service_Config_URI
	charstring
	“xcap.org.3gpp.mcdata.service-config”
	
	Request-URI (AUID) for HTTP GET (Service Configuration)

	px_MCData_XCAP_Group_Config_URI
	charstring
	“xcap.org.3gpp.mcdata.group-config”
	
	Request-URI (AUID) for HTTP GET (Group Configuration)

	px_MCData_User_XUI_URI
	charstring
	
	
	"XUI-URI" attribute of the user profile document

	px_MCX_IdMS_auth_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the IdMS authorization endpoint

	px_MCX_IdMS_auth_Port
	integer
	
	
	Port number of the IdMS authorization endpoint

	px_MCX_IdMS_auth_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the IdMS authorization endpoint

	px_MCX_IdMS_token_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the IdMS token endpoint

	px_MCX_IdMS_token_Port
	integer
	
	
	Port number of the IdMS token endpoint

	px_MCX_IdMS_token_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the IdMS token endpoint

	px_MCX_HTTP_Proxy_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the HTTP proxy

	px_MCX_HTTP_Proxy_Port
	integer
	
	
	Port number of the HTTP proxy

	px_MCX_HTTP_Proxy_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the HTTP proxy

	px_MCX_InitialConfigServer_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the server optionally being used to download the Initial UE Configuration document

	px_MCX_InitialConfigServer_Port
	integer
	
	
	Port number of the server optionally being used to download the Initial UE Configuration document

	px_MCX_InitialConfigServer_UriPath
	charstring
	"/cms/initial-ue-config"
	
	URI Path component: Absolute path used for HTTP requests addressing a server to download the UE initial configuration document

	px_MCX_TLS_CipherSuite
	TLS_CIPHER_Type
	TLS_RSA_WITH_NULL_SHA
	
	Cipher suite to be used for TLS connections

	px_MCX_OAuth_ClientId_A
	charstring
	
	
	Client ID of the UE's MCX application as used in OAuth signalling with the IdMS

	px_MCX_OAuth_RedirectURI_A
	charstring
	
	
	Redirect URI used by the UE implementation (user agent, MCX client and OS) to redirect the OAuth authentication response to the MCX client application

	px_MCDATA_MSF
	charstring
	
	
	The URI of the media storage function

	px_MCDATA_MSF_Hostname
	charstring
	
	
	The hostname identifying the media storage function

	px_MCDATA_FD_FILE_LOC


	charstring
	
	
	The location within the media storage function where a file is stored


9.4.3
MCData Constant PIXIT Definitions

See Table 9.2.3-1. Several parameters for MCX conformance testing can be defined as constants as they are neither preconfigured at the UE nor at the SS. Table 9.2.3-1 lists these constants.

10
Postambles

10.1
Introduction

The purpose of the present clause 10 is to specify the postambles used to bring the UE to a well-defined state regardless of the UE state at the termination of main test body or of the SS conditions and values of the system information inherited from the test.

10.2
MCPTT

The postambles specified in TS 34.229-3 [28] are also applicable to MCPTT test cases.
10.3
MCVideo
The postambles specified in TS 34.229-3 [28] are also applicable to MCVideo test cases.

10.4
MCData
The postambles specified in TS 34.229-3 [28] are also applicable to MCData test cases.

Annex A (normative):
Test Suites
A.1
Introduction

This annex references the approved Test Suites, which accompany the present document. The Test Suites have been produced using the Testing and Test Control Notation version 3 (TTCN-3) according to ES 201 873 [31].

A.2
Baseline of specifications

Table A.2-1 lists the core specifications and test specifications, which the delivered Test Suites are based upon.

Table A.2-1: References of the test and Core specifications

	Type
	Specification
	Release
	Version

	Core specifications
	TS 24.379 [9]
	Note 1
	Note 2

	
	TS 24.380 [10]
	Note 1
	Note 2

	
	TS 24.481 [11]
	Note 1
	Note 2

	
	TS 24.482 [12]
	Note 1
	Note 2

	
	TS 24.483 [13]
	Note 1
	Note 2

	
	TS 24.484 [14]
	Note 1
	Note 2

	
	TS 33.180 [43]
	Note 1
	Note 2

	
	TS 24.229 [16]
	Note 1
	Note 2

	
	TS 24.281 [55]
	Note 1
	Note 2

	
	TS 24.581 [56]
	Note 1
	Note 2

	
	TS 24.282 [57]
	Note 1
	Note 2

	
	TS 24.582 [58]
	Note 1
	Note 2

	Test specifications
	TS 36.579-1 [2]
	Note 1
	Note 2

	
	TS 36.579-2 [3]
	Note 1
	Note 2

	
	TS 38.579-4 [5]
	Note 1
	Note 2

	
	TS 38.579-6 [59]
	Note 1
	Note 2

	
	TS 38.579-7 [60]
	Note 1
	Note 2

	NOTE 1:
Latest release available, up to the release number of the present document.

NOTE 2:
Latest version available, up to the version number of the present document.


A.3
MCPTT

A.3.1
MCPTT Client Test Suites

There is no approved Test Suite in the present version of the present document.
A.4
MCVideo
A.4.1
MCVideo Client Test Suites

There is no approved Test Suite in the present version of the present document.

A.5
MCData
A.5.1
MCData Client Test Suites

There is no approved Test Suite in the present version of the present document.

<END OF CHANGES>
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