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[Start of changes]
6.1
General

Clause 6 describes only TMC protocol messages.

When UE under test is operated in EN-DC or NGEN-DC the TMC messages are sent using the E-UTRA RRC DLInformationTransfer and ULInformationTransfer procedures, see TS 36.331 [10], subclauses 5.6.1 and 5.6.2.

When UE under test is operated in NR or NE-DC the TMC messages are sent using the NR RRC DLInformationTransfer and ULInformationTransfer procedures, see TS 38.331 [11], subclauses 5.7.1 and 5.7.2.

NOTE 1:
A message received with skip indicator different from 0 will be ignored.

NOTE 2:
For general definition of Layer 3 message format see TS 24.007 [7], clause 11.

NOTE 3:
5GS use the same protocol discriminator value ("1111") as E-UTRA, UTRA and GSM/GPRS as specified in TS 24.007 [7], subclause 11.2.3.1.1. 5GS test control messages the message type value series 1010xxxx is reserved, where x represents 0 or 1. The message type values 0000xxxx to 1001xxxx are reserved to E-UTRA, UTRA and GSM/GPRS as specified in TS 36.509 [6], TS 34.109 [8] and TS 44.014 [9]. For 5GS test control messages that are common with E-UTRA control messages in TS 36.509 [6] the 5GS test control messages use the same message type values as used for the E-UTRA test control messages in TS 36.509 [6].

All the TMC messages are integrity protected and ciphered according to TS 24.301 [17] subclause 4.4 or TS 24.501 [21] subclause 4.4 depending on whether the TMC message is sent via EPS or 5GC.
 [End of changes]
