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*** 1st Change ***

A.2.4
PRACK

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	PRACK
	
	

	
Request-URI
	
	same URI value as the recipient of PRACK has earlier sent in its Contact header within the same dialog 
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	
	same value as in preceding INVITE message
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	Route
	A1,A2
	
	
	RFC 3261 [15]

	
route-param
	A1,A2
	URIs of the Record-Route header of 183 response (or 180 when applicable) in reverse order
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE when PRACK is sent by the UE, but SIP URI of the SS when PRACK is sent by the SS. 
URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS when PRACK is sent by the UE, but SIP URI of the UE when PRACK is sent by the SS. 
URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag

	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	

	
method
	
	PRACK
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	RAck
	
	
	
	RFC 3262 [33]

	
response-num
	
	same value as in RSeq header of the reliable response
	
	

	
cseq-num
	
	same value as in CSeq of the reliable response
	
	

	
method
	
	same value as in CSeq of the reliable response
	
	

	P-Access-Network-Info
	A1,A2(o)
	
	
	RFC 7315 [132]
RFC 7913 [154]

	
access-net-spec
	A6
	access network information and, if applicable, the cell ID
	
	

	
	A7
	access network information for NR, containing access-class parameter with value "3GPP-NR" or access-type parameter with value "3GPP-NR-FDD" or "3GPP-NR-TDD", and also containing the cell ID
	Rel-15
	

	Proxy-Authorization
	A5
	
	
	RFC 2617 [16]
RFC 3310 [17]

	
username
	A5
	preconfigured in the UE
	
	

	
realm
	A5
	same value as received in the realm directive in the Proxy-Authorization header sent by SS
	
	

	
nonce
	A5
	same value as in Proxy-Authorization header sent by SS
	
	

	
digest-uri
	A5
	preconfigured in the UE
	
	

	
qop-value
	A5
	auth
	
	

	
cnonce-value
	A5
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	A5
	counter to indicate how many times UE has sent the same value of nonce within successive INVITEs, initial value shall be 1
	
	

	
response
	A5
	response calculated by UE
	
	

	
algorithm
	A5
	MD5
	
	

	Content-Type
	
	header shall be present only if there is SDP in Message-body
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of Message-body
	
	

	Message-body
	
	Optional SDP body. If included then the contents of the SDP shall be checked as described in the Test requirements section of the test case.
	
	RFC 4566 [27]
RFC 3264 [30]
RFC 3312 [31]


	Condition
	Explanation

	A1
	PRACK sent by the UE (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A2
	PRACK sent by the UE (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A3
	PRACK sent by the SS (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A4
	PRACK sent by the SS (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])

	A6
	UE uses E-UTRAN access (A.18/1 3GPP TS 34.229-2 [5])

	A7
	UE uses NR access (A.18/5 3GPP TS 34.229-2 [5])


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.
*** Next Change ***

A.2.5
UPDATE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	UPDATE
	
	

	
Request-URI
	
	same URI value as the recipient of UPDATE has earlier sent in its Contact header within the same dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	A1,A2
	MO call:
same value as in INVITE message

MT call: 
as defined in A.2.1
	
	

	
	A3,A4
	as defined in A.2.9
(There is more than one value)
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 2)
	
	

	Route
	A1,A2
	
	
	RFC 3261 [15]

	
route-param
	
	URIs of the Record-Route header of 183 response in reverse order
	
	

	From
	
	
	
	

	
addr-spec
	
	SIP URI of the UE when UPDATE is sent by the UE, but SIP URI of the SS when UPDATE is sent by the SS. 
URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	RFC 3261 [15]

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS when UPDATE is sent by the UE, but SIP URI of the UE when UPDATE is sent by the SS. 
URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag

	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	Contact
	A1,A2
	Must be present, value not checked
	
	RFC 3261 [15]
RFC 3311 [137]

	
	A3,A4
	same value as in INVITE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	

	
method
	
	UPDATE
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	A1
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	A1
	sec-agree
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as Security-Server header sent by SS
	
	

	Security-Verify
	A2
	not present
	
	RFC 3329 [21]

	
sec-mechanism
	
	
	
	

	P-Access-Network-Info
	A1,A2(o)
	
	
	RFC 7315 [132]
RFC 7913 [154]

	
access-net-spec
	A5
	access network information and, if applicable, the cell ID
	
	

	
	A6
	access network information for NR, containing access-class parameter with value "3GPP-NR" or access-type parameter with value "3GPP-NR-FDD" or "3GPP-NR-TDD", and also containing the cell ID
	Rel-15
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	A3,A4
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	

	Message-body
	
	Contents of the SDP body shall be checked as described in the Test requirements section of the test case.
	
	RFC 4566 [27]
RFC 3264 [30]
RFC 3312 [31]


	Condition
	Explanation

	A1
	UPDATE sent by the UE (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A2
	UPDATE sent by the UE (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UPDATE sent by the SS (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A4
	UPDATE sent by the SS (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A5
	UE uses E-UTRAN access (A.18/1 3GPP TS 34.229-2 [5])

	A6
	UE uses NR access (A.18/5 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
Branch parameter values sent by SS are different within a test case execution.
*** Next Change ***

A.2.8
BYE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	BYE
	
	

	
Request-URI
	
	same URI value as the recipient of BYE has earlier sent in its Contact header within the same dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or

SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	A1,A2
	MO Call has been established:

same value as in INVITE message

MT Call has been established:

as defined in A.2.1

	
	

	
	A3,A4
	as defined in A.2.9

(There is more than one value)
	
	

	
via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	Route
	
	
	
	RFC 3261 [15]

	
route-param
	A1,A2
	MO Call has been established:

URIs of the Record-Route header of 183 response in reverse order (or any other response creating the dialog according to RFC 3261 clause 12.1 [15])

MT Call has been established:

value of Record-Route header as defined in A.2.9
	
	

	Route
	A3,A4
	not present
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE when BYE is sent by the UE.

SIP URI of the SS when BYE is sent by the SS.

URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS when BYE is sent by the UE.

SIP URI of the UE when BYE is sent by the SS.

URI must be the same as used for the endpoint in the earlier requests within the dialog.
	
	

	
tag

	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as sent or received in INVITE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the endpoint within its previous request in the same dialog but increased by one
	
	

	
method
	
	BYE
	
	

	Require
	(A1 OR A5) AND NOT A6
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	A1,A5
	sec-agree
	
	

	Require
	A2, A6
	not present
	
	

	Proxy-Require
	(A1 OR A5) AND NOT A6
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	A1,A5
	sec-agree
	
	

	Proxy-Require
	A2,A6
	not present
	
	

	Security-Verify
	(A1 OR A5) AND NOT A6
	
	
	RFC 3329 [21]

	
sec-mechanism
	A1,A5
	same value as Security-Server header sent by SS
	
	

	Security-Verify
	A2,A6
	not present
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1,A2(o)
	
	
	RFC 7315 [132]
RFC 7913 [154]

	
access-net-spec
	A7
	access network information and, if applicable, the cell ID
	
	

	
	A8
	access network information for NR, containing access-class parameter with value "3GPP-NR" or access-type parameter with value "3GPP-NR-FDD" or "3GPP-NR-TDD", and also containing the cell ID
	Rel-15
	

	Proxy-Authorization
	A5
	
	
	RFC 2617 [16]
RFC 3310 [17]

	
username
	A5
	preconfigured in the UE
	
	

	
realm
	A5
	same value as received in the realm directive in the Proxy-Authorization header sent by SS
	
	

	
nonce
	A5
	same value as in Proxy-Authorization header sent by SS
	
	

	
digest-uri
	A5
	preconfigured in the UE
	
	

	
qop-value
	A5
	auth
	
	

	
cnonce-value
	A5
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	A5
	counter to indicate how many times UE has sent the same value of nonce within successive INVITESs, initial value shall be 1
	
	

	
response
	A5
	response calculated by UE
	
	

	
algorithm
	A5
	MD5
	
	

	Content-Length
	A3,A4
	
	
	RFC 3261 [15]

	
value
	
	length of message body
	
	


	Condition
	Explanation

	A1
	BYE sent by the UE (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A2
	BYE sent by the UE (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A3
	BYE sent by the SS (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A4
	BYE sent by the SS (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])

	A6
	BYE for emergency call with no registration

	A7
	UE uses E-UTRAN access (A.18/1 3GPP TS 34.229-2 [5])

	A8
	UE uses NR access (A.18/5 3GPP TS 34.229-2 [5])


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

