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	This CR addresses two topics: 

1. 
The need to use a QCI not equal to 1 when testing EN-DC, as described in LS R5-182174. 

2. 
To allow IP ping operation in 5GS and check IP stack and Data flow functionality.


	
	

	Summary of change:
	1. 
A new reference dedicated EPS bearer context #6 has been created, to be used by EN-DC test cases of TS 38.523-1.
2. 
Two new TFT filters have been created (used by reference dedicated EPS bearer context #6), configurable to route ICMP(v6) messages in case the UE supports IP Ping.
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	1. 
EN-DC test case may fail a conformant UE. 

2. 
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	Other comments:
	TTCN Impact
R5-182493(R5-182493r1 – Added handling of IPv6 and Note 3 in Reference Packet Filter table#1and 2, removed the TFT condition from Packet Filer Table 3,4,5
R5-182493r2 ( Added QCI for Dedicated Bearer 1 for EN-DC case

R5-182493r3( Removed the ACTIVATE DEDICATED EPS BEARER changes as they were redundant. Removed FFS regarding Pc_IP_Ping. Note3 is removed for checking IPv6 address assignement.
R5-183239( Final version of R5-182493r3 to update QCI condition for EN-DC


4.7.3
Contents of ESM messages

-
ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT

This message is sent by the UE to the SS.

<Unchanged Contents Omitted >
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

This message is sent by the SS to the UE.

<Change1 Starts >
Table 4.7.3-3: ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

	Derivation Path: 24.301 clause 8.3.3

	Information Element
	Value/remark
	Comment
	Condition

	Protocol discriminator
	ESM
	
	

	EPS bearer identity
	Arbitrarily selected value between '0101'B and '1111'B.
	
	

	Procedure transaction identity
	'0000 0000'B
	No procedure transaction identity assigned
	NETWORK-INITIATED

	
	The same value as the value set in BEARER RESOURCE MODIFICATION REQUEST message or BEARER RESOURCE ALLOCATION REQUEST message
	
	UE-INITIATED

	Activate dedicated EPS bearer context request message identity
	'1100 0101'B
	Activate dedicated EPS bearer context request
	

	Linked EPS bearer identity
	The EPS bearer identity of the associated default bearer
	
	

	Spare half octet
	'0000'B
	
	

	EPS QoS
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	

	TFT
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	

	Transaction identifier
	Not present
	
	

	
	 Distinct value between 0 and 127 calculated on basis of the EPS bearer identity.
	
	pc_UTRAN AND/OR pc_GERAN

	Negotiated QoS
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	

	Negotiated LLC SAPI
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	

	Radio priority
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	

	Packet flow Identifier
	Not present
	
	

	
	'0000 0000'B
	Best Effort
	pc_GERAN

	Protocol configuration options
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	NOT (pc_NB or pc_NonIP_PDN)

	Protocol configuration options
	Not present
	
	pc_NB or pc_NonIP_PDN

	WLAN offload container
	Not present
	
	

	NBIFOM container
	Not present
	
	

	Extended protocol configuration options
	Not present 
	
	NOT (pc_NB or pc_NonIP_PDN)

	Extended protocol configuration options
	See Reference dedicated EPS bearer context #1 in table 6.6.2-1
	
	pc_NB or pc_NonIP_PDN


	Condition
	Explanation

	NETWORK-INITIATED
	Network initiated ESM procedures

	UE-INITIATED
	UE initiated ESM procedures


<Change1 Ends >
<Unchanged Contents Omitted >
<Change2 Starts >
6.6.2
Reference dedicated EPS bearer contexts

The following table defines Reference dedicated EPS bearer contexts. Dedicated EPS bearer context #1 is the default "dedicated EPS bearer context" which is used in the common procedures and test cases where no particular dedicated EPS bearer context is specified.

Table 6.6.2-1: Reference dedicated EPS bearer contexts, first set
	Parameters
	Reference dedicated EPS bearer context #1
	Reference dedicated EPS bearer context #2
	Reference dedicated EPS bearer context #3
	Reference dedicated EPS bearer context #4
	Reference dedicated EPS bearer context #5

	Linked EPS bearer identity
	Reference default EPS bearer #1
	Reference default EPS bearer #1
	Reference default EPS bearer #2
	Reference default EPS bearer #2
	Reference default EPS bearer #3

	EPS QoS
	
	
	
	
	

	QCI

(Note 1)
	1

(GBR QCI)
	5

(non-GBR QCI)
	2

(GBR QCI)
	1

(GBR QCI)
	65 (Note 8)

(GBR QCI)

	Maximum bit rate for uplink
	384 kbps
	384 kbps

(Note 2)
	2104
(Note 7)
	384 kbps
	384 kbps

	Maximum bit rate for downlink
	384 kbps
	384 kbps

(Note 2)
	2104
(Note 7)
	384 kbps
	384 kbps

	Guaranteed bit rate for uplink
	128 kbps
	128 kbps

(Note 2)
	2104
(Note 7)
	128 kbps
	128 kbps

	Guaranteed bit rate for downlink
	128 kbps
	128 kbps

(Note 2)
	2104
(Note 7)
	128 kbps
	128 kbps

	Maximum bit rate for uplink (extended)
	0
	0
	0
	0
	0

	Maximum bit rate for downlink (extended)
	0
	0
	0
	0
	0

	Guaranteed bit rate for uplink (extended)
	0
	0
	0
	0
	0

	Guaranteed bit rate for downlink (extended)
	0
	0
	0
	0
	0

	TFT
	
	
	
	
	

	TFT operation code
	"create new TFT"
	"create new TFT"
	"create new TFT"
	"create new TFT"
	"create new TFT"

	E bit
	0
	0
	0
	0
	0

	Packet filters

(Note 5)
	1, 2
	3
	5
	4
	1, 2

	Negotiated QoS
	
	
	
	
	

	Traffic Class
	conversational
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	conversational
	conversational
	conversational

	Delivery Order
	'no'
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	’no’
	'no'
	'no'

	Delivery of erroneous SDU
	'no'
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	’no’
	'no'
	'no'

	Maximum SDU size
	150
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	1400
	150
	150

	Maximum bit rate for uplink
	384 kbps
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	432 kbps
	384 kbps
	384 kbps

	Maximum bit rate for downlink
	384 kbps
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	432 kbps
	384 kbps
	384 kbps

	Residual BER
	5*10-2
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	10-5
	5*10-2
	5*10-2

	SDU error ratio
	10-2
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	7*10-3
	10-2
	10-2

	Transfer delay
	80 ms
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	130 ms
	80 ms
	80 ms

	Traffic Handling priority
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Guaranteed bit rate for uplink
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Guaranteed bit rate for downlink
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Signalling Indication
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Source Statistics Descriptor
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	1
	0

	Maximum bit rate for downlink (extended)
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Guaranteed bit rate for downlink (extended)
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Maximum bit rate for uplink (extended)
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Guaranteed bit rate for uplink (extended)
	0
	See "PDP ContextDchForLTE" (Note 3);

See "PDP context3" (Note 6)
	0
	0
	0

	Negotiated LLC SAPI
	3 (Note 6)
	See "PDP context3" (Note 6)
	-
	3 (Note 6)
	-

	Radio priority
	1 (Note 6)
	See "PDP context3" (Note 6)
	-
	1 (Note 6)
	-

	Protocol configuration options
	-
	-
	-
	-
	-

	Note 1:
For all non-GBR QCIs, the maximum and guaranteed bit rates shall be ignored.

Note 2:
According to TS 24.301, the UE ignores these parameters for a non-GBR QCI.

Note 3:
Parameters included for UEs capable of UTRAN according to TS 34.123-3 clause 8.10 (table 8.10.1 and 8.10.2).

Note 5:
This row refers to the reference packet filters defined in the tables below. For each reference dedicated EPS bearer context, a list of reference packet filter numbers is provided.

Note 6:
Parameter included for UEs capable of GERAN; when value is not provided then value from TS 51.010 subclause 40.5 is applied.

Note 7:
This value shall reflect the highest possible bandwidth requirement of the H.264 codec to EPS bearer mappings as specified in Appendix E of TS 26.114 [64].

Note 8:
QCI 65 is used for MCPTT voice.


Table 6.6.2-1A: Reference dedicated EPS bearer contexts, second set
	Parameters
	Reference dedicated EPS bearer context #6
	
	
	
	

	Linked EPS bearer identity
	Reference default EPS bearer #1
	
	
	
	

	EPS QoS
	
	
	
	
	

	QCI

(Note 1)
	8
(non-GBR QCI)
	
	
	
	

	Maximum bit rate for uplink
	384 kbps

(Note 2)
	
	
	
	

	Maximum bit rate for downlink
	384 kbps

(Note 2)
	
	
	
	

	Guaranteed bit rate for uplink
	128 kbps

(Note 2)
	
	
	
	

	Guaranteed bit rate for downlink
	128 kbps

(Note 2)
	
	
	
	

	Maximum bit rate for uplink (extended)
	0
	
	
	
	

	Maximum bit rate for downlink (extended)
	0
	
	
	
	

	Guaranteed bit rate for uplink (extended)
	0
	
	
	
	

	Guaranteed bit rate for downlink (extended)
	0
	
	
	
	

	TFT
	
	
	
	
	

	TFT operation code
	"create new TFT"
	
	
	
	

	E bit
	0
	
	
	
	

	Packet filters

(Note 3)
	6, 7
	
	
	
	

	Negotiated QoS
	
	
	
	
	

	Traffic Class
	-
	
	
	
	

	Delivery Order
	-
	
	
	
	

	Delivery of erroneous SDU
	-
	
	
	
	

	Maximum SDU size
	-
	
	
	
	

	Maximum bit rate for uplink
	-
	
	
	
	

	Maximum bit rate for downlink
	-
	
	
	
	

	Residual BER
	-
	
	
	
	

	SDU error ratio
	-
	
	
	
	

	Transfer delay
	-
	
	
	
	

	Traffic Handling priority
	-
	
	
	
	

	Guaranteed bit rate for uplink
	-
	
	
	
	

	Guaranteed bit rate for downlink
	-
	
	
	
	

	Signalling Indication
	-
	
	
	
	

	Source Statistics Descriptor
	-
	
	
	
	

	Maximum bit rate for downlink (extended)
	-
	
	
	
	

	Guaranteed bit rate for downlink (extended)
	-
	
	
	
	

	Maximum bit rate for uplink (extended)
	-
	
	
	
	

	Guaranteed bit rate for uplink (extended)
	-
	
	
	
	

	Negotiated LLC SAPI
	-
	
	
	
	

	Radio priority
	-
	
	
	
	

	Protocol configuration options
	-
	
	
	
	

	Note 1:
For all non-GBR QCIs, the maximum and guaranteed bit rates shall be ignored.

Note 2:
According to TS 24.301, the UE ignores these parameters for a non-GBR QCI.

Note 3:
This row refers to the reference packet filters defined in the tables below. For each reference dedicated EPS bearer context, a list of reference packet filter numbers is provided.


Table 6.6.2-2: Reference packet filter #1 
	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 0 1 0 0 0 0
	DL only filter,ID=0
	

	Evaluation precedence
	(0 0 0 0 0 0 0 0) + EPS Bearer ID - 6
	0 to 7
	

	Component type 1 ID
	0 0 0 1 0 0 0 0
	IPv4 remote address type
	remoteIPv4

	
	0 0 1 0 0 0 0 0
	IPv6 remote address type
	remoteIPv6

	Component type 1 Value
	remoteAddress

255.255.255.255
	See note 1
	remoteIPv4

	
	remoteAddress

ff:ff:ff:ff:ff:ff:ff:ff: ff:ff:ff:ff:ff:ff:ff:ff
	See note 1
	remoteIPv6

	Component type 2 ID
	0 1 0 1 0 0 0 0
	Single remote port type
	

	Component type 2 Value
	31 160 + EPS Bearer ID - 6
	
	

	Component type 3 ID
	0 0 1 1 0 0 0 0
	Protocol identifier/Next header type
	

	Component type 3 Value
	17
	UDP
	

	Note 1:
remoteAddress should be set to the address of an IP server able to send a flow of downlink IP/UDP packets to the UE. remoteIPv4 applies if the UE has acquired an IPv4 address only, remoteIPv6 applies if the UE has acquired an IPv6 address only, or both an IPv6 and an IPv4 address.    


Table 6.6.2-3: Reference packet filter #2

	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 1 0 0 0 0 1
	UL only filter, ID=1
	

	Evaluation precedence
	(0 0 0 0 0 0 0 0) + EPS Bearer ID - 6 + 8
	8 to 15
	

	Component type 1 ID
	0 0 0 1 0 0 0 0
	IPv4 remote address type
	remoteIPv4

	
	0 0 1 0 0 0 0 0
	IPv6 remote address type
	remoteIPv6

	Component type 1 Value
	remoteAddress

255.255.255.255
	See note 1
	remoteIPv4

	
	remoteAddress

ff:ff:ff:ff:ff:ff:ff:ff: ff:ff:ff:ff:ff:ff:ff:ff
	See note 1
	remoteIPv6

	Component type 2 ID
	0 1 0 1 0 0 0 0
	Single remote port type
	

	Component type 2 Value
	61 000 + EPS Bearer ID – 6
	
	

	Component type 3 ID
	0 0 1 1 0 0 0 0
	Protocol identifier/Next header type
	

	Component type 3 Value
	17
	UDP
	

	Note 1:
remoteAddress should be set to the address of an IP server able to process a flow of uplink IP/UDP packets received from the UE. When configured together with packet filter #1, remoteAddress is the same as that for packet filter #1. remoteIPv4 applies if the UE has acquired an IPv4 address only, remoteIPv6 applies if the UE has acquired an IPv6 address only, or both an IPv6 and an IPv4 address.    


Table 6.6.2-4: Reference packet filter #3

	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 1 1 0 0 1 0
	Bidirectional filter, ID=2
	

	Evaluation precedence
	0 0 0 0 1 1 1 1
	Lowest priority
	

	Component type 1 ID
	0 0 0 1 0 0 0 0
	IPv4 remote address type
	remoteIPv4

	
	0 0 1 0 0 0 0 0
	IPv6 remote address type
	remoteIPv6

	Component type 1 Value
	remoteAddress

255.255.255.255
	See note 1
	remoteIPv4

	
	remoteAddress

ff:ff:ff:ff:ff:ff:ff:ff: ff:ff:ff:ff:ff:ff:ff:ff
	See note 1
	remoteIPv6

	Note 1:
remoteAddress should be set to the address of an IP server able to process a uplink IP packets from the UE and transmit downlink IP packets to the UE. remoteIPv4 applies if the UE has acquired an IPv4 address only, remoteIPv6 applies if the UE has acquired an IPv6 address only, or both an IPv6 and an IPv4 address.


Table 6.6.2-5: Reference packet filter #4
	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 1 1 0 0 1 1
	Bidirectional,ID=3
	

	Evaluation precedence
	(0 0 0 0 0 0 0 0) + EPS Bearer ID – 6
	0 to 7
	

	Component type 1 ID
	0 1 0 1 0 0 0 1
	Remote port range type
	

	Component type 1 Value
	media port
	SS speech media port as used in the SDP negotiation (RTP remote port); see Note 1
	

	
	media port + 1
	RTCP remote port; see Note 1
	

	Component type 2 ID
	0 0 1 1 0 0 0 0
	Protocol identifier/Next header type
	

	Component type 2 Value
	17
	UDP
	

	Note 1: 
Acc. to TS 26.114 and RFC 4566 a "media port" can be understood as the transport port to which a media stream is sent.


Table 6.6.2-6: Reference packet filter #5

	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 1 1 0 1 0 0
	Bidirectional,ID=4
	

	Evaluation precedence
	(0 0 0 0 0 0 0 0) + EPS Bearer ID – 6
	0 to 7
	

	Component type 1 ID
	0 1 0 1 0 0 0 1
	Remote port range type
	

	Component type 1 Value
	media port
	SS video media port as used in the SDP negotiation (RTP remote port); see Note 1
	

	
	media port + 1
	RTCP remote port; see Note 1
	

	Component type 2 ID
	0 0 1 1 0 0 0 0
	Protocol identifier/Next header type
	

	Component type 2 Value
	17
	UDP
	

	Note 1: 
Acc. to TS 26.114 and RFC 4566 a "media port" can be understood as the transport port to which a media stream is sent.


Table 6.6.2-2: Reference packet filter #6 

	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 0 1 0 0 0 0
	DL only filter,ID=0
	

	Evaluation precedence
	(0 0 0 0 0 0 0 0) + EPS Bearer ID - 6
	0 to 7
	

	Component type 1 ID
	0 0 0 1 0 0 0 0
	IPv4 remote address type
	remoteIPv4

	
	0 0 1 0 0 0 0 0
	IPv6 remote address type
	remoteIPv6

	Component type 1 Value
	remoteAddress

255.255.255.255
	See note 1
	remoteIPv4

	
	remoteAddress

ff:ff:ff:ff:ff:ff:ff:ff: ff:ff:ff:ff:ff:ff:ff:ff
	See note 1
	remoteIPv6

	Component type 2 ID
	0 1 0 1 0 0 0 0
	Single remote port type
	

	Component type 2 Value
	31 160 + EPS Bearer ID - 6
	
	

	Component type 3 ID
	0 0 1 1 0 0 0 0
	Protocol identifier/Next header type
	

	Component type 3 Value
	17
	UDP
	

	Component type 3 Value
	1
	ICMP 

(See note 2)
	remote IPv4 AND Ping

	Component type 3 Value
	58
	ICMPv6

(See note 2)
	remote IPv6 AND Ping

	Note 1:
remoteAddress should be set to the address of an IP server able to send a flow of downlink IP/UDP packets to the UE. remoteIPv4 applies if the UE has acquired an IPv4 address only, remoteIPv6 applies if the UE has acquired an IPv6 address only, or both an IPv6 and an IPv4 address.

Note 2:     Component type 3 value of ICMP or ICMPv6 applies if TS 38.508-2 [5] pc_IP_Ping is true.


Table 6.6.2-3: Reference packet filter #7
	Derivation path: 24.008 table 10.5.162

	Information Element
	Value/Remark
	Comment
	Condition

	Identifier
	0 0 1 0 0 0 0 1
	UL only filter, ID=1
	

	Evaluation precedence
	(0 0 0 0 0 0 0 0) + EPS Bearer ID - 6 + 8
	8 to 15
	

	Component type 1 ID
	0 0 0 1 0 0 0 0
	IPv4 remote address type
	remoteIPv4

	
	0 0 1 0 0 0 0 0
	IPv6 remote address type
	remoteIPv6

	Component type 1 Value
	remoteAddress

255.255.255.255
	See note 1
	remoteIPv4

	
	remoteAddress

ff:ff:ff:ff:ff:ff:ff:ff: ff:ff:ff:ff:ff:ff:ff:ff
	See note 1
	remoteIPv6

	Component type 2 ID
	0 1 0 1 0 0 0 0
	Single remote port type
	

	Component type 2 Value
	61 000 + EPS Bearer ID – 6
	
	

	Component type 3 ID
	0 0 1 1 0 0 0 0
	Protocol identifier/Next header type
	

	Component type 3 Value
	17
	UDP
	

	Component type 3 Value
	1
	ICMP 

(See note 2)
	Ping AND remoteIPv4

	Component type 3 Value
	58
	ICMPv6

(See note 2)
	Ping AND remoteIPv6

	Note 1:
remoteAddress should be set to the address of an IP server able to process a flow of uplink IP/UDP packets received from the UE. When configured together with packet filter #1, remoteAddress is the same as that for packet filter #6. remoteIPv4 applies if the UE has acquired an IPv4 address only, remoteIPv6 applies if the UE has acquired an IPv6 address only, or both an IPv6 and an IPv4 address.

Note 2:     Component type 3 value of ICMP or ICMPv6 applies if TS 38.508-2 [5] pc_IP_Ping is true.


<Change2 Ends >
