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<Start of first modified section>
A.4.2.3
Security

Table A.6a: Security scheme

	Item
	Security scheme
	Reference
	Status
	Release
	Mnemonic
	Support

	1
	GIBA
	24.229 [10]
	o.1
	Rel-8
	pc_IMS_GIBA_Sec
	

	2
	IMS security (IMS AKA plus IPsec ESP)
	24.229 [10]
	o.1
	Rel-8
	pc_IMS_Sec
	

	3
	GBA for XCAP authentication
	33.220 [82] 4.5; 33.222 [63]; 24.109 [64]
	o.2
	Rel-8
	pc_HttpGBAAuthentication
	

	4
	HTTP Digest for XCAP authentication
	RFC 2617 [65]
	o.2
	Rel-8
	pc_HttpDigestAuthentication
	

	5
	SIP Digest without TLS
	33.203 [12]
	o.3
	Rel-8
	pc_SIP_Digest
	

	6
	SIP Digest with TLS
	33.203 [12]
	o.3
	Rel-8
	pc_SIP_Digest_TLS
	

	7
	NASS-IMS-bundled authentication
	33.203 [12]
	o.3
	Rel-8
	pc_NASS_IMS
	

	
	Conditions/Options
	
	
	
	
	

	o.1
	At least one of these options has to be supported if A.18/1 or A18/4
	
	
	

	o.2
	At least one of these options has to be supported if the UE supports XCAP
	
	
	

	o.3
	At least one of these options has to be supported if A.18/3
	
	
	


NOTE:
Support of GPRS-IMS-Bundled authentication (GIBA) is considered as an interim security solution for IMS security (mandatory requirement as specified in TS 24.229 [10]). IMS security refer to IMS AKA plus IPsec ESP as specified in TS 24.229 [10].

<End of modified section>
