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6.1.2.4
On-network / Chat Group Call / Rejection Upon Join Attempt / Join Attempt Successful / De-affiliation

6.1.2.4.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered but not authorised for chat group calls }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group}

    then { UE (MCPTT Client) requests to join the Chat Group Call by generating SIP INVITE message and, after indication from the MCPTT Server that the join request has been rejected, the user is not allowed to participate in the chat group call }

            }

(2)

with { UE (MCPTT Client) registered and authorised for chat group calls }

ensure that {

  when { the MCPTT User requests to join a MCPTT group session, using an MCPTT group identity identifying a chat MCPTT group that the user is not allowed to join}

    then { UE (MCPTT Client) requests to join the Chat Group Call by generating SIP INVITE message and, after indication from the MCPTT Server that the join request has been rejected, the user is not allowed to participate in the chat group call }

            }

6.1.2.4.2
Conformance Requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 10.1.2.2.1.1, 10.1.2.3.1.1, 10.1.2.4.1.1.  Unless otherwise stated these are Rel-13 requirements.

[TS 24.379, clause 10.1.2.2.1.1]

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

[TS 24.379, clause 10.1.2.3.1.1]

3)
if through local policy in the originating participating MCPTT function, the user identified by the MCPTT ID is not authorised to make chat group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108 user not authorised to make chat group calls" in a Warning header field as specified in subclause 4.4;

[TS 24.379, clause 10.1.2.4.1.1]

5)
if the MCPTT user identified by the MCPTT ID in the SIP INVITE request is not affiliated with the MCPTT group identified by the group identity in the SIP INVITE request as determined by the procedures of subclause 6.3.6:

a)
shall check if the MCPTT user is eligible to be implicitly affiliated with the MCPTT chat group as determined by subclause 9.2.2.3.6; and

b)
if the MCPTT user is not eligible for implicit affiliation, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;

6.1.2.4.3
Test description

6.1.2.4.3.1
Pre-test conditions

System Simulator

· SS (MCPTT server)

· UE is not a member of the MCPTT group identified by the served MCPTT chat group ID GROUP B.

UE

· The MCPTT client is authorised for MCPTT service

· One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

· UE is authorised to make MCPTT Chat Group calls (in the MCPTT user profile)

Preamble

-
UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

· UE has affiliated to a MCPTT group identity, identifying a chat MCPTT group GROUP A.

6.1.2.4.3.2
Test procedure sequence

Table 6.1.2.4.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The MCPTT User  requests a MCPTT group session using a group identity for a chat MCPTT group GROUP A. NOTE: This is expected to be done via a suitable implementation dependent MMI, e.g. user presses PTT.
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC related actions which step 1 above will trigger are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages being exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client) send a SIP INVITE request?
	-->
	SIP INVITE
	1
	P

	3
	The SS sends SIP 403 (Forbidden) to indicate UE is not authorised to make a chat group call.
	<--
	SIP 403 (Forbidden)
	-
	-

	4
	Check: The UE (MCPTT Client) notifies the user that they are not allowed to make a chat group call?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	5
	The MCPTT User requests a MCPTT group session using a group identity for a chat MCPTT group GROUP B. NOTE: This is expected to be done via a suitable implementation dependent MMI, e.g. user selects group and presses PTT.
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC related actions which step 5 above will trigger are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages being exchanged.
	-
	-
	-
	-

	6
	Check: Does the UE (MCPTT Client) send a SIP INVITE request?
	-->
	SIP INVITE
	2
	P

	7
	The SS sends SIP 403 (Forbidden) to indicate user is not affiliated to this group.
	<--
	SIP 403 (Forbidden)
	-
	-

	8
	Check: The UE (MCPTT Client) notifies the user that they are not allowed to make a chat group call?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	2
	P


6.1.2.4.3.3
Specific message contents

Table 6.1.2.4.3.3-1: SIP 403 (Forbidden) (Step 3, Table 6.1.2.4.3.2-1)
	Derivation Path: TS 36.579-1 [2] clause 5.5.2.19.1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Warning
	
	
	
	

	  mcptt-warn-code
	“108”
	
	
	

	  mcptt-warn-text
	user not authorised to make chat group calls
	
	
	


	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 6.1.2.4.3.3-2: SIP 403 (Forbidden) (Step 7, Table 6.1.2.4.3.2-1)
	Derivation Path: TS 36.579-1 [2] clause 5.5.2.19.1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Warning
	
	
	
	

	  mcptt-warn-code
	“120”
	
	
	

	  mcptt-warn-text
	user is not affiliated to this group
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