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<Start of modified section>
19.5.7.4
Method of test
Initial conditions

SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities (including the public emergency user identity allocated for the user) together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is listening to SIP default port 5060 for both UDP and TCP protocols. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].

UE contains either ISIM and USIM applications or only USIM application on UICC. In the E-UTRA attach SS has indicated to the UE that the cell supports E-UTRA emergency bearers. UE is registered to IMS services, by executing the generic test procedure in Annex C.2 up to the last step.
Test procedure

Expected sequence, procedure applicable for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1)
1)
Emergency call is initiated on the UE as described in TS 36.508 [94] table 4.5A.4.3-1 steps 1 to 15 for EPS emergency bearer context activation and subsequent IMS emergency registration. The UE registers to IMS emergency services, by executing the generic test procedure in Annex C.20 up to the last step with the exception that the SS sets the expiration time to 10 seconds in Step 1 of Expected Sequence.

2)
After completing the IMS emergency registration UE starts the process of initiating an emergency call, by executing the generic test procedure in steps 1-3 of Annex C.22.
2A-2D)
The UE re-registers for IMS emergency services.

3)
The SS accepts the call.

4)
The UE acknowledges call acceptance.

5)
The UE is made to release the call.

6)
The SS answers the call release.

Expected sequence

NOTE:
Only the IMS procedure relevant to the test purpose is described below.

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Steps defined in annex C.20
	EPS emergency bearer context activation and subsequent IMS emergency registration by the UE. SS sets the expiration time of emergency registration to 10 seconds.

	2
	
	Steps 1-3 defined in annex C.22.
	IMS emergency call setup with PSAP using preconditions

	2A
	(
	REGISTER
	UE re-registers to the emergency services after half of the expiration time, with a tolerance of 1.5 seconds.

	2B
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.

	2C
	(
	REGISTER
	UE completes the security negotiation procedures, sets up a new temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.

	2D
	(
	200 OK
	The SS responds with 200 OK.

	3
	(
	200 OK
	Response for INVITE sent in step 2

Note: 200 OK will be sent using previous socket connection before using old SA

	4
	(
	ACK
	Response from UE to confirm the dialog



	5
	(
	BYE
	The UE releases the call with BYE

	6
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

REGISTER (Step 2A)

Use the default message “REGISTER” in annex A.1.1. with condition A2 "Subsequent REGISTER sent over security associations” and the following exceptions applying:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	SIP URI with IP address or FQDN and protected server port of UE. The SIP URI shall contain the sos URI parameter.

	Security-Client
	

	
spi-c
	new SPI number of the inbound SA at the protected client port

	
spi-s
	new SPI number of the inbound SA at the protected server port

	
port-c
	new protected client port needed for the setup of new pairs of security associations

	
port-s
	Same value as in the previous REGISTER


401 Unauthorized for REGISTER (Step 2B)

Use the default message “401 Unauthorized for REGISTER” in annex A.1.2 with the following exceptions:

	Header/param
	Value/remark

	Security-Server
	

	
spi-c
	new SPI number of the inbound SA at the protected client port

	
spi-s
	new SPI number of the inbound SA at the protected server port

	
port-c
	new protected client port needed for the setup of new pairs of security associations

	
port-s
	Same value as in the previous Security-Server headers

	WWW-Authenticate
	

	
nonce
	Base 64 encoding of a new RAND and AUTN


REGISTER (Step 2C)

Use the default message “REGISTER” in annex A.1.1 like in step 1 above. The only difference is that the response value within Authorization header shall have been recalculated based on the nonce received from SS within 401 response.

200 OK for REGISTER (Step 2D)

Use the default message “200 OK for REGISTER” in annex A.1.3 with condition A3 “Response for an emergency registration” and the expires parameter of Contact header set to 1200.
19.5.7.5
Test requirements

All the messages specified for this test case shall be sent over the EPS emergency bearers allocated for the initial emergency registration.

<End of modified section>
