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6.1.1.7
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Manual Commencement Mode / Client Terminated (CT)
6.1.1.7.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service and having a pre-established session with the MCPTT Server }

ensure that {

  when { the MCPTT Server requests the establishment of an MCPTT On-demand Pre-arranged Group Call using a pre-established session requesting Manual Commencement Mode to the UE (MCPTT Client) by sending a SIP re-INVITE}

    then { UE (MCPTT Client) accepts the On-demand Pre-arranged Group Call by sending an SIP 200 (OK) and responds to MCPC messages with an MCPC Acknowledgement }

            }

(2)

with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Group Call using a pre-established session with Automatic Commencement Mode }

ensure that {

  when { the MCPTT Server wants to terminate the ongoing MCPTT Group Call and sends an MCPC Disconnect }

    then { UE (MCPTT Client) accepts the ending of the MCPTT Group Call by sending an MCPC Acknowldgement }

            }

6.1.1.7.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.380, clause 4.1.2.2, 4.1.2.3, 9.3.2.2.3.6, 9.3.2.4.5, 9.2.2.3.4 and TS 24.379, clause 10.1.1.3.2, 6.3.2.2.6.3, 10.1.1.2.2.2. The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13 requirements.

[TS 24.380, clause 4.1.2.2]

…

For a pre-arranged group call if the controlling MCPTT function as triggered by an originating group member initiates a call as specified in 3GPP TS 24.379 [2], the participating MCPTT function which serves the terminating MCPTT client sends a Connect message to all affiliated MCPTT clients of this group. After the reception of the Connect message the terminating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by indicating that the connection is not accepted. If the connection is accepted by the terminating MCPTT client, the floor control for this call continues a specified in clause 6.

NOTE:
If a terminating client does not have an available pre-established session, the call setup proceeds as in on-demand call setup as specified in 3GPP TS 24.379 [2].

...

[TS 24.380, clause 4.1.2.3]

When a call is released by the controlling MCPTT function (as specified in 3GPP TS 24.379 [2]), the participating MCPTT function sends a Disconnect message to all MCPTT clients which used a pre-established session for this call. Then the call is released (see also 3GPP TS 24.379 [2]) and the pre-established session can be used for another call. 

When an MCPTT client leaves a call (as specified in 3GPP TS 24.379 [2]) which was setup over a pre-established session without releasing the pre-established session, this pre-established session can be used for another call.
...

[TS 24.380, clause 9.3.2.2.3.6]

Upon sending the SIP 200 (OK) response to the SIP re-INVITE request for the use of the Pre-established session initiating an MCPTT call session as specified in 3GPP TS 24.379 [2] the MCPTT client shall enter the 'U: Pre-established session in use' state.

[TS 24.380, clause 9.3.2.4.5]

Upon receiving the SIP 200 (OK) response to the SIP re-INVITE request of the pre-established session a call as specified in 3GPP TS 24.379 [2] (call setup with manual answer with pre-established session) the participating MCPTT function:

1.
shall send the Connect message to the invited MCPTT client(s) using the media plane control transport channel defined for this call. The Connect message:

a.
shall include the SIP URI received in the Contact header field of the SIP INVITE request in the <MCPTT Session Identity> value in the MCPTT Session Identity field;

b.
if the SIP INVITE request included an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "prearranged" or "chat":

i.
shall include the content of the <mcptt-calling-group-id> element in the MCPTT Group Identity field; and

ii.
shall include the value 'prearranged' or 'chat' in the <Session Type> value in the MCPTT Session Identity field;

c.
if the SIP re-INVITE request included an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "private":

i.
may include the content of the <mcptt-calling-group-id> element in the Inviting MCPTT User Identity field, if available from the SIP re-INVITE message and privacy of the inviting MCPTT ID is not required;

ii.
may include 'anonymous@anonymous.invalid' in the Inviting MCPTT User Identity field if the MCPTT ID of the inviting MCPTT user is not available from the SIP re-INVITE message or privacy of the inviting MCPTT ID is required; and

iii.
shall include the value 'private' in the <Session Type> value in the MCPTT Session Identity field;

d.
shall include a Media Streams field, if the negotiated SDP in the pre-arranged session contains more media streams than required by the SDP in the SIP INVITE request; and

NOTE:
For example if the call is a private call without floor control the Media Streams field needs to be included with the <Control Channel> value set to '0'.

e.
shall set the first bit in the subtype of the Connect message to '1' (Acknowledgment is required) as described in subclause 8.3.2;

2.
shall start timer T55 (Connect);

3.
shall initialise counter C55 (Connect) to 1;

4.
shall reserve the media channel resources if not yet reserved; and

5.
shall enter the 'G: Pre-established session in use' state.

[TS 24.380, clause 9.2.2.3.4]

Upon reception of a Disconnect message the MCPTT client:

1.
if the first bit in the subtype of the Disconnect message is set to '1' (acknowledgement is required), shall send the Acknowledgement message with the Reason Code set to 'Accepted'; and

2.
shall remain in 'U: Pre-established session not in use' state.

[TS 24.379, clause 10.1.1.3.2]

In the procedures in this subclause: 
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
This subclause covers both on-demand session and pre-established sessions.

Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24], and shall not continue with the rest of the steps;
NOTE:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to accept the request.
2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCPTT function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4, and shall not continue with the rest of the steps;

3)
if the Answer-Mode Indication in the application/poc-settings+xml MIME body has not yet been received from the invited MCPTT client as defined in subclause 7.3.3 or subclause 7.3.4, shall reject the request with a SIP 480 (Temporarily Unavailable) response with the warning text set to "146 T-PF unable to determine the service settings for the called user" in a Warning header field as specified in subclause 4.4, and shall not continue with the rest of the steps;
4)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCPTT ID and public user identity;

5)
if the binding between the MCPTT ID and public user identity does not exist, then the participating MCPTT function shall reject the SIP INVITE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;
6)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <MKFC-GKTPs> element, shall perform the procedures in subclause 6.3.2.3.2;
7)
shall perform the automatic commencement procedures specified in subclause 6.3.2.2.5.1 and according to IETF RFC 5373 [18] if the "SIP INVITE request for terminating participating MCPTT function" does not contain an Answer-Mode header field and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as per subclause 7.3.3 or subclause 7.3.4 is set to "auto-answer"; and

8)
shall perform the manual commencement procedures specified in subclause 6.3.2.2.6.1 and according to IETF RFC 5373 [18] if the "SIP INVITE request for terminating participating MCPTT function" does not contain an Answer-Mode header field and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as per subclause 7.3.3 or subclause 7.3.4 is set to "manual-answer".

[TS 24.379, clause 6.3.2.2.6.3]

When receiving a "SIP INVITE request for terminating participating MCPTT function" for a pre-established session that requires manual commencement mode the participating MCPTT function:

1)
if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":
a)
shall perform the procedures of subclause 6.3.2.2.6.2 with the following clarifications:

i)
include in the outgoing SIP INVITE request a Replaces header field populated with the call-id, to-tag and from-tag of the targeted pre-established session as specified in IETF RFC 3891 [65];

ii)
include in the SDP offer the current media parameters used by the targeted pre-established session identified by the Replaces header field; and

iii)
if the SIP core supports resource sharing, include in the outgoing SIP INVITE request a Resource-Share header field as specified in 3GPP TS 24.229 [4] with:

A)
the value "media-sharing"; 
B)
an "origin" header field parameter set to "session-receiver";

C)
a "timestamp" header field parameter; and 
D)
a "rules" header field parameter with one resource sharing rule per media stream in the same order the corresponding m-line appears in the SDP. Each resource sharing rule is constructed as follows:

-
a "new-sharing-key" part containing the same key as that included when the media bearer for the pre-established session was established; and

-
a "directionality" part indicating the direction of the pre-established media bearer; and

b)
shall skip the remaining steps;

2)
shall generate a SIP re-INVITE request as described in subclause 6.3.2.2.3;
NOTE 1:
A SIP re-INVITE request cannot include an Answer-Mode header field as specified in IETF RFC 5373 [18] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the pre-established session.

3)
shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP re-INVITE request;

4)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 6.3.2.2.1; and
5)
shall send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4];

Upon receiving a SIP 180 (Ringing) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;
2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response; and

3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 3:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field as received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request, the participating MCPTT function:

1)
if the received SDP answer includes changes in codecs or media formats, shall interact with the media plane as specified in 3GPP TS 24.380 [5] for updating the media plane with the newly negotiated codecs and media parameters from the received SDP answer;
2)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;
3)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
4)
shall include in the SIP 200 (OK) response, an SDP answer based on the SDP answer in the received SIP 200 (OK) response, as specified in subclause 6.3.2.2.2.1;

5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 4:
The participating MCPTT function sends a MCCP Connect message, in order to give MCPTT session identity to the terminating MCPTT client.

6)
shall send the SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [4].

[TS 24.379, clause 10.1.1.2.2.2]

Upon receiving a SIP re-INVITE request within a pre-established Session without an associated MCPTT session or when generating SIP responses to the SIP re-INVITE request, the MCPTT client shall follow the procedures in subclause 10.1.1.2.1.2.

NOTE:
In subclause 10.1.1.2.1.2, the reader is assumed to replace occurrences of SIP INVITE request with SIP re-INVITE request.

6.1.1.7.3
Test description

6.1.1.7.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
UE:

-
The UE is authorised to use the LTE network 
-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate pre-arranged group calls

-
initiate group calls with automatic commencement

-
initiate emergency calls

-
cancel emergency calls
-
initiate imminent peril calls

-
cancel imminent peril calls
-
protect confidentiality and integrity of floor control signalling for MCPTT group calls

-
The MCPTT client has a pre-established session established with the MCPTT Server
-
MCPTT client is provisioned with the following group information.
[TBD]

Table 5.3.3.1-1: MCPTT group affiliation request
	Information element
	Value
	Reference

	MCPTT ID
	URI [TBD]
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	URI List [TBD]
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.


Preamble:

-
Location triggering criteria, sent to the MCPTT Client before this test begins, does not include McpttSignallingEvent (GroupCallNonEmergency).  And therefore, the MCPTT Client does not need to send a location report upon the on-demand pre-arranged group call initiation. 

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.
6.1.1.7.3.2
Test procedure sequence

Table 6.1.1.7.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS initiates an on-demand pre-arranged group call with manual commencement mode using a pre-established session by sending an SIP re-INVITE
	<--
	SIP re-INVITE
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	-
	EXCEPTION: Step 2a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE responds to a SIP INVITE prior to the MCPTT user’s acknowledgment.
	-
	-
	-
	-

	2a1
	Check: Does the UE (MCPTT Client) respond with a SIP 183 (Session Progress)?
	-->
	SIP 183 (Session Progress)
	1
	P

	-
	EXCEPTION: Step 3a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE responds to a SIP INVITE prior to the MCPTT user’s acknowledgment.
	-
	-
	-
	-

	3a1
	The SS responds to the SIP 183 (Session Progress) with a SIP PRACK
	<--
	SIP PRACK
	
	

	-
	EXCEPTION: Step 4a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE responds to a SIP INVITE prior to the MCPTT user’s acknowledgment.
	-
	-
	-
	-

	4a1
	Check: Does the UE (MCPTT Client) respond with a SIP 180 (Ringing)?
	-->
	SIP 180 (Ringing)
	1
	P

	5
	Make the MCPTT User answer the call
	-
	-
	-
	-

	6
	Check: Does the UE (MCPTT Client) answer the call with a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	1
	P

	7
	SS sends an MCPC Connect message
	<--
	MCPC Connect
	-
	-

	8
	Check: Does the UE (MCPTT Client) send an MCPC Acknowledgement in response to the MCPC Connect?
	-->
	MCPC Acknowledgment
	1
	P

	9
	SS releases the call by sending an MCPC Disconnect
	<--
	MCPC Disconnect
	-
	-

	10
	Check: Does the UE (MCPTT client) send an MCPC Acknowledgement to accept the release of the group call?
	-->
	MCPC Acknowledgement
	2
	P 

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


6.1.1.7.3.3
Specific message contents

Table 6.1.1.7.3.3-1: SIP re-INVITE for terminating an on-network pre-arranged Group Call using a pre-established session to the UE (step 1, Table 6.1.1.7.3.2-1) 

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.6

	Information Element
	Value/remark
	Comment
	Condition

	From
	
	Reference:

RFC 3261 
	

	  addr-spec
	SIP URI of the SS
	
	

	  tag
	any value
	
	

	To
	
	Reference:

RFC 3261 
	

	  addr-spec
	the URI of the UE
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	value different to that received in REGISTER message
	
	

	Session ID
	
	Reference:

RFC 3261 
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 
	

	  value
	1 or random number
	
	

	  method
	INVITE
	
	

	P-Called-Party-ID
	
	Reference:

RFC 7315
	

	  value
	the URI of the UE
	
	

	Contact
	
	Reference:

24.379

RFC 3261

RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec
	the URI that identifies the pre-established session
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	P-Asserted-Identity
	
	Reference:

24.379

RFC 3325 
	

	  service-ID
	the URI of the SS
	
	

	Message-body
	
	Reference:

RFC 3261 [22]

34.229-1 [21]

24.379 [9]

24.380 [10]
	

	  Content-Type
	
	
	

	    media-type
	multipart/mixed
	
	

	  boundary
	set to any chosen value (EX: boundary1)
	
	

	  Content-Type
	
	
	

	    media-type
	application/sdp
	
	

	      session description protocol version (v)
	
	
	

	        v
	0
	
	

	      owner/creator (o)
	
	
	

	        username
	Username of client
	
	

	        sess-id
	Session ID number
	
	

	        sess-version
	Session version
	
	

	        media format
	IN
	
	

	        addrtype
	IP4 or IP6
	
	

	        address
	unicast address for UE
	
	

	      Session name (s)
	
	
	

	        session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	      connection information (c)
	
	
	

	        connection network type
	IN
	
	

	        connection network address type
	IP4 or IP6
	
	

	        connection address
	IP address
	
	

	      Bandwidth type (b)
	
	
	

	        b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	      time description (t)
	
	
	

	        start-time
	0
	
	

	        stop-time
	0
	
	

	      media description (m)
	
	
	

	        media type
	audio
	
	

	        media port
	port number
	
	

	        media protocol
	RTP/AVP
	
	

	        media format
	dynamic range
	
	

	        i
	speech
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	rtpmap
	
	

	        media format
	value (EX: 97)
	
	

	        MIME type
	AMR-WB
	
	

	        sample rate
	16000
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	value (EX: 97)
	
	

	        mode-change-capability
	2
	
	

	        max-red
	0
	(0 to 220 allowed)
	

	      media attribute (a)
	
	
	

	        ptime
	20
	
	

	      media attribute (a)
	
	
	

	        maxptime
	240
	
	

	      media attribute (a)
	
	
	

	        media type
	application
	
	

	        media port
	value (EX: 1234)
	
	

	        media protocol
	udp
	
	

	        media format
	MCPTT
	
	

	        value
	fmtp
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	MCPTT
	
	

	        media format specific parameters
	mc_queueing
	
	

	        media format specific parameters
	mc_priority= between 1 and 255
	
	

	        media format specific parameters
	mc_granted
	
	

	        media format specific parameters
	mc_implicit_request
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	    media-type
	application/vnd.3gpp.mcptt-info+xml
	
	

	    xml version="1.0" encoding="UTF-8"
	
	
	

	      mcpttinfo
	
	
	

	        mcptt-Params
	
	
	

	          session-type
	prearranged
	
	

	          mcptt-request-uri type = “Normal”
	the URI of the UE
	
	

	          mcptt-calling-group-id
	The group ID
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 6.1.1.7.3.3-2: SIP 183 (Session Progress) from the UE for a pre-established session (step 2a1, Table 6.1.1.7.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.16.3

	Information Element
	Value/remark
	Comment
	Condition

	Contact
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec
	the URI that identifies the pre-established session
	
	

	  feature-param
	audio
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	isfocus
	
	


Table 6.1.1.7.3.3-3: SIP PRACK from the SS for a pre-established session (step 3a1, Table 6.1.1.7.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.2.10

	Information Element
	Value/remark
	Comment
	Condition


Table 6.1.1.7.3.3-4: SIP 180 (Ringing) from the UE for a pre-established session (step 4a1, Table 6.1.1.7.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.16.2

	Information Element
	Value/remark
	Comment
	Condition

	Contact
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec
	the URI that identifies the pre-established session
	
	

	  feature-param
	audio
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	isfocus
	
	


Table 6.1.1.7.3.3-5: SIP 200 (OK) from the UE in response to SIP re-INVITE for a pre-established session (step 6, Table 6.1.1.7.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1

	Information Element
	Value/remark
	Comment
	Condition

	Contact 
	
	Reference:

RFC 3261

RFC 5627
	

	  addr-spec 
	the URI that identifies the pre-established session
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Message-body
	
	Reference:

RFC 3261 [22]

34.229-1 [21]

24.379 [9]

24.380 [10]
	

	  Content-Type
	
	
	

	    media-type
	multipart/mixed
	
	

	  boundary
	set to any chosen value (EX: boundary1)
	
	

	  Content-Type
	
	
	

	    media-type
	application/sdp
	
	

	      session description protocol version (v)
	
	
	

	        v
	0
	
	

	      owner/creator (o)
	
	
	

	        username
	Username of client
	
	

	        sess-id
	Session ID number
	
	

	        sess-version
	Session version
	
	

	        media format
	IN
	
	

	        addrtype
	IP4 or IP6
	
	

	        address
	unicast address for UE
	
	

	      Session name (s)
	
	
	

	        session name
	at least one UTF-8-encoded character, or if no name is given, a single empty space
	
	

	      connection information (c)
	
	
	

	        connection network type
	IN
	
	

	        connection network address type
	IP4 or IP6
	
	

	        connection address
	IP address
	
	

	      Bandwidth type (b)
	
	
	

	        b
	AS:(bandwidth-value) (EX: AS:38)
	
	

	      time description (t)
	
	
	

	        start-time
	0
	
	

	        stop-time
	0
	
	

	      media description (m)
	
	
	

	        media type
	audio
	
	

	        media port
	port number
	
	

	        media protocol
	RTP/AVP
	
	

	        media format
	dynamic range
	
	

	        i
	speech
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	rtpmap
	
	

	        media format
	value (EX: 97)
	
	

	        MIME type
	AMR-WB
	
	

	        sample rate
	16000
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	value (EX: 97)
	
	

	        mode-change-capability
	2
	
	

	        max-red
	0
	(0 to 220 allowed)
	

	      media attribute (a)
	
	
	

	        ptime
	20
	
	

	      media attribute (a)
	
	
	

	        maxptime
	240
	
	

	      media attribute (a)
	
	
	

	        media type
	application
	
	

	        media port
	value (EX: 1234)
	
	

	        media protocol
	udp
	
	

	        media format
	MCPTT
	
	

	        value
	fmtp
	
	

	      media attribute (a)
	
	
	

	        media attribute fieldname
	fmtp
	
	

	        media format
	MCPTT
	
	

	        media format specific parameters
	mc_queueing
	
	

	        media format specific parameters
	mc_priority= between 1 and 255
	
	

	        media format specific parameters
	mc_granted
	
	

	        media format specific parameters
	mc_implicit_request
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type
	
	
	

	    media-type
	application/vnd.3gpp.mcptt-info+xml
	
	

	    xml version="1.0" encoding="UTF-8"
	
	
	

	      mcpttinfo
	
	
	

	        mcptt-Params
	
	
	

	          session-type
	prearranged
	
	

	          mcptt-request-uri type = “Normal”
	the URI of the UE
	
	

	          mcptt-calling-group-id
	The group ID
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 6.1.1.7.3.3-6: MCPC Connect for terminating an on-network pre-arranged Group Call using a pre-established session (step 7, Table 6.1.1.6.3.2-1) 

	Derivation Path: TS 36.579-1 [2], Table 5.5.6.12

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	10000
	
	

	Packet Type
	APP=204  
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of participating MCPTT function
	The SSRC field shall carry the SSRC of the participating MCPTT function.
	The SSRC field shall be coded as specified in IETF RFC 3550.
	

	name
	MCPC
	
	

	MCPTT Session Identity field
	
	
	

	  MCPTT Session Identity field ID
	00000001
	
	

	  MCPTT Session Identity length
	binary value indicating the length in octets of the <Session Type> value and <MCPTT Session Identity> value items
	
	

	  Session Type
	00000011
	
	

	  MCPTT Session Identity
	contains a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function
	
	

	MCPTT Group Identity field
	
	
	

	  MCPTT Group Identity field ID
	00000011
	
	

	  MCPTT Group Identity length
	value shall is a binary value indicating the length in octets of the <MCPTT Group Identity> value item
	
	

	  MCPTT Group Identity
	value contains a SIP URI, which identifies the MCPTT group
	mcptt-group-identity = SIP-URI
	

	Media Streams field
	
	
	

	  Media Streams field ID
	00000000
	
	

	  Media Streams length
	value shall is a binary value indicating the length in octets of the <Media Stream> value and <Control channel> value items
	
	

	  Media Stream
	value shall consist of 8 bit parameter giving the number of the" m=audio" m-line negotiated in the pre-established session
	
	

	  Control Channel
	value shall consist of 8 bit parameter giving the number of the "m=application" m-line negotiated in the pre-established session. The <Control Channel> value is set to "0" when no floor control is used during the session
	
	

	Answer State field
	
	
	

	  Answer State field ID
	00000100
	
	

	  Answer State length
	value is a binary value and shall have the value '2' indicating the total length in octets of the <Answer State> value item
	
	

	  Answer State
	1
	confirmed
	

	Inviting MCPTT User Identity field
	
	
	

	  Inviting MCPTT User Identity field ID
	00000101
	
	

	  Inviting MCPTT User Identity length
	value shall is a binary value indicating the length in octets of the <MCPTT Group Identity> value item
	
	

	  Inviting MCPTT User Identity
	value contains a SIP URI, which identifies the inviting MCPTT user
	inviting-mcptt-user-identity = SIP-URI
	


Table 6.1.1.7.3-7: MCPC Acknowledgment in response to an MCPC Disconnect (steps 8, 10, Table 6.1.1.7.3.2-1)
	Derivation Path: TS 36.579-1 [2], Table 5.5.6.14

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	00010
	
	

	Packet Type
	APP=204
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of floor participant
	The SSRC field shall carry the SSRC of the floor participant
	
	

	name
	MCPC
	
	

	Reason Code
	
	
	

	  Reason Code field ID
	00000110
	
	

	  Reason Code length
	2
	
	

	  Reason Code
	0
	Accepted
	


Table 6.1.1.7.3.3-8: MCPC Disconnect for ending a Group Call (step 9, Table 6.1.1.7.3.2-1) 

	Derivation Path: TS 36.579-1 [2], Table 5.5.6.13

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	10001
	
	

	Packet Type
	APP=204
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of participating MCPTT function
	The SSRC field shall carry the SSRC of the participating MCPTT function.
	The SSRC field shall be coded as specified in IETF RFC 3550.
	

	name
	MCPC
	
	

	MCPTT Session Identity field
	
	
	

	  MCPTT Session Identity field ID
	00000001
	
	

	  MCPTT Session Identity length
	binary value indicating the length in octets of the <Session Type> value and <MCPTT Session Identity> value items
	
	

	  Session Type
	00000011
	
	

	  MCPTT Session Identity
	contains a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function
	
	


