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6.1.1.5
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Client originated Pre-established Session Release with associated MCPTT session / Client Originated (CO)
6.1.1.5.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service and having a pre-established session with the MCPTT Server }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT On-demand Pre-arranged Group Call  using a pre-established session requesting Automatic Commencement Mode at the invited MCPTT client(s) and implicit floor control }

    then { UE (MCPTT Client) requests On-demand Pre-arranged Group Call using a pre-established session establishment by sending a SIP REFER message and respond to the SS with correct MCPC messages }

            }

(2) 

with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Group Call using a pre-established session }

ensure that {

  when { the MCPTT User (MCPTT Client) wants to terminate the ongoing MCPTT Group Call but keep the pre-established session }

    then { UE (MCPTT Client) sends a SIP REFER request and leaves the MCPTT session }

            }

6.1.1.5.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: 

TS 24.379, clause 10.1.1.2.2.1, 10.1.1.3.1.2, 10.1.1.2.3.2, 6.2.4.2, 10.1.1.3.3.2, 6.3.2.1.7
TS 24.380, clause 4.1.2.2, 4.1.2.3
The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13 requirements.

[TS 24.379, clause 10.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a prearranged MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client shall follow the procedures specified in subclause 10.1.2.2.2.1 with the clarification in step 3) of subclause 10.1.2.2.2.1 that:

1)
the <entry> element in the application/resource-lists MIME body shall contain a "uri" attribute set to the prearranged MCPTT group identity;

2)
the <session-type> element of the application/vnd.3gpp.mcptt-info MIME body in the hname "body" URI header field shall be set to a value of "prearranged"; and

3)
if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.2.
[TS 24.379, clause 10.1.1.3.1.2]

Upon receipt of a "SIP REFER request for a pre-established session", with:

1)
the Refer-To header field containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [20] containing an <entry> element with a "uri" attribute containing a SIP-URI set to a pre-arranged group identity;

2)
a body" URI header field of the SIP-URI specified above containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to "prearranged"; and

3)
a Content-ID header field set to the "cid" URL;

the participating MCPTT function:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and shall not continue with the rest of the steps;
NOTE 1:
If the application/vnd.3gpp.mcptt-info MIME body included in the SIP REFER request as described at the top of the present subclause contains an <emergency-ind> element or <imminentperil-ind> element set to a value of "true", and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to accept the request.
2)
shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user as specified in the <MaxSimultaneousCallsN6> element of the <MCPTT-group-call> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.384 [50]) has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in subclause 4.4 and shall not continue with the rest of the steps;

3)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
NOTE 2:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.

4)
if the participating MCPTT function cannot find a binding between the public user identity and an MCPTT ID or if the validity period of an existing binding has expired, then the participating MCPTT function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.4, and shall not continue with any of the remaining steps;
5)
if through local policy in the participating MCPTT function, the user identified by the MCPTT ID is not authorised to initiate prearranged group calls, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make prearranged group calls" in a Warning header field as specified in subclause 4.4;

6)
if the "SIP REFER request for a pre-established session" contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and IETF RFC 4488 [22] without establishing an implicit subscription;
7)
if received SIP REFER request includes an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> element included or an <imminent-peril> element included, shall validate the request as described in subclause 6.3.2.1.8.3;

8)
if the SIP REFER request contains in the application/vnd.3gpp.mcptt-info+xml MIME body:

a)
an <emergency-ind> element set to a value of "true" and this is an unauthorised request for an MCPTT emergency group call as determined by subclause 6.3.2.1.8.1;

b)
an <alert-ind> element set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as determined by subclause 6.3.2.1.8.2; or

c)
an <imminent-peril> element set to a value of "true" and this is an unauthorised request for an MCPTT imminent peril group call as determined by subclause 6.3.2.1.8.1;

then shall reject the SIP REFER request with a SIP 403 (Forbidden) response and skip the rest of the steps;
9)
shall retrieve the group identity within the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL contained in the Refer-To header field of the SIP REFER request;

10)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the application/resource-lists MIME body referenced by the Refer-To header of the SIP REFER request. If the participating MCPTT function is unable to identify the controlling MCPTT function associated with the group identity, it shall reject the REFER request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.4, and shall not continue with any of the remaining steps;
NOTE 3:
The public service identity can identify the controlling function in the primary MCPTT system or a partner MCPTT system.

NOTE 4:
How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current document.
11)
if the user identified by the MCPTT ID is not affiliated to the group identified in the SIP REFER request as determined by subclause 9.2.2.2.11 and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, shall perform the actions specified in subclause 9.2.2.2.12 for implicit affiliation;
12)
if the actions for implicit affiliation specified in step 11) above were performed but not successful in affiliating the MCPTT user due to the MCPTT user already having N2 simultaneous affiliations, shall reject the SIP REFER request with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. and skip the rest of the steps.

NOTE 5:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.179 [3].

NOTE 6:
if the SIP INVITE request contains an emergency indication set to a value of "true" or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.

13)
shall generate a final SIP 200 (OK) response to the "SIP REFER request for a pre-established session" according to 3GPP TS 24.229 [4];

NOTE 7:
In accordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
...

[TS 24.379, clause 10.1.1.3.1.2]

When an MCPTT client wants to leave the MCPTT session within a pre-established session, the MCPTT client shall follow the procedures as specified in subclause 6.2.4.2.

[TS 24.379, clause 6.2.4.2]

Upon receiving a request from an MCPTT user to leave an MCPTT session within a pre-established session, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in 3GPP TS 24.229 [4], IETF RFC 4488 [22] and IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27];
3)
shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user;
4)
shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [22];

5)
shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [22];

6)
shall set the Refer-To header field of the SIP REFER request to the MCPTT session identity to leave;

7)
shall include the "method" SIP URI parameter with the value "BYE" in the URI in the Refer-To header field;
8)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session; and

9)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].

Upon receiving a SIP 2xx response to the SIP REFER request, the MCPTT client shall interact with media plane as specified in 3GPP TS 24.380 [5].

[TS 24.379, clause 10.1.1.3.3.2]
Upon receiving from the MCPTT client a SIP REFER request when using a pre-established session with the method SIP-URI parameter set to value "BYE" in the URI in the Refer-To header field the participating MCPTT function shall follow the procedures as specified in subclause 6.3.2.1.7.

[TS 24.379, clause 6.3.2.1.7]
Upon receiving a SIP REFER request with the "method" SIP URI parameter set to value "BYE" in the URI in the Refer-To header field from the MCPTT client, the participating MCPTT function:

1)
if the user identified by the MCPTT ID is not authorised, shall reject the "SIP REFER request for pre-established session" with a SIP 403 (Forbidden) response to the SIP BYE request, with warning text set to "100 function not allowed due to <detailed reason>" as specified in subclause 4.4, and shall not continue with the rest of the steps;

2)
if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and IETF RFC 4488 [22] without establishing an implicit subscription;
3)
shall generate a SIP 200 (OK) response to the SIP REFER request, and in the SIP 200 (OK) response:
a)
shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [22]; and
b)
shall check the presence of the Refer-Sub header field of the SIP REFER request and if it is present and set to the value "false" shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [22];

NOTE:
In accordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
4)
shall send the SIP 200 (OK) response to the SIP REFER request towards MCPTT client according to 3GPP TS 24.229 [4];
…

[TS 24.380, clause 4.1.2.2]

For a pre-arranged group call, when the originator initiates the call setup indicating the use of a pre-established session using SIP messages as specified in 3GPP TS 24.379 [2], the participating MCPTT function (which serves the originating MCPTT client) sends to the originating MCPTT client a Connect message after the controlling MCPTT function accepts the initiation of this call. After the reception of this Connect message the originating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by indicating that the connection is not accepted. If the connection is accepted by the originating MCPTT client, the floor control for this call continues a specified in clause 6.

…

[TS 24.380, clause 4.1.2.3]
…

For a pre-arranged group call if the controlling MCPTT function as triggered by an originating group member initiates a call as specified in 3GPP TS 24.379 [2], the participating MCPTT function which serves the terminating MCPTT client sends a Connect message to all affiliated MCPTT clients of this group. After the reception of the Connect message the terminating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by indicating that the connection is not accepted. If the connection is accepted by the terminating MCPTT client, the floor control for this call continues a specified in clause 6.

NOTE:
If a terminating client does not have an available pre-established session, the call setup proceeds as in on-demand call setup as specified in 3GPP TS 24.379 [2].

...
6.1.1.5.3
Test description

6.1.1.5.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
-
1 cell  
UE:

-
The UE is authorised to use the LTE network 
-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate pre-arranged group calls

-
initiate group calls with automatic commencement

-
initiate emergency calls

-
cancel emergency calls
-
initiate imminent peril calls

-
cancel imminent peril calls
-
protect confidentiality and integrity of floor control signalling for MCPTT group calls

-
The MCPTT client has a pre-established session established with the MCPTT Server
-
MCPTT client is provisioned with the following group information.
[TBD]

Table 5.3.3.1-1: MCPTT group affiliation request
	Information element
	Value
	Reference

	MCPTT ID
	URI [TBD]
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	URI List [TBD]
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.


Preamble:

-
Location triggering criteria, sent to the MCPTT Client before this test begins, does not include McpttSignallingEvent (GroupCallNonEmergency).  And therefore, the MCPTT Client does not need to send a location report upon the on-demand pre-arranged group call initiation. 

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.
6.1.1.5.3.2
Test procedure sequence

Table 6.1.1.5.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the establishment of an MCPTT pre-arranged group call using a pre-established session, automatic commencement mode, with Floor Control
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT client) send an initial SIP REFER request requesting the establishment of an MCPTT pre-arranged group call using a pre-established session with automatic commencement mode?
	-->
	SIP REFER
	1
	P 

	3
	SS sends SIP 200 (OK), indicating that the MCPTT call has been established
	<--
	SIP 200 (OK)
	-
	-

	4
	Check: Does the UE (MCPTT client) send a SIP ACK in response to the SIP 200 (OK)?
	-->
	SIP ACK
	1
	P

	5
	SS sends an MCPC Connect message
	<--
	MCPC Connect
	-
	-

	6
	Check: Does the UE (MCPTT Client) send an MCPC Acknowledgement in response to the MCPC Connect?
	-->
	MCPC Acknowledgment
	1
	P

	7
	Make the MCPTT User leave the MCPTT session
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT Client) send a SIP REFER message to end the on-demand group call.  
	-->
	SIP REFER
	2
	P

	9
	The SS sends a SIP 200 (OK)
	<--
	SIP 200 (OK)
	
	

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


6.1.1.5.3.3
Specific message contents

Table 6.1.1.5.3.3-1: SIP REFER for initiating an on-network pre-arranged Group Call using a pre-established session (step 2, Table 6.1.1.5.3.2-1)

	Derivation Path: TS 24.379 10.1.1.2.2.1, 10.1.2.2.2.1; TS 34.229 A.2.10

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line 

	
	Reference:

RFC 3261

RFC 5031

TS 24.229 

24.379
	

	  Method
	REFER
	
	

	  Request-URI
	the session identity of the pre-established session
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	the URI of the UE 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	the URI of the UE 
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SS -  participating server
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one 
	
	

	  method
	REFER
	
	

	Supported
	
	Reference:

RFC 3261

RFC 6442

RFC 4488

24.379
	

	  value
	norefersub
	
	

	Refer-Sub
	
	Reference:

RFC 4488

24.379
	

	  value
	false
	
	

	Target-Dialog
	
	Reference:

RFC 4538

24.379
	

	  value
	the session identity of the pre-established session
	
	

	Require
	
	Reference:

RFC 3261

RFC 3312

RFC 3329
	

	  option-tag
	sec-agree
	
	

	Proxy-Require
	
	Reference:

RFC 3261

RFC 3329
	

	  option-tag
	sec-agree
	
	

	Contact
	
	Reference:

24.379

RFC 3261

RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec 
	the URI of the UE 
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Refer-To
	
	Reference:

RFC 3515
	

	  addr-spec
	a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 that points to an application/resource-lists MIME body as specified in IETF RFC 5366
	
	

	Content-ID
	
	
	

	  addr-spec
	same as addr-spec in Refer-To header
	
	

	Max-Forwards
	
	Reference:

RFC 3261 
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	P-Preferred-Service 
	
	Reference:

24.379
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Accept-Contact
	Contains the g.3gpp.icsi-ref media  feature tag and the g.3gpp.mcptt feature tag.
	Reference:

24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261

34.229

24.379
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type:  application/resource-lists
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <resource-lists>

            <list>

                 <entry>

                      uri= the pre-arranged MCPTT group ID              

                 </entry>

            </list>

       </resource-lists>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	  Content-Type:  application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

       <mcpttinfo>

            <mcptt-Params>

            <mcptt-Params>

                 <session-type>

                 <session-type>

                      prearranged               

                      prearranged               

                 </session-type>

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                      <mcpttURI>

                             group ID (EXAMPLE: mcptt-group-A@mcptt-org.gov)

                             group ID (EXAMPLE: mcptt-group-A@mcptt-org.gov)

                      </mcpttURI>         

                      </mcpttURI>         

                 </mcptt-request-uri>

                 <mcptt-client-id>

                      <mcpttURI>

                           the URI of the MCPTT Client

                      </mcpttURI>
                 </mcptt-client-id>                 

                 </mcptt-request-uri>

            </mcptt-Params>

            </mcptt-Params>

       </mcpttinfo>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 6.1.1.5.3-2: SIP 200 (OK) from the SS in response to a pre-established session SIP REFER (step 2, Table 6.1.1.5.3.2-1)
	Derivation Path: TS 24.379 6.3.2.1.5 and 6.3.3.2.3.2; TS 24.380 14.3; TS 34.229 A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	  SIP/2.0
	
	

	  Status-Code 
	  200
	
	

	  Reason-Phrase
	  OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in REFER message
	
	

	Record-Route
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in REFER message
	
	

	  tag
	same value as received in REFER message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in REFER message
	
	

	  tag
	same value as received in request or 

any value added if missing from request 
	
	

	P-Asserted-Identity
	
	Reference:

24.379
	

	addr-spec
	the public service identity of the controlling MCPTT function
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	  px_CalleeContactUri 
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in REFER message
	
	

	CSeq 
     value 
	same value as received in REFER message
	Reference:

RFC 3261
	

	
	
	
	

	Supported
	
	Reference:

RFC 4538
	

	  value 
	tdialog
	RFC 4488
	

	  value
	norefersub
	RFC 7614
	

	  value
	explicitsub
	
	

	  value
	nosub
	
	

	Refer-Sub
	
	Reference:

RFC 4488
24.379
	

	  value
	false
	
	

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	0
	
	


Table 6.1.1.5.3-3: SIP ACK from the UE (step 4, Table 6.1.1.5.3.2-1)

	Derivation Path: TS 24.379 10.1.1.2.1.1; TS 34.229 A.2.7

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line 
	
	Reference:

RFC 3261
	

	  Method
	ACK
	
	

	  Request-URI
	Same value as in REFER message
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261
	

	  sent-protocol 
	SIP/2.0/UDP 
	
	

	  sent-by
	Same value as in REFER message 
	
	

	  via-branch
	value starting with ‘z9hG4bk’
	
	

	Route
	
	Reference:

RFC 3261
	

	  route-param
	URIs of the Record-Route header sent to the UE in 183, 180 or 200 response (whichever response used for REFER to be acknowledged and contained Record-Route header) in reverse order
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	the URI of the UE 
	
	

	  tag
	local tag of the dialog ID (same as from-tag in the REFER message)
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	the URI of the SS
	
	

	  tag
	remote tag of the dialog ID (as chosen in an earlier response of the dialog)  
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	same value as in REFER message
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	Same value as in REFER message
	
	

	  method
	ACK
	
	

	Max-Forwards
	
	
	

	  value
	Non-zero value
	
	

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	0
	
	


Table 6.1.1.5.3-4: MCPC Connect (step 5, Table 6.1.1.5.3.2-1)
	Derivation Path: 24.380 8.3.4

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	10000
	
	

	Packet Type
	APP=204  
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of participating MCPTT function
	The SSRC field shall carry the SSRC of the participating MCPTT function.
	The SSRC field shall be coded as specified in IETF RFC 3550.
	

	name                      
	MCPC
	
	

	MCPTT Session Identity field
	
	
	

	  MCPTT Session Identity field ID
	00000001 
	
	

	  MCPTT Session Identity length
	binary value indicating the length in octets of the <Session Type> value and <MCPTT Session Identity> value items
	
	

	  Session Type
	00000011
	
	

	  MCPTT Session Identity
	contains a SIP URI, which identifies the MCPTT session between the MCPTT client and the controlling MCPTT function
	
	

	MCPTT Group Identity field 
	
	
	

	  MCPTT Group Identity field ID
	00000011 
	
	

	  MCPTT Group Identity length
	value shall is a binary value indicating the length in octets of the <MCPTT Group Identity> value item
	
	

	  MCPTT Group Identity
	value contains a SIP URI, which identifies the MCPTT group
	mcptt-group-identity = SIP-URI
	

	Media Streams field
	
	
	

	  Media Streams field ID
	00000000 
	
	

	  Media Streams length
	value shall is a binary value indicating the length in octets of the <Media Stream> value and <Control channel> value items
	
	

	  Media Stream
	value shall consist of 8 bit parameter giving the number of the" m=audio" m-line negotiated in the pre-established session
	
	

	  Control Channel
	value shall consist of 8 bit parameter giving the number of the "m=application" m-line negotiated in the pre-established session. The <Control Channel> value is set to "0" when no floor control is used during the session
	
	

	Answer State field 
	
	
	

	  Answer State field ID
	00000100 
	
	

	  Answer State length
	value is a binary value and shall have the value '2' indicating the total length in octets of the <Answer State> value item
	
	

	  Answer State  
	1
	confirmed
	

	Inviting MCPTT User Identity field
	
	
	

	  Inviting MCPTT User Identity field ID
	00000101 
	
	

	  Inviting MCPTT User Identity length
	value shall is a binary value indicating the length in octets of the <MCPTT Group Identity> value item
	
	

	  Inviting MCPTT User Identity
	value contains a SIP URI, which identifies the inviting MCPTT user
	inviting-mcptt-user-identity = SIP-URI
	


Table 6.1.1.5.3-5: MCPC Acknowledgment in response to an MCPC Connect (step 6, Table 6.1.1.5.3.2-1)
	Derivation Path: 24.380 8.3.6

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	00010 
	
	

	Packet Type
	APP=204  
	
	

	Length
	The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.
	
	

	SSRC of floor participant
	The SSRC field shall carry the SSRC of the floor participant
	
	

	name
	MCPC
	
	

	Reason Code
	
	
	

	  Reason Code field ID
	00000110 
	
	

	  Reason Code length
	2
	
	

	  Reason Code
	0
	Accepted
	


Table 6.1.1.5.3-6: SIP REFER from the UE to end the session (step 8, Table 6.1.1.5.3.2-1)

	Derivation Path: TS 24.379 10.1.1.2.2.1, 10.1.2.2.2.1; TS 34.229 A.2.10

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line 

	
	Reference:

RFC 3261

RFC 5031

TS 24.229 
24.379
	

	  Method
	REFER
	
	

	  Request-URI
	the session identity of the pre-established session
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	the URI of the UE 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route 
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	the URI of the UE 
	
	

	  tag
	local tag of the dialog ID
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	SS -  participating server
	
	

	Call-ID
	
	Reference:

RFC 3261 


	

	  callid
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261 


	

	  value
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one 
	
	

	  method
	REFER
	
	

	Supported
	
	Reference:

RFC 3261

RFC 6442

RFC 4488
24.379
	

	  value
	norefersub
	
	

	Refer-Sub
	
	Reference:

RFC 4488
24.379
	

	  value
	false
	
	

	Target-Dialog
	
	Reference:

RFC 4538

24.379
	

	  value
	the session identity of the pre-established session
	
	

	Require
	
	Reference:

RFC 3261

RFC 3312

RFC 3329
	

	  option-tag
	sec-agree
	
	

	Proxy-Require
	
	Reference:

RFC 3261

RFC 3329
	

	  option-tag
	sec-agree
	
	

	Contact
	
	Reference:

24.379

RFC 3261

RFC 3840  

RFC 5627  

RFC 5626 

RFC 5627 

RFC 7254
	

	  addr-spec 
	the URI of the UE 
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Refer-To
	
	Reference:

RFC 3515

24.379
	

	  addr-spec
	the MCPTT session identity to leave
	
	

	  method
	BYE
	
	

	Content-ID
	
	
	

	  addr-spec
	same as addr-spec in Refer-To header
	
	

	Max-Forwards
	
	Reference:

RFC 3261 
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:
RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	P-Preferred-Service 
	
	Reference:
24.379
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Accept-Contact
	Contains the g.3gpp.icsi-ref media  feature tag and the g.3gpp.mcptt feature tag.
	Reference:
24.397

RFC 3841 
	

	  ac-value
	+g.3gpp.icsi-ref=urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	+g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	0
	
	


Table 6.1.1.5.3-7: SIP 200 (OK) from the SS for SIP REFER to end the session (step 9, Table 6.1.1.5.3.2-1)
	Derivation Path: TS 24.379 6.3.2.1.5 and 6.3.3.2.3.2; TS 24.380 14.3; TS 34.229 A.3.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	  SIP/2.0
	
	

	  Status-Code 
	  200
	
	

	  Reason-Phrase
	  OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in REFER message
	
	

	Record-Route
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in REFER message
	
	

	  tag
	same value as received in REFER message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in REFER message
	
	

	  tag
	same value as received in request or 

any value added if missing from request 
	
	

	P-Asserted-Identity
	
	Reference:

24.379
	

	addr-spec
	the public service identity of the controlling MCPTT function
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	  px_CalleeContactUri 
	
	

	  feature-param
	  +g.3gpp.mcptt
	
	

	  feature-param
	  +g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in REFER message
	
	

	CSeq 
     value 
	same value as received in REFER message
	Reference:

RFC 3261
	

	
	
	
	

	Supported
	
	Reference:

RFC 4538
	

	  value 
	tdialog
	RFC 4488
	

	  value
	norefersub
	RFC 7614
	

	  value
	explicitsub
	
	

	  value
	nosub
	
	

	Refer-Sub
	
	Reference:

RFC 4488
24.379
	

	  value
	false
	
	

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	0
	
	


