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5.3
Configuration / Group Affiliation / Remote change / De-affiliation / Home MCPTT system
5.3.1
Test Purpose (TP)

(1)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests for current affilitaiton status and to subscribe to affiliation status changes for the MCPTT User }

    then { UE (MCPTT Client) requests to subscribe to affiliation status changes for the MCPTT User by sending the SS a SIP SUBSCRIBE message and starts informing the MCPTT User of any affiliation status changes for the MCPTT User after the subscription is accepted }

            }
 (2)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests to affiliate to an MCPTT group }

    then { UE (MCPTT Client) requests to affiliate to a MCPTT group by sending the SS a SIP PUBLISH message }

            }
(3)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests for current affilitaiton status and to subscribe to affiliation status changes for a target user }

    then { UE (MCPTT Client) requests to subscribe to affiliation status changes for the target user by sending the SS a SIP SUBSCRIBE message and starts informing the MCPTT User of any affiliation status changes for the target user after the subscription is accepted }

            }
(4)

with { MCPTT client already provisioned with the group information or a pointer to the group information, that the MCPTT client is allowed to make affiliation changes for another user }

ensure that {
  when { MCPTT User requests that a target user be affiliated to an MCPTT group via mandatory mode }

    then { UE (MCPTT Client) requests that a target user be affiliated to an MCPTT group via mandatory mode by sending the SS a SIP PUBLISH message }

            }
(5)

with { MCPTT client already provisioned with the group information or a pointer to the group information, that the MCPTT client is allowed to make affiliation changes for another user }

ensure that {
  when { MCPTT User requests that a target user be de-affiliated to an MCPTT group via mandatory mode }

    then { UE (MCPTT Client) requests that a target user be de-affiliated to an MCPTT group via mandatory mode by sending the SS a SIP PUBLISH message }

            }
(6)

with { MCPTT client already provisioned with the group information or a pointer to the group information, that the MCPTT client is allowed to make affiliation changes for another user }

ensure that {
  when { MCPTT User requests that a target user be affiliated to an MCPTT group via negotiated mode }

    then { UE (MCPTT Client) requests that a target user be affiliated to an MCPTT group via negotiated mode by sending the SS a SIP MESSAGE message }

            }
(7)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests to de-subscribe to affiliation status changes for a target user }

    then { UE (MCPTT Client) requests to de-subscribe to affiliation status changes for a target user by sending the SS a SIP SUBSCRIBE message }

            }
(8)

with { MCPTT Client already affiliated with a MCPTT group }

ensure that {
  when { MCPTT User requests to de-affiliate from an MCPTT group }

    then { UE (MCPTT Client) requests to de-affiliate from an MCPTT group by sending the SS a SIP PUBLISH message }

            }

(9)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT Server requests that the MCPTT User choose to affiliate to an MCPTT group via negotiated mode by sending a SIP MESSAGE message }

    then { UE (MCPTT Client) accepts to affiliate to a MCPTT group by sending the SS a SIP PUBLISH message }

            }
5.3.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clause 9.2.1.2, 9.2.1.3, 9.2.1.4, 9.2.1.5.  Unless otherwise stated, these are Rel-13 requirements.

[TS 24.379, clause 9.2.1.2]
In order:
-
to indicate that an MCPTT user is interested in one or more MCPTT group(s) at an MCPTT client;

-
to indicate that the MCPTT user is no longer interested in one or more MCPTT group(s) at the MCPTT client;

-
to refresh indication of an MCPTT user interest in one or more MCPTT group(s) at an MCPTT client due to near expiration of the expiration time of an MCPTT group with the affiliation status set to the "affiliated" state received in a SIP NOTIFY request in subclause 9.2.1.3;
-
to send an affiliation status change request in mandatory mode to another MCPTT user; or

-
any combination of the above;

the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37], and IETF RFC 3856 [51].

In the SIP PUBLISH request, the MCPTT client:

1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
if the targeted MCPTT user is interested in at least one MCPTT group at the targeted MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295;

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the targeted MCPTT user is no longer interested in any MCPTT group at the targeted MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to zero; and
6)
shall include an application/pidf+xml MIME body indicating per-user affiliation information according to subclause 9.3.1. In the MIME body, the MCPTT client:

a)
shall include all MCPTT groups where the targeted MCPTT user indicates its interest at the targeted MCPTT client;

b)
shall include the MCPTT client ID of the targeted MCPTT client;

c)
shall not include the "status" attribute and the "expires" attribute in the <affiliation> element; and

d)
shall set the <p-id> child element of the <presence> root element to a globally unique value.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

[TS 24.379, clause 9.2.1.3]
NOTE 1:
The MCPTT UE also uses this procedure to determine which MCPTT groups the MCPTT user successfully affiliated to.
In order to discover MCPTT groups:

1)
which the MCPTT user at an MCPTT client is affiliated to; or

2)
which another MCPTT user is affiliated to;
the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

In the SIP SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the targeted MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

6)
shall include an Accept header field containing the application/pidf+xml MIME type; and

7)
if requesting MCPTT groups where the MCPTT user is affiliated to at the MCPTT client, shall include an application/simple-filter+xml MIME body indicating per client restrictions of presence event package notification information according to subclause 9.3.2.
In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT client:
1)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 3:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

3)
shall include an Accept header field containing the application/pidf+xml MIME type.
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-user affiliation information constructed according to subclause 9.3.1, then the MCPTT client shall determine affiliation status of the MCPTT user for each MCPTT group at the MCPTT client(s) in the MIME body. If the <p-id> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request is included, the <p-id> element value indicates the SIP PUBLISH request which triggered sending of the SIP NOTIFY request.
[TS 24.379, clause 9.2.1.4]
NOTE:
Procedure for sending affiliation status change request in negotiated mode to several target MCPTT users is not supported in this version of the specification.
Upon receiving a request from the MCPTT user to send an affiliation status change request in negotiated mode to a target MCPTT user, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. In the SIP MESSAGE request, the MCPTT client:

1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the target MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

4)
shall include an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body as specified in Annex F.4; and
5)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall indicate to the user that the request has been delivered to an MCPTT client of the target MCPTT user.
[TS 24.379, clause 9.2.1.5]

Upon receiving a SIP MESSAGE request containing:
1)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and
2)
an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body with a list of MCPTT groups for affiliation under the <affiliate> element and a list of MCPTT groups for de-affiliation under the <de-affiliate> element;

then the MCPTT client:

1)
shall send a 200 (OK) response to the SIP MESSAGE request;

2)
shall seek confirmation of the list of MCPTT groups for affiliation and the list of MCPTT groups for de-affiliation, resulting in an accepted list of MCPTT groups for affiliation and an accepted list of MCPTT groups for de-affiliation; and
3)
if the user accepts the request:

a)
shall perform affiliation for each entry in the accepted list of MCPTT groups for affiliation for which the MCPTT client is not affiliated, as specified in subclause 9.2.1.2; and
b)
shall perform de-affiliation for each entry in the accepted list of MCPTT groups for de-affiliation for which the MCPTT client is affiliated, as specified in subclause 9.2.1.2.
5.3.3
Test description

5.3.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)

MCPTT Client:

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client
-
The MCPTT user is already provisioned with the group information or a pointer to the group information, that the MCPTT user is allowed to be affiliated

-
The MCPTT user is authorised to subscribe to affiliation status changes for other users and for self
-
The MCPTT user is authorised to make affiliation changes for other users and for self
Preamble:

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.


5.3.3.2
Test procedure sequence
Table 5.3.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User send a request to discover which groups the MCPTT User is affiliated to and to subscribe to affiliation status changes for the MCPTT User.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client) send a SIP SUBSCRIBE message to subscribe to its own affiliation status changes? 
	-->
	SIP SUBSCRIBE
	1
	P

	3
	The SS responds to the SIP SUBSCRIBE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	4
	Make the MCPTT User send a request to affiliate to a MCPTT group, GROUP A.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	5
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to affiliate with GROUP A?
	-->
	SIP PUBLISH
	2
	P

	6
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	7
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	8
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	9
	Check: Does the UE (MCPTT client) notify the user that the MCPTT User is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	10
	Make the MCPTT User send a request to discover which groups a target user is affiliated to and to subscribe to affiliation status changes for that target user.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	11
	Check: Does the UE (MCPTT Client) send a SIP SUBSCRIBE message to subscribe to affiliation status changes of a target user? 
	-->
	SIP SUBSCRIBE
	3
	P

	12
	The SS responds to the SIP SUBSCRIBE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	13
	Make the MCPTT User send a request to have a target user affiliate to a MCPTT group, GROUP A (mandatory mode).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	14
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to have to target user affiliate with GROUP A?
	-->
	SIP PUBLISH
	4
	P

	15
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	16
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	17
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	18
	Check: Does the UE (MCPTT client) notify the user that the target user is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	19
	Make the MCPTT User send a request to have a target user de-affiliate to a MCPTT group, GROUP A (mandatory mode).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	20
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to have the target user de-affiliate with GROUP A?
	-->
	SIP PUBLISH
	5
	P

	21
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	22
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “deaffiliating”
	<--
	SIP NOTIFY
	-
	-

	23
	Check: Does the UE (MCPTT client) notify the user that the target user is now de-affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	24
	Make the MCPTT User send a request to have a target user affiliate to a MCPTT group, GROUP A (negotiated mode).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	25
	Check: Does the UE (MCPTT Client) send a SIP MESSAGE message to have a target user affiliate with GROUP A via negotiated mode?
	-->
	SIP MESSAGE
	6
	P

	26
	The SS responds to the SIP MESSAGE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	27
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	28
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	29
	Check: Does the UE (MCPTT client) notify the user that the target user is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	30
	Make the MCPTT User send a request to de-subscribe from affiliation status changes of a target user.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	31
	Check: Does the UE (MCPTT Client) send a SIP SUBSCRIBE message with the Expires header field set to zero to de-subscribe from affiliation status changes for a target user? 
	-->
	SIP SUBSCRIBE
	7
	P

	32
	The SS responds to the SIP SUBSCRIBE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	33
	Check: Does the UE (MCPTT client) notify the user that the user is no longer subscribed to affiliation status changes for the target user?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	34
	Make the MCPTT User send a request de-affiliate from a MCPTT group, GROUP A.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	35
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to de-affiliate with GROUP A?
	-->
	SIP PUBLISH
	8
	P

	36
	The SS responds to the SIP MESSAGE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	37
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “deaffiliating”
	<--
	SIP NOTIFY
	-
	-

	38
	Check: Does the UE (MCPTT client) notify the user that the user is no longer affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	39
	The SS sends a SIP MESSAGE to the MCPTT Client to affiliate the MCPTT User to GROUP A via negotiated mode
	<--
	SIP MESSAGE
	-
	-

	40
	Check: Does the UE (MCPTT Client) send a SIP 200 (OK) message in response to the SIP MESSAGE message? 
	-->
	SIP 200 (OK
	9
	P

	41
	Check: Does the UE (MCPTT client) notify the user that the user that another user is requesting the MCPTT User affiliate to GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	9
	P

	42
	Make the MCPTT User accept to affiliate to GROUP A.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	43
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to affiliate with GROUP A?
	-->
	SIP PUBLISH
	9
	P

	44
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	45
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	46
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	47
	Check: Does the UE (MCPTT client) notify the user that the MCPTT User is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	-
	-


5.3.3.3
Specific message contents
Table 5.3.3.3-1: Message SIP SUBSCRIBE (step 2, Table 5.3.3.2-1)

	Derivation Path: TS 24.379 9.2.1, TS 34.229 A.6.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	PUBLISH
	
	

	  Request-URI
	the public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	SIP/2.0
	
	

	Route
	
	Reference:

RFC 3261
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr> 
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 
	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	  tag
	Any allowed value 
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	Expires
	
	Reference:

24.379
	

	  delta-seconds
	4294967295  
	
	

	Security-Verify
	
	Reference:

RFC 3261 
	

	  sec-mechanism
	same value as Security Server header sent by SS 
	
	

	Cseq
	
	Reference:

RFC 3261
	

	  value
	must be present
	
	

	  method
	PUBLISH
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference 
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	Reference:

24.379
	

	  event-type
	presence
	
	

	P-Preferred-Service
	
	Reference:

24.379
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Asserted-Identity
	
	Reference:

24.379
	

	  value
	the originating MCPTT ID from public user identity
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	length of request body 
	
	

	Accept
	
	Reference:

24.379
	

	  value
	application/pidf+xml
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/simple-filter+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">
            <ns-bindings>
<ns-binding urn="urn:ietf:params:xml:ns:pidf"/>
<ns-binding prefix="mcpttPI10" urn="urn:3gpp:ns:mcpttPresInfo:1.0"/>               

            </ns-bindings>
            <filter id="set to a value constructed according to IETF RFC 4661">
                 <what>
                      <include>
                           set to concatenation of the '//presence/tuple[@id="' string, the MCPTT client ID, and the '"]' string.
                      </include>
                 </what>
            </filter>
       </filter-set>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-2: Message SIP 200 (OK) from the SS in response to SIP SUBSCRIBE (steps 3, 12, 32 Table 5.3.3.2-1)

	Derivation Path: TS 34.229 A.6.3; TS 24.379 9.2.2.2.4

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	SIP/2.0
	
	

	  Status-Code 
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in SUBSCRIBE message
	
	

	To
	
	
	

	  addr-spec
	participating SS
	
	

	  tag
	common to-tag (subscribe dialog) 
	
	

	From 

    
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in SUBSCRIBE message
	
	

	  tag
	same value as received in SUBSCRIBE message
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in SUBSCRIBE message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in SUBSCRIBE message, if Session-ID header field exists in received SUBSCRIBE message, otherwise, not present.
	
	

	CSeq 
	
	Reference:

RFC 3261
	

	  value
	same value as received in SUBSCRIBE message
	
	

	Contact
	
	
	

	  addr-spec
	<sip:px_scscf> 
	
	

	Expires
	
	
	

	  delta-seconds
	4294967295
	
	

	SIP-ETag
	
	
	

	  entry-tag
	unique generated tag for every request 
	
	

	Content-Length
	
	
	

	  value
	0
	
	


Table 5.3.3.3-3: Message SIP PUBLISH (steps 5, 43 Table 5.3.3.2-1)

	Derivation Path: TS 24.379 9.2.1, TS 34.229 A.4.3

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	PUBLISH
	
	

	  Request-URI
	the public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	SIP/2.0
	
	

	Route
	
	Reference:

RFC 3261
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr> 
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP 
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	  tag
	must be present 
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	Expires
	
	Reference:
24.379
	

	  delta-seconds
	4294967295  
	
	

	Security-Verify
	
	Reference:

RFC 3261 


	

	  sec-mechanism
	same value as Security Server header sent by SS 
	
	

	Cseq
	
	Reference:

RFC 3261
	

	  value
	must be present
	
	

	  method
	PUBLISH
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference 
	
	

	Max-Forwards
	
	
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	Reference:

24.379
	

	  event-type
	presence
	
	

	P-Preferred-Service
	
	Reference:

24.379
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Asserted-Identity
	
	Reference:

24.379
	

	  value
	the originating MCPTT ID from public user identity
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	length of request body 
	
	

	Accept
	
	Reference:

24.379
	

	  value
	application/pidf+xml
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the MCPTT user">

          <tuple>

               <id>

                    the targeted MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-4: Message SIP 200 (OK) from the SS in response to SIP PUBLISH (steps 6, 15, 44 Table 5.3.3.2-1)

	Derivation Path: TS 34.229 A.4.4; TS 24.379 9.2.2.2.4

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	SIP/2.0
	
	

	  Status-Code 
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in PUBLISH message
	
	

	To
	
	
	

	  addr-spec
	participating SS
	
	

	  tag
	common to-tag (subscribe dialog) 
	
	

	From 

    
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in PUBLISH message
	
	

	  tag
	same value as received in PUBLISH message
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in PUBLISH message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in PUBLISH message, if Session-ID header field exists in received PUBLISH message, otherwise, not present.
	
	

	CSeq 
	
	Reference:

RFC 3261
	

	  value
	same value as received in PUBLISH message
	
	

	Contact
	
	
	

	  addr-spec
	<sip:px_scscf> 
	
	

	Expires
	
	
	

	  delta-seconds
	4294967295
	
	

	SIP-ETag
	
	
	

	  entry-tag
	unique generated tag for every request 
	
	

	Content-Length
	
	
	

	  value
	0
	
	


Table 5.3.3.3-5: Message SIP NOTIFY (steps 7, 45 Table 5.3.3.2-1)

	Derivation Path: TS 24.379 9.2.2.2.5; TS 34.229 A.6.2

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261
	

	  Method
	NOTIFY
	
	

	  Request-URI
	The URI of the UE
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 
	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address and protected server port of SS 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Via


	
	Reference:

RFC 3261 
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	px_scscf 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	Via


	
	Reference:

RFC 3261 
	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	home domain name 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 
	

	  addr-spec
	same URI as received in the To header of the previous SUBSCRIBE for message
	
	

	  tag
	same value as used in the To header of the 200 response to the SUBSCRIBE for message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same URI as received in the From header of the previous SUBSCRIBE for message
	
	

	  tag
	same value as received in From tag of SUBSCRIBE for message
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	same as value received in SUBSCRIBE message 
	
	

	Session-ID
	
	
	

	  sess-id
	same value as received in SUBSCRIBE message
	
	

	Cseq
	
	Reference:

RFC 3261
	

	  value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	  method
	NOTIFY
	
	

	Contact
	
	Reference:

RFC 3261
	

	  addr-spec 
	URI of the SS 
	
	

	  feature-param
	+g.3gpp.mcptt
	
	

	  feature-param
	+g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	Content-type
	
	Reference:

RFC 3261
RFC 4575

24.379
	

	  media-type
	application/pidf+xml
	
	

	Event
	
	Reference:

RFC 6665

RFC 3842 

24.379
	

	  event-type
	presence
	
	

	Max-Forwards
	
	Reference:

RFC 3261
	

	  value
	non-zero value
	
	

	Subscription-State
	
	Reference:

RFC 6665
	

	  substate-value
	active
	
	

	  expires
	7200
	
	

	Content-Length
	
	Reference:

RFC 3261  

RFC 3842 
	

	  value
	length of message-body 
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the MCPTT user">

          <tuple>

               <id>

                    the MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                         status = "affiliating"
                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-6: Message SIP NOTIFY (steps 8, 46, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the MCPTT user">

          <tuple>

               <id>

                    the MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                         status = "affiliated"
                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-7: Message SIP SUBSCRIBE (step 11, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the targeted MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/simple-filter+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">
            <ns-bindings>
<ns-binding urn="urn:ietf:params:xml:ns:pidf"/>
<ns-binding prefix="mcpttPI10" urn="urn:3gpp:ns:mcpttPresInfo:1.0"/>               

            </ns-bindings>
            <filter id="set to a value constructed according to IETF RFC 4661">
                 <what>
                      <include>
                           set to concatenation of the '//presence/tuple[@id="' string, the targeted MCPTT client ID, and the '"]' string.
                      </include>
                 </what>
            </filter>
       </filter-set>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-8: Message SIP PUBLISH (step 14, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the targeted MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the targeted MCPTT user">

          <tuple>

               <id>

                    the targeted MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-9: Message SIP NOTIFY (step 16, 27, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the targeted MCPTT user">

          <tuple>

               <id>

                    the targeted MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                         status = "affiliating"
                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-10: Message SIP NOTIFY (step 17, 28, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the targeted MCPTT user">

          <tuple>

               <id>

                    the targeted MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                         status = "affiliated"
                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-11: Message SIP PUBLISH (step 20, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	...
	
	
	

	Expires
	
	
	

	  delta-seconds
	0
	
	

	...
	
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the targeted MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the targeted MCPTT user">

          <tuple>

               <id>

                    the targeted MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-12: Message SIP 200 (OK) from the SS in response to SIP PUBLISH (steps 21, 36 Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Expires
	
	
	

	  delta-seconds
	0
	
	


Table 5.3.3.3-13: Message SIP NOTIFY (step 22, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the targeted MCPTT user">

          <tuple>

               <id>

                    the targeted MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                         status = "deaffiliating"
                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-14: Message SIP MESSAGE from the UE (step 25, Table 5.3.3.2-1)

	Derivation Path: TS 24.379 9.2.1, TS 34.229 A.7.3

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	MESSAGE
	
	

	  Request-URI
	the public service identity identifying the originating participating MCPTT function serving the MCPTT user 
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	the URI of the UE 
	
	

	  tag
	any value 
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	Same as Request-URI
	
	

	Call-ID
	
	Reference:

RFC 3261 
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference 
	
	

	Cseq
	
	Reference:

RFC 3261 
	

	  value
	must be present
	
	

	  method
	MESSAGE
	
	

	Max-Forwards
	
	Reference:

RFC 3261
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Route
	
	Reference:

RFC 3261 
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr> 
	
	

	P-Preferred-Service
	
	
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the targeted MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/vnd.3gpp.mcptt-affiliation-command+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <command-list>

          <affiliate-command>

               <affiliate>

                    <group>

                         MCPTT group name for Group A

                    </group>

               </affiliate>

          </affiliate-command>                        

     </command-list>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-15: Message SIP 200 (OK) for response to SIP MESSAGE (step 26, Table 5.3.3.2-1)

	Derivation Path: TS 34.229 A.3.1; TS 24.379 9.2.2

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	SIP/2.0
	
	

	  Status-Code 
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in MESSAGE message
	
	

	To
	
	
	

	  addr-spec
	participating SS
	
	

	  tag
	common to-tag (subscribe dialog) 
	
	

	From 

    
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in MESSAGE message
	
	

	  tag
	same value as received in MESSAGE message
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in MESSAGE message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in MESSAGE message, if Session-ID header field exists in received MESSAGE message, otherwise, not present.
	
	

	CSeq 
	
	Reference:

RFC 3261
	

	  value
	same value as received in MESSAGE message
	
	

	Contact
	
	
	

	  addr-spec
	<sip:px_scscf> 
	
	

	Expires
	
	
	

	  delta-seconds
	4294967295
	
	

	SIP-ETag
	
	
	

	  entry-tag
	unique generated tag for every request 
	
	

	Content-Length
	
	
	

	  value
	0
	
	


Table 5.3.3.3-16: Message SIP SUBSCRIBE (step 31, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	…
	
	
	

	Expires
	
	
	

	  delta-seconds
	0
	
	

	…
	
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the targeted MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	
	
	

	Content-Type: application/simple-filter+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <filter-set xmlns="urn:ietf:params:xml:ns:simple-filter">
            <ns-bindings>
<ns-binding urn="urn:ietf:params:xml:ns:pidf"/>
<ns-binding prefix="mcpttPI10" urn="urn:3gpp:ns:mcpttPresInfo:1.0"/>               

            </ns-bindings>
            <filter id="set to a value constructed according to IETF RFC 4661">
                 <what>
                      <include>
                           set to concatenation of the '//presence/tuple[@id="' string, the targeted MCPTT client ID, and the '"]' string.
                      </include>
                 </what>
            </filter>
       </filter-set>

	
	
	

	  boundary
	
	
	


Table 5.3.3.3-17: Message SIP 200 (OK) in response to SIP SUBSCRIBE (step 32, Table 5.3.3.2-1)
	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Expires
	
	
	

	  delta-seconds
	0
	
	


Table 5.3.3.3-18: Message SIP PUBLISH (step 35, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	...
	
	
	

	Expires
	
	
	

	  delta-seconds
	0
	
	

	...
	
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the MCPTT user">

          <tuple>

               <id>

                    the MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-19: Message SIP NOTIFY (step 37, Table 5.3.3.2-1)

	Derivation Path: 36.579-1 [2], Table TBD

	Information Element
	Value/remark
	Comment
	Condition

	Content-Type: application/pidf+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <presence entity="the MCPTT ID of the MCPTT user">

          <tuple>

               <id>

                    the MCPTT client ID

               </id>

               <status>           

                    <affiliation>

                         group = MCPTT group name for Group A

                         status = "deaffiliating"
                    </affiliation>

               </status>   

          </tuple>

          <p-id>

               a globally unique value

          </p-id>

     </presence>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-20: Message SIP MESSAGE from the SS (step 39, Table 5.3.3.2-1)

	Derivation Path: TS 24.379 9.2.2, TS 34.229 A.7.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 34.229 A.2.5

24.379 8.2
	

	  Method
	MESSAGE
	
	

	  Request-URI
	SIP URI of the UE
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via


	
	Reference:

RFC 3261 

RFC 3581 


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  via-branch
	value starting with ‘z9hG4bK’
	
	

	From
	
	Reference:

RFC 3261 


	

	  addr-spec
	SIP URI of the sender 
	
	

	  tag
	any value 
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	Same as Request-URI
	
	

	Call-ID
	
	Reference:

RFC 3261 
	

	  callid
	value not checked, but stored for later reference 
	
	

	Session-ID
	
	
	

	  sess-id
	value not checked, but stored for later reference 
	
	

	Cseq
	
	Reference:

RFC 3261 
	

	  value
	must be present
	
	

	  method
	MESSAGE
	
	

	Max-Forwards
	
	Reference:

RFC 3261
	

	  value
	non-zero value
	
	

	P-Access-Network-Info 
	
	Reference:

RFC 7315
	

	  access-net-spec
	access network technology and, if applicable, the cell ID
	
	

	Route
	
	Reference:

RFC 3261 
	

	  route-param
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr> 
	
	

	P-Preferred-Service
	
	
	

	  value
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379

24.380
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    
       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             URI of the MCPTT client
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	

	Content-Type: application/vnd.3gpp.mcptt-affiliation-command+xml
	
	
	

	<?xml version="1.0" encoding="UTF-8"?>

     <command-list>

          <affiliate-command>

               <affiliate>

                    <group>

                         MCPTT group name for Group A

                    </group>

               </affiliate>

          </affiliate-command>                        

     </command-list>

	
	
	

	  boundary
	set to any chosen value EX: boundary1
	
	


Table 5.3.3.3-21: Message SIP 200 (OK) from the UE in response to SIP MESSAGE (step 40, Table 5.3.3.2-1)

	Derivation Path: TS 34.229 A.3.1; TS 24.379 9.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	SIP/2.0
	
	

	  Status-Code 
	200
	
	

	  Reason-Phrase
	OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in MESSAGE message
	
	

	To
	SIP URI of the UE
	
	

	  addr-spec
	SIP 
	
	

	  tag
	common to-tag (subscribe dialog) 
	
	

	From 

    
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in MESSAGE message
	
	

	  tag
	same value as received in MESSAGE message
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in MESSAGE message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in MESSAGE message, if Session-ID header field exists in received MESSAGE message, otherwise, not present.
	
	

	CSeq 
	
	Reference:

RFC 3261
	

	  value
	same value as received in MESSAGE message
	
	

	Contact
	
	
	

	  addr-spec
	<sip:px_scscf> 
	
	

	Expires
	
	
	

	  delta-seconds
	4294967295
	
	

	SIP-ETag
	
	
	

	  entry-tag
	unique generated tag for every request 
	
	

	Content-Length
	
	
	

	  value
	0
	
	


