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<Start of modified section>
8.1.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is not registered to IMS services.
SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is listening to SIP default port 5060 for both UDP and TCP protocols. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].

Test procedure

1-11)
Execute the generic test procedure in Annex C.2 up to the last step.
NOTE:
This test case shall be run twice in order to test that the UE correctly supports both HMAC-MD5-96 and HMAC-SHA-1-96 algorithms. For each test round the name of the corresponding algorithm shall be configured into px_IMS_IpSecAlgorithm PIXIT.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-11
	
	 Steps defined in C.2
	 IMS Registration


<End of modified section>
<Start of modified section>
15.21a.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in TS 36.508 [94] table 4.5A.6.3-1 steps 1 to 14 for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1).
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Test procedure applicable for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1)

1-4)
Call hold is initiated on the UE. The same steps defined in Annex C.8 are used to put the call into hold.
5-17)
A new session is created by using the steps defined in Annex C.21.

17A)
The UE is triggered to start a multiparty call. This causes the UE to first put the second call on hold as described in Steps 17B-17E, and then to initiate the following steps 19-46D.

17B-17E)
The UE puts the second call on hold by executing the steps described in Annex C.8
19-30)
UE initiates the conference creation process by executing steps 2-13 of the generic test procedure in Annex C.10.

31-38)
UE invites one of the user who have session with the UE to the conference by performing the same procedure as in Annex C.19.
39-46D)
UE invites another user who have session with the UE to the conference by performing the same procedure as in Annex C.19.

UE shall send two BYE requests to terminate the two initial calls it put on hold. SS responds to the BYE requests with a valid 200 OK response each.
47)
SS sends a BYE request to the UE in order to release the active session if BYE request has not already been received.

48)
UE responds to the BYE request with valid 200 OK response.
Expected sequence
	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Messages in Annex C.8
	The same messages as in Annex C.8 Steps 1-4 are used to put the first call on hold.

	5-17
	
	Steps defined in Annex C.21
	The same messages as in Annex C.21 are used to start a second call.

	17A
	
	
	Make UE start a Multiparty Call

	17B-17E
	
	Messages in Annex C.8
	The same messages as in Annex C.8 Steps 1-4 are used to put the second call on hold

	18
	
	
	Void

	19-30
	
	Steps 2-13 defined in Annex C.10
	The same messages as in Annex C.10 are used.

	31-38
	
	Steps defined in Annex C.19
	The same messages as in Annex C.19 steps 1-8 are used.

	39-46
	(
	Steps defined in Annex C.19
	The same messages as in Annex C.19 steps 1-8 are used.

	46A
	(
	BYE
	UE shall send a BYE to terminate the first call

	46B
	(
	200 OK
	The SS responds the received BYE with 200 OK

	46C
	(
	BYE
	UE shall send a BYE to terminate the second call.

	46D
	(
	200 OK
	The SS responds the received BYE with 200 OK

	47
	(
	BYE
	The SS releases the active session with BYE

	48
	(
	200 OK
	The UE sends 200 OK for BYE


NOTE 1:
Steps 27-30 (i.e., steps 10-13 of C.10) are optional. Therefore, UE can start with steps 31-46 right away after Step 26. If Steps 27-30 are executed, they can happen in parallel to Steps 31-46.

NOTE 2:
The two executions of Annex C.19, i.e., steps 31-38 and steps 39-46, can run in parallel.

NOTE 3:
Step 46A can happen any time after step 35. The SS sends the corresponding 200 OK message right after having received the BYE message.

NOTE 4:
Step 46C can happen any time after step 43. The SS sends the corresponding 200 OK message right after having received the BYE message.

Specific Message Contents
INVITE(Step 6)

Use the default message “INVITE” in annex A.2.1 with the following exceptions:
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	px_IMS_CalleeUri2
px_IMS_CalleeUri2 is used to invite another user to the session.

px_IMS_CalleeUri2 may be either SIP or Tel URI. It may contain a dialstring and phone-context parameter, when calling to dialstring. When calling to dialstring SIP URI must also contain user=phone or user=dialstring parameter.

The dialstring, if used, may be global, home local number or geo-local number. For home local numbers the value of phone-context parameter must equal the home domain name i.e. px_IMS_HomeDomainName. For geo-local numbers the home domain name must be prefixed by string “geo-local.” or access technology specific prefix, if the UE supports that option.

Note: The way how the UE determines whether numbers in a non-international format are geo-local, home-local or relating to another network, is UE implementation specific. For instance the UE might have a UI setting.

	To
	

	
addr-spec
	px_IMS_CalleeUri2


183 Session in Progress for INVITE (Step 8)

Use the default message “183 Session in Progress for INVITE” in annex A.2.3 with the following exceptions:
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_IMS_CalleeContactUri2


180 Ringing for INVITE (Step 13)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with the following exceptions:
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_IMS_CalleeContactUri2


200 OK for INVITE (Step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_IMS_CalleeContactUri2


BYE (Step 47)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 48)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
<End of modified section>
<Start of modified section>
15.21c.4
Method of test
Initial conditions

UE contains either SIM application (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in TS 36.508 [94] table 4.5A.8.3-1, steps 1 to 15.
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO Video call.

Test procedure

1-4)
Call hold is initiated on the UE. The same steps defined in Annex C.8 are used to put the call into hold.
5-17)
A new session is created by using the steps defined in Annex C.25.
17A)
The UE is triggered to start a multiparty call. This causes the UE to first put the second call on hold as described in Steps 17B-17E, and then to initiate the following steps 19-46D.

17B-17E)
The UE puts the second call on hold by executing the steps described in Annex C.8
19-30)
UE initiates the conference creation process by executing steps 2-13 of the generic test procedure in Annex C.38.

31-38)
UE invites one of the user who have session with the UE to the conference by performing the same procedure as in Annex C.37.
39-46D)
UE invites another user who has a session with the UE to the conference by performing the same procedure as in Annex C.37.


UE shall send two BYE requests to terminate the two initial calls it put on hold.


SS responds to the BYE requests with a valid 200 OK response each.
47)
SS sends a BYE request to the UE in order to release the active session if BYE request has not already been received.

48)
UE responds to the BYE request with valid 200 OK response.
Expected sequence
	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Messages in Annex C.8
	The same messages as in Annex C.8 Steps 1-4 are used.

	5-17
	
	Steps defined in Annex C.25
	The same messages as in Annex C.25 are used.

	17A
	
	
	Make UE start a Multiparty Call

	17B-17E
	
	Messages in Annex C.8
	The same messages as in Annex C.8 Steps 1-4 are used to put the second call on hold

	18
	
	
	Void

	19-30
	
	Steps 2-13 defined in Annex C.38
	The same messages as in Annex C.38 are used.

	31-38
	
	Steps defined in Annex C.37
	The same messages as in Annex C.37 steps 1-8 are used.

	39-46
	(
	Steps defined in Annex C.37
	The same messages as in Annex C.37 steps 1-8 are used.

	46A
	(
	BYE
	UE shall send a BYE to terminate the first call.

	46B
	(
	200 OK
	The SS responds the received BYE with 200 OK

	46C
	(
	BYE
	UE shall send a BYE to terminate the second call.

	46D
	(
	200 OK
	The SS responds the received BYE with 200 OK

	47
	(
	BYE
	The SS releases the active session with BYE

	48
	(
	200 OK
	The UE sends 200 OK for BYE


NOTE 1:
Steps 27-30 (i.e., steps 10-13 of C.10) are optional. Therefore, UE can start with steps 31-46 right away after Step 26. If Steps 27-30 are executed, they can happen in parallel to Steps 31-46.

NOTE 2:
The two executions of Annex C.19, i.e., steps 31-38 and steps 39-46, can run in parallel.

NOTE 3:
Step 46A can happen any time after step 35. The SS sends the corresponding 200 OK message right after having received the BYE message.

NOTE 4:
Step 46C can happen any time after step 43. The SS sends the corresponding 200 OK message right after having received the BYE message.

Specific Message Contents
INVITE(Step 6)

Use the default message “INVITE” in annex A.2.1 with the following exceptions:
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	px_IMS_CalleeUri2
px_IMS_CalleeUri2 is used to invite another user to the session.

px_IMS_CalleeUri2 may be either SIP or Tel URI. It may contain a dialstring and phone-context parameter, when calling to dialstring. When calling to dialstring SIP URI must also contain user=phone or user=dialstring parameter.

The dialstring, if used, may be global, home local number or geo-local number. For home local numbers the value of phone-context parameter must equal the home domain name i.e. px_IMS_HomeDomainName. For geo-local numbers the home domain name must be prefixed by string “geo-local.” or access technology specific prefix, if the UE supports that option.

Note: The way how the UE determines whether numbers in a non-international format are geo-local, home-local or relating to another network, is UE implementation specific. For instance the UE might have a UI setting.

	To
	

	
addr-spec
	px_IMS_CalleeUri2


183 Session in Progress for INVITE (Step 8)

Use the default message “183 Session in Progress for INVITE” in annex A.2.3 with the following exceptions:
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_IMS_CalleeContactUri2


180 Ringing for INVITE (Step 13)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with the following exceptions:
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_IMS_CalleeContactUri2


200 OK for INVITE (Step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_IMS_CalleeContactUri2


BYE (Step 47)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 48)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
<End of modified section>
15.25.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in TS 36.508 [94] table 4.5A.6.3-1 steps 1 to 14 for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1).
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Test procedure applicable for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1)

1-4)
UE is in an active call with the SS (simulating transferee UE). Consultative Call Transfer is initiated at the UE. UE puts the ongoing call on hold with the steps defined in Annex C.8.

5-16)
UE sets up an MO call with the transfer Target UE (also simulated by the SS) by performing the same steps as defined in the generic test procedure in Annex C.21.

17-20)
UE puts the call with the transfer Target UE on hold with the steps defined in Annex C.8.

21)
SS waits for UE to send a REFER request to the transferee UE within the existing dialog between the UE and the transferee UE.

22)
SS responds to the REFER request with a valid 202 Accepted response.

23)
 SS sends UE an initial NOTIFY to indicate that the implicit refer subscription is pending.

24)
SS waits for UE to respond to NOTIFY with valid 200 OK response.

25-28)
 Call between UE and the transferee UE is put on hold by SS by performing the same procedure Annex C.9 Steps 1-4.

29)
SS releases call between UE and the transfer Target UE by sending a BYE request.

30)
SS waits for UE to respond to the BYE request with valid 200 OK response.

31)
SS sends UE the final NOTIFY to indicate that the call transfer was successfully completed.

32)
SS waits for UE to respond to NOTIFY with valid 200 OK response.

33)
UE may send a BYE request to release the call with the transferee UE.

34)
If UE has sent a BYE request in Step 33, SS responds to this request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Steps defined in Annex C.8
	The same messages as in Annex C.8 Steps 1-4 are used.

	5-16
	
	Steps defined in Annex C.21
	The same messages as in Annex C.21 are used.

	17-20
	
	Steps defined in Annex C.8
	The same messages as in Annex C.8 Steps 1-4 are used.

	21
	(
	REFER
	The UE sends REFER to SS referring to the transfer Target

	22
	(
	202 Accepted
	The SS responds to REFER with 202 Accepted

	23
	(
	NOTIFY
	The SS sends initial NOTIFY for the implicit subscription created by the REFER request

	24
	(
	200 OK
	The UE responds to NOTIFY with 200 OK

	25-28
	
	Steps defined in Annex C.9
	The same messages as in Annex C.9 Steps 1-4 are used.

	29
	(
	BYE
	The SS releases the call between UE and transfer Target UE with BYE

	30
	(
	200 OK
	The UE responds to BYE with 200 OK

	31
	(
	NOTIFY
	The SS sends a NOTIFY to confirm that the call transfer has been completed

	32
	(
	200 OK
	The UE responds to NOTIFY with 200 OK

	33
	(
	BYE
	Optional: UE may send BYE request to release call with transferee UE

	34
	(
	200 OK
	Optional: If the UE has sent BYE in step 33 then SS sends 200 OK for BYE


Specific Message Contents

Messages in Steps 1-4

Messages in Steps 1-4 are the same as those specified in Annex C.8.

Messages in Steps 5-16

Messages in Steps 5-16 are the same as those specified in Annex C.21 with the following exceptions:

INVITE (Step 5)
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	SIP URI of transfer Target UE

	To
	

	
addr-spec
	SIP URI of transfer Target UE


Messages in Steps 17-20

Messages in Steps 17-20 are the same as those specified in Annex C.8 with the following exceptions:

INVITE or UPDATE (Step 17)

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	px_IMS_CalleeContactUri

	From
	

	
addr-spec
	same value as in the first INVITE during the call setup with transfer Target at Step 5

	
tag
	same value as in the first INVITE during the call setup with transfer Target at Step 5

	To
	

	
addr-spec
	same value as in the first INVITE during the call setup with transfer Target at Step 5

	
tag

	common to-tag (invite)

	Call-ID
	

	
callid
	same value as in the first INVITE during the call setup with transfer Target at Step 5


REFER (Step 21)

Use the default message “MO REFER” in annex A.2.10 with the following exceptions:

	Header/param
	Value/remark

	Refer-To
	

	
Value
	<public address of transfer Target?Replaces=(dialog id of the dialog between the UE and the transfer Target)&Require=replaces>

	Referred-By
	

	
Value
	same value as addr-spec field in From header in the first INVITE during initial call setup (optional)

	Privacy
	

	
Value
	user (shall be included if privacy was required during original communication dialog and Referred-By header field is included)


202 Accepted for REFER (Step 22)

Use the default message “202 Accepted” in annex A.3.3.

NOTIFY (Step 23)

Use the default message “MT NOTIFY for refer package” in annex A.2.11 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SIP/2.0 100 Trying


200 OK for NOTIFY (Step 24)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

Messages in Steps 25-28

Messages in Steps 25-28 are the same as those specified in Annex C.9.

BYE (Step 29)

Use the default message “BYE” in annex A.2.8 with the following exceptions:

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	same value as in PRACK message at Step 8 during call setup with transfer Target 

	Via
	

	
sent-by
	same value as in INVITE message at Step 5 during call setup with transfer Target

	Route
	

	
route-param
	URIs of the Record-Route header of 183 response at Step 7 during call setup with Transfer target, in reverse order

	From
	

	
addr-spec
	same value as received in INVITE message at Step 5 during call setup with transfer Target

	
tag
	same value as received in INVITE message at Step 5 during call setup with transfer Target

	To
	

	
addr-spec
	same value as received in INVITE message at Step 5 during call setup with transfer target

	
tag

	same value as in the 183 message at Step 7 during call setup with transfer target

	Call-ID
	

	
callid
	same value as received in INVITE message at Step 5 during call setup with Transfer target


200 OK for BYE (Step 30)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

NOTIFY (Step 31)

Use the default message “MT NOTIFY for refer package” in annex A.2.11 with the following exceptions:

	Header/param
	Value/remark

	Subscription-State
	

	
substate-value
	Terminated

	
expires
	omitted from the request

	
reason
	Noresource

	Message-body
	SIP/2.0 200 OK


200 OK for NOTIFY (Step 32)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

BYE (Step 33, Optional)

Use the default message “BYE” in annex A.2.8 with the following exceptions:

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	same value as in PRACK message during initial call setup with transferee

	Via
	

	
sent-by
	same value as in INVITE message during initial call setup with transferee

	Route
	

	
route-param
	URIs of the Record-Route header of 183 response during initial call setup with transferee, in reverse order

	From
	

	
addr-spec
	same value as received in INVITE message during initial call setup with transferee

	
Tag
	same value as received in INVITE message during initial call setup with transferee

	To
	

	
addr-spec
	same value as received in INVITE message during initial call setup with transferee

	
Tag

	same value as in the 183 message during initial call setup with transferee

	Call-ID
	

	
callid
	same value as received in INVITE message during initial call setup with transferee


200 OK for BYE (Step 34) Optional step used when UE sent BYE at Step 33

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

<Start of modified section>
A.1.2
401 Unauthorized for REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	401
	
	

	
Reason-Phrase
	
	Unauthorized
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in REGISTER message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
tag
	
	 common to-tag (register)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
tag
	
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in REGISTER message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in REGISTER message, if Session-ID header field exists in received REGISTER message, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in REGISTER message
	
	

	WWW-Authenticate
	
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
realm
	
	home domain name as stored in EFDOMAIN or home domain name derived from the IMSI
	
	

	
realm
	A2
	home domain name as preconfigured in the UE
	
	

	
algorithm
	A1
	AKAv1-MD5
	
	

	
algorithm
	A2
	MD5
	
	

	
qop-value
	
	auth
	
	

	
nonce
	
	Base 64 encoding of RAND and AUTN
	
	

	
opaque
	
	arbitrary value (to be returned by the UE in subsequent REGISTER)
	
	

	Security-Server
	A1
	
	
	RFC 3329 [21]

	
mechanism-name
	
	ipsec-3gpp
	
	

	
algorithm
	
	px_IMS_IPSecAlgorithm (hmac-md5-96 or hmac-sha-1-96)
	
	

	
spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	
	protected client port of SS
	
	

	
port-s
	
	protected server port of SS
	
	

	
Encrypt-algorithm
	
	des-ede3-cbc or aes-cbc
	
	

	
q
	
	0.9
	
	

	
Mechanism-name 
	
	Ipsec-3gpp
	
	

	
algorithm
	
	Algorithm not selected by px_IMS_IPSecAlgorithm (hmac-sha-1-96 or hmac-md5-96)
	
	

	
spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	
	protected client port of SS
	
	

	
port-s
	
	protected server port of SS
	
	

	
encrypt-algorithm
	
	des-ede3-cbc or aes-cbc
	
	

	
q
	
	0.7
	
	

	Security-Server
	A2
	not present
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	IMS Security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


<End of modified section>
<Start of modified section>
A.1.3
200 OK for REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in REGISTER message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
tag
	
	common to-tag (register)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
tag
	
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in REGISTER message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in REGISTER message, if Session-ID header field exists in received REGISTER message, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in REGISTER message
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
pub-gruu
	A1
	Public GRUU as the SIP URI got from the To header of the REGISTER request, together with the gr parameter with an arbitrary value
	
	

	
temp-gruu
	A1
	Temporary GRUU with an arbitrary value in the user part and the host part matching with the domain of the To header of the REGISTER and gr parameter without any value
	
	

	
temp-gruu
	A3
	not present
	
	

	
feature-param
	
	same value as received in REGISTER message
	
	

	
expires
	
	600000
	
	

	P-Associated-URI
	
	order of the parameters in this header must be like in this table 
	
	RFC 7315 [132]

	
addr-spec
	A2
	all the IMPUs within the set of IMPUs on ISIM (NOTE 1)
	
	

	
addr-spec
	A2
	additional associated TEL URI (NOTE2)
	
	

	
	
	
	
	

	P-Associated-URI


addr-spec
	A3


	emergency public user identity (NOTE 3)
	
	RFC 7315 [132]

	P-Associated-URI
	A5
	order of the parameters in this header must be like in this table 
	
	RFC 7315 [132]

	
addr-spec
	
	IMPU preconfigured in the UE
	
	

	
addr-spec
	
	additional associated TEL URI (NOTE2)
	
	

	Service-Route
	A2
	
	
	RFC 3608 [19]

	
addr-spec
	
	scscf.3gpp.org
	
	

	
uri-parameter
	
	lr
	
	

	Path
	
	
	
	RFC 3327 [20]

	
addr-spec
	
	SS P-CSCF address
	
	

	
uri-parameter
	
	lr
	
	

	Feature-Caps
	
	
	
	RFC 6809 [125]

	    feature-param
	A4
	+g.3gpp.atcf="tel:+1-237-888-9999”
	Rel-11
	

	    feature-param
	A4
	+g.3gpp.cs2ps-srvcc="<sip:sti-sr@atcf.visited2.net>" 
	Rel-11
	

	Feature-Caps
	A5
	not present
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A2
	Response for an non-emergency registration

	A3
	Response for an emergency registration

	A4
	Response if the UE provided the +g.3gpp.cs2ps-srvcc and +g.3gpp.cs2ps-srvcc-alerting feature-params in the REGISTER message

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
The set of IMPUs shall be in accordance to annex E.3 independent of whether the UE has an ISIM on the UICC or not (i.e. when the UE has no ISIM SS shall use the same values as if the UE would have an ISIM; furthermore in this case the temporary public user id shall not be included in the set of IMPUs)

NOTE 2:
any arbitrary (but valid) TEL URI

NOTE 3:
According to TS 24.229 clause 5.1.1.1A and 5.1.6.2 [10] when the UE is using ISIM the emergency public user identity is the first public user identity in the list stored in the ISIM; when there is no ISIM it is the default public user id if the UE non-emergency registered with the IM CN and the temporary user id (derived from IMSI) in all other cases.

<End of modified section>
<Start of modified section>
A.1.4
SUBSCRIBE for reg-event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	Public user identity used for subscription (NOTE 2)
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:scscf.3gpp.org;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:scscf.3gpp.org;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
via-branch
	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Public user identity used for subscription (NOTE 2)
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Public user identity used for subscription (NOTE 2
	
	

	
tag
	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A4
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as Security Server header sent by SS
	
	

	Security-Verify
	A5
	Not present
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Require
	A5
	Not present
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A5 
	Not present
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1, A5
	
	
	RFC 7315 [132]

	
access-net-spec
	A1
	access network technology and, if applicable, the cell ID
	
	

	
access-net-spec
	A5
	access network technology for Fixed Broadband and if applicable DSL Location Parameter
	
	

	Accept 
	
	(if present)
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-range
	
	application/reginfo+xml
	
	

	Event
	
	
	
	RFC 6665 [140]
RFC 3680 [22]

	
event-type
	
	reg
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this message and if there is a message-body
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports Session-ID (A.12/30 3GPP TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

NOTE2:
According to TS 24.229 clause 5.1.1.3 the public user identity used for subscription is:
a) when the UE has an ISIM the default public user identity or the public user identity used for initial registration
b) when the UE does not have an ISIM the default public user identity

<End of modified section>
<Start of modified section>
A.1.5
200 OK for SUBSCRIBE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in SUBSCRIBE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in SUBSCRIBE message
	
	

	
tag
	
	common to-tag (subscribe dialog)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in SUBSCRIBE message
	
	

	
tag
	
	same value as received in SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in SUBSCRIBE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in SUBSCRIBE message
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:scscf.3gpp.org>
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SS P-CSCF address: protected server port of SS
	
	

	
addr-spec
	A2, A3
	SS P-CSCF address: unprotected server port of SS (optional) 
	
	

	
uri-parameter
	
	lr
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

<End of modified section>
<Start of modified section>
A.1.6
NOTIFY for reg-event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	A1
	same URI as used by the UE in the corresponding REGISTER message and protected server port of UE
	
	

	
Request-URI
	A2, A5
	same URI as used by the UE in the corresponding REGISTER message and unprotected server port of UE
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2, A5
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 4)
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	scscf.3gpp.org
	
	

	

via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 4)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the To header of the previous SUBSCRIBE message (NOTE 3)
	
	

	
tag
	
	common to-tag (subscribe dialog)
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the From header of the previous SUBSCRIBE message (NOTE 3)
	
	

	
tag

	
	same value as received in From tag of SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1, A2, A5
	
	
	RFC 3261 [15]

	
value
	
	1
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:scscf.3gpp.org>
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	application/reginfo+xml
	
	

	Event
	A1, A2, A5
	
	
	RFC 6665[140]
RFC 3680 [22]

	
event-type
	
	reg
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

	
substate-value
	
	active
	
	

	
expires
	
	600000
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	

	Message-body
	A3
	<?xml version=”1.0” encoding="UTF-8"?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”0” state=”full”>

<registration aor=”PublicUserIdentity1 (NOTE 2)” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”AssociatedTelUri (NOTE 2)” id=”a101” state=”active”>

    <contact id=”981” state=”active” event=”created”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”PublicUserIdentity2 (NOTE 2)” id=”a102” state=”active”>

    <contact id=”982” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”PublicUserIdentity3 (NOTE 2)” id=”a103” state=”active”>

    <contact id=”983” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

</reginfo>
	
	

	
	A4
	<?xml version=”1.0” encoding="UTF-8"?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” xmlns:gr="urn:ietf:params:xml:ns:gruuinfo" version=”0” state=”full”>

<registration aor=”PublicUserIdentity1 (NOTE 2)” id=”a100” state=”active”>

<contact id=”980” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

<uri>same value as in Contact header of REGISTER request</uri>

<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

<registration aor=”AssociatedTelUri (NOTE 2)” id=”a101” state=”active”>

<contact id=”981” state=”active” event=”created”><uri>same value as in Contact header of REGISTER request</uri>

<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri=" same public GRUU as for PublicUserIdentity1"/>

<gr:temp-gruu uri=" same temporary GRUU as for PublicUserIdentity1" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

<registration aor=”PublicUserIdentity2 (NOTE 2)” id=”a102” state=”active”>

<contact id=”982” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

<uri>same value as in Contact header of REGISTER request</uri>
<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

<registration aor=”PublicUserIdentity3 (NOTE 2)” id=”a103” state=”active”>

<contact id=”983” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

<uri>same value as in Contact header of REGISTER request</uri>
<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

</reginfo>
	
	RFC 5628 [62]

	Message-body
	A5
	<?xml version=”1.0” encoding="UTF-8"?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”0” state=”full”>

<registration aor=”PublicUserIdentity1 (NOTE 2)” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”AssociatedTelUri (NOTE 2)” id=”a101” state=”active”>

    <contact id=”981” state=”active” event=”created”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

</reginfo>
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5]

	A3
	NOT obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
The public user ids and the associated TEL URI are as returned to the UE in the P-Associated-URI header of the 200 (OK) response to the REGISTER request;
PublicUserId1 is the default public user id i.e. the first one contained in P-Associated-URI;
AssociatedTelUri is the same as used in P-Associated-URI
PublicUserId2 and PublicUserId3 are the remaining IMPUs of the P-Associated-URI header

NOTE 3:
This results in using the public user identity used for subscription as defined in TS 24.229 clause 5.1.1.3.

NOTE 4:
Branch parameter values sent by SS are different within a test case execution.

<End of modified section>
<Start of modified section>
A.2.1
INVITE for MO Call Setup

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]
RFC 5031 [97]

TS 24.229 [10]
5.1.2A.1.3, 5.1.2A.1.5,
7.2A.10

	
Method
	
	INVITE
	
	

	
Request-URI
	A4
	px_IMS_CalleeUri

px_IMS_CalleeURI may be either SIP or Tel URI. It may contain a dialstring and phone-context parameter, when calling to dialstring. When calling to dialstring SIP URI must also contain user=phone or user=dialstring parameter.

The dialstring, if used, may be global, home local number or geo-local number. For home local numbers the value of phone-context parameter must equal the home domain name i.e. px_IMS_HomeDomainName. For geo-local numbers the home domain name must be prefixed by string “geo-local.” or access technology specific prefix, if the UE supports that option.

Note: The way how the UE determines whether numbers in a non-international format are geo-local, home-local or relating to another network, is UE implementation specific. For instance the UE might have a UI setting.
	
	

	
	A5
	px_IMS_CalleeContactUri
	
	

	
	A6, A7
	emergency service URN beginning with urn:service:sos
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

RFC 3581 [96]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or

SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	A1, A7
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
	A6
	IP address and, when using UDP, unprotected server port of the UE
	
	

	
	A17
	IP address and unprotected server port of the UE
	
	

	
response-port
	A6
	rport (when using UDP)
	
	

	
via-branch

	
	value starting with z9hG4bK
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:scscf.3gpp.org;lr>
	
	

	
	A2, A17
	<sip:SS P-CSCF address: unprotected server port of SS (optional);lr>, <sip:scscf.3gpp.org;lr>
	
	

	
	A5
	MO call has been established:
URIs of the Record-Route header of 183 response in reverse order (or any other response creating the dialog according. to RFC 3261 clause 12.1 [15])


MT call has been established:
same value as defined for the Record-Route header in A.2.9
	
	

	
	A6
	<sip:SS P-CSCF address: unprotected server port of SS;lr >
	
	

	
	A7
	<sip:SS P-CSCF address: protected server port of SS;lr >
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A6
	Any SIP URI with display name as “Anonymous” or anonymous
	
	

	
	A7
	emergency public user identity (NOTE 3)
	
	

	
	A4
	any SIP URI being subscribed and registered as listed in the XML body of the NOTIFY request; additionally when there is a P-Preferred-Identity header within the INVITE request the SIP URI shall match the URI within the P-Preferred-Identity header
	
	

	
tag
	A4
	must be present, value not checked
	
	

	
addr-spec
	A5
	local SIP URI of the UE as used in any previous request in the same dialog (In the earlier requests within the same dialog this URI appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	
tag
	A5
	local tag of the dialog ID (In the earlier requests within the same dialog this tag appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	To
	
	
	
	RFC 3261 [15]

RFC 5031 [97]

	
addr-spec
	A6, A7
	emergency service URN beginning as urn:service:sos
	
	

	
addr-spec
	A4
	px_IMS_CalleeUri
	
	

	
tag

	A4
	not present
	
	

	
addr-spec
	A5
	remote SIP URI of SS (i.e. the remote UE) as used in any previous request in the same dialog (In the earlier requests within the same dialog this URI appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	
tag
	A5
	remote tag of the dialog ID (In the earlier requests within the same dialog this tag appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	A4
	value different to that received in REGISTER message
	
	

	
callid
	A5
	value of Call-ID as in any previous request in the same dialog
	
	

	Session-ID
	A9
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	A4
	value different to that received in REGISTER message
	
	

	
sess-id
	A5
	value of Session-ID as in any previous request in the same dialog
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A4
	must be present, value not checked
	
	

	
value
	A5
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one
	
	

	
method
	
	INVITE
	
	

	Supported
	
	The option tags defined below shall be included additionally to any option tags defined in any specific message content, unless specified otherwise in this specific message content.
	
	RFC 3261 [15]
RFC6442 [98]

	
option-tag
	
	100rel
	
	

	
option-tag
	A13 OR A14
	norefersub
	Rel-11
	RFC 4488 [126]

	      option-tag
	
	timer

Editor’s note: A grace period is granted for the UE to comply with this requirement. At RAN5#77 [November 2017] this note will be reviewed.
	
	RFC 4028 [146]

	P-Early-Media


em-param
	A16 AND (NOT A5)
	supported
	
	RFC 5009 [138]

	
	
	
	
	IR.92 [133]

	Geolocation
	A8
	
	Rel-9
	RFC6442 [98]

	
locationURI
	
	cid-url indicating the Content-Id of the PIDF-LO within the multipart MIME body of INVITE request.
(Note that location-by-reference URI is not allowed as the SS does not provide any external storage for location info for the UE to refer.)
	
	

	Geolocation-Routing
	A8
	“yes”
	Rel-9
	RFC 6442 [98]

	Require
	A1, A7
	
	
	RFC 3261 [15]
RFC 3312 [31]

RFC 3329 [21]

	
	A6
	not present
	
	

	
option-tag
	A1, A7
	sec-agree
	
	

	Proxy-Require
	A1, A7
	
	
	RFC 3261 [15]

RFC 3329 [21]

	
	A6
	not present
	
	

	
option-tag
	A1, A7
	sec-agree
	
	

	Security-Verify
	A1, A7
	
	
	RFC 3329 [21]

	
	A2, A6
	not present
	
	

	
sec-mechanism
	A1, A7
	same value as Security-Server header sent by SS
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 3840 [63]
RFC 5627 [61] 
RFC 5626 [109]

RFC 5627 [61]

RFC 7254 [122]

	
addr-spec
	(A1 OR A7) AND NOT A15
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
	A2 AND NOT A15
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
	A15 AND NOT A6
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	
	A6
	SIP URI with IP address and unprotected server port of UE
	
	

	
c-p-instance
	A6
	+sip.instance="<urn:gsma:imei: (gsma-specifier-defined-substring)>”
where gsma-specifier-defined-substring shall be the IMEI code of the UE, coded as specified in RFC 7254 [122], without optional parameters 
	Rel-10
	

	
	A3, A17
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2, 4)
	
	

	
feature-param
	A10 AND A11
	video
	
	

	
feature-param
	A12
	+g.3gpp.srvcc-alerting
	
	

	
feature-param
	
	audio

Editor’s note: A grace period is granted for the UE to comply with this requirement. At RAN5#77 [November 2017] RAN5 shall review if this note is to be removed.
	
	

	
feature-param
	A18
	+g.3gpp.ps2cs-srvcc-orig-pre-alerting
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	NOT A8
	application/sdp
	
	

	
media-type
	A8
	multipart/mixed
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	P-Access-Network-Info
	A2(o)
	header optional
	
	

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	Rel-7
	RFC 3261 [15]

	
media-range
	A4
	application/sdp,application/3gpp-ims+xml
(additional medias can be added in any order)
	
	

	
media-range
	A13
	application/vnd.3gpp.mid-call+xml
	Rel-11
	

	
media-range
	A14
	application/vnd.3gpp.state-and-event-info+xml
	Rel-11
	

	Accept
	A5(o)
	header optional
	
	

	P-Preferred-Service
	
	
	
	RFC 6050 [68]

	
Service-ID
	A3 AND A4
	urn:urn-7:3gpp-service.ims.icsi.mmtel
	
	

	P-Preferred-Identity
	
	
	
	RFC 3325 [89]

	  PPreferredID-value
	A7
	emergency public user identity (NOTE 3)
	
	

	Recv-Info
	
	
	
	RFC 6086 [139]

	
Info-package-type
	A14
	g.3gpp.state-and-event
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	
ac-value
	A3 AND A4
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2, 4)
	
	

	
ac-value
	A10 AND A11
	video
	
	

	Proxy-Authorization
	A17
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
username
	A17
	preconfigured in the UE
	
	

	
realm
	A17
	same value as received in the realm directive in the Proxy-Authorization header sent by SS
	
	

	
nonce
	A17
	same value as in Proxy-Authorization header sent by SS
	
	

	
digest-uri
	A17
	preconfigured in the UE
	
	

	
qop-value
	A17
	auth
	
	

	
cnonce-value
	A17
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	A17
	counter to indicate how many times UE has sent the same value of nonce within successive INVITESs, initial value shall be 1
	
	

	
response
	A17
	response calculated by UE
	
	

	
algorithm
	A17
	MD5
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this message and if there is a message body
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body
	
	
	
	RFC 4119 [99]

	
	NOT A8
	SDP offer, contents as specified within the specific test cases referring to this common message.
	
	

	
	A8
	The multipart-mime body shall contain:
a) SDP offer, contents as specified within the specific test cases referring to this common message.

b) a PIDF-LO element mapped to the same Content-ID which can be found from the Geolocation header

The PIDF-LO shall contain at least the following elements:

-
One or more 'geopriv' elements, each containing:

-
One 'location-info' element describing the location of the UE; and

-
One 'usage-rules' element describing the limitations of the usage of the location info.
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports MTSI (A.3A/50 3GPP TS 34.229-2 [5])

	A4
	INVITE creating a dialog

	A5
	re-INVITE within a dialog

	A6
	INVITE for creating an emergency session in case of no registration

	A7
	INVITE for creating an emergency session within an emergency registration

	A8
	UE is capable of obtaining location information, has obtained its location and is setting up an emergency session

	A9
	UE supports Session-ID (A.12/30 3GPP TS 34.229-2 [5])

	A10
	UE supports video (A.12/32 3GPP TS 34.229-2 [5])

	A11
	INVITE for creating a video call and UE supports video (A.12/32 3GPP TS 34.229-2 [5])

	A12
	INVITE for creating a voice call and UE supports g.3gpp.srvcc-alerting media feature tag (A.12/34 3GPP TS 34.229-2 [5])

	A13
	INVITE for creating a voice call during rSRVCC and UE CS to PS SRVCC with the MSC assisted mid-call feature (A.12/42 3GPP TS 34.229-2 [5])

	A14
	INVITE for creating a voice call and UE supports CS to PS SRVCC for calls in alerting phase (A.12/41 3GPP TS 34.229-2 [5])

	A15
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A16
	UE supports early media (A.12/45 3GPP TS 34.229-2 [5])

	A17
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])

	A18
	UE indicates g.3gpp.ps2cs-srvcc-orig-pre-alerting media feature tag in INVITE request (A.12/36 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].

NOTE 3:
According to TS 24.229 clause 5.1.1.1A and 5.1.6.2 [10] when the UE is using ISIM the emergency public user identity is the first public user identity in the list stored in the ISIM; when there is no ISIM it is the default public user id if the UE registered or the temporary user id (derived from IMSI) else.

NOTE 4:
URN is the outcome of URL encoding (“Percent-Encoding” according to RFC 3986 [129]) of urn:urn-7:3gpp-service.ims.icsi.mmtel.

<End of modified section>
<Start of modified section>
A.2.3
183 Session Progress for INVITE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	183
	
	

	
Reason-Phrase
	
	Session Progress
	
	

	Record-Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
rec-route
	A1
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@scscf.3gpp.org;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	
rec-route


	A3
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@scscf.3gpp.org;lr>, <sip:SS P-CSCF address: unprotected server port of SS (optional);lr>
	
	

	
rec-route
	A2
	same value as received in INVITE
	
	

	
rec-route
	A4
	same value as received in INVITE
	
	

	
rec-route
	A5
	<sip:orig@ecscf.other.com;lr>, <sip:SS P-CSCF address:protected server port of SS;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in INVITE message
	
	

	Require
	
	The option tags defined below shall be included additionally to any option tags defined in any specific message content, unless specified otherwise in this specific message content.
	
	RFC 3261 [15]

	
option-tag

	
	100rel
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag
	
	same value as received in INVITE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag
	A1, A3, A5, A6
	common to-tag (invite)
	
	

	
tag
	A2, A4, A7
	arbitrary value
	
	

	P-Asserted-Identity
	A5
	
	
	RFC 3325 [89]

	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec 
	A1, A3
	px_IMS_CalleeContactUri
	
	

	
addr-spec 
	A2 AND NOT A9
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A4 AND NOT A9
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A2 AND A9
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	
addr-spec
	A4 AND A9
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	
feature-param
	
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"(see NOTE 2, 3)
	
	

	
feature-param
	A6, A7
	video
	
	

	
feature-param
	A10
	audio
	
	

	
feature-param
	A11
	audio

Editor’s note: A grace period is granted for the UE to comply with this requirement. At RAN5#77 [November 2017] RAN5 shall review if this note is to be removed.
	
	

	Rseq
	
	
	
	RFC 3262 [33]

	
response-num
	A2, A4, A7
	arbitrary value
	
	

	
response-num
	A1, A3, A5, A6, A8
	121 (arbitrarily selected)
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in INVITE message
	
	

	Feature-Caps
feature-param
	A8
	+g.3gpp.ps2cs-srvcc-orig-pre-alerting
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	A10
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	183 sent by the SS (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A2
	183 sent by the UE (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A3
	183 sent by the SS (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A4
	183 sent by the UE (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A5
	183 sent by the SS for INVITE for a non-UE detectable emergency call

	A6
	183 sent by SS for a video call and UE supports video media feature tag (A.12/32 3GPP TS 34.229-2 [5])

	A7
	183 sent by UE for a video call and UE supports video media feature tag (A.12/32 3GPP TS 34.229-2 [5])

	A8
	183 sent by the SS for a voice call and UE supports pre-alerting media feature tag (A.12/36 3GPP TS 34.229-2 [5])

	A9
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A10
	183 sent by SS

	A11
	183 sent by UE


NOTE1:
All choices for applicable conditions are described for each header.

NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].

NOTE 3:
URN is the outcome of the URL encoding (“Percent-Encoding” according to RFC 3986 [129]) of urn:urn-7:3gpp-service.ims.icsi.mmtel. 

<End of modified section>
<Start of modified section>
A.2.13
MO NOTIFY for refer package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	same URI value which the SS sent in its Contact header within the REFER request
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or 

SIP/2.0/TCP when using TCP
	
	

	

sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN and unprotected server port of UE
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address: protected server port of SS ;lr>, <sip:scscf.3gpp.org;lr>
	
	

	
route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of SS (optional);lr>, <sip:scscf.3gpp.org;lr>
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Local SIP URI of the UE which must be the same URI as used for the UE in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Remote SIP URI of the SS which must be the same as used for the SS in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred.
	
	

	
tag

	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in the INVITE (and REFER) message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in INVITE (and REFER) message, if Session-ID header field exists in received INVITE (and REFER) message, otherwise, not present.
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the dialog created by the INVITE sent by the UE when initiating the call to be transferred, but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the UE or GRUU as returned by the SS in registration
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	
addr-spec
	A3
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	message/sipfrag
	
	

	Event
	A1,A2
	
	
	RFC 6665 [140]
RFC 3515 [72]

	
event-type
	
	refer
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

	
substate-value
	
	active
	
	

	
expires
	
	non-zero value
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this request and if there is a message-body
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 TS 34.229-2 [5])

	A3
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])


<End of modified section>
<Start of modified section>
A.3.1
200 OK for other requests than REGISTER or SUBSCRIBE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in request
	
	

	Record-Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
rec-route
	A1
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@scscf.3gpp.org;lr>, <sip:SS P-CSCF address: protected server port of SS ;lr>
	
	

	
rec-route
	A3
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@scscf.3gpp.org;lr>, <sip:SS P-CSCF address: unprotected server port of SS (optional);lr>
	
	

	
rec-route
	A2,A4,A5
	same value as received in the request (if present in the request)

Note: for requests other than INVITE it is not regulated if and what the UE writes into this header in a response.
	
	

	
rec-route
	A6
	<sip:orig@ecscf.other.com;lr>, <sip:SS P-CSCF address:protected server port of SS;lr>
	
	

	
rec-route
	A7
	<sip:orig@ecscf.other.com;lr>, <sip:SS P-CSCF address:unprotected server port of SS;lr>
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in request
	
	

	
tag
	
	same value as received in request
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in request
	
	

	
tag

	
	same value as received in request or 

 any value added if missing from request
	
	

	P-Asserted-Identity
	A6
	
	
	RFC 3325 [89]

	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec 
	A1, A3
	px_IMS_CalleeContactUri
	
	

	
addr-spec 
	A2 AND NOT A9
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec 
	A4 AND NOT A9
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A2 AND A9
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	
addr-spec
	A4 AND A9
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	
feature-param
	A10
	audio
	
	

	
feature-param
	A11
	audio

Editor’s note: A grace period is granted for the UE to comply with this requirement. At RAN5#77 [November 2017] RAN5 shall review if this note is to be removed.
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in request
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in request, if Session-ID header field exists in received request, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in request
	
	

	P-Access-Network-Info
	A8
	
	
	

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	A10
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	Response sent by SS for INVITE/UPDATE (IMS security ,A.6a/2 TS 34.229-2 [5]))

	A2
	Response sent by UE for INVITE/UPDATE (IMS security ,A.6a/2 TS 34.229-2 [5]))

	A3
	Response sent by SS for INVITE/UPDATE (GIBA, A.6a/1 TS 34.229-2 [5]))

	A4
	Response sent by UE for INVITE/UPDATE (GIBA, A.6a/1 TS 34.229-2 [5]))

	A5
	Any response sent by the UE within a dialog

	A6
	Response sent by SS for INVITE for emergency call or non-UE detectable emergency call

	A7
	Response sent by SS for INVITE for emergency call without emergency registration

	A8
	Any response sent by the UE within a dialog, except for CANCEL requests

	A9
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A10
	Response sent by SS

	A11
	Response sent by UE


<End of modified section>
<Start of modified section>
A.4.3
PUBLISH

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3903 [60]

	
Method
	
	PUBLISH
	
	

	
Request-URI
	
	 any IMPU within the set of IMPUs on ISIM
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

RFC 3903 [60]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:scscf.3gpp.org;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:scscf.3gpp.org;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN, port (optional) and not checked 
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	not present
	
	

	Expires
	
	Optional
	
	RFC 3261 [15]

	
delta-seconds
	
	same as registration timer
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as Security Server header sent by SS
	
	

	Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	Proxy-Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	PUBLISH
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	
	
	RFC 6665 [140]
RFC 3680 [22]

RFC 3903 [60]

	
event-type
	
	value not checked
	
	

	SIP-If-Match
	
	optional
	
	RFC 3903 [60]

	
entry-tag
	
	
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this request and if there is a message-body
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	

	Message-body
	
	optional
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))

	A3
	UE supports Session-ID (A.12/30 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

<End of modified section>
<Start of modified section>
A.4.4
200 OK for PUBLISH

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	200
	
	

	
Reason-Phrase
	OK
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in PUBLISH message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	common to-tag (subscribe dialog)
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in PUBLISH message
	
	

	
tag
	same value as received in PUBLISH message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in PUBLISH message
	
	

	Session-ID
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	same value as received in PUBLISH message, if Session-ID header field exists in received PUBLISH message, otherwise, not present.
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in PUBLISH message
	
	

	Contact
	
	
	RFC 3261 [15]

	
addr-spec
	<sip:scscf.3gpp.org>
	
	

	Expires
	
	
	RFC 3261 [15]

RFC 3903 [60]

	
delta-seconds
	600000
	
	

	SIP-ETag
	
	
	RFC 3903 [60]

	
entry-tag
	unique generated tag for every request
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	


<End of modified section>
<Start of modified section>
A.4.6
504 Server Time-out

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	504
	
	

	
Reason-Phrase
	Server Time-out
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in request
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag
	same value as received in request
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag

	any arbitrary tag value added
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [89]

	
addr-spec
	scscf.3gpp.org
	
	

	
uri-parameter
	lr
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in request
	
	

	Session-ID
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	same value as received in request, if Session-ID header field exists in received request, otherwise, not present.
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in request
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	Length of message-body
	
	

	Content-Type
	
	
	RFC 3261 [15]

	
media-type
	application/3gpp-ims+xml
	
	

	Message-body
	<?xml version="1.0" encoding="UTF-8"?>

<ims-3gpp version="1">

  <alternative-service>

    <type>restoration</type>

    <reason/>

    <action>initial-registration</action>

  </alternative-service>

</ims-3gpp>
	
	


<End of modified section>
<Start of modified section>
A.5.1
SUBSCRIBE for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	sip:final@conf-factory. appended with px_IMS_HomeDomainName
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:scscf.3gpp.org;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:scscf.3gpp.org;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	sip:final@conf-factory. appended with px_IMS_HomeDomainName
	
	

	
tag
	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A4
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as Security Server header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-range
	
	application/conference-info+xml
	
	

	Event
	
	
	
	RFC 6665 [140]
RFC 3680 [22]

	
event-type
	
	conference
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this request and if there is a message-body
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))

	A3
	UE supports Session-ID (A.12/30 TS 34.229-2 [5]))

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A5
	Void.


NOTE 1:
All choices for applicable conditions are described for each header.

<End of modified section>
<Start of modified section>
A.5.3
NOTIFY for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 2)
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	
	scscf.3gpp.org
	
	

	

via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 2)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	sip:final@conf-factory. appended with px_IMS_HomeDomainName
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in SUBSCRIBE message, if Session-ID header field exists in SUBSCRIBE message, otherwise, not present.
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	sip:final@conf-factory. appended with px_IMS_HomeDomainName
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/conference-info+xml
	
	

	Event
	A1,A2
	
	
	RFC 6665 [140]
RFC 4575 [86]

	
event-type
	
	conference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
value
	
	length of message-body
	
	

	Message-body
	
	 <?xml version="1.0" encoding="UTF-8"?>

 <conference-info   xmlns="urn:ietf:params:xml:ns:conference-info">

                      entity="sip:final@conf-factory. appended with px_IMS_HomeDomainName" 

                      state="full" 

                      version="0" 

   <users>

     <user entity=" any IMPU within the set of IMPUs on ISIM">

      <endpoint entity=" Contact URI of the UE">

       <status>connected</status>

       <joining-method>dialed-in</joining-method>

       <media id="1">

        <type>audio</type>

        <label>34567</label>

        <src-id>SSRC of UE's RTP packets</src-id>

        <status>sendrecv</status>

       </media>

      </endpoint>

     </users>

   </conference-info>
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

NOTE 2:
Branch parameter values sent by SS are different within a test case execution.

<End of modified section>
<Start of modified section>
A.6.1
SUBSCRIBE for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	any IMPU within the set of IMPUs on ISIM or px_IMS_MessageAccountIdentity.

UE shall use px_IMS_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:scscf.3gpp.org;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:scscf.3gpp.org;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM or px_IMS_MessageAccountIdentity.

UE shall use px_IMS_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
tag

	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A4
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as Security Server header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
media-range
	
	application/simple-message-summary
	
	

	Event
	
	
	
	RFC 6665 [140]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this request and if there is a message-body
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	GIBA (A.6a/1)

	A3
	UE supports Session-ID(A.12/30 TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

<End of modified section>
<Start of modified section>
A.6.2
NOTIFY for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	
	scscf.3gpp.org
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	
via-parm3:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	
	home domain name
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the To header of the previous SUBSCRIBE for message-summary event package
	
	

	
tag
	
	same value as used in the To header of the 200 response to the SUBSCRIBE for message-summary event package
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the From header of the previous SUBSCRIBE for message-summary event package
	
	

	
tag

	
	same value as received in From tag of SUBSCRIBE for message-summary event package
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in SUBSCRIBE message, if Session-ID header field exists in SUBSCRIBE message, otherwise, not present
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Contact@home domain name
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/simple-message-summary
	
	

	Event
	A1,A2
	
	
	RFC 6665 [140]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
value
	
	length of message-body
	
	

	Message-body
	
	Messages-Waiting: no

Message-Account: same IMPU as in From header
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	GIBA (A.6a/1)


NOTE 1:
All choices for applicable conditions are described for each header.

<End of modified section>
<Start of modified section>
A.6.3
200 OK for SUBSCRIBE for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in SUBSCRIBE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	common to-tag (subscribe msg-waiting dialog)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in SUBSCRIBE message
	
	

	
tag
	
	same value as received in SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in SUBSCRIBE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in SUBSCRIBE message, if Session-ID header field exists in SUBSCRIBE message, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in SUBSCRIBE message
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:scscf.3gpp.org>
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	7200
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SS P-CSCF address: protected server port of SS 
	
	

	
addr-spec
	A2
	SS P-CSCF address: unprotected server port of SS (optional) 
	
	

	
uri-parameter
	
	lr
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

<End of modified section>
<Start of modified section>
A.7.3
MESSAGE for MO SMS

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [91]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	Public Service Identity of the SM-SC: value not checked
Note:  value as provided by the user or taking default value as defined in E.3.2.15
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	
	IP address or FQDN and protected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE
	
	

	
tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Same as Request-URI.
	
	

	
tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	must be present, value not checked
	
	

	Session-ID
	A1
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	must be present, value not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A2
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID  
	
	

	Route
	
	
	
	RFC 3261 [15]

	
route-param
	
	<sip:SS P-CSCF address: protected server port of SS ;lr>, <sip:scscf.3gpp.org;lr>
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/vnd.3gpp.sms
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this request
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body


	
	RP-DATA message as specified in A.7.7 with RP‑User Data set to SMS-SUBMIT type equal to

- TP-MTI=’ 01’B (SMS-SUBMIT)

- TP-RD=any allowed value

- TP-VPF=any allowed value

- TP-RP=any allowed value

- TP-MR=any allowed value 

- TP-DA=any allowed value

- TP-PID=any allowed value

- TP-DCS=any allowed value

- TP-VP=any allowed value if TP-VPF indicates TP-VP field present; TP-VP=not present otherwise

- TP-UDL=set according to length of TP-UD field

- TP-UD=must be present and non-empty
	
	TS 24.011 [92]

TS 23.040 [93]


	Condition
	Explanation

	A1
	UE supports Session-ID (A.12/30 TS 34.229-2 [5])

	A2
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A3
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])


<End of modified section>
<Start of modified section>
A.8.1
MESSAGE UE receiving the ATGW information for CS to PS SRVCC

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [91]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	UE’s registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP 
	
	

	
sent-by
	
	SS P-CSCF address: protected server port of SS 
	
	

	
via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:sti-sr@atcf.visited2.net> (SIP URI of the STI-SR)
	
	

	
tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	 default public user identity of the UE
	
	

	
tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	a random text string generated by the SS
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	      ac-value
	
	+g.3gpp.smsip;require;explicit
	
	

	Content-Disposition
	
	
	
	RFC 3261 [64]

	      disp-type
	
	render
	
	

	P-Asserted-Identity
	
	
	
	RFC 3325 [89]

	      addr-spec
	
	<sip:sti-sr@atcf.visited2.net> (SIP URI of the STI-SR)
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

<End of modified section>
<Start of modified section>
A.8.2
MESSAGE UE providing information for CS to PS SRVCC

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [91]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	<sip:sti-sr@atcf.visited2.net> (same value as received in A.8.1)
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	
sent-by
	
	IP address or FQDN and protected server port of the UE
	
	

	
via-branch
	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE
	
	

	
tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:sti-sr@atcf.visited2.net> (SIP URI of the STI-SR) (same value as received in A.8.1)
	
	

	
tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	must be present, value not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Route
	
	
	
	RFC 3261 [15]

	
route-param
	
	<sip:SS P-CSCF address: protected server port of SS ;lr>, <sip:scscf.3gpp.org;lr>
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	header shall be present if UE uses TCP to send this request and if there is a message-body
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])


<End of modified section>
<Start of modified section>
C.10
Generic test procedure for MTSI conference creation

The generic test procedure for creating MTSI conference may be performed after successful IMS or early IMS registration

Test procedure

1)
UE attempts to make conference call

2-7a) UE creates the voice conference. The same message sequence as in steps 2 - 8 of Annex C.21 are used to create the conference into the conference focus and negotiate the media.

8)
SS responds to the INVITE request with valid 200 OK response.

9)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

10)
SS waits the UE to optionally subscribe to the conference event package with a SUBSCRIBE message
11)
If UE sent SUBSCRIBE, SS responds to it with 200 OK response.

12)
If UE sent SUBSCRIBE, SS sends a NOTIFY for the conference event package to the UE.

13) If SS sent a NOTIFY, SS waits the UE to respond the NOTIFY with 200 OK.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS Conference call
	

	2-7a
	
	Steps 2-8 of Annex C.21
	The same messages as in steps 2 - 8 of Annex C.21

	8
	(
	200 OK
	The SS responds INVITE with 200 OK and gives the final conference URI within the response

	9
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE

	
	
	EXCEPTION: steps 10 – 13 describe optional behaviour depending on UE configuration. The SS shall wait up to 3s for the SUBSCRIBE of step 10
	

	10
	(
	SUBSCRIBE
	UE subscribes the conference event

	11
	(
	200 OK
	SS responds to the subscription

	12
	(
	NOTIFY
	SS sends the initial state of the conference event to the UE

	13
	(
	200 OK
	UE responds to the NOTIFY


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “early IMS security” when applicable

Specific Message Contents

The specific message contents for steps 1 – 7a is otherwise identical to what has been specified in Annex C.21, but with the additional exceptions as below:

INVITE (Step 2)

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	sip:mmtel@conf-factory appended with px_IMS_HomeDomainName

	To
	

	
addr-spec
	sip:mmtel@conf-factory appended with px_IMS_HomeDomainName


183 Session in Progress for INVITE (Step 4)

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	sip:temporary@conf-factory. appended with px_IMS_HomeDomainName

	
feature-param
	isfocus

	Record-Route
	

	
rec-route
	<sip:orig@scscf.3gpp.org;lr>,

<sip:SS P-CSCF address: protected server port of SS;lr>


200 OK for INVITE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Record-Route
	

	
rec-route
	Same value as in the 183 response

	Contact
	

	
addr-spec
	sip:final@conf-factory. appended with px_IMS_HomeDomainName

	 
feature-param
	Isfocus


ACK (Step 9)

Use the default message “ACK” in annex A.2.7 with the following exceptions:

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	sip:final@conf-factory. appended with px_IMS_HomeDomainName


SUBSCRIBE (Step 10)

Use the default message “SUBSCRIBE for conference event package” in annex A.5.1

200 OK (Step 11)

Use the default message “200 OK for SUBSCRIBE” in annex A.5.2

NOTIFY (Step 12)

Use the default message “MT NOTIFY for conference event package” in annex A.5.3

200 OK (Step 13)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

<End of modified section>
<Start of modified section>
C.21
Generic test procedure for setting up MTSI MO speech call for EPS

Test procedure:

1)
MO speech is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response.

5)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS waits for the UE to send a UPDATE request containing the final SDP offer.

8)
SS responds to the UPDATE request with a 200 OK.
9)
SS responds to the INVITE request with a 180 Ringing.
10)
SS waits for the UE to send a PRACK request.

11)
SS responds to the PRACK request with a 200 OK.

12)
SS responds to the INVITE request with a 200 OK.

13)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	183 Session Progress
	SS sends an SDP answer.

	5
	(
	PRACK
	UE acknowledges and optionally offers a second SDP if a dedicated EPS bearer is established by the network.

	6
	(
	200 OK
	SS sends a 200 OK and answers the second SDP if present.

	7
	(
	UPDATE
	Optional step: UE sends a second SDP if a dedicated EPS bearer is established by the network. 

	8
	(
	200 OK
	Optional step: SS sends a 200 OK. 

	9
	(
	180 Ringing
	SS sends a 180 Ringing.

	10
	(
	PRACK
	UE acknowledges.

	11
	(
	200 OK
	SS responds PRACK with 200 OK.

	12
	(
	200 OK
	SS responds INVITE with 200 OK. 

	13
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value) [Note 7]
-
b=RR: (bandwidth-value) [Note 7]
Attributes for media: 

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 8]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 9]

-
a=rtpmap: (payload type) telephone-event/16000
-
a=fmtp: (format) 
-
a=rtpmap: (payload type) AMR/8000 [Note 8]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 9]
-
a=rtpmap: (payload type) telephone-event/8000 
-
a=fmtp: (format) 
-
a=ecn-capable-rtp: leap ect=0 [Note 3]
-
a=rtcp-fb:* nack ecn [Note 3]

-
a=rtcp-xr:ecn-sum [Note 3]

-
a=rtcp-rsize [Note 3]

-
a=ptime:20

-
a=maxptime:240

Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 4]
-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|

1:4FEC_ORDER=FEC_SRTP" [Note 4]
Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Note 1: At least one "c=" field shall be present.
Note 2: Void.

Note 3: Attributes for ECN Capability may be present if the UE supports Explicit Congestion Notification.

Note 4: Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 5: Void.
Note 6: Void.

Note 7: The RR value must be greater than 0. The RS value can be any value.

Note 8: The AMR channel number shall be “/1” or omitted.

Note 9: Values from 0 to 220 are allowed.


183 Session Progress (Step 4)

Use the default message "183 Session Progress" in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Require
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 4]

-
b=AS:37
-
b=RS: (bandwidth-value) [Note 5]
-
b=RR: (bandwidth-value) [Note 5]
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ecn-capable-rtp: leap ect=0 [Note 2]
-
a=rtcp-fb:* nack ecn [Note 2]
-
a=rtcp-xr:ecn-sum [Note 2]

-
a=ptime:20

-
a=maxptime:240

-
a=inactive [Note 7]
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 1]
-
a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4 [Note 3]

Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

-
a=conf:qos remote sendrecv

Note 1: The value for fmt, payload type (AMR) and format is copied from step 2.
Note 2: Attributes for ECN Capability are present if the UE supports Explicit Congestion Notification.

Note 3: Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4: transport port is the port number of the SS (see RFC 3264 clause 6).
Note 5: The bandwidth-value is copied from step 2.

Note 6: Void

Note 7: The attribute a=inactive shall be present if it was included in step 2.


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4 with the following exceptions:

	Header/param
	Value/Remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Message-body
	Header optional

Contents if present: The following SDP types and values shall be present.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note 2]

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 3]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)

-
b=RR: (bandwidth-value)

Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3] [Note 5]
-
a=fmtp: (format) [Note 3, 4]
-
a= sendrecv [Note 6]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv or a=des:qos mandatory remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: "o=" line identical to previous SDP sent by UE except that sess-version is incremented by one.
Note 3: The value for fmt, payload type and format is not checked

Note 4: Parameters for the AMR codec are not checked

Note 5: The AMR channel number shall be “/1” or omitted.

Note 6: The attribute a=sendrecv shall be present if a=inactive was included in step 2.


200 OK for PRACK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Content-Type
	Header optional

Contents if present:

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	Header present if Prack (step 5) contained SDP.

Contents if present: SDP body of the 200 OK response copied from the received PRACK and modified as follows:

-
IP address on "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

-
"o=" line identical to previous SDP sent by SS except that sess-version is incremented.
Attributes for preconditions:

· a=curr:qos remote sendrecv


UPDATE (Step 7)

Use the default message “UPDATE” in annex A.2.5 with the following exceptions:
	Header/param
	Value/remark

	Require
	Same contents as specified in step 5.

	Message-body
	Same contents as specified in step 5.


200 OK for UPDATE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received UPDATE and modified as follows:

-
IP address on "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

-
“o=” line identical to previous SDP sent by SS except that sess-version is incremented.

Attributes for preconditions:

· a=curr:qos remote sendrecv


180 Ringing (Step 9)

Use the default message “180 Ringing for INVITE” in annex A.2.6 applying condition A3 (Response sent reliably).

<End of modified section>
<Start of modified section>
C.21a
Generic test procedure for MTSI MO speech call for WLAN

Test procedure:

1)
MO speech is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS wait for the UE to send an INVITE request with first SDP offer.

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 180 Ringing response. 

5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS responds to the INVITE request with a 200 OK.
8)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	180 Ringing
	SS sends Ringing with an SDP answer.

	5
	(
	PRACK
	UE acknowledges.

	6
	(
	200 OK
	SS sends a 200 OK response for PRACK. 

	7
	(
	200 OK
	SS sends a 200 OK for INVITE. 

	8
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 2]
-
a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 3] 

-
a=rtpmap: (payload type) telephone-event/16000
-
a=fmtp: (format) 
-
a=rtpmap: (payload type) AMR/8000 [Note 2]
-
a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 3]
-
a=rtpmap: (payload type) telephone-event/8000

-
a=fmtp: (format) 
-
a=ptime:20

-
a=maxptime:240

Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: The AMR channel number shall be “/1” or omitted.

Note 3: Values from 0 to 220 are allowed.


180 Ringing (Step 4)

Use the default message "180 Ringing" in annex A.2.6 with the following exceptions:

	Header/param
	Value/Remark

	Require
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 2]

-
b=AS: 37
-
b=RS: (bandwidth-value) [Note 3]
-
b=RR: (bandwidth-value) [Note 3]
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ptime:20

-
a=maxptime:240

Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

Note 1: The value for fmt, payload type (AMR) and format is copied from step 2.

Note 2: Transport port is the port number of the SS (see RFC 3264 clause 6).

Note 3: The bandwidth-value is copied from step 2.


<End of modified section>
<Start of modified section>
C.21b
Generic test procedure for Originating MTSI Voice Call over Fixed Broadband Access

Test procedure:

1)
Originating speech is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response.

5)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS optionally waits for the UE to send a UPDATE request containing the final SDP offer.

8)
SS optionally responds to the UPDATE request with a 200 OK.
9)
SS responds to the INVITE request with a 180 Ringing.
10)
SS waits for the UE to send a PRACK request.

11)
SS responds to the PRACK request with a 200 OK.

12)
SS responds to the INVITE request with a 200 OK.

13)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response

	4
	(
	183 Session Progress
	SS sends an SDP answer

	5
	(
	PRACK
	UE acknowledges and optionally offers a second SDP

	6
	(
	200 OK
	SS sends a 200 OK and answers the second SDP if present

	7
	(
	UPDATE
	Optional step: UE sends a second SDP

	8
	(
	200 OK
	Optional step: SS sends a 200 OK

	9
	(
	180 Ringing
	SS sends a 180 Ringing

	10
	(
	PRACK
	UE acknowledges

	11
	(
	200 OK
	SS responds PRACK with 200 OK

	12
	(
	200 OK
	SS responds INVITE with 200 OK

	13
	(
	ACK
	UE acknowledges


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for Originating Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value) [Note 7]
-
b=RR: (bandwidth-value) [Note 7]
Attributes for media: 

-
a=rtpmap: (payload type) AMR/8000 [Note 8]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 9]
-
a=rtpmap: (payload type) telephone-event/8000 
-
a=fmtp: (format) 
-
a=ecn-capable-rtp: leap ect=0 [Note 3]
-
a=rtcp-fb:* nack ecn [Note 3]

-
a=rtcp-xr:ecn-sum [Note 3]

-
a=rtcp-rsize [Note 3]

-
a=ptime:20

-
a=maxptime:240

Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 4]
-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|

1:4FEC_ORDER=FEC_SRTP" [Note 4]
Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Note 1:
At least one "c=" field shall be present.
Note 2:
Void.

Note 3:
Attributes for ECN Capability may be present if the UE supports Explicit Congestion Notification.

Note 4:
Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 5:
Void
Note 6:
Void

Note 7:
The RR value must be greater than 0. The RS value can be any value.

Note 8:
The AMR channel number shall be “/1” or omitted.

Note 9: values from 0 to 220 are allowed


183 Session Progress (Step 4)

Use the default message "183 Session Progress" in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Require
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 4]

-
b=AS:37
-
b=RS: (bandwidth-value) [Note 5]
-
b=RR: (bandwidth-value) [Note 5]
Attributes for media:

-
a=rtpmap: (payload type) AMR/8000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ecn-capable-rtp: leap ect=0 [Note 2]
-
a=rtcp-fb:* nack ecn [Note 2]
-
a=rtcp-xr:ecn-sum [Note 2]

-
a=ptime:20

-
a=maxptime:240

-
a=inactive [Note 7]
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 1]
-
a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4 [Note 3]

Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

-
a=conf:qos remote sendrecv

Note 1: The value for fmt, payload type (AMR) and format is copied from step 2.
Note 2: Attributes for ECN Capability are present if the UE supports Explicit Congestion Notification.

Note 3: Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4: transport port is the port number of the SS (see RFC 3264 clause 6).
Note 5: The bandwidth-value is copied from step 2.

Note 6: Void

Note 7: The attribute a=inactive shall be present if it was included in step 2.


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4 with the following exceptions:

	Header/param
	Value/Remark

	Message-body
	Header optional

Contents if present: The following SDP types and values shall be present.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note 2]

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 3]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)

-
b=RR: (bandwidth-value)

Attributes for media:

-
a=rtpmap: (payload type)
-
a=fmtp: (format) [Note 3, 4]
-
a= sendrecv [Note 5]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv or a=des:qos mandatory remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: "o=" line identical to previous SDP sent by UE except that sess-version is incremented by one.
Note 3: The value for fmt, payload type and format is not checked

Note 4: Parameters for the AMR and other applicable codec are not checked

Note 5: The attribute a=sendrecv shall be present if a=inactive was included in step 2.


200 OK for PRACK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present:

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	Header present if Prack (step 5) contained SDP.

Contents if present: SDP body of the 200 OK response copied from the received PRACK and modified as follows:

-
IP address on "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

-
"o=" line identical to previous SDP sent by SS except that sess-version is incremented.
Attributes for preconditions:

· a=curr:qos remote sendrecv


UPDATE (Step 7)

Use the default message “UPDATE” in annex A.2.5 with the following exceptions:
	Header/param
	Value/remark

	Message-body
	Same contents as specified in step 5.


200 OK for UPDATE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received UPDATE and modified as follows:

-
IP address on "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

-
“o=” line identical to previous SDP sent by SS except that sess-version is incremented.

Attributes for preconditions:

· a=curr:qos remote sendrecv


180 Ringing (Step 9)

Use the default message “180 Ringing for INVITE” in annex A.2.6 applying condition A3 (Response sent reliably).

<End of modified section>
<Start of modified section>
C.21c
Generic test procedure for Originating MTSI Voice Call over Fixed Broadband Access without preconditions

Test procedure:

1)
Originating speech is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 180 Ringing response
5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS responds to the INVITE request with a 200 OK.

8)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS speech call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response

	4
	(
	180 Ringing
	SS sends a 180 Ringing with SDP

	5
	(
	PRACK
	UE acknowledges

	6
	(
	200 OK
	SS responds PRACK with 200 OK

	7
	(
	200 OK
	SS responds INVITE with 200 OK 

	8
	(
	ACK
	UE acknowledges


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for Originating Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value) [Note 5]
-
b=RR: (bandwidth-value) [Note 5]
Attributes for media: 

-
a=rtpmap: (payload type) AMR/8000 [Note 6]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 7]
-
a=rtpmap: (payload type) telephone-event [Note 4]
-
a=ecn-capable-rtp: leap ect=0 [Note 2]
-
a=rtcp-fb:* nack ecn [Note 2]

-
a=rtcp-xr:ecn-sum [Note 2]

-
a=rtcp-rsize [Note 2]

-
a=ptime:20

-
a=maxptime:240

Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 3]
-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|

1:4FEC_ORDER=FEC_SRTP" [Note 3]
Note 1:
At least one "c=" field shall be present.

Note 2:
Attributes for ECN Capability may be present if the UE supports Explicit Congestion Notification.

Note 3:
Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4:
a rate may be added to the “telephone-event” separated by “/” (e.g. “telephone-event/8000”)
Note 5:
The RR value must be greater than 0. The RS value can be any value.

Note 6:
The AMR channel number shall be “/1” or omitted.

Note 7: values from 0 to 220 are allowed


180 Ringing (Step 4)

Use the default message "180 Ringing" in annex A.2.6 with the following exceptions:

	Header/param
	Value/Remark

	Content-Type

  media-type
	application/sdp

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 4]

-
b=AS:37
-
b=RS: (bandwidth-value) [Note 5]
-
b=RR: (bandwidth-value) [Note 5]
Attributes for media:

-
a=rtpmap: (payload type) AMR/8000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ecn-capable-rtp: leap ect=0 [Note 2]
-
a=rtcp-fb:* nack ecn [Note 2]
-
a=rtcp-xr:ecn-sum [Note 2]

-
a=ptime:20

-
a=maxptime:240

-
a=inactive [Note 6]
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 1]
-
a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4 [Note 3]

Note 1: The value for fmt, payload type (AMR) and format is copied from step 2.
Note 2: Attributes for ECN Capability are present if the UE supports Explicit Congestion Notification.

Note 3: Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4: transport port is the port number of the SS (see RFC 3264 clause 6).
Note 5: The bandwidth-value is copied from step 2.




<End of modified section>
<Start of modified section>
C.25
Generic test procedure for setting up MTSI MO video call for EPS

Test procedure:

1)
MO video call is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response 

5)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS waits for the UE to send a UPDATE request containing the final SDP offer. 

8)
SS responds to the UPDATE request with a 200 OK.
9)
SS responds to the INVITE request with a 180 Ringing. 

10)
SS waits for the UE to send a PRACK request.

11)
SS responds to the PRACK request with a 200 OK.

12)
 SS responds to the INVITE request with a 200 OK.

13)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS video call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	183 Session Progress
	SS sends an SDP answer.

	5
	(
	PRACK
	UE acknowledges and optionally offer a second SDP if a dedicated EPS bearer is established by the network.

	6
	(
	200 OK
	SS sends a 200 OK and answers the second SDP if present.

	7
	(
	UPDATE
	Optional step: UE sends a second SDP if a dedicated EPS bearer is established by the network. 

	8
	(
	200 OK
	Optional step: SS sends a 200 OK. 

	9
	(
	180 Ringing
	SS sends a 180 Ringing.

	10
	(
	PRACK
	UE acknowledges.

	11
	(
	200 OK
	SS responds PRACK with 200 OK.

	12
	(
	200 OK
	SS responds INVITE with 200 OK. 

	13
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media: 

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 4]

-
a=rtpmap: (payload type) telephone-event/16000
-
a=fmtp: (format) 
-
a=rtpmap: (payload type) AMR/8000 [Note 3]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 4]
-
a=rtpmap: (payload type) telephone-event/8000

-
a=fmtp: (format) 
-
a=ptime:20

-
a=maxptime:240

Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Media description:

- m=video (transport port) RTP/AVPF (fmt) or RTP/AVP (fmt) [Note 2]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media: 

-
a=tcap:1 RTP/AVPF [Note 2]
-
a=pcfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: The tcap/pcfg attributes are present if RTP/AVP is present on the m line.

Note 3: The AMR channel number shall be “/1” or omitted.

Note 4: Values from 0 to 220 are allowed


183 Session Progress (Step 4)

Use the default message "183 Session Progress" in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Require
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:30

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1]

-
b=AS: (bandwidth-value) [Note 1]
-
b=RS: (bandwidth-value) [Note 1]
-
b=RR: (bandwidth-value) [Note 1]
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ptime:20

-
a=maxptime:240

-
a=inactive [Note 4]
Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

-
a=conf:qos remote sendrecv

Media description:

-
m=video (transport port) RTP/AVPF (fmt) [Note 1]
-
b=AS: (bandwidth-value) [Note 1]
-
b=RS: (bandwidth-value) [Note 1]
-
b=RR: (bandwidth-value) [Note 1]
Attributes for media: 

-
a=acfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000 [Note 1]
-
a=fmtp: (format) (format specific parameters) [Note 1]

-
a=inactive [Note 4]
Attributes for preconditions:

-
a=curr:qos local none

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

-
a=conf:qos remote sendrecv

Note 1: The value for fmt, bandwidth, payload type, format and format specific parameters copied from step 2.

Note 2: Present if tcap/pcfg attributes were included in step 2.

Note 3: Void

Note 4: The attribute a=inactive shall be present if it was included in step 2.


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4 with the exceptions: 

	Header/param
	Value/Remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Message-body
	Header optional

Contents if present: The following SDP types and values shall be present.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note 2]

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)

-
b=RR: (bandwidth-value)

Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]
-
a=fmtp: (format)

-
a=sendrecv [Note 4]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv or a=des:qos mandatory remote

sendrecv

Media description:

-
m=video (transport port) RTP/AVPF (fmt)
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media:

-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
-
a=sendrecv [Note 4]
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv or a=des:qos mandatory remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: "o=" line identical to previous SDP sent by UE except that sess-version is incremented by one.
Note 3: The AMR channel number shall be “/1” or omitted.

Note 4: The attribute a=sendrecv shall be present if a=inactive was included in step 2.


200 OK for PRACK (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require

    option-tag
	precondition (shall be present if SDP message-body present)

	Content-Type
	Header optional

Contents if present:

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	Header present if Prack (step 5) contained SDP.

Contents if present: SDP body of the 200 response copied from the received PRACK and modified as follows:

- "o=" line identical to previous SDP sent by SS except that sess-version is incremented by one

-
IP address on "c=" line and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

Attributes for preconditions:

· a=curr:qos remote sendrecv


UPDATE (Step 7)

Use the default message “UPDATE” in annex A.2.5 with the following exceptions:
	Header/param
	Value/remark

	Require
	Same contents as specified in step 5.

	Message-body
	Same contents as specified in step 5.


200 OK for UPDATE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Require

    option-tag
	precondition

	Content-Type
	Header optional

Contents if present: 

	
media-type
	application/sdp 

	Content-Length
	Contents if header Content-Type is present:

	      Value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received UPDATE and modified as follows:

- "o=" line identical to previous SDP sent by SS except that sess-version is incremented by one

-
IP address on "c=" line and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media;

Attributes for preconditions:

- a=curr:qos remote sendrecv


<End of modified section>
<Start of modified section>
C.25a
Generic test procedure for MTSI MO video call for WLAN
Test procedure:

1)
MO video call is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri. Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits for the UE to send an INVITE request with first SDP offer.

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 180 Ringing response. 

5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK response.

7)
SS responds to the INVITE request with a 200 OK response.
8)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK response for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS video call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	180 Ringing
	SS sends Ringing with an SDP answer.

	5
	(
	PRACK
	UE acknowledges

	6
	(
	200 OK
	SS sends a 200 OK response for PRACK 

	7
	(
	200 OK
	SS sends a 200 OK for INVITE. 

	8
	(
	ACK
	UE acknowledges. 


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]
-
a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 4] 
-
a=rtpmap: (payload type) telephone-event/16000
-
a=fmtp: (format) 
-
a=rtpmap: (payload type) AMR/8000 [Note 3]
-
a=fmtp: (format) mode-change-capability=2; max-red=(att-field) [Note 4]
-
a=rtpmap: (payload type) telephone-event/8000-
a=fmtp: (format) 
-
a=ptime:20

-
a=maxptime:240

Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Media description:

-    m=video (transport port) RTP/AVPF (fmt) or RTP/AVP (fmt) [Note 2]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media: 

-
a=tcap:1 RTP/AVPF [Note 2]
-
a=pcfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote none

-
a=des:qos mandatory local sendrecv

-
a=des:qos optional remote sendrecv

Note 1: At least one "c=" field shall be present.

Note 2: The tcap/pcfg attributes are present if RTP/AVP is present on the m line.

Note 3: The AMR channel number shall be “/1” or omitted.

Note 4: Values from 0 to 220 are allowed.


180 Ringing (Step 4)

Use the default message "180 Ringing" in annex A.2.6 with the following exceptions:

	Header/param
	Value/Remark

	Require
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS: (bandwidth-value) [Note 1]
Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1]

-
b=AS: (bandwidth-value) [Note 1]
-
b=RS: (bandwidth-value) [Note 1]
-
b=RR: (bandwidth-value) [Note 1]
Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 3]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ptime:20

-
a=maxptime:240

Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

Media description:

-
m=video (transport port) RTP/AVPF (fmt) [Note 1]
-
b=AS: (bandwidth-value) [Note 1]
-
b=RS: (bandwidth-value) [Note 1]
-
b=RR: (bandwidth-value) [Note 1]
Attributes for media: 

-
a=acfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000 [Note 1]
-
a=fmtp: (format) (format specific parameters) [Note 1]

Attributes for preconditions:

-
a=curr:qos local sendrecv

-
a=curr:qos remote sendrecv

-
a=des:qos mandatory local sendrecv

-
a=des:qos mandatory remote sendrecv

Note 1: The value for fmt, bandwidth, payload type, format and format specific parameters copied from step 2.

Note 2: Present if tcap/pcfg attributes were included in step 2.

Note 3: The AMR channel number shall be “/1” or omitted.


<End of modified section>
<Start of modified section>
C.25b
Generic test procedure for Originating MTSI Video Call over Fixed Broadband Access

Test procedure:

1)
Originating video is initiated on the UE. The call is initiated towards the URI configured to SS as px_IMS_CalleeUri Depending on the UE support this URI may be either SIP or Tel URI, possibly containing a dialstring indicating a global, home local or geo-local telephone number. SS waits the UE to send an INVITE request with first SDP offer

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 180 Ringing response
5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK.

7)
SS responds to the INVITE request with a 200 OK.

8)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	Make the UE attempt an IMS video call
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response

	4
	(
	180 Ringing
	SS sends a 180 Ringing with SDP

	5
	(
	PRACK
	UE acknowledges

	6
	(
	200 OK
	SS responds PRACK with 200 OK

	7
	(
	200 OK
	SS responds INVITE with 200 OK 

	8
	(
	ACK
	UE acknowledges


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for Originating Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value) [Note 5]
-
b=RR: (bandwidth-value) [Note 5]

Attributes for media: 

-
a=rtpmap: (payload type) AMR/8000 [Note 6]
-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 7]
-
a=rtpmap: (payload type) telephone-event/8000 

-
a=fmtp: (format)
-
a=ecn-capable-rtp: leap ect=0 [Note 2]
-
a=rtcp-fb:* nack ecn [Note 2]

-
a=rtcp-xr:ecn-sum [Note 2]

-
a=rtcp-rsize [Note 2]

-
a=ptime:20

-
a=maxptime:240

Media description:

-
m=video (transport port) RTP/AVPF (fmt) or RTP/AVP (fmt) [Note 8]
-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media: 

-
a=tcap:1 RTP/AVPF [Note 8]
-
a=pcfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 3]
-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|

1:4FEC_ORDER=FEC_SRTP" [Note 3]

Note 1: At least one "c=" field shall be present.

Note 2: Attributes for ECN Capability may be present if the UE supports Explicit Congestion Notification.

Note 3: Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4: Void.
Note 5: The RR value must be greater than 0. The RS value can be any value.

Note 6: The AMR channel number shall be “/1” or omitted.

Note 7: values from 0 to 220 are allowed.

Note 8: The tcap/pcfg attributes are present if RTP/AVP is present on the m line.


180 Ringing (Step 4)

Use the default message "180 Ringing" in annex A.2.6 with the following exceptions:

	Header/param
	Value/Remark

	Content-Type

  media-type
	application/sdp

	Message-body
	The following SDP types and values.

Session description:

-
v=0

-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37

Time description:

-
t=0 0

Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 4]

-
b=AS:37
-
b=RS: (bandwidth-value) [Note 5]
-
b=RR: (bandwidth-value) [Note 5]
Attributes for media:

-
a=rtpmap: (payload type) AMR/8000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ecn-capable-rtp: leap ect=0 [Note 2]
-
a=rtcp-fb:* nack ecn [Note 2]
-
a=rtcp-xr:ecn-sum [Note 2]

-
a=ptime:20

-
a=maxptime:240

-
a=inactive [Note 6]

Media description:

-
m=video (transport port) RTP/AVPF (fmt) or RTP/AVP (fmt) [Note 1]
-
c=IN (addrtype) (connection-address for UE)

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value)
-
b=RR: (bandwidth-value)
Attributes for media: 

-
a=tcap:1 RTP/AVPF [Note 2]
-
a=pcfg:1 t=1 [Note 2]
-
a=rtpmap: (payload type) H264/90000

-
a=fmtp: (format) profile-level-id= (att-field)
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 1]
-
a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4 [Note 3]

Note 1: The value for fmt, payload type (AMR) and format is copied from step 2.
Note 2: Attributes for ECN Capability are present if the UE supports Explicit Congestion Notification.

Note 3: Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4: transport port is the port number of the SS (see RFC 3264 clause 6).
Note 5: The bandwidth-value is copied from step 2.


<End of modified section>
<Start of modified section>
C.27
Generic test procedure for forked response of MTSI MO speech call

Test procedure:

1)
SS responds to the INVITE request with a 183 Session Progress response.

NOTE:
Steps 1 to 4 in annex C.21 are performed before this generic test procedure is initiated. This procedure may be performed in parallel with step 5 and later steps in annex C.21.

2)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.

3)
SS responds to the PRACK request with a 200 OK.

4)
SS waits for the UE to send a UPDATE request containing the final SDP offer.

5)
SS responds to the UPDATE request with a 200 OK.
6)
SS responds to the INVITE request with a 180 Ringing.
7)
SS waits for the UE to send a PRACK request.

8)
SS responds to the PRACK request with a 200 OK.
Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	183 Session Progress
	SS sends an SDP answer.

	2
	(
	PRACK
	UE acknowledges and optionally offer a second SDP if a dedicated EPS bearer is established by the network.

	3
	(
	200 OK
	SS sends a 200 OK and answers the second SDP if present.

	4
	(
	UPDATE
	Optional step: UE sends a second SDP if a dedicated EPS bearer is established by the network.

	5
	(
	200 OK
	Optional step: SS sends a 200 OK.

	6
	(
	180 Ringing
	SS sends a 180 Ringing.

	7
	(
	PRACK
	UE acknowledges.

	8
	(
	200 OK
	SS responds PRACK with 200 OK.


Specific Message Contents

183 Session Progress (Step 1)

Use the "183 Session Progress (Step 4)" in annex C.21 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	different value from common to-tag (invite)


PRACK (Step 2)

Use the "PRACK (Step 5)" in annex C.21 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1

	Message-body
	Header optional

Contents if present: The following SDP types and values shall be present.

Session description:
-
o=(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE) [Note1]

Note 1: "o=" line identical to previous SDP sent by UE in the same dialog, except that sess-version is incremented by one if the SDP is not identical to the previous SDP sent by the UE




200 OK for PRACK (Step 3)

Use the "200 OK for PRACK (Step 6)" in annex C.21 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1


UPDATE (Step 4)

Use the "UPDATE (Step 7)" in annex C.21 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1


200 OK for UPDATE (Step 5)

Use the "200 OK for UPDATE (Step 8)" in annex C.21 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1


180 Ringing (Step 6)

Use the default message "180 Ringing for INVITE" in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1


PRACK (Step 7)

Use the default message "PRACK" in annex A.2.4 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1


200 OK for PRACK (Step 8)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	same value as used in step 1


<End of modified section>
<Start of modified section>
C.30
Generic test procedure for Mobile Initiated Deregistration

The generic test procedure:

IMS deregistration is initiated on the UE. SS waits for the UE sending a REGISTER request, in accordance with 3GPP TS 24.229 [10], clause 5.1.1.6.

Expected sequence:

	Step
	Direction
	Message/Procedure
	Comment

	
	UE
	SS
	
	

	0A
	(
	SUBSCRIBE
	Optional: The UE unsubscribes from one of its subscribed to event packages

	0B
	(
	200 OK
	If the UE sent SUBSCRIBE, the SS responds to SUBSCRIBE with 200 OK

	0C
	(
	NOTIFY
	If the UE sent SUBSCRIBE, the SS sends a final NOTIFY

	0D
	(
	200 OK
	If the UE sent SUBSCRIBE, the UE responds to NOTIFY with 200 OK

	1
	(
	REGISTER
	The UE sends deregistration for IMS services

	2
	(
	200 OK
	The SS responds to REGISTER with 200 OK

	Note 1:
Steps 0A-0D may be repeated for any or all event packages subscribed to by the UE. It is the UE’s decision which unsubscriptions to perform.

Note 2:
The UE can send the 200 OK for NOTIFY after the REGISTER request.


Specific message contents

SUBSCRIBE (step 0A)

Use the default message “SUBSCRIBE for reg-event package” in annex A.1.4 or “SUBSCRIBE for conference event package” in annex A.5.1 or “SUBSCRIBE for message-summary event package” in annex A.6.1 with the following exceptions:

	Header/param
	Value/remark

	From


addr-spec

tag
	Same as in original SUBSCRIBE that set up the corresponding subscription

Same as in original SUBSCRIBE that set up the corresponding subscription

	To


addr-spec


tag
	As specified in A.1.4/A.5.1/A.6.1

Same as in 200 OK for original SUBSCRIBE that set up the corresponding subscription

	CSeq

value




method
	value of the previous SUBSCRIBE sent by the UE for this dialog incremented by one
SUBSCRIBE

	Session-ID

sess-id

	Same as in original SUBSCRIBE that set up the corresponding subscription
(if present in original SUBSCRIBE)

	Expires
	

	
delta-seconds
	0


200 OK for SUBSCRIBE (step 0B)

Use the default message “200 OK for SUBSCRIBE” in annex A.1.5, A.5.2 or A.6.3 whatever appropriate, with the following exceptions:
	Header/param
	Value/remark

	To


addr-spec


tag
	As specified in A.1.4/A5.1/A.6.1

Same as in step 0A

	Expires
	

	
delta-seconds
	0


NOTIFY (step 0C)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2, A6
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	scscf.3gpp.org
	
	

	

via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the To header of the corresponding SUBSCRIBE message
	
	

	
tag
	
	same as to-tag in step 0A
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the From header of the corresponding SUBSCRIBE message
	
	

	
tag

	
	same as from-tag in step 0A
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	1
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A3
	<sip:scscf.3gpp.org>
	
	

	
addr-spec
	A4
	sip:final@conf-factory. appended with px_IMS_HomeDomainName
	
	

	
addr-spec
	A5
	<sip:scscf.3gpp.org>
	
	

	Event
	
	
	
	RFC 6665 [140]
RFC 3680 [22]

	
event-type
	A3
	reg
	
	

	
event-type
	A4
	conference
	
	

	
event-type
	A5
	message-summary
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

	
substate-value
	
	terminated
	
	

	Content-Length
	
	
	
	

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5]

	A3
	Final NOTIFY sent for reg-event

	A4
	Final NOTIFY sent for conf-event

	A5
	Final NOTIFY sent for message-summary

	A6
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

200 OK (step 0D)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE"
REGISTER (step 1)

Use the default message “REGISTER” in annex A.1.1 with conditions A2 (IMS Security) or A3 (GIBA), as applicable, in accordance to 3GPP TS 24.229 [10] clause 5.1.1.6, and A17 "UE initiated IMS re-registration or de-registration" with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	SIP URI with IP address or FQDN and protected server port of the UE in case of IMS security (A2 of A.1.1) or

unprotected port of the UE (optional) in case of GIBA (A3 of A.1.1) and, if the UE supports GRUU, the following parameter:

+sip.instance="<urn:gsma:imei: (gsma-specifier-defined-substring)>”

or

*

	
expires
	0 (if present)

	Expires 
	(must be present if addr-spec is *)

	
delta-seconds
	0 (if present)

	Supported
	header may be missing or it may contain any value

	Authorization
	value not checked


NOTE:
In contrast to A.1.1, the Contact header does not have any further mandatory feature parameters.
200 OK (step 2)

Use the default message “200 OK for REGISTER” in annex A.1.3 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	same value as in REGISTER request if "*" is not included in the Contact header field of the REGISTER request in step 1

same value as in the Contact header field of the "200 OK" response to the initial registration if "*" is included in the Contact header field of the REGISTER request in step 1 (NOTE)

	
expires
	0

	NOTE:
According to 3GPP TS 24.229 [10] clause 5.4.1.4.1 when the S-CSCF gets a wild-carded contact address for de-registration it shall include all de-registered contact addresses in the contact header of the 200 OK response ( there is no “*” in DL.


<End of modified section>
<Start of modified section>
C.40
Generic test procedure for MTSI MO speech call for rSRVCC in alerting state

Test procedure:

1)
MO speech is initiated on the UE as a result of receiving information from the lower layers that the CS to PS SRVCC access transfer is initiated. The call is initiated towards the URI of the STI-rSR as received during registration.

2)
UE sends an INVITE request to the SS.

3)
SS responds to the INVITE request with a 100 Trying response.

4)
SS responds to the INVITE request with a 183 Session Progress response.

5)
SS waits for the UE to send a PRACK request.

6)
SS responds to the PRACK request with a 200 OK.

7)
UE waits for the SS to send an INFO request.

8)
UE responds to the INFO request with a 200 OK.
9)
SS waits for the UE to send an INFO request.
10)
SS responds to the INVITE request with a 200 OK.

11)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence:

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	UE attempt an IMS speech call a result of an initiation of the rSRVCC procedure
	

	2
	(
	INVITE
	UE sends INVITE with the first SDP offer.

	3
	(
	100 Trying
	SS sends a 100 Trying provisional response.

	4
	(
	183 Session Progress
	SS sends an 183 Session Progress

	5
	(
	PRACK
	UE acknowledges the 183 Session PRogress

	6
	(
	200 OK
	SS sends a 200 OK

	7
	(
	INFO
	SS sends INFO request for transfer of incoming early session

	8
	(
	200 OK
	UE responds INFO with 200 OK. 

	8A
	
	
	Make UE accept the speech call.

	9
	(
	INFO
	UE sends INFO request to confirm the call

	9A
	(
	200 OK
	SS responds INFO with 200 OK.

	10
	(
	200 OK
	SS responds INVITE with 200 OK.

	11
	(
	ACK
	UE acknowledges.


Specific Message Contents

INVITE (Step 2)

Use the default message “INVITE for MO Call” in annex A.2.1 with the following exceptions:

	Header/param
	Value/Remark

	Request-Line
	

	
Request-URI
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceding registration procedure

	To
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceding registration procedure

	Message-body
	The following SDP types and values.

Session description:

-
v=0
-
o=-(username) (sess-id) (sess-version) IN (addrtype) (unicast-address for UE)

-
s=(session name)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

Time description:

-
t= (start-time) (stop-time)

Media description:

-
m=audio (transport port) RTP/AVP (fmt)

-
c=IN (addrtype) (connection-address for UE) [Note 1]

-
b=AS: (bandwidth-value)

-
b=RS: (bandwidth-value) [Note 7]

-
b=RR: (bandwidth-value) [Note 7]

Attributes for media: 

-
a=rtpmap: (payload type) AMR-WB/16000 [Note 8]

-
a=fmtp: (format) mode-change-capability=2; max-red= (att-field) [Note 9]

-
a=rtpmap: (payload type) telephone-event [Note 5]

-
a=ecn-capable-rtp: leap ect=0 [Note 3]

-
a=rtcp-fb:* nack ecn [Note 3]

-
a=rtcp-xr:ecn-sum [Note 3]

-
a=rtcp-rsize [Note 3]

-
a=ptime:20
-
a=maxptime:240
Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 4]

-
a=a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:WVNfX19zZW1jdGwgKCkgewkyMjA7fQp9CnVubGVz|2^20|

1:4FEC_ORDER=FEC_SRTP" [Note 4]

Note 1:
At least one "c=" field shall be present.

Note 2:
Void.

Note 3:
Attributes for ECN Capability may be present if the UE supports Explicit Congestion Notification.

Note 4:
Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 5:
a rate may be added to the “telephone-event” separated by “/” (e.g. “telephone-event/8000”)

Note 6:
Void

Note 7:
The RR value must be greater than 0. The RS value can be any value.

Note 8:
The AMR channel number shall be “/1” or omitted.

Note 9:
values from 0 to 220 are allowed


183 Session Progress (Step 4)

Use the default message “183 Session Progress for INVITE” in annex A.2.3 with the following exceptions:

	Header/param
	Value/Remark

	Recv-Info
	

	
Info-package-type
	g.3gpp.state-and-event (cf. RFC 6086 [139] for Recv-Info header)

	Feature-Caps
	

	
feature-param
	+g.3gpp.ti= (value)

Note: The value of this parameter shall be the same as the Transaction Identifier sent by the SS in the preceding CS call setup.

	Message-body
	The following SDP types and values.

Session description:

-
v=0
-
o=- 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

-
s=-
-
c=IN (addrtype) (connection-address for SS)

-
b=AS:37
Time description:

-
t=0 0
Media description:

-
m=audio (transport port) RTP/AVP (fmt) [Note 1, 4]

-
b=AS:37
-
b=RS: (bandwidth-value) [Note 5]

-
b=RR: (bandwidth-value) [Note 5]

Attributes for media:

-
a=rtpmap: (payload type) AMR-WB/16000/1 [Note 1]

-
a=fmtp: (format) mode-change-capability=2; max-red=220 [Note 1]

-
a=ecn-capable-rtp: leap ect=0 [Note 2]

-
a=rtcp-fb:* nack ecn [Note 2]

-
a=rtcp-xr:ecn-sum [Note 2]

-
a=ptime:20
-
a=maxptime:240

-
a=inactive [Note 6]

Attributes for media security mechanism:

-
a=3ge2ae: requested [Note 1]

-
a=crypto:1 AES_CM_128_HMAC_SHA1_80inline:PS1uQCVeeCFCanVmcjkpPywjNWhcYD0mXXtxaVBR|2^20|1:4 [Note 3]

Note 1:
The value for fmt, payload type (AMR) and format is copied from step 2.

Note 2:
Attributes for ECN Capability are present if the UE supports Explicit Congestion Notification.

Note 3:
Attributes for media plane security are present if the use of end-to-access-edge security is supported by UE.

Note 4:
transport port is the port number of the SS (see RFC 3264 clause 6).

Note 5:
The bandwidth-value is copied from step 2. 

Note 6:
The attribute a=inactive shall be present if it was included in step 2.


PRACK (Step 5)

Use the default message “PRACK” in annex A.2.4

INFO (Step 7)

	Header/param
	Value/remark

	Request-Line
	

	
Method
	INFO

	
Request-URI
	UE’s contact address in SIP URI form, as provided in the Contact header within the INVITE creating the dialog

	
SIP-Version
	SIP/2.0

	Via
	order of the parameters in this header must be like in this table

	
via-parm1:
	

	

Sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	IP address and protected server port of SS

	

via-branch
	value starting with ‘z9hG4bK’ (NOTE 1)

	
via-parm2:
	

	

sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	scscf.3gpp.org

	

via-branch
	value starting with ‘z9hG4bK’ (NOTE 1)

	From
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

	
tag
	tag value corresponding to the SIP URI in the From header

	To
	

	
addr-spec
	any IMPU within the set of IMPUs on ISIM

	
tag

	tag value corresponding to the SIP URI in the To header

	Call-ID
	

	
callid
	same as value received in INVITE message

	CSeq
	

	
value
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one

	
method
	INFO

	Contact
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

	Content-Type
	

	
media-type
	application/vnd.3gpp.state-and-event-info+xml

	Max-Forwards
	

	
value
	non-zero value

	Recv-Info
	

	
Info-package-type
	g.3gpp.state-and-event (cf. RFC 6086 [139] for Recv-Info header)

	Content-Length
	

	
value
	length of message-body

	Message-body
	 <?xml version="1.0" encoding="UTF-8"?> 

     <state-and-event-info> 

     <state-info>early</state-info> 

      <direction>receiver</direction> 

</state-and-event-info>


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

INFO (Step 9)

	Header/param
	Value/remark

	Request-Line
	

	
Method
	INFO

	
Request-URI
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceeding registration procedure.

	
SIP-Version
	SIP/2.0

	Via
	order of the parameters in this header must be like in this table

	
via-parm1:
	

	

Sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	IP address and protected server port of SS

	

via-branch
	value starting with ‘z9hG4bK’

	
via-parm2:
	

	

sent-protocol
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP

	

sent-by
	scscf.3gpp.org

	

via-branch
	value starting with ‘z9hG4bK’

	From
	

	
addr-spec
	SIP URI of the UE

	
tag
	tag value corresponding to the SIP URI in the From header

	To
	

	
addr-spec
	sip:sti-sr@atcf.visited2.net

NOTE: This value was received by the UE in the preceeding registration procedure.

	
tag

	tag value corresponding to the SIP URI in the To header

	Call-ID
	

	
callid
	same as value received in INVITE message

	CSeq
	

	
value
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one

	
method
	INFO

	Contact
	

	
addr-spec
	SIP URI of UE

	Content-Type
	

	
media-type
	application/vnd.3gpp.state-and-event-info+xml

	Max-Forwards
	

	
value
	non-zero value

	Recv-Info
	

	
Info-package-type
	g.3gpp.state-and-event (cf. RFC 6086 [139] for Recv-Info header)

	Content-Length
	

	
value
	length of message-body

	Message-body
	 <?xml version="1.0" encoding="UTF-8"?> 

     <state-and-event-info> 

      <direction> initiator</direction> 

     < event>call-accepted</event> 

</state-and-event-info>


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

<End of modified section>
<Start of modified section>
Annex D (Informative):
Example values for certain IXIT parameters

This table contains syntactically correct example values for a number of headers and parameters that may be used as such by SS when sending downlink messages and checking that the uplink messages would contain the same values. These values will be defined as IXIT.

	IMS registration parameters from ISIM application


px_IMS_HomeDomainName
3gpp.org

px_IMS_PublicUserIdentity1

sip:localuser@3gpp.org

px_IMS_PrivateUserIdentity
privateuser@3gpp.org
	

	IMS registration parameters derived from IMSI when using USIM application

IMSI




12345611223344

home domain name

ims.mnc123.mcc456.3gppnetwork.org

public user identity

sip:12345611223344@ ims.mnc123.mcc456.3gppnetwork.org

private user identity

12345611223344@ ims.mnc123.mcc456.3gppnetwork.org
	TS 23.003 [32]

	

	


<End of modified section>
