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5.2
Configuration / Group Creation / Group Regroup Creation / Group Regroup Teardown
5.2.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) attached to EPS services }

ensure that {

  when { the MCPTT UE performs formation of a temporary MCPTT group and the MCPTT server activates and combines two groups }

    then { creation and combination of the two groups is successful }

            }
(2)

with { UE (MCPTT Client) having two MCPTT groups combined and activated }

ensure that {

  when { the MCPTT server requests release of one MCPTT group and creation of another groupp }

    then { release of one MCPTT group and creation of another MCPTT group is successful }

            }
5.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.481 clauses 6.3.13.2.2, 6.3.13.2.3, 6.3.13.3.3, 6.3.14.2, 6.3.14.3.1, 6.3.14.3.2, Unless otherwise stated these are Rel-13 requirements.
[TS 24.481 clause 6.3.13.2.2 and 6.3.13.2.3]
6.3.13.2.2
MCPTT server procedures

In order to subscribe to notification of changes of:

a)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs;

b)
<MKFC-GKTPs> elements of one or more MCPTT GKTP documents for MCPTT groups identified by MCPTT group IDs; or

c)
both;

an MCPTT server shall send an initial SIP SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the initial SIP SUBSCRIBE request, MCPTT server: 

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the MCPTT server shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server;

B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.7.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <MKFC-GKTPs> element of the MCPTT GKTP document;

b)
shall set the Request-URI to the configured public service identity for performing subscription proxy function of the GMS;
c)
shall include a P-Asserted-Identity header field containing the public service identity of the MCPTT server;

e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14]; and

f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request, the MCPTT server shall handle the SIP NOTIFY request according to IETF RFC 5875 [13].

In order to re-subscribe to notification of changes of a modified list of:

a)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs, 

b)
<MKFC-GKTPs> elements of one or more MCPTT GKTP documents for MCPTT groups identified by MCPTT group IDs; or

c)
both;

an MCPTT server shall send a SIP re-SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the SIP re-SUBSCRIBE request, MCPTT server:

a) shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the MCPTT server shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the MCPTT server;

B)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.7.10 where the group ID is set to the MCPTT group ID; and

C)
with the node selector identifying a <MKFC-GKTPs> element of the MCPTT GKTP document; and

b)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
6.3.13.2.3
Procedure of group management server (GMS) owning a constituent MCPTT group acting as subscriber

In order to subscribe to notification of changes of:

a)
an MCPTT group document of a temporary MCPTT group;

b)
a <GKTPs> element of an MCPTT GKTP document for the temporary MCPTT group; or

c)
both;

such that the temporary MCPTT group is identified by a MCPTT group ID and an MCPTT group owned by the GMS is a constituent MCPTT group of the temporary MCPTT group, the GMS shall send an initial SIP SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the initial SIP SUBSCRIBE request, the GMS: 

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the GMS shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI of the MCPTT provider of the GMS, if the MCPTT group ID is owned by the MCPTT provider of the GMS;

B)
with the base URI being derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID, if the MCPTT group ID is owned by an MCPTT provider other than the MCPTT provider of the GMS; and

C)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or
2)
contains a relative path reference 

A)
with the base URI being equal to the XCAP root URI of the MCPTT provider of the GMS, if the MCPTT group ID is owned by the MCPTT provider of the GMS; and

B)
with the base URI being equal to derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID, if the MCPTT group ID is owned by an MCPTT provider other than the MCPTT provider of the GMS;

C)
with the document selector identifying the MCPTT GKTP document as described in subclause 7.7.10 where the group ID is set to the MCPTT group ID; and

D)
with the node selector identifying a <GKTPs> element of the MCPTT GKTP document;
c)
shall set the Request-URI to:

1)
own public service identity for accessing documents, if the MCPTT group ID is owned by the MCPTT provider of the GMS; and

2)
the public service identity for accessing documents of other MCPTT provider derived from the group ID routing database specified in subclause 6.2.5.2 and the MCPTT group ID, if the MCPTT group ID is owned by an MCPTT provider other than the MCPTT provider of the GMS;

d)
shall include a P-Asserted-Identity header field containing the own public service identity for accessing documents;

e)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the GMS shall include the <mcptt-group-id> element set to the MCPTT ID of the constituent MCPTT group;

f)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14]; and

g)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
[TS 24.481 clause 6.3.13.3.3]

6.3.13.3.3
Procedures of GMS owning the MCPTT group 

Upon reception of an initial SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to own public service identity for accessing documents; and
c)
with a P-Asserted-Identity header field containing an identity listed in the authorized GMS list as specified in subclause 6.2.5.1;
d)
with an application/resource-lists+xml MIME body;

e)
with an application/vnd.3gpp.mcptt-info+xml MIME body; and

f)
with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [14];

the GMS:
a)
if the <mcptt-calling-user-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body:

1)
shall use the <mcptt-calling-user-id> element value as an authenticated identity when performing the authorization; and

2)
if the authenticated identity is not authorized to subscribe to notification of changes of any document or element in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
b)
if the <mcptt-group-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body:

1)
when performing the authorization, shall use URI of the P-Asserted-Identity header field as an authenticated identity and shall determine that the subscription is on behalf of the identity in the <mcptt-group-id> element;
2)
…; and
3)
…; and
c)
shall act as a notifier according to IETF RFC 5875 [13].
[TS 24.481 clause 6.3.14.2 and 6.3.14.3]
6.3.14.2
Group management client (GMC) procedures

In order to form a temporary MCPTT group, a GMC shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [21] and subclause 6.2.3. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to an XCAP URI:

1)
in users tree where the XUI is set to a group creation XUI configuration parameter; and

2)
with the document selector identifying the temporary MCPTT group to be created; and

b)
shall include an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an MCPTT group. In the group document, the GMC shall include the <on-network-temporary> element according to subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-MCPTT-group-IDs> element according to subclause 7.2. In the <constituent-MCPTT-group-IDs> element, the GMC shall include one <constituent-MCPTT-group-ID> element according to subclause 7.2 for each MCPTT group to be combined.

Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GMC shall consider the temporary MCPTT group formation as successful.
…
6.3.14.3
Group management server (GMS) procedures

6.3.14.3.1
Procedure of GMS creating a temporary MCPTT group

Upon reception of an HTTP POST request:

a)
with a Request-URI with an XCAP URI identifying a non-existing group document; and

b)
with an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3;

then the GMS:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in subclause 6.2.5;
b)
…;

c)
…; and

d)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the group document of the <group> element of the GMOP document requesting group regroup creation specified in subclause 7.3.4.3 of the received HTTP POST request:
1)
shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [21] and subclause 6.2.5. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID as specified in subclause 7.2.10.2, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined;

ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

iii)
if the MCPTT group ID of the MCPTT group to be combined is owned by the MCPTT provider of the GMS, with the XCAP root URI of the MCPTT provider of the GMS; and

iv)
if the MCPTT group ID of the MCPTT group to be combined is owned by an MCPTT provider other than the MCPTT provider of the GMS, with XCAP root URI derived using the group ID routing database as specified in subclause 6.2.5.2 and the MCPTT group ID of the MCPTT group to be combined;

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and
C)
shall include an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup check specified in subclause 7.3.4.4 with a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

i)
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

ii)
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

iii)
shall include the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request;
iv)
if an <on-network-group-priority> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> element of the <list-service> element of the group document included in the received HTTP POST request;

v)
if a <protect-media> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <protect-media> element set to content of the <protect-media> element of the <list-service> element of the group document included in the received HTTP POST request;

vi)
if a <protect-floor-control-signalling> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <protect-floor-control-signalling> element set to content of the <protect-floor-control-signalling> element of the <list-service> element of the group document included in the received HTTP POST request; and
vii)
if a <require-multicast-floor-control-signalling> element is included in the <list-service> element of the group document included in the received HTTP POST request, shall include the <require-multicast-floor-control-signalling> element.
..
6.3.14.3.2
Procedure of GMS owning an MCPTT group to be combined

Upon reception of an HTTP POST request:

a)
with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup check specified in subclause 7.3.4.4;

the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not listed in the authorized GMS list specified in subclause 6.2.5.1; or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps; and

b)
shall respond with HTTP 200 (OK) response to the HTTP POST request.
Upon reception of an HTTP POST request:

a)
with the Request-URI set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup notification specified in subclause 7.3.4.5;

the GMS:
a)
…:

b)
shall place the <on-network-regrouped> element of the GMOP document requesting group regroup notification of the HTTP POST request at the location identified by the Request-URI of the received HTTP POST request;

c)
shall respond with HTTP 200 (OK) response to the HTTP POST request; and

NOTE:
GMK, and MKFC are not included in the GMOP document requesting group regroup notification as GMK and MKFC are provided only using SIP. 

d)
shall subscribe for changes of the MCPTT GKTP document of the temporary MCPTT Group ID indicated in the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element of the GMOP document requesting group regroup notification according to subclause 6.3.13.2.3.
5.2.3
Test description

5.2.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is attached to EPS services.
Table 5.2.3.1-1: UE configuration (MO parameters)
	MO parameter
	Value

	TBD
	TBD


Preamble

-
The UE is in E-UTRA Registered, Idle Mode state.

5.2.3.2
Test procedure sequence

Table 5.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	UE (group management client) sends an HTTP POST message to GMS1 including a GMOP document requesting group regroup creation
	
	HTTP POST
	1
	P

	2
	GMS1 sends HTTP POST to GMS2 including GMOP document requesting group regroup check, GMS2 replies with HTTP 200 OK message. GMS1 sends HTTP POST message to GMS2 including GMOP document requesting group regroup notification. GMS2 replies to GMS1 with HTTP 200 OK message.
	-
	-
	-
	-

	3
	GMS1 sends HTTP 200 OK message to UE including GMOP document with group regroup creation response
	
	HTTP 200 OK
	
	

	-
	TBD
	-
	-
	2
	P


5.2.3.3
Specific message contents

TBD
<Unmodified text skipped >
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