Page 1



3GPP TSG-RAN WG5 Meeting #74 
R5-170966
Athens, Greece, 13th – 17th February 2017

	CR-Form-v11.1

	CHANGE REQUEST

	

	
	36.523-1
	CR
	3864
	rev
	
	Current version:
	13.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Update the test scope of NB-IoT testcase 22.5.10

	
	

	Source to WG:
	TDIA, CATT, Bureau Veritas

	Source to TSG:
	R5

	
	

	Work item code:
	NB_IOT-UEConTest
	
	Date:
	2016-12-30

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	Since the security for NAS has no difference between CP and UP, TPs will be also used for UE supporting UP CIOT optimization, and the generic procedure in 36.508 is determined, eitor’s notes will be unnecessary.

	
	

	Summary of change:
	Remove the editor’s notes, remove the “UE supporting CP CIOT optimization” from the TP

	
	

	Consequences if not approved:
	This test case will only apply for UE supporting CP CIOT optimization.

	
	

	Clauses affected:
	22.5.10 

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR … CR …

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


{Start of changes}
22.5.10
NB-IoT / EPS NAS integrity and encryption  / SNOW 3G




22.5.10.1
Test Purpose (TP)

 (1)

with { successful completion of EPS authentication and key agreement (AKA) procedure }

ensure that {

  when { UE in NB-S1 modereceives an integrity protected and ciphering SECURITY MODE COMMAND message instructing to start integrity protection and ciphering algorithm with SNOW 3G }

    then { UE transmits an integrity protected with SNOW 3G and ciphering SECURITY MODE COMPLETE and starts applying the NAS Integrity protection and NAS ciphering in both UL and DL }

           }

{End of changes}
