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1
Introduction

At RAN5#73, the RAN5 Test Work Item “Multimedia Telephony Services for IMS (MTSI) over WLAN” (MTSIoWLAN) was reported as being complete, and consequently it was closed at TSG RAN#74 (Dec’16). 

MCC TF160 is progressing the TTCN implementation for this feature. For a number of test cases however, the TTCN progress is blocked by the lack of clarity of the procedure / test case prose description.    
The present document aims at presenting our open issues with the prose and at asking RAN5 for guidance and/or confirmation on possible assumptions. 
2
Discussion
2.1
Supplementary Services (SS) test cases with XCAP signalling

There are 11 MTSIoWLAN test cases requiring exchange of XCAP signalling with an XCAP server. 

According to GSMA PRD IR.51[1] v4.0 clause 4.6, there are two main deployment scenarios (DSs) in the network for XCAP server: 

“For XCAP requests in Wi-Fi Access, the UE must be preconfigured or provisioned by the home operator either to use 

(DS1)
Wi-Fi access without PDN connection 
or

(DS2)
with the APN to be used for XCAP requests in Wi-Fi access.

“
The proponents of the MTSIoWLAN Test Work Item decided to only provide test coverage for scenario (DS1) above. Scenario (DS2) is currently not supported by RAN5 test specifications. 

For scenario (DS1), the following prose CRs were agreed at RAN5#73: 
R5-168143 for TS 34.229-1, with one sentence added: 


“In case of WLAN the UE is configured to use XCAP requests without any PDN connection according A.12/49 3GPP TS 34.229-2 [5].”

And R5-169154 for TS 34.229-2 with the following addition: 

	49
	The UE uses XCAP without PDN connection in WLAN
	IR.51 [84], 4.6
	o
	Rel-11
	pc_WLAN_XCAP
	In the context of the present specification, a UE supportingIR.51 [84] shall set this PICS to true.


No further prose specification detail is provided, in particular no information is available on the signalling procedure the MTSIoWLAN-capable UE shall follow to connect to the XCAP server. 
MCC TF160 is currently taking the following working assumptions on the expected UE behaviour: 

A)
The UE shall connect to the same ePDG entity as used by the UE for IMS signalling, and 

B)
The UE shall establish a separate IPSec tunnel (to the ePDG entity) than the tunnel used for IMS signalling, and 
C)
The 3GPP AAA server is used to establish the separate IPSec tunnel to be used for carrying XCAP signalling.          
Proposal1: RAN5 is respectfully asked to re-confirm that:

-
There is no industry need to cover in RAN5 test specifications the deployment scenario (DS2) of an XCAP server located in the 3GPP PLMN. 

-
The above working assumptions for scenario (DS1) are correct and shall be captured in the RAN5 test specifications (e.g. new TS 36.508 generic procedure). 
2.2
IMS Emergency Call over WLAN
There is 1 MTSIoWLAN test case G.19.1 for IMS Emergency Call over WLAN. A few issues have been identified with the current prose specification.

Issue 1: 

For the ePDG disconnection, the test case prose refers to the Main Behaviour table of another test case in TS 36.523-1. Cross test cases reference should generally be avoided, and common procedures in TS 36.508 should be defined instead. 

For emergency ePDG connection for emergency, the same TS 36.508 generic procedure used for normal ePDG connection is used. However there are some procedural differences between the normal case and the emergency case, which may require different Test Model / ASPs and different TTCN implementation. Specifying a separate TS 36.508 generic procedure would clearly separate out the two procedures. 

Proposal2: A new generic procedure is added in TS 36.508 to specify the EPC WLAN aspects of IMS emergency call establishment. And the prose of test case G.19.1 is updated accordingly. 

Issue 2:

Another observation for test case G.19.1 is that in the conformance requirement sub-clause G.19.1.2, the core requirements on the UE behaviour when the emergency session ends were added:

“When the emergency session ends, the UE:

1)
shall release the tunnel as described in 3GPP TS 24.302 [8U]; and

2)
if EPC via WLAN is the preferred IP-CAN to access IM CN subsystem or if no 3GPP access is available:

a)
shall select an ePDG for non-emergency services as described in 3GPP TS 24.302 [8U];

b)
shall follow the procedures described in subclause R.2.2.1 for establishment of an IP-CAN bearer for SIP signalling and P-CSCF discovery; and

c)
shall perform an initial registration as specified in subclause 5.1.1.2 using the IP-CAN bearer for SIP signalling.”
However those requirements are not tested by test case G.19.1. 
Proposal3: Test case G.19.1 is extended to also cover the UE requirements pertaining to emergency session end. 

Issue 3:

Recent discussion in SA/CT resulted in a change of UE requirement in TS 23.402 clause 4.5.4a.1 in Rel-14 where it is specified:

“Unless the UE is attached to an ePDG that has indicated support for the emergency services and is located in the same country where the UE is currently located, the UE terminates the exisitng ePDG connection, if any, and performs the emergency ePDG selection procedure described in clause 4.5.4a.2. Otherwise, the UE should reuse the existing ePDG connection.”
RAN5 should consider whether to cater for this alternative UE behaviour in test case G.19.1. Proposal4: The new generic procedure in TS 36.508 shall consider that the UE may initiate, on the current ePDG, an additional PDN connection establishment using a separate SWu instance (i.e. a separate IPSec tunnel) for emergency services.

3
Proposal
Proposal1: RAN5 is respectfully asked to re-confirm that:

-
There is no industry need to cover in RAN5 test specifications the deployment scenario (DS2) of an XCAP server located in the 3GPP PLMN. 

-
The above working assumptions for scenario (DS1) are correct and shall be captured in the RAN5 test specifications (e.g. new TS 36.508 generic procedure). 

Proposal2: A new generic procedure is added in TS 36.508 to specify the EPC WLAN aspects of IMS emergency call establishment. And the prose of test case G.19.1 is updated accordingly. 

Note that for proposal2, two CRs have been submitted at RAN5#74, in [7] and [8].

Proposal3: Test case G.19.1 is extended to also cover the UE requirements pertaining to emergency session end. 

Note that for proposal3, a revision of CR [8] would be sufficient.

Proposal4: The new generic procedure in TS 36.508 shall consider that the UE may initiate, on the current ePDG, an additional PDN connection establishment using a separate SWu instance (i.e. a separate IPSec tunnel) for emergency services.

Note that for proposal4, a revision of CR [7] to make steps 2 to 4 optional (based on UE implementation), would be sufficient.
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