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1.
Introduction
The purpose of this paper is to discuss how to proceed with the handling of conditions in Annex A of TS 34.229-1 [1]. The original trigger of this work was to extract conditions hidden in the “Value/remark” column and to move them where they belong – into the “Conditions” column. This exercise proved to be more difficult than originally estimated, especially because we wanted to improve clarity of the specification without introducing unwanted changes to test cases. The easier cases were agreed via R5-163199 but stubborn issues remain. We should not leave those unresolved though as they cause confusion and some of them point to weaknesses or maybe even mistakes in the specification. Also, it was discovered that prose and TTCN are not always in line regarding conditions. One more reason to scrutinize condition handling.
2.
Discussion
Issues found:

1. A.1.1 starts out with the following:

	Header/param
	Cond
	Value/remark

	Request-Line
	
	

	
Method
	
	REGISTER 

	
Request-URI
	
	SIP URI formed from home domain name as stored in EFDOMAIN (when using ISIM) or

SIP URI formed from home domain name derived from the IMSI (when no ISIM available on the UICC)

	
Request-URI
	A14, A15
	SIP URI formed from home domain name as preconfigured in the UE

	
SIP-Version
	
	SIP/2.0


There are several issues here:

· There is no entry in the Cond column next to “Request-Line” (we refer to the first line in the Cond column for a particular Header/param as the “top line” in this paper). The meaning of no entry in the top line is that the corresponding Header/param has to be present under all conditions. However, this notational convention is not well documented. All we have is the following phrase in PRD13: “The Condition column may contain condition(s) applied on the presence/value of the Information Element”. This phrase does not elaborate at all on the specific semantics we apply at condition handling in Annex A of TS 34.229-1. Therefore, we need to document our semantics somewhere. 
· When A14 and/or A15 hold, the Value/remark column specifies how the Request-URI has to look like under these conditions. However, it is unspecified under which condition the other rule for Request-URI applies – we just conclude from the context that this applies whenever neither A14 nor A15 apply. One solution would be to add “NOT A14 AND NOT A15” here in the Cond column. Another solution is to consider the entry without condition as the default, and entries carrying a condition would constitute deviations from the default. The latter is applied in e.g. TS 36.508, Table 4.6.1-8. We can follow this approach in TS 34.229-1 as well, but should document it.      
2. The top line is not only used to prescribe presence of a header but also to forbid it. This should be clarified as well as the following subtable of A.1.1 shows (apart from the superfluous vertical whitespace).

	Security-Client
	A1, A2
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
mechanism-name
	
	ipsec-3gpp

	
algorithm
	
	hmac-sha-1-96

	
protocol
	
	esp (if present)

	
mode
	
	trans (if present)

	
encrypt-algorithm
	
	des-ede3-cbc or aes-cbc or null

	
spi-c
	
	SPI number of the inbound SA at the protected client port

	
spi-s
	
	SPI number of the inbound SA at the protected server port

	
port-c
	
	protected client port

	
port-s
	
	protected server port

	Security-Client
	A14, A15
	Not Present


Especially, we have to decide if “Not Present” means that TTCN should not check for presence and/or a value of such a header/parameter or if TTCN even ensures that the header/parameter will not be present. When the latter possibility is picked, we propose to use strict wording like “must not be present” then (and also use the same wording when it is the SS sending the message). In the former possibility, the meaning then is that we do not require the UE to bring the header, and hence we can simply remove the entry. This is to be decided on a case by case basis, also checking how TTCN is implemented today.  
3. The following example from A.1.1 poses another challenge. For A14, the header might be there or not. If present, we prescribe conditions on some of its parameters. Apart from the strange phrase “Optional Not Present”, the entire line is not necessary as the top line for Authorization states that the header is mandated for A1 only. TTCN has to be coded then such that it first checks if the header is present for A14, and only if yes, it will check the corresponding requirements on the  parameters carrying A14 in the Cond column. This particular expectation on TTCN has to be documented.
	Authorization
	A1
	Digest

	
username
	A1
	private user identity as stored in EFIMPI (when using ISIM) or

private user identity derived from IMSI (when no ISIM available on the UICC)

	
username
	A14
	user identity as preconfigured in the UE

	
realm
	A1
	home domain name as stored in EFDOMAIN (when using ISIM) or

home domain name derived from the IMSI (when no ISIM available on the UICC)

	
realm
	A14
	home domain name as preconfigured in the UE

	
nonce
	A1, A14
	set to an empty value

	
digest-uri
	A1
	SIP URI formed from home domain name as stored in EFDOMAIN (when using ISIM) or formed from home domain name derived from the IMSI (when no ISIM available on the UICC)

	
digest-uri
	A14
	preconfigured in the UE

	
response
	A1, A14
	set to an empty value

	Authorization
	A14
	Optional Not Present (if present it shall be as defined above)


4. With the understanding of the previous item, we can resolve the following issue from A.1.1 as well: 
	P-Access-Network-Info
	A2, A15
	(header optional when A1, A3, A14)

	
access-net-spec
	A2
	access network technology and, if applicable, the cell ID

	
access-net-spec
	A14, A15
	access network technology for Fixed Broadband with access-type field matching “*DLS*” and a "dsl-location" parameter (value not checked)

	
access-net-spec
	A16
	access network technology, containing any of “IEEE-802.11”, “IEEE-802.11a”, “IEEE-802.11b”, “IEEE-802.11g” or “IEEE-802-11n”, and i-wlan-node-id parameter containing a MAC address according to TS 24.229 [10], 7.2A.4.2. Value of MAC address not to be checked.


It is clear now that:

· The header is mandatory when conditions A2 and/or A15 hold 

· The header is optional when A1 and/or A3 and/or A14 hold. The corresponding phrase in the “Value/remark” column can simply be deleted as TTCN does not check for optional headers. The condition expressed on the value of access-net-spec for A14 is, again, to be understood that the requirement in “Value/remark” is to be checked if the UE delivers the header under condition A14.
· For A16, presence is optional as well, and requirement is checked when UE brings the header under A16.
5. However, when there is no entry in the top line but text on optionality in the “Value/remark” column, we have another issue (taken from A.2.1)

	Accept
	
	(header optional when A5)

	
Media-range
	A4
	application/sdp,application/3gpp-ims+xml
(additional medias can be added in any order)

	
Media-range
	A13
	application/vnd.3gpp.mid-call+xml

	
Media-range
	A14
	application/vnd.3gpp.state-and-event-info+xml


Here a “NOT A5” entry in the top line could clarify that the header is mandatory whenever A5 does not apply, and that for A3, A13 and A14 special requirements apply. Note that the UE would still allowed to bring the header under A5. Forbidding it could be achieved via a “must not be present” clause. 

However, the intended meaning in this particular case seems to be that the header must be present for A4, A13 and/or A14 – and this co-incides with how TTCN is implemented today. So, we should add the three conditions to the top line rather than adding the “NOT A5”. The phrase on optionality can simply be deleted.
6. The next example (from A.1.3) is interesting: presence of a particular parameter of a specific header

	Contact
	
	

	
addr-spec
	
	same value as received in REGISTER message

	
pub-gruu
	A1
	Public GRUU as the SIP URI got from the To header of the REGISTER request, together with the gr parameter with an arbitrary value

	
temp-gruu
	A1
	Temporary GRUU with an arbitrary value in the user part and the host part matching with the domain of the To header of the REGISTER and gr parameter without any value (temp-gruu parameter missing when A3)

	
feature-param
	
	same value as received in REGISTER message

	
expires
	
	600000


First, the somewhat hidden placement of phrase “temp-gruu parameter missing when A3” might have contributed to TTCN not obeying this clause – SS sends temp GRUU in responses to emergency registrations. This is another reason to make such conditional handling clear and explicit. The solution is to add an extra row in order to forbid the parameter for A3.
7. The following example from A.1.3 became corrupted because introduction of A5 for Fixed Broadband Access did not obey to the implicit conventions RAN5 seemingly had agreed before.
	P-Associated-URI
	
	order of the parameters in this header must be like in this table 

	
addr-spec
	A2
	all the IMPUs within the set of IMPUs on ISIM (NOTE 1)

	
addr-spec
	A2
	additional associated TEL URI (NOTE2)

	
addr-spec
	A3
	emergency public user identity (NOTE 3)

	
	
	

	P-Associated-URI
	A5
	order of the parameters in this header must be like in this table 

	
addr-spec
	A2
	IMPU preconfigured in the UE

	
addr-spec
	A2
	additional associated TEL URI (NOTE2)


We have the following issues, at least:

· The first subtable is for A2 and A3. The ordering requirement is for A2 only. It does not make sense for A3 though (this bullet has nothing to do with introduction of A5).

· The second subtable seems targeted for A5. Why does it list A2 then? Note that this would pose a contradiction to the first subtable.

We solve above issues by expressing the restrictions in three subtables: one for A2, one for A3, and one for A5. The one for A5 should not elaborate on A2, but answer the new question what applies for emergency calls over fixed broadband access. A preliminary solution is to take A5 off the top line and to replace the two occurrences of A2 by A5 each.
A fine point is left: if we have several subtables for the same header, do we need to regulate presence of the header specifically in each subtable? Having no entry in the respective top lines, does this mean that the header is mandatory independent of conditions? Our working assumption is that this is so – the subtables just regulate how the header has to look like under specific conditions. 

8. The following example from A.1.3 shows a header that is needed under one condition only, but there is nothing on the top line, hence asking it to be always present without stating anything about how the header should then look like. This seems meaningless. 

	Feature-Caps
	
	

	    feature-param
	A4
	+g.3gpp.atcf="tel:+1-237-888-9999”

	    feature-param
	A4
	+g.3gpp.cs2ps-srvcc="<sip:sti-sr@atcf.visited2.net>" 


It seems appropriate to move the condition to the top line in such cases, and to not list it anymore in the following lines.
9. The next subtable (taken from A.2.1) shows another complication.
	Session-ID
	A9
	

	
sess-id
	A4
	value different to that received in REGISTER message

	
sess-id
	A5
	value of Session-ID as in any previous request in the same dialog


This is to be understood such that the header will be there when A9 holds. When A4 holds in addition, then the sess-id parameter will look like as described. Dito for A5. 
However, what do we do when A9 does not hold, but the UE brings the header anyhow? Do we then need to check the requirements for A4 resp A5? We propose that TTCN should do such checks then, because otherwise UE mistakes in populating Session-ID would never be caught when testing personnel fails to set the PICS behind A9 to true.
10. The following subtables in A.2.1 need work

	Require
	
	(header optional in A2 and not present in A6)

	
option-tag
	A1, A7
	sec-agree

	
	
	

	Proxy-Require
	
	(header optional in A2 and not present in A6)

	
option-tag
	A1, A7
	sec-agree

	
	
	

	Security-Verify
	A1, A7
	(not present in A2 or A6)

	
sec-mechanism
	
	same value as SecurityServer header sent by SS

	
	
	


How do we handle optionality for A2? Note that TTCN ignores these optionality clauses, confirming that they can be deleted from the prose. 

And then, should we test for headers not being present in A2/A6? And under which conditions will the headers be mandatory? Shouldn’t we list them? 
TTCN checks above clauses on not present for A2/A6, so we can set them to “must not be present”. However, in all other cases TTCN mandates these headers – this might be too strong, at least when looking forward to FBBA support.

Finally, we have to fill in the top lines – otherwise these three headers would be mandatory under all conditions. Our proposal is to copy “A1, A7” to the top lines.
11. We mostly see bodies of content type application/sdp. In A.2.1 we have
	Content-Type
	
	

	
media-type
	
	application/sdp or

multipart/mixed (when A8)


The exception for A8 is fine except that it is buried in the Value/remark column. This can be resolved by having an “A8” and a “NOT A8” line. 
This issue also relates to
	Message-body
	
	The message body shall contain the following elements:

a) SDP offer, contents as specified within the specific test cases referring to this common message. If condition A8 applies the SDP shall be one element within the multipart-MIME encapsulation;

b) if condition A8 applies, the multipart-mime body shall also contain a PIDF-LO element mapped to the same Content-ID which can be found from the Geolocation header

The PIDF-LO shall contain at least the following elements:

-
One or more 'geopriv' elements, each containing:

-
One 'location-info' element describing the location of the UE; and

-
One 'usage-rules' element describing the limitations of the usage of the location info.


Again mentioning of A8 is buried in the wrong column. Proposal is to get it out of there by proper re-writing.
12. The following example on smsip feature tag in A.1.1 is used to strengthen our understanding: 
	feature-param
	A6 AND NOT A7
	+g.3gpp.smsip


The wording "A6 AND NOT A7" means that for A6 the feature tag must be as listed, and that for A7 it does not need to be there. Especially, this also means, that for A7 the UE is still allowed to bring the feature tag. We do not forbid to do so. If we wanted to forbid it, we would use the “must not present” phrase. 
3.
Proposal

It is proposed that 
1. We add a clarification to the beginning of Annex A explaining that 
1.1. entries in the top line of the Condition column mean that presence of the header is mandatory when this condition applies. 

1.2. NOT conditions in the top line mean that presence is mandatory when the condition does not apply (still the UE is allowed to bring the header when condition applies)

1.3. Header/parmater is forbidden when top line carries “must not be present” clause (this can apply with or without conditions)

1.4. When no condition is listed on top line, header/parameter is mandatory under all conditions.

1.5. Conditions on lines other than top line prescribe a requirement, but no conclusions regarding presence of the entire header/parameter can be drawn from such conditions 
2. Optional presence of a header under a condition is handled by not listing the header in the top line. 
3. In cases where we want to list specific requirements on the header under a condition, it is to be clarified that the requirement will be checked by TTCN when the UE actually brings the header.

4. In cases where requirements under specific conditions apply, it is to be clarified – whenever necessary - what happens when these conditions do not apply.

5. When necessary we add extra rows or subtables for specific headers/parameters in order to describe condition specific requirements.

6. We distinguish clearly between requirements on the presence of header/parameter and on how the header/parameter has to look like.

R5-168106 [2] is submitted in order to address those issues discussed here that can and should be addressed now.
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