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[128]
3GPP TS 24.628: “Common Basic Communication procedures using IP Multimedia (IM) Core Network (CN) subsystem”.

[129]
RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[130]
RFC 6432: "Carrying Q.850 Codes in Reason Header Fields in SIP (Session Initiation Protocol) Responses"

[131]
RFC 7462: "URNs for the Alert-Info Header Field of the Session Initiation Protocol (SIP)"

[132]
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***** Next change *****
A.1.4
SUBSCRIBE for reg-event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	Public user identity used for subscription (NOTE 2)
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
via-branch
	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Public user identity used for subscription (NOTE 2
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Public user identity used for subscription (NOTE 2
	
	

	
tag
	
	must not be present
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A4
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Security-Verify
	A5
	Not Present
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Require
	A5
	Not Present
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A5 
	Not Present
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1, A5
	
	
	RFC 7315 [132]

	
access-net-spec
	A1
	access network technology and, if applicable, the cell ID
	
	

	
access-net-spec
	A5
	access network technology for Fixed Broadband and if applicable DSL Location Parameter
	
	

	Accept 
	
	(if present)
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-range
	
	application/reginfo+xml
	
	

	Event
	
	
	
	RFC 6665 [xxx]
RFC 3680 [22]

	
event-type
	
	reg
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports Session-ID (A.12/30 3GPP TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

NOTE2:
According to TS 24.229 clause 5.1.1.3 the public user identity used for subscription is:
a) when the UE has an ISIM the default public user identity or the public user identity used for initial registration
b) when the UE does not have an ISIM the default public user identity

***** Next change *****
A.1.6
NOTIFY for reg-event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	A1
	same URI as used by the UE in the corresponding REGISTER message and protected server port of UE
	
	

	
Request-URI
	A2, A5
	same URI as used by the UE in the corresponding REGISTER message and unprotected server port of UE
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2, A5
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 4)
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 4)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the To header of the previous SUBSCRIBE message (NOTE 3)
	
	

	
tag
	
	common to-tag (subscribe dialog)
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the From header of the previous SUBSCRIBE message (NOTE 3)
	
	

	
tag

	
	same value as received in From tag of SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1, A2, A5
	
	
	RFC 3261 [15]

	
value
	
	1
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:px_scscf>
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	application/reginfo+xml
	
	

	Event
	A1, A2, A5
	
	
	RFC 6665[xxx]
RFC 3680 [22]

	
event-type
	
	reg
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [xxxx]

	
substate-value
	
	active
	
	

	
expires
	
	600000
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	

	Message-body
	A3
	<?xml version=”1.0” encoding="UTF-8"?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”0” state=”full”>

<registration aor=”PublicUserIdentity1 (NOTE 2)” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”AssociatedTelUri (NOTE 2)” id=”a101” state=”active”>

    <contact id=”981” state=”active” event=”created”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”PublicUserIdentity2 (NOTE 2)” id=”a102” state=”active”>

    <contact id=”982” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”PublicUserIdentity3 (NOTE 2)” id=”a103” state=”active”>

    <contact id=”983” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

</reginfo>
	
	

	
	A4
	<?xml version=”1.0” encoding="UTF-8"?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” xmlns:gr="urn:ietf:params:xml:ns:gruuinfo" version=”0” state=”full”>

<registration aor=”PublicUserIdentity1 (NOTE 2)” id=”a100” state=”active”>

<contact id=”980” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

<uri>same value as in Contact header of REGISTER request</uri>


<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

<registration aor=”AssociatedTelUri (NOTE 2)” id=”a101” state=”active”>

<contact id=”981” state=”active” event=”created”><uri>same value as in Contact header of REGISTER request</uri>

<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

<registration aor=”PublicUserIdentity2 (NOTE 2)” id” id=”a102” state=”active”>

<contact id=”982” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

<uri>same value as in Contact header of REGISTER request</uri>
<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

<registration aor=”PublicUserIdentity3 (NOTE 2)” id” id=”a103” state=”active”>

<contact id=”983” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

<uri>same value as in Contact header of REGISTER request</uri>
<unknown-param name="+sip.instance">

"Instance ID of the UE;"

</unknown-param>

<gr:pub-gruu uri="public GRUU associated to this aor"/>

<gr:temp-gruu uri="temporary GRUU associated to this aor" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

</contact>

</registration>

</reginfo>
	
	RFC5628[62]


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5]

	A3
	NOT obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A5
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
The public user ids and the associated TEL URI are as returned to the UE in the P-Associated-URI header of the 200 (OK) response to the REGISTER request;
PublicUserId1 is the default public user id i.e. the first one contained in P-Associated-URI;
AssociatedTelUri is the same as used in P-Associated-URI
PublicUserId2 and PublicUserId3 are the remaining IMPUs of the P-Associated-URI header

NOTE 3:
This results in using the public user identity used for subscription as defined in TS 24.229 clause 5.1.1.3.

NOTE 4:
Branch parameter values sent by SS are different within a test case execution.
***** Next change *****
A.2.11
MT NOTIFY for refer package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	same URI value which the UE sent in its Contact header within the REFER request
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	
via-parm2:
	
	In addition to the via-parm entry for the SS, the following via-parm entries are included:
	
	

	
via-parm
	
	SIP/2.0/UDP scscf1.3gpp.org;branch=z9hG4bK..., SIP/2.0/UDP scscf2.3gpp.org;branch=z9hG4bK..., SIP/2.0/UDP pcscf2.3gpp.org;branch=z9hG4bK...,

SIP/2.0/UDP uas.3gpp.org:6543;branch=z9hG4bK...

(NOTE 1)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS which must be the same URI as used for the SS in the earlier requests within the dialog
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE which must be the same as used for the UE in the earlier requests within the dialog.
	
	

	
tag

	
	remote tag of the dialog ID 
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in the INVITE (and REFER) message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in INVITE (and REFER) message, if Session-ID header field exists in received INVITE (and REFER) message, otherwise, not present.
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the SS (transferee)
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of the SS (transferee)
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	message/sipfrag
	
	

	Event
	A1,A2
	
	
	RFC 6665 [xxx]
RFC 3515 [72]

	
event-type
	
	refer
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [xxx]

	
substate-value
	
	active
	
	

	
expires
	
	300
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

***** Next change *****
A.2.13
MO NOTIFY for refer package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	same URI value which the SS sent in its Contact header within the REFER request
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or 

SIP/2.0/TCP when using TCP
	
	

	

sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN and unprotected server port of UE
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address: protected server port of SS ;lr>, <sip:px_scscf;lr>
	
	

	
	A2
	<sip:SS P-CSCF address: unprotected server port of SS (optional);lr>, <sip:px_scscf;lr
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Local SIP URI of the UE which must be the same URI as used for the UE in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Remote SIP URI of the SS which must be the same as used for the SS in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred.
	
	

	
tag

	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in the INVITE (and REFER) message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in INVITE (and REFER) message, if Session-ID header field exists in received INVITE (and REFER) message, otherwise, not present.
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the dialog created by the INVITE sent by the UE when initiating the call to be transferred, but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the UE or GRUU as returned by the SS in registration
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	
addr-spec
	A3
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	message/sipfrag
	
	

	Event
	A1,A2
	
	
	RFC 6665 [xxx]
RFC 3515 [72]

	
event-type
	
	refer
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Subscription-State
	
	
	
	RFC 6665 [xxx]

	
substate-value
	
	active
	
	

	
expires
	
	non-zero value
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 TS 34.229-2 [5])

	A3
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])


***** Next change *****
A.4.3
PUBLISH

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3903 [60]

	
Method
	
	PUBLISH
	
	

	
Request-URI
	
	 any IMPU within the set of IMPUs on ISIM
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

RFC 3903 [60]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN, port (optional) and not checked 
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	must not be present
	
	

	Expires
	
	Optional
	
	RFC 3261 [15]

	
delta-seconds
	
	same as registration timer
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	Proxy-Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	PUBLISH
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	
	
	RFC 6665 [xxx]
RFC 3680 [22]

RFC 3903 [60]

	
event-type
	
	value not checked
	
	

	SIP-If-Match
	
	optional
	
	RFC 3903 [60]

	
entry-tag
	
	
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	

	Message-body
	
	optional
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))

	A3
	UE supports Session-ID (A.12/30 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

***** Next change *****
A.5.1
SUBSCRIBE for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	px_FinalConferenceUri
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	
tag
	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A4
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-range
	
	application/conference-info+xml
	
	

	Event
	
	
	
	RFC 6665 [xxx]
RFC 3680 [22]

	
event-type
	
	conference
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))

	A3
	UE supports Session-ID (A.12/30 TS 34.229-2 [5]))

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A5
	Void.


NOTE 1:
All choices for applicable conditions are described for each header.

***** Next change *****
A.5.3
NOTIFY for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 2)
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 2)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in SUBSCRIBE message, if Session-ID header field exists in SUBSCRIBE message, otherwise, not present.
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/conference-info+xml
	
	

	Event
	A1,A2
	
	
	RFC 6665 [xxx]
RFC 4575 [86]

	
event-type
	
	conference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [xxx]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
value
	
	length of message-body
	
	

	Message-body
	
	 <?xml version="1.0" encoding="UTF-8"?>

 <conference-info   xmlns="urn:ietf:params:xml:ns:conference-info">

                      entity="px_FinalConferenceUri" 

                      state="full" 

                      version="0" 

   <users>

     <user entity=" any IMPU within the set of IMPUs on ISIM">

      <endpoint entity=" Contact URI of the UE">

       <status>connected</status>

       <joining-method>dialed-in</joining-method>

       <media id="1">

        <type>audio</type>

        <label>34567</label>

        <src-id>SSRC of UE's RTP packets</src-id>

        <status>sendrecv</status>

       </media>

      </endpoint>

     </users>

   </conference-info>
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

NOTE 2:
Branch parameter values sent by SS are different within a test case execution.

***** Next change *****
A.6.1
SUBSCRIBE for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity.

UE shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:SS P-CSCF address: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity.

UE shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
tag

	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
addr-spec
	A4
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Session-ID
	A3
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	
	
	RFC 7315 [132]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
media-range
	
	application/simple-message-summary
	
	

	Event
	
	
	
	RFC 6665 [xxx]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	GIBA (A.6a/1)

	A3
	UE supports Session-ID(A.12/30 TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

***** Next change *****
A.6.2
NOTIFY for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	
via-parm3:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP when using UDP or SIP/2.0/TCP when using TCP
	
	

	

sent-by
	
	px_MessageServerDomainName
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the To header of the previous SUBSCRIBE for message-summary event package
	
	

	
tag
	
	same value as used in the To header of the 200 response to the SUBSCRIBE for message-summary event package
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the From header of the previous SUBSCRIBE for message-summary event package
	
	

	
tag

	
	same value as received in From tag of SUBSCRIBE for message-summary event package
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in SUBSCRIBE message, if Session-ID header field exists in SUBSCRIBE message, otherwise, not present
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Contact@px_MessageServerDomainName
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/simple-message-summary
	
	

	Event
	A1,A2
	
	
	RFC 6665 [xxx]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [xxx]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
value
	
	length of message-body
	
	

	Message-body
	
	Messages-Waiting: no

Message-Account: same IMPU as in From header
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	GIBA (A.6a/1)


NOTE 1:
All choices for applicable conditions are described for each header.

***** Next change *****
C.30
Generic test procedure for Mobile Initiated Deregistration

The generic test procedure:

IMS deregistration is initiated on the UE. SS waits for the UE sending a REGISTER request, in accordance with 3GPP TS 24.229 [10], clause 5.1.1.6.

Expected sequence:

	Step
	Direction
	Message/Procedure
	Comment

	
	UE
	SS
	
	

	0A
	(
	SUBSCRIBE
	Optional: The UE unsubscribes from one of its subscribed to event packages

	0B
	(
	200 OK
	Optional: The SS responds to SUBSCRIBE with 200 OK

	0C
	(
	NOTIFY
	Optional: The SS sends a final NOTIFY

	0D
	(
	200 OK
	Optional: The UE responds to NOTIFY with 200 OK

	1
	(
	REGISTER
	The UE sends deregistration for IMS services

	2
	(
	200 OK
	The SS responds to REGISTER with 200 OK

	Note 1:
Steps 0A-0D may be repeated for any or all event packages subscribed to by the UE. It is the UE’s decision which unsubscriptions to perform.

Note 2:
The UE can ignore the NOTIFY described in Step 0C and not send a 200 OK for the NOTIFY.


Specific message contents

SUBSCRIBE (step 0A)

Use the default message “SUBSCRIBE for reg-event package” in annex A.1.4 or “SUBSCRIBE for conference event package” in annex A.5.1 or “SUBSCRIBE for message-summary event package” in annex A.6.1 with the following exceptions:

	Header/param
	Value/remark

	From


addr-spec

tag
	Same as in original SUBSCRIBE that set up the corresponding subscription

Same as in original SUBSCRIBE that set up the corresponding subscription

	To


addr-spec


tag
	As specified in A.1.4/A.5.1/A.6.1

Same as in 200 OK for original SUBSCRIBE that set up the corresponding subscription

	CSeq

value




method
	value of the previous SUBSCRIBE sent by the UE for this dialog incremented by one
SUBSCRIBE

	Session-ID

sess-id

	Same as in original SUBSCRIBE that set up the corresponding subscription
(if present in original SUBSCRIBE)

	Expires
	

	
delta-seconds
	0


200 OK for SUBSCRIBE (step 0B)

Use the default message “200 OK for SUBSCRIBE” in annex A.1.5, A.5.2 or A.6.3 whatever appropriate, with the following exceptions:
	Header/param
	Value/remark

	To


addr-spec


tag
	As specified in A.1.4/A5.1/A.6.1

Same as in step 0A

	Expires
	

	
delta-seconds
	0


NOTIFY (step 0C)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2, A6
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bK’ (NOTE 1)
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the To header of the corresponding SUBSCRIBE message
	
	

	
tag
	
	same as to-tag in step 0A
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same URI as received in the From header of the corresponding SUBSCRIBE message
	
	

	
tag

	
	same as from-tag in step 0A
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	1
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A3
	<sip:px_scscf>
	
	

	
addr-spec
	A4
	px_FinalConferenceUri
	
	

	
addr-spec
	A5
	<sip:px_scscf>
	
	

	Event
	
	
	
	RFC 6665 [xxx]
RFC 3680 [22]

	
event-type
	A3
	reg
	
	

	
event-type
	A4
	conference
	
	

	
event-type
	A5
	message-summary
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 6665 [xxx]

	
substate-value
	
	terminated
	
	

	
	
	
	
	

	Content-Length
	
	
	
	

	
value
	
	0
	
	

	
	
	
	
	

	
	
	
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5]

	A3
	Final NOTIFY sent for reg-event

	A4
	Final NOTIFY sent for conf-event

	A5
	Final NOTIFY sent for message-summary

	A6
	SIP Digest without TLS for Fixed Broadband Access (SIP Digest without TLS, A.6a/5 3GPP TS 34.229-2 [5])


NOTE 1:
Branch parameter values sent by SS are different within a test case execution.

200 OK (step 0D)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE"
REGISTER (step 1)

Use the default message “REGISTER” in annex A.1.1 with condition A2 (IMS Security) or A3 (GIBA), as applicable, in accordance to 3GPP TS 24.229 [10] clause 5.1.1.6 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	SIP URI with IP address or FQDN and protected server port of the UE in case of IMS security (A2 of A.1.1) or

unprotected port of the UE (optional) in case of GIBA (A3 of A.1.1) and, if the UE supports GRUU, the following parameter:

+sip.instance="<urn:gsma:imei: (gsma-specifier-defined-substring)>”

or

*

	
expires
	0 (if present)

	Expires 
	(must be present if addr-spec is *)

	
delta-seconds
	0 (if present)

	Supported
	header may be missing or it may contain any value

	Authorization
	value not checked


NOTE:
In contrast to A.1.1, the Contact header does not have any further mandatory feature parameters.
200 OK (step 2)

Use the default message “200 OK for REGISTER” in annex A.1.3 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	same value as in REGISTER request if "*" is not included in the Contact header field of the REGISTER request in step 1

same value as in the Contact header field of the "200 OK" response to the initial registration if "*" is included in the Contact header field of the REGISTER request in step 1 (NOTE)

	
expires
	0

	NOTE:
According to 3GPP TS 24.229 [10] clause 5.4.1.4.1 when the S-CSCF gets a wild-carded contact address for de-registration it shall include all de-registered contact addresses in the contact header of the 200 OK response ( there is no “*” in DL.


