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<Beginning of changes>

4.2.4.4
Routing of IP Data

The routing of IP data is done in the DRB-Mux which gets a routing table configured. This table associates the address and protocol information of IP packets (protocol, local IP address, local port, remote IP address, remote port) with the radio bearer (RAT, cell, DRB id).

In UL a DRB is considered being in raw mode when there is no entry found in the routing table. It is considered being in IP mode when there is any entry regardless of the protocol and address information being stored (i.e. SS does not need to evaluate the IP header what would cause problems in case of loopback data).

In DL the IP packets of the IP stack are routed to the DRBs acc. to the routing information in the routing table (see annex D for details.

NOTE:
Only the IP PTC can re-configure the Routing Table;
if that needs to be triggered by a RAT specific PTC, this is done by appropriate coordination messages but the RAT specific PTCs don't have a direct access to the routing tables.

4.2.5
IMS test model handling registration signalling
An UE supporting IMS will initiate the initial REGISTRATION after it has acquired an IP address, discovered a P-CSCF, and established an IP-CAN bearer (default DRB) that can be use for SIP signalling. This will happen during the testing preamble of EUTRA test cases. The test model defined in clause 4.2.4 and Figure 4.2.4.1-1 is extended to handle IMS signalling. The extensions include:

· Introduce IPsec into the IP stack and add SigComp layer above IP stack,

· Expand the IP_PTC test component and to include IMS registration/authentication function.

The ASP on system port IP_SOCK carries both IP data and IP stack configuration/control commands, which are multiplexed. A box for data and control below port IP_SOCK is drawn in the system adaptor of figure 4.2.5.2-1 to make such multiplexing more visible.
4.2.5.1
Requirements of the IP test model extension
For the IMS purpose, the IP test model extension fulfils the following requirements.

Handle IMS Registration signalling on the LTE default DRB while the UE is attached in an eUTRA cell
Perform necessary IP network server functions, e.g. IMS registration/authentication, DNS, DHCP. These functions are simulated in TTCN-3.

The IP_PTC is made independent from the different access technologies
The extension can be applied to support DSMIPv6 test
4.2.5.2
IMS Test model
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Fig. 4.2.5.2-1 IMS test model for registration handling
4.2.5.2.1
IMS Registration/Authentication function
IMS Registration/Authentication function emulates the SIP behaviour in P_CSCF side, it communicates with the UE under test via four ports: SIP server port and SIP secure server port (after security association established), SIP client port and SIP secure client port (after security association established). It is implemented in TTCN-3 on a parallel test component IP_PTC. Running this function is controlled by coordination messages from EUTRA_PTC via port IP_CTRL. The IMS Registration/Authentication function is able to receive from the UE the IMS signalling messages via TCP, UDP or alternated TCP/UDP when performing the IMS Registration procedure. The IMS Registration/Authentication function shall be able to handling both initial registration using IMS AKA and initial registration using GIBA (Ref. TS 36.508-920[3]).
4.2.5.2.2
Necessary IP network server functions

The necessary IP network server functions such as DHCP, DNS are implemented in TTCN-3 for running in IP_PTC. The implemented codes contain only the IP server functions required for testing. The IP_PTC is made as radio access technologies - independent.

4.2.5.2.3
IPsec protocol

IPsec protocol involves security policy database (SPD) and security association database (SAD) (Ref. RFC4301). The entries in the databases are configured by security parameters within IP connection request ASPs via control port IP_SOCK. The SS shall clean the entries related to a particular connection when a close connection ASP for that connection is received. The SS shall clean all entries when abortion of a test case is detected or after the system reboots. Packets that are not match the security polices shall bypass the IPsec processing as if there is no IPsec.
4.2.5.2.3.1
Security Association, SA
During the IMS signalling handling two pairs of SAs consisting of four unidirectional SAs will be used, one pair of SAs (SA2 and SA4) is between the server port of UE and the client port of the SS, another pair of SAs (SA1 and SA3) is between the client port of UE and the server port of the SS, see figure 4.2.5.2.3.1-1.
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Figure 4.2.5.2.3.1-1 Two pairs of SAs

SA1 used for data flow from port_uc to port_ps is an inbound SA for protected server port of P-CSCF, its Security Parameter Index spi_ps is selected by P-CSCF (IMS Registration/Authentication function in IP_PTC) and presented in 401 Unauthorised; SA2 used for data flow from port_pc to port_us is an inbound SA for protected server port of UE, its Security Parameter Index spi_us is selected by UE and presented in initial REGISTER message; SA3 used for data flow from port_ps to port_uc is an inbound SA for protected client port of UE, its Security Parameter Index spi_uc is selected by UE and presented in initial REGISTER message; SA4 used for data flow from port_us to port_pc via an inbound SA for client port of P-CSCF, its Security Parameter Index spi_pc is selected by P-CSCF (IMS Registration/Authentication function in IP_PTC) and presented in 401 Unauthorised message. The pair of SA1 and SA3 is for bidirectional traffic between port_uc and port_ps. The pair of SA2 and SA4 is for bidirectional traffic between port_pc and port_us. Those four spi_xx and other security parameters are negotiated during security association set up procedure and shall be passed to IPsec protocol layer in the SS. See “SAD and SPD” and clause 7.2 of TS 33.203 [41].
These four unidirectional SA and relevant ports are shared by TCP and UDP. TCP transport will use all four SAs, UDP transport uses only two SAs, because there is no traffic from port_ps to port_uc, nor from port_us to port_pc. Figure 4.2.5.2.3.1-2 shows the usage of ports and SAs under UDP and TCP transport in a generic registration procedure. (Ref. Annex C2 of TS 34.229-1[40]).
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Figure 4.2.5.2.3.1-2: Usage of ports and SAs in UDP and TCP transport

4.2.5.2.3.2
SAD and SPD 

SAD and SPD are used by IPsec to store various security parameters (per Security Association). During IMS AKA, the UE and the IMS Registration/Authentication function in IP_PTC negotiates the negotiable parameters for security association setup, this negotiation is carried out at the SIP level in TTCN-3, and the resulting security association parameters are maintained in TTCN-3. The involved parameters are:

· spi_uc; spi_us; spi_pc; spi_ps

· encryption algorithm

· integrity algorithm

The IMS AKA will generate key IKIM, the security parameters IKESP and CKESP are derived from IKIM and CKIM in TTCN-3 (Ref. Annex I of TS 33.203[41]). ASPs are used to pass these parameters (per security association and with its selectors) from TTCN-3 to SAD and SPD of IPsec layer in the SS.

The same IKESP and CKESP will be used for the four unidirectional SAs. All of the four unidirectional SAs will use the same negotiated encryption algorithm and integrity algorithm. 

In addition to those negotiable security parameters, other security parameters are fixed in IMS environment (Ref. clause 7.1 of TS 33.203 [41]):

· Life type:


second

· SA duration:

232-1

· Mode:



transport

· IPsec protocol:
ESP, ESP integrity applied

· Key length:

192 bits for DES-EDES_CBC, 128 bits for AES-CBC and HMAC-MD5-96; 160 bits for HMAC-SHA-1-96

These parameters are hard coded with IPsec implementation in the SS, not passed from TTCN-3.

An SA have to be bound to selectors (specific parameters) of the data flows between UE and P-CSCF (IMS Registration/Authentication function in IP_PTC), the selectors are:

· source IP address
· destination IP address
· source port
· destination port 
· transport protocols that share the SA
IP addresses bound to the two pairs of SAs are:

For inbound SAs at the P-CSCF (the SS side):

The source and destination IP addresses associated with the SA are identical to those in the header of the IP packet in which the initial SIP REGISTER message was received by the P-CSCF.

For outbound SAs at the P-CSCF (the SS side):

The source IP address bound to the outbound SA equals the destination IP address bound to the inbound SA; the destination IP address bound to the outbound SA equals the source IP address bound to the inbound SA.

Ports bound to the two pairs of SAs are depictured in figure 4.2.5.2.3.1-1, port_ps and port_pc shall be different from the default SIP ports 5060 and 5061. The number of the ports port_ps and port_pc are communicated to the UE during the security association setup procedure.

The transport protocol selector shall allow UDP and TCP.
The selectors are passed to the SS IPsec layer together with the security parameters related to an SA bound to the selectors.
4.2.5.2.4
Transport and IP-CAN bearer

From protocol stack point of view, SIP is an application layer protocol located above transport layer (TCP or UDP protocol). Below transport layer we need IP/IPsec layer and IP-CAN bearer. In the testing model we depictured four kinds of IP-CAN bearers: UTRA bearers, EUTRA bearers, GERAN bearers and possible further extension of WLAN bearers. The emulations of these protocol layers are implemented in the SS and shall be compliant with the relevant core specifications (IETF and 3GPP). They are not parts of TTCN-3 codes, but the TTCN-3 codes shall be able to control their configuration and provide necessary parameters to them through ASPs. The IMS registration signalling using IMS AKA or the IMS registration signalling using GIBA will occur on the default EUTRA bearer. The transport layer shall deliver a whole SIP message (not segments of the message) to the IMS Registration/Authentication located in IP_PTC no mater what segmentation happened in the transport layer on the IP-CAN bearer. 
4.2.5.2.5
SIP Compression

SIP compression is mandatory (Ref. clause 8 of TS 24.229[42]) and Signalling compression (RFC3320, RFC3485, RFC 3486, RFC4896, RFC5049) protocol is used for SIP compression. SigComp entity in the model is used to carry out the compression/decompression functions. In receiving direction of the SS the SigComp entity will detect whether the incoming SIP message is compressed, and decompress the message if it is compressed. In the SS transmitting direction, the TTCN, via ASP, controls when the compression of outgoing SIP message is started. Stateless compression is not used in the SIP envinroment. For statefull operation of SigComp the ASP passing compartment ID to SigComp is applied. The SS shall clean all states related to a connection in SigComp when an ASP for closing the connection is received. The SS shall also clean all states in the SigComp when abortion of a test case is detected or after the system reboots. If decompression failure occurs while decompressing a message, the message shall be discarded. The SigComp entity in the SS shall automatically find if a secure port or un-secure port is being used for transmission or reception of messages. If an un-secure port is used for transmission, it shall not include state creation instructions. If the state creation command is received in a compressed message on an un-secured port, a decompression failure shall be generated.
4.2.5.2.6
SIP TTCN-3 Codec
SIP is a text-based protocol, the messages exchanged between the UE and the SS are character strings. In TTCN-3 the messages are structured to take the advantages of TTCN-3 functionalities, and to make the debugging and maintenance easier. When TTCN-3 sends a SIP message to the UE, the SIP codec (not shown in Figure 4.2.5.2-1) converts (encvalue function of codec) the structured message to the corresponding character string to be transferred to the UE. When the SS receives a SIP message from the UE the TTCN-3 codec converts (decvalue function of codec) the received character string to the structured message to be delivered to the TTCN-3.
4.2.6

Support DSMIPv6

The extension to support DSMIPv6 is depictured in dotted lines and dotted boxes in Figure 4.2.5.2-1. The functions of HA and ePDG are FFS.
<End of changes>

<Beginning of changes>
4.4.3.1
E-UTRAN-CDMA2000 HRPD Inter RAT Test Model
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Figure 4.4.3-1: Test model for InterRAT E-UTRAN-CDMA2000 HRPD testing

The model consists of a dual protocol stack, one for E-UTRAN and one for HRPD. The TTCN implementation for E‑UTRAN and HRPD functionalities will be in separate Parallel Test Components. The SS E-UTRAN part is same as the model defined in clause 4.2.2 for RRC testing.

The HRPD part emulation in SS is considered as a black box. The commands/Indications port is be used for commanding the SS to bring the UE into the desired state and monitoring the progress. The Pre-Reg port is used for routing encapsulated pre-registration messages in the EUTRAN cell to the HRPD.

The SS HRPD part consists of Physical, MAC, Security, Connection, Session, Stream, Application and Layers for PPP and IP configured in normal mode. They shall perform all of their functions normally. Encryption may be enabled and performed in security layer.

The CDMA2000 HRPD emulation in the SS supports the following layers and protocols:

-
Physical layer (Subtype 2)

-
MAC layer

-
Enhanced (Subtype 0, Subtype 1) Control Channel MAC Protocol (ECH)

-
Enhanced (Subtype 1) Forward Traffic Channel MAC Protocol (E-F-TCH)

-
Enhanced (Subtype 1) Access Channel MAC Protocol (E-ACH) 

-
Subtype 3 Reverse Traffic Channel MAC Protocol (R-TCH)

-
Security Layer

-
Default Security Protocol (Security)

-
Connection Layer

-
Default Air Link Management Protocol (ALMP)

-
Default Connected State Protocol (CSP)

-
Default Packet Consolidation Protocol (PCP)

-
Inter-RAT Signalling Adaptation Protocol (IR-SAP) (required only for optimized handover)

-
Inter-RAT Initialization State Protocol (IR-Init SP) (required only for optimized handover)

-
Inter-RAT Idle State Protocol (IR-Idle SP) (required only for optimized handover)

-
Inter-RAT Route Update Protocol (IR-RUP) (required only for optimized handover)

-
Inter-RAT Overhead Messages Protocol (IR-OMP) (required only for optimized handover)

-
Session Layer

-
Default Session Management Protocol (SMP)

-
Default Address Management Protocol (AMP)

-
Default Session Configuration Protocol (SCP)

-
Stream Layer

-
Default Stream Protocol (DSP)

-
Application Layer

-
Default Signalling Application

-
Signalling Network Protocol (SNP)

-
Signalling Link Protocol (SLP)

-
Enhanced Multi-Flow Packet Application

-
Route Selection Protocol (RSP)

-
Radio Link Protocol (RLP)

-
Location Update Protocol (LUP)

-
Flow Control Protocol (FCP)

-
Above HRPD

-
PPP: Vendor Specific Network Control Protocol (PPP:VSNCP)

-
PPP: Vendor Specific Network Protocol (PPP:VSNP)

-
PPP: Link Control Protocol (PPP:LCP);

-
PPP: Extensible Authentication protocol-Authentication and key agreement (PPP:EAP-AKA)

-
IPv4

-
IPv6

The UE is configured in normal mode. Ciphering/Integrity (PDCP and NAS) are enabled and ROHC is not configured in E-UTRAN. Encryption is enabled in HRPD.

4.4.3.2
E-UTRAN-CDMA2000 1xRTT Inter RAT test model
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Figure 4.4.3.2-1: Test model for InterRAT E-UTRAN-CDMA2000 1xRTT testing
The 1xRTT test model consists of a dual protocol stack, one for E-UTRAN and one for 1xRTT. The TTCN implementation for E‑UTRAN and 1xRTT functionalities are in separate Parallel Test Components. The SS E-UTRAN part is same as the model defined in clause 4.2.2 for RRC testing.

The 1xRTT part emulation in SS is considered as a black box. The commands/Indications port is used for commanding the SS to bring the UE into the desired state and monitoring the progress. The Pre-Reg port is used for routing encapsulated pre-registration messages in the EUTRAN cell to the 1xRTT.
The SS 1xRTT part consists of Physical, MAC, LAC, Session, Stream, Application and Layers for PPP and IP configured in normal mode. They shall perform all of their functions normally. Encryption may be enabled and performed in security layer.
The CDMA2000 1xRTT emulation in the SS supports the following layers and protocols:

· Physical layer 

· MAC layer

-
Signalling Radio Burst protocol
-
Radio Link Protocol for Data services
-
Forward and Reverse Packet Data Channel functions
-
Multiplexing and QoS Delivery
-
Link Access Control
-
Authentication and Message Integrity sublayer [optional]

· ARQ sublayer

· Addressing

· Utility

· Segmentation And Reassambly
-
Layer 3

· Super visioning and Configuration Management

· Signalling Protocol
The UE is configured in normal mode or loop back mode. Ciphering/Integrity (PDCP and NAS) are enabled and ROHC is not configured in E-UTRAN. Encryption may be enabled in 1xRTT.
<End of changes>

<Beginning of changes>
5
Upper Tester Interface

This clause describes the handling of AT commands and MMI Commands at the system interface. The internal handling of those commands in TTCN is out of scope.

In the TTCN, the Upper Tester is located at the MTC; therefore there is one interface to the system adaptor common for all RATs.

There is one primitive defined carrying either an MMI or an AT command to be sent to the system adaptor and one common confirmation primitive to be sent by the system adaptor.

	TTCN-3 ASP Definition

	Type Name
	UT_SYSTEM_REQ

	TTCN-3 Type
	Record

	
Cmd
	TTCN-3 Type
	union

	

AT
	charstring carrying the AT command as defined in TS 27.007 [32], TS 27.005 [31] and TS 27.060 [33]

	

MMI
	· Cmd (charstring)

· List of parameters:

· Name (charstring)

· Value (charstring)

	
CnfRequired
	TTCN-3 Type
	boolean

	
	true: system adaptor shall reply with confirmation received from the UE

false: SS shall swallow any confirmation generated by the UE

Note: In the TTCN, a confirmation shall only be requested in cases when there is no signalling from the UE being triggered by the MMI/AT command


	TTCN-3 ASP Definition

	Type Name
	UT_COMMON_CNF

	TTCN-3 Type
	Record

	
Result
	TTCN-3 Type
	boolean

	
	true: success

false: failure

	
ResultString
	TTCN-3 Type
	charstring

	
	response by the UE for commands which request the UE to return a result, optional


All mandatory and optional AT commands are sent as AT command strings as defined above. If an optional AT command is not implemented in the UE, the system adaptor needs to parse the AT command and map it to an appropriate MMI command (which is out of scope for this document).

The following MMI commands are defined.

Table 5-1: MMI commands

	Command
	Parameters

	
	Name
	Value

	"SWITCH_ON"
	(none)

	"SWITCH_OFF"
	(none)

	"POWER_ON"
	(none)

	"POWER_OFF"
	(none)

	"INSERT_USIM"
	(none)

	"REMOVE_USIM"
	(none)

	"CHECK_PLMN"
	"PLMN"
	<PLMN ID>

	
	
	

	
	

	
	

	PRE_CONFIGURE_FOR_EPS_ATTACH
	(none)

	 PRE_CONFIGURE_FOR_COMBINED_EPS_IMSI_ATTACH
	(none)

	"CHECK_SMS_LENGTH_CONTENTS"
	“Length”
	<Length>

	
	“Msg”
	<Msg>

	“DISABLE EPS CAPABILITY”
	(none)

	“SELECT_CSG”
	“PLMN” 
	<PLMN ID>

	
	“CSG”
	< CSG ID >


The following AT commands are applied in TTCN.

Table 5-2: AT Commands
	Command
	Reference

	ATD
	3GPP TS 27.007 

	AT+CGEQOS
	3GPP TS 27.007 

	AT+CGTFT
	3GPP TS 27.007

	AT+CGDSCONT
	3GPP TS 27.007

	AT+CGACT
	3GPP TS 27.007 

	AT+CGCMOD
	3GPP TS 27.007 

	AT+CGDCONT
	3GPP TS 27.007

	
	

	AT+CMGD
	3GPP TS 27.005

	AT+CSMS
	3GPP TS 27.005

	AT+CPMS
	3GPP TS 27.005

	AT+CMGF
	3GPP TS 27.005

	AT+CSCS
	3GPP TS 27.007

	AT+CSCA
	3GPP TS 27.005

	AT+CMGW
	3GPP TS 27.005

	AT+CMSS
	3GPP TS 27.005

	AT+CSMP
	3GPP TS 27.005

	AT+CGEQREQ
	3GPP TS 27.007

	AT+CCLK
	3GPP TS 27.007

	AT+COPS
	3GPP TS 27.007

	AT+CGATT
	3GPP TS 27.007

	AT+CEMODE
	3GPP TS 27.007


AT commands are referred to TS 27.005 [31], TS 27.007 [32] and TS 27.060 [33].
<End of changes>

<Beginning of changes>
6.1
General Requirements and Assumptions

The following common requirements affect ASP definitions:

-
The definition of ASPs shall have no impact on the common system architecture or on the performance.

-
The codec implementation is out of scope of the present document.

-
For peer-to-peer PDUs contained in an ASP encoding rules need to be considered acc. to the respective protocol:

-
ASN.1 BER and PER.

-
Tabular notation for NAS PDUs or layer 2 data PDUs.

There are no encoding rules being defined for top level ASP definitions and information exchanged between the test executable and the System Adaptor (SA) only. Instead encoding depends on implementation of the codec and the SA.

There are no encoding rules being defined for ASPs between TTCN-3 components. This is implementation dependent.

Info elements defined in the protocol specifications (e.g. RRC) shall be re-used in configuration ASPs as far as possible.

For optional fields within the configuration ASPs, the following rules will be applied:

-
For ASN.1 fields - these will follow the same rules as defined in the RRC specification [19].

-
For TTCN-3 fields - when the current configuration of an optional field is to be 'kept as it is' then the field will be set to omit.

-
For TTCN-3 fields - when the current configuration of an optional field is to be released/deleted then a separate option is provided in a union.
6.1.1
IP ASP requirements
6.1.2
Enhancement of IP ASP for handling IMS signalling
The IMS test model handling registration signalling introduces IPsec and SigComp layers into the IP test model in Figure 4.2.5.2-1. The ASP on system port IP_SOCK needs to be enhanced to provide additional configuration/control functions for IPsec and SigComp. The enhanced IP ASP should contain:
1. Function to clean all IPsec and SigComp configurations and to put the IPsec and SigComp in the initial state.
2. Function to return SigComp layer a Compartment Id instructing SigComp layer to save the state of a received message which was compressed.

3. Function to start or stop signalling compression in sending deriction (the SS to the UE) of SigComp.

4. Function to set security parameters (per security association) in IPsec layer.

5. A flag indicating whether SigComp layer shall be included in the data path when establishing a connection.

6. A flag indicating whether the received message was compressed by SigComp.

7. A parameter to point to a compartment used by SigComp to send a message.
<End of changes>

<Beginning of changes>
6.3.2
ASPs for Data Transmission and Reception

	TTCN-3 ASP Definition

	Type Name
	U_RLC_AM_REQ

	TTCN-3 Type
	union

	Port
	UTRAN_AM

	RLC_AM_DATA_REQ
	TS 34.123-3, clause 7.3.2.2.34

	RLC_AM_TestDataReq
	TS 34.123-3, clause 7.3.3.1


	TTCN-3 ASP Definition

	Type Name
	U_RLC_AM_IND

	TTCN-3 Type
	union

	Port
	UTRAN_AM

	RLC_AM_DATA_CNF
	TS 34.123-3, clause 7.3.2.2.34

	RLC_AM_DATA_IND
	TS 34.123-3, clause 7.3.2.2.34

	RLC_AM_TestDataInd
	TS 34.123-3, clause 7.3.3.1


	TTCN-3 ASP Definition
	Port
	Defined in

	UTRAN_RLC_AM_REQ
	UTRAN_AM
	TS 34.123-3, clause 7.3.2.2.34

	UTRAN_RLC_AM_IND
	UTRAN_AM
	TS 34.123-3, clause 7.3.2.2.34

	UTRAN_RLC_TR_REQ
	UTRAN_TM
	TS 34.123-3, clause 7.3.2.2.33

	UTRAN_RLC_TR_IND
	UTRAN_TM
	TS 34.123-3, clause 7.3.2.2.33

	UTRAN_RLC_UM_REQ
	UTRAN_UM
	TS 34.123-3, clause 7.3.2.2.35

	UTRAN_RLC_UM_IND
	UTRAN_UM
	TS 34.123-3, clause 7.3.2.2.35

	RRC_DataReq


	UTRAN_Dc
	TS 34.123-3, clause 7.1.2

	RRC_DataReqInd


	UTRAN_Dc
	TS 34.123-3, clause 7.1.2


The Invalid_DL_DCCH_Message type is replaced with:

	Type Name
	Invalid_DL_DCCH_Message

	TTCN-3 Type
	NULL


<End of changes>

<Beginning of changes>
6.4.2
ASPs for Data Transmission and Reception

	TTCN-3 ASP Definition

	Type Name
	G__L2_DATAMESSAGE_REQ

	TTCN-3 Type
	Union

	Port
	GERAN_L2

	G_L2_UNITDATA_REQ
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_Release_REQ
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_SYSINFO_REQ
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_Paging_REQ
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_PagingGPRS_REQ
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_DATA_REQ
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_GTTP_REQ
	TS 34.123-3, clause 7.3.4.3.1.1


The SysInfoType is replaced with:

	Type Name
	SysInfoMsg

	TTCN-3 Type
	union

	
	SYSTEMINFORMATIONTYPE1

	
	SYSTEMINFORMATIONTYPE2

	
	SYSTEMINFORMATIONTYPE3

	
	SYSTEMINFORMATIONTYPE4

	
	SYSTEMINFORMATIONTYPE5

	
	SYSTEMINFORMATIONTYPE6

	
	SYSTEMINFORMATIONTYPE13

	
	SYSTEMINFORMATIONTYPE15

	
	SYSTEMINFORMATIONTYPE2bis

	
	SYSTEMINFORMATIONTYPE2ter

	
	SYSTEMINFORMATIONTYPE2quater

	
	SYSTEMINFORMATIONTYPE5bis


	TTCN-3 ASP Definition

	Type Name
	G__L2_DATAMESSAGE_IND

	TTCN-3 Type
	Union

	Port
	GERAN_L2

	G_L2_UNITDATA_IND
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_Release_CNF
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_Release_IND
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_Estab_IND
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_GTTP_IND
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_DATA_IND
	TS 34.123-3, clause 7.3.4.3.1.1

	G_L2_ACCESS_IND
	TS 34.123-3, clause 7.3.4.3.1.1


	TTCN-3 ASP Definition

	Type Name
	G__RLC_ DATAMESSAGE_REQ

	TTCN-3 Type
	Union

	Port
	GERAN_RLC

	G__RLC_ControlMsg_REQ
	TS 34.123-3, clause 7.3.4.3.1.2


	TTCN-3 ASP Definition

	Type Name
	G__RLC_ DATAMESSAGE_IND

	TTCN-3 Type
	Union

	Port
	GERAN_RLC

	G__RLC_ControlMsg_IND
	TS 34.123-3, clause 7.3.4.3.1.2


	TTCN-3 ASP Definition

	Type Name
	G__LLC_ DATAMESSAGE_REQ

	TTCN-3 Type
	Union

	Port
	GERAN_LLC

	G_LLC_UNITDATA_REQ
	TS 34.123-3, clause 7.3.4.3.1.3

	G_LLC_XID_RES
	TS 34.123-3, clause 7.3.4.3.1.3


	TTCN-3 ASP Definition

	Type Name
	G__LLC_ DATAMESSAGE_IND

	TTCN-3 Type
	Union

	Port
	GERAN_LLC

	G_LLC_UNITDATA_IND
	TS 34.123-3, clause 7.3.4.3.1.3

	G_LLC_XID_IND
	TS 34.123-3, clause 7.3.4.3.1.3


<End of changes>

<Beginning of changes>

7.2
Uplink Grant

The Network/SS informs the UE if it is allowed to make Uplink Data transmission by transmitting 'DCI format 0' on PDCCH. The UE shall transmit (4 TTI later for FDD or variable for TDD) a Transport block of exactly the same size as specified in DCI format 0. The UE has no control of its own on TB size, and has to merely follow the network, even if that means lots of MAC padding or resource starving.

The UE has the following means to communicate if it has UL data ready for transmission and subsequently the estimate of quantity of data to be transmitted.

RACH procedure: UE in idle mode, handed over to a new cell or connected mode but PUCCH is unsynchronized (sometimes referred to as PUCCH is not configured) will trigger RACH procedure on data ready for transmission in UL.

Scheduling Request: UE in connected mode, no grant configured, PUCCH is synchronized and has data ready for transmission in UL, will transmit a scheduling request on PUCCH.

Buffer Status Reports: UE in connected mode, PUCCH synchronized, has a configured grant for current TTI, but grant is not sufficient to transmit all the data will include MAC control element BSR in the UL MAC PDU.

RACH and SR indicate on data availability and BSR provides an estimate of data available for transmission.

Hence to determine the exact need of the grant requirement of the UE a network/SS needs to act on all three of the above. This eventually complicates the SS implementation and hence the grant allocation procedure is simplified such that SS needs only to react on reception of SR.

The SS, if configured for maintaining PUCCH synchronization at UE, shall periodically transmit automatically MAC PDUs containing the MAC control element 'Timing Advance'. The period as configured by the TTCN is set to 80 % of the 'Time Alignment Timer' default value (750 ms) configured at UE.

Additionally the SS can be configured to automatically transmit a 'configured' UL grant at every reception of a Scheduling Request. This grant should be selected under the following restrictions:

-
All UE categories can handle this i.e. (TBS < 5160).

-
It is sufficiently large that most of uplink signalling messages can be transmitted. In case the grant is not sufficient to fit the whole UL data, the UE will have to wait for the expiry of RETX_BSR_TIMER and retransmit a SR. And hence the procedure is repeated.

The following 4 types of grant allocation configurations are possible. Grant allocation Types 1 to 3 are applicable, when the UE is in connected state. Grant allocation Type 4 is applicable when UE is establishing /re-establishing the RRC Connection, or during handover or in connected state but PUCCH is not synchronised.

Grant Allocation Type 1:

-
SS is configured to maintain PUCCH Synch.

-
SS is configured to send an automatically 'configured Grant' (in terms of IMCS and NPRB) to the UE on every reception of a Scheduling Request, within 10 subframes. The default configured grant is IMCS = 9 and NPRB = 25, unless explicitly specified in test cases.

-
By default this type of grant allocation is applied. The majority of Idle mode, RRC and NAS test cases, the preambles of all tests and the postambles of those tests for which UE is still PUCCH synchronised at the end of test body. A few Layer 2 tests also use this type of grant.

Grant Allocation Type 2:

-
Configure SS to maintain PUCCH Synch.

-
Configure SS to periodically transmit a grant (IMCS and NPRB). Number of grants (1 or more) and period configured by TTCN. First grant transmitted as specified in timing information.

-
This type of grant allocation is applicable to the majority of  RLC, PDCP and a few MAC test cases.

-
No additional grant is allocated on reception of any SRs.

Grant Allocation Type 3:

-
SS may or may not be configured to maintain PUCCH Synch.

-
Configure SS to transmit a one time grant (IMCS and NPRB) in the time requested by TTCN. The one time transmission  is achieved by setting Number of grants=1 and period =Only once

-
This type of grant allocation is suitable for MAC and DRB tests when UE is in UL Synchronised state

Grant Allocation Type 4 (RACH configuration):

-
In addition to the 3 types of UL grant allocations, a fourth type of grant allocation during the RACH procedure is also possible, where the SS behaves as per the RACH procedure configured and allocates the configured grant during the RACH procedure. This UL Grant type is used in the configuration for the preamble in many situations, basically in MAC test cases. This type of grant is further used when UE is establishing/re-establishing the RRC connection or during handover, or when the UE is not PUCCH synchronised;
All the UL grant allocation methods define grant allocation in terms of IMCS and NPRB to be used. The SS shall allocate RBs corresponding to PRB indices 0..(NPRB-1).

<End of changes>
<Beginning of changes>
7.2.1
Exception TC list
This clause contains the exception test case list where the explicit uplink grant types other than UL grant type 1 are specified.

Table 7.2.1-1: Exception test case list with explicit uplink grant types other than UL grant type 1

	Group
	Test Case
	Uplink Grant Type 2
	Uplink Grant Type 3

	RLC
	7.2.2.6
	X
	

	
	7.2.2.7
	X
	

	
	7.2.3.1
	
	X

	
	7.2.3.2
	X
	

	
	7.2.3.4
	
	X

	
	7.2.3.5
	
	X

	
	7.2.3.6
	X
	

	
	7.2.3.7
	X
	

	
	7.2.3.9
	X
	

	
	7.2.3.10
	X
	X

	
	7.2.3.13
	X
	X

	
	7.2.3.15
	X
	

	
	
	
	

	
	7.2.3.18
	
	X

	MAC
	7.1.4.1
	X
	

	
	7.1.4.2
	
	X

	
	7.1.4.3
	X
	

	
	7.1.4.4
	
	X

	
	
	
	

	
	7.1.4.7
	
	X

	
	7.1.4.8
	X
	X

	
	7.1.4.10
	
	X

	
	7.1.4.11
	
	X

	
	7.1.4.14
	
	X

	
	7.1.4.15
	X
	

	
	7.1.4.16
	X
	

	
	7.1.5.1
	X
	

	
	7.1.5.2
	X
	

	
	7.1.5.3
	X
	

	
	7.1.5.4
	X
	

	
	7.1.5.5
	X
	

	
	7.1.6.1
	
	X

	RRC
	8.2.1.5
	X
	

	DRB
	12.1.1
	
	X

	
	12.1.2
	
	X


<End of changes>
<Beginning of changes>
7.3.2
Radio parameters configured

The SS shall support DL QPSK, 16QAM and 64QAM modulation schemes. The configured radio parameters, including DCI format, resource allocation types, maximum allowed modulation scheme, first virtual / physical resource block to be used, maximum available resource blocks and redundancy version, are provided to the SS.

In the normal signalling test condition, DL RLC and HARQ retransmissions are rare. The redundancy version is provided to allow the occasional HARQ retransmissions. For those MAC, RLC tests contained in Table 7.3.1-1 where timing requirements are involved the DL or UL HARQ retransmissions are not tolerable.

NOTE:
If the test is expecting the reporting of UL ACK/NACK for the DL MAC PDUs, or is configuring the PHICH in a certain mode, HARQ retransmissions other than those that are already specified in the prose will have an impact on the test sequence. If test cases perform scheduling of data transmissions and/or receptions, or the testing timers in the test cases are less than 900 ms (i.e. the tolerance for 90 ms), HARQ retransmissions will make it difficult to continue testing.
Table 7.3.2-1: TC list of HARQ retranmissions not tolerable
	Test case
	Comment

	MAC

	7.1.3.1, 7.1.3.2, 7.1.3.4, 7.1.3.5, 7.1.3.6, 7.1.3.9, 7.1.6.1, 7.1.6.2
	HARQ feedback reporting enabled or DL CRC errors introduced; DL HARQ un specified (re)transmissions will result in ‘Fail’ in test body, UL HARQ retransmissions are allowed;

	7.1.4.8
	Strict relationship between grant and UL data

	7.1.4.3
	Up to 104 PDUs to be sent in DL every TTI;

	7.1.4.2, 7.1.4.11, 7.1.4.12, 7.1.4.14, 7.1.5.4
	HARQ feedback transmission specified or PHICH errors introduced

	RLC

	7.2.2.6, 7.2.2.7, 7.2.2.8, 7.2.2.10, 7.2.3.1, 7.2.3.2, 7.2.3.4, 7.2.3.5, 7.2.3.6, 7.2.3.7, 7.2.3.8, 7.2.3.9, 7.2.3.10, 7.2.3.13, 7.2.3.14, 7.2.3.15, 7.2.3.17, 7.2.3.18
	Testing timer < 900 ms


<End of changes>
<Beginning of changes>
7.3.3.4
Additional rules for UE-dedicated scheduling scheme in normal mode

The UE-dedicated DL scheduling can work in the normal mode or in the explicit mode. The two resource allocation schemes shall be reconfigurable from each other when the UE and SS are not sending and receiving data, for instance, at end of the test preamble and before the beginning of the test body.

The present clause is specified for the use of the normal mode. The explicit mode is referred to clause 7.3.3.6.

The scheme specified in the present clause is applicable for transmission of data dedicated to a UE in a DL subframe, mapped to DL‑SCH, PDCCH scrambled by C-RNTI/ SPS C-RNTI/ Temp C-RNTI when spatial multiplexing MIMO mode is not configured. The maximum modulation scheme is restricted to 64QAM. For the DCI combination 1, 20 physical resource blocks (5 to 24), and for the DCI combination 2, 17 physical resource blocks are reserved. In the case when three intra frequency cells are applied to the test in the DCI combination 1, for the purpose of interference reduction, only 9 PRBs (16 to 24) are reserved.
In TDD normal TBS selection mode, no data is transmitted in DwPTS of the special subframe. For FDD, data can be transmitted in any subframe.
The following additional rules are applied for TBS selection:

-
Multiple ASPs can also carry same explicit timing information; indicating different ASP payloads, eventually needs to be transmitted in 1 TTI.

-
The Max TBS is restricted to 10296 bits (Max supported by UE category type 1).

For 5 MHz bandwidth and the DCI combination 1 with 20 PRBs or DCI combination 2, the TBS 8248, 8760, and 9528 are blocked as they result in coding rates higher than 0.93.

For 5 MHz bandwidth and special DCI combination 1 with 9 PRBs, the TBS 2216, 5992 and 6712 are blocked as they result in coding rates higher than 0.93.

For 10 and 20 MHz bandwidths none of TBSs are blocked as no TBS combination result in coding rates higher than 0.93.

The blocked TBS are considered to be not available for selection.

-
Data pending for transmission in a given sub-frame consists of (listed in transmission priority order):

-
MAC Control Elements that the SS needs to send.

-
AMD STATUS PDU(s) that the SS needs to send.

-
Data not sent in previous subframe(s).

-
Fresh Data scheduled for transmission in this subframe for all logical channels.

-
Distinct TBSs and all (NPRB, ITBS) combinations for each distinct TBS are listed in the sheet.

-
If a TBS size can be achieved with more than one combination of IMCS (ITBS) and NPRB:
-
Select combination with lowest delta between NPRB and IMCS.

-
If still more than one combination remain, select combination with highest NPRB.

-
Not more than one RLC Data PDU shall be placed in a MAC PDU per logical channel (i.e. minimize RLC segmentation).

-
In a subframe, in case there is data pending for transmission from more than one logical channel, for each type of data pending for transmission as defined above, priority shall be given to the logical channel with the lowest logical channel priority value. In case of more than one logical channel with the same logical channel priority value, these logical channels should be served equally. Data pending for transmission from more than one logical channel will rarely happen for the signalling and protocol test.

-
Data not transmitted within a subframe is scheduled as pending for transmission in the next available subframe according to the priorities given above. Pending data for transmission will rarely happen for the signalling and protocol test.

-
TBS selected in a context by various platforms shall be within an allowed deterministic tolerance of:

-
2 bytes for potential Timing Advance Command MAC Control Element (1 byte data + 1 byte MAC sub header).

-
4 bytes each for AMD STATUS PDU (2 bytes data + 2 bytes MAC subheader).

-
Therefore in the worst case the SS may add up to (2 + 4 x NAMRB ) bytes to the data scheduled for transmission in a certain subframe, where NAMRB is the number of AM radio bearers (SRB or DRB) actively sending DL data in the test, in any subframe.

-
For DCI combination 1 RIV is calculated based on physical resource blocks corresponding to NPRB of the selected TBS and (NPRB, ITBS) combination. The physical resource blocks that can be allocated are the first NPRB resources of index range 


5..24 for 5 MHz bandwidth,


28..49 for 10 MHz bandwidth,


9..30 for 20 MHz bandwidth.
-
For DCI combination 2, RBG assignment is calculated based on physical resource blocks corresponding to NPRB of the selected TBS and (NPRB, ITBS) combination. The size of  RBG is 2 for 5 MHz, 3 for 10 MHz and 4 for 20 MHz. The available physical resource blocks for allocation are:


For 5 MHz bandwidth, RBG1(2,3), RBG2(4,5), RBG4(8,9), RBG5(10,11), RBG7(14,15), RBG8(16,17), RBG10(20,21), RBG11(22,23) and RBG12(24). If NPRB is even, the first NPRB /2 available RBGs are allocated. If NPRB is odd, then first (NPRB -1)/2 RBGs and RBG 12 are allocated.


For 10 MHz bandwidth, RBG1(3,4,5), RBG2(6,7,8), RBG3(9,10,11), RBG5(15,16,17), RBG6(18,19,20), RBG10(30,31,32), RBG11(33,34,35), RBG12(36,37,38) and RBG16(48,49). If NPRB mod 3 is 0, the first NPRB /3 RBGs are allocated. If mod 3 is 2, then first (NPRB -2)/3 available RBGs and RBG 16 are allocated.


For 20 MHz bandwidth, RBG1(4,5,6,7), RBG2(8,9,10,11), RBG3(12,13,14,15), RBG4(16,17,18,19), RBG5(20,21,22,23), RBG7(28,29,30,31), RBG8(32,33,34,35), RBG9(36,37,38,39), RBG10(40,41,42,43), RBG14(56,57,58,59), RBG15(60,61,62,63), RBG16(64,65,66,67), RBG17(68,69,70,71), RBG19(76.77.78.79) and RBG20(80,81,82,83). The first NPRB /4 RBGs are allocated.
<End of changes>
<Beginning of changes>
7.4.3.1
Timing parameters of cells

For RRC and Idle mode test, the timing parameters in table 7.4.3.1-1 is applied. The specification of Cell 1 - Cell 23 can be found in TS 36.508 [3].

Table 7.4.3.1-1: Timing parameters of simulated cells

	cell ID
	SFN offset
	FDD Tcell (Ts)
	TDD Tcell (Ts)

	Cell 1
	0
	0
	0

	Cell 2
	124
	30720
	155792

	Cell 3
	257
	150897
	0

	Cell 4
	1000
	61440
	157984

	Cell 6
	657
	524
	0

	Cell 10
	129
	43658
	0

	Cell 11
	957
	92160
	155792

	Cell 12
	1015
	181617
	155792

	Cell 13
	890
	31244
	155792

	Cell 14
	680
	300501
	0

	Cell 23
	383
	212337
	155792


Table 7.4.3.1-2 is applied to the NAS test when more than one PLMN exists in a test case. Further cell parameters can be found in table 7.4.4-1.

Table 7.4.3.1-2: Timing parameters of simulated cells for NAS TCs in different PLMNs
	cell ID
	SFN offset
	FDD Tcell (Ts)
	TDD Tcell (Ts)

	Cell A
	0
	0
	0

	Cell B
	124
	30720
	155792

	Cell C
	257
	61440
	157984

	Cell D
	1000
	92160
	155792

	Cell E
	752
	32047
	0

	Cell F
	NA
	NA
	NA

	Cell G
	957
	631
	0

	Cell H
	1015
	31351
	155792

	Cell I
	890
	127200
	0

	Cell J
	680
	1327
	0

	Cell K
	383
	157920
	155792

	Cell L
	562
	188640
	157984

	Cell M
	471
	122880
	157984


Figure 7.4.3.1-1 illustrates shifting DL transmission timing offset by Tcell = 1 subframe, between multiple NAS FDD cells on the same frequency (table 7.4.3.1-2) in the same PLMN.
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Figure 7.4.3.1-1: Timing offset between FDD cells on the same frequency
Figure 7.4.3.1-2 illustrates shifting DL transmission timing offset for three TDD cells operated on the same frequency (table 7.4.3.1-1) in the same PLMN.

Timing shift between Cell 0 and Cell 1: Tcell = 5 subframes + 2192 Ts

Timing shift between Cell 0 and Cell 2: Tcell = 5 subframes + 4384 Ts
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Figure 7.4.3.1-2: Timing offset between TDD cells on the same frequency

Table 7.4.3.1-3 is applied to the NAS test when all NAS cells in a test case belong to the same PLMN. Further cell parameters can be found in table 7.4.4-2.

Table 7.4.3.1-3: Timing parameters of simulated cells for NAS TCs in same PLMN
	cell ID
	SFN offset
	FDD Tcell (Ts)
	TDD Tcell (Ts)

	Cell A
	0
	0
	0

	Cell B
	124
	30720
	155792

	Cell C
	257
	150897
	0

	Cell D
	1000
	61440
	157984

	Cell E
	NA
	NA
	NA

	Cell F
	NA
	NA
	NA

	Cell G
	NA
	NA
	NA

	Cell H
	NA
	NA
	NA

	Cell I
	NA
	NA
	NA

	Cell J
	NA
	NA
	NA

	Cell K
	NA
	NA
	NA

	Cell L
	NA
	NA
	NA

	Cell M
	471
	31244
	155792


Shifting radio frame transmission timing can eliminate the following interference between intra frequency cells:

-
P-SS/S-SS to P-SS/S-SS, RS, PBCH, PCFICH, PDCCH and PHICH.

-
PBCH to PBCH.

-
PBCH to PCFICH, PDCCH and PHICH.

-
PDSCH to PCFICH, PDCCH, PHICH.

As TDD UL and DL are on same frequency, to avoid interference between DL and UL, the Random Access Response Timing Advance (RAR TA) is related to the Tcell:

RAR TA = [Tcell -[30720 * 5]] / 16

where 30720 * 5 is time period of a 5 sub frames in Ts

For example for cell 2, RAR TA=[155792-153600]/16=137

NOTE:
TDD default combination periodicity is 5 sub frames; sub frame 6 in cell 1 can correspond to SF 6+5 mod 10= SF 1 in cell 2.

For FDD, the Random Access Response Timing Advance is set to 0.

<End of changes>

<Beginning of changes>

7.8.1
Auxiliary timers

For practical reasons, the TTCN can include timers that are not specified as part of the expected sequence. These timers are documented below.

RLC and PDCP watchdog timer
7.8.2
RRC timers reconfiguration
Considering the allowed UE accuracy for the RRC timer T3xx being between 100ms and 2.5% of T3xx (Ref. TS.36.133[37]) , the TTCN applies the RRC net timers tolerance as MAX (10% of T3xx, (100 ms + 5 RTT)), whereby+
FDD: 10% of T3xx or 140 ms whichever is higher
TDD: 10% of T3xx or 155 ms whichever is higher
7.8.3
MAC TA timer reconfiguration
Considering that the UE applies new values for MAC timers not before restart of the timer (Ref. TS 36.321 [16] clause 5.8), when the TA timer is changed at the UE, a delay in TTCN will be added so as to allow SS to transmit Timing advance MCE (based on current periodic Timing advance configuration) and hence resulting in restart of TA timer at UE with new value.
<End of changes>
<Beginning of changes>
7.15
Connected Mode DRX

The SS shall support connected mode DRX according to TS 36.321, i.e. the SS shall not send any data to the UE while the UE is not monitoring the PDCCH.  To achieve this, the SS needs to estimate the UE’s Active Time by considering the on-duration as well as the drx-inactivity timer:

-
on-duration
The on-duration can be derived from the SS’ DRX configuration.

-
drx-inactivity timer
According to TS 36.321 clause 5.7 at the UE the drx-inactivity timer is started or restarted during the Active Time whenever PDCCH indicates a new transmission (DL or UL)

There is no activation time for the configuration of DRX at the UE and it is not acceptable just to consider the on-duration after re-configuration of the UE (for DRX_L according to TS 36.508 the DRX cycle is 1.28s); instead the drx-inactivity timer needs to be taken in account after DRX reconfiguration as well. 

The following rules shall be applied to achieve synchronisation of SS and UE:

1.
SS shall consider drx-inactivity timer as restarted at the UE whenever the UE is addressed on the PDCCH (DL data or UL grant)

2.
When there is a scheduling request sent by the UE, SS assigns a grant independent of DRX;
when sending out that grant on PDCCH SS considers drx-inactivity timer as (re-)started (as per 1. above)

3.
For all DL messages scheduled with specific timing information SS shall send the data at the given time irrespective of current DRX configuration

4.
DRX (re-)configuration:

a)
when DRX has not been configured at the UE yet
a1) TTCN will configure the SS just before the sending out the RRCConnectionReconfiguration message configuring DRX at the UE; no other send-events between the reconfiguration of the SS and sending the RRC message shall be scheduled in TTCN.
a2) TTCN will schedule sending of the RRCConnectionReconfiguration message configuring DRX with specific timing information.

b)
Reconfiguration of DRX at the UE: 
Same as a) but
b1) TTCN shall schedule sending of the RRCConnectionReconfiguration according to the old DRX configuration (i.e. the SS does not need to cache the new configuration)

c)
RRC connection release
c1) TTCN will release DRX at the SS just after the RRC connection release procedure

5.
There shall be no parallel data on any DRBs during DRX reconfiguration.

Note: Timing requirements in the DRX test cases
a) The drx-Incativity Timer shall be long compared to the duration between sending RRCConnectionReconfiguration and receiving RRCConnectionReconfigurationComplete
(> 50ms).It ensures the SS in-time sending of the RLC STATUS PDU.or
b) the drx-cycle  shall be short compared to the RLC timers applied for SRB1

Figure 7.15-1 illustrates DRX (re)configuration at the SS and the UE.
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Figure 7.15-1: DRX (Re)configuration

NOTE 1:
Between RRCConnectionReconfiguration and RRCConnectionReconfigurationComplete the UE may send a separate RLC STATUS PDU to acknowledge the RRCConnectionReconfiguration, but that does not affect the principle as long as SS applies rule 2.

NOTE 2:
During the “greyzone” SS does not know about DRX configuration at the UE; during that period according to rule 4a1 and rule 5 there is no data to be sent by SS


The TTCN (re)configures the connected mode DRX in SS for the test cases if DRX_S is applied (Ref. TS 36.508 [3]. The (re)configuration of DRX_L in SS is FFS.
For test case 7.1.6.1 and 7.1.6.2, DRX will not be activated at the SS. Periodic UL grants every 4ms will be allocated to the UE during the preamble and postamble of the test case to prevent UE from activating DRX; These grants may result in padding MAC PDU's transmitted by UE, which will be received by SS MAC and discarded.
<End of changes>
<Beginning of changes>
7.16
Handover Sequences

7.16.1
Sequence of inter-cell handover
In general, the Inter-Cell handover is done without activation time, i.e. the timing information for configuration of the SS and sending of the RRCConnectionReconfiguration is ‘Now’.
1. 1. Transfer of the PDCP Count for AM DRBs from source to target cell (optional)
2. a) Source Cell: 
Get PDCP COUNT
3. b) Target Cell: 
Set PDCP COUNT

NOTE 1: There shall be no further sending/receiving of AM DRB data before the HO has been done.
NOTE 2: This sequence is called in TTCN only if there has been any AM DRB data before HO (if there has been no data yet, COUNT is zero at both cells)

4. 2. Target Cell: 
Inform the SS about the HO and about the source cell id

3. Target Cell: 
Configure RACH procedure either dedicated or C-RNTI based

5. 4. Target Cell: 
Activate security 

6. 5. Target Cell:
configure DRX

NOTE: 
As long as the DRX configuration is not modified by the RRCConnectionReconfiguration the target cell gets the same DRX configuration as the source cell

7. 6. Source Cell:
Stop periodic TA

NOTE: 
UL grant configuration keeps configured as per default at the source cell

8. 7. Target Cell: 
Configure UL grant configuration (“OnSR”, periodic TA is not started)
9. 8. Source Cell:
Send RRCConnectionReconfiguration 

10. 9. Target Cell: 
Receive RRCConnectionReconfigurationComplete 

11. 10. Target Cell: 
Start periodic TA
12. 11. Target Cell: 
Inform the SS about completion of the HO (e.g. to trigger PDCP STATUS PDU)

13. 12. Target Cell: 
Re-configure RACH procedure as for initial access

14. 13. Source Cell:
Reset SRBs and DRBs

14. Source Cell:
Release DRX configuration

7.16.2
Sequence of intra-cell handover
For Intra-Cell handover dedicated timing information is used: the sequence starts at time T with sending of the RRCConnectionReconfiguration. T is ranged from 100 - 500 ms, with default value 300ms, in advance of the handover.

1. 1. At T:

Send RRCConnectionReconfiguration 
2. 2. At T + 5ms:
Release SRBs and DRBs
3. At T + 5ms:
Configure RACH procedure either dedicated or C-RNTI based

NOTE:
Since the RACH procedure may require a new C-RNTI to be used it cannot be configured before sending out the RRCConnectionReconfiguration.

3. 4. At T + 10ms:
(Re-)configure SRBs and DRBs

4. 5. At T + 10ms:
Reestablish security
5. 6. (after step 5)
Receive RRCConnectionReconfigurationComplete
6. 7. (after step 6)
Re-configure RACH procedure as for initial access

7.16.3
UL Grants used in RA procedure during handover
In the Random Access Procedure a grant is assigned to the UE by the Random Access Response and another grant, as initial grant, is assigned for contention resolution. 

When UL data is pending, the UE will try to put as much data into given grants as possible, i.e. it will segment the user data and send it e.g. with the initial grant if possible. To avoid this segmentation of user data, the grants assigned during handover will be set in TTCN to 

· Grant assigned by Random Access Response:

56 bits

· Initial grant:
104 bits

· NOTE 1: According to TS 36.321 [14], clause 5.1.4, 56 bits are the minimum grant which can be assigned by the Random Access Response. That is sufficient to convey C-RNTI (3 bytes) and short BSR (2 bytes) or long BSR (4 bytes) but even with short BSR the remaining 2 bytes are not sufficient to convey any segment of the RRCConnectionReconfigurationComplete (at least 4 bytes).
· NOTE 2: The RRCConnectionReconfigurationComplete (9 bits) shall completely be conveyed in the initial grant of RA procedure. This requires a minimum of 10 bytes (1 byte MAC header + 2 bytes RLC header + 5 bytes PDCP header + 2 bytes payload). Additionally an optional PHR MAC element (2 bytes) needs to be considered since the PHR has higher priority than the MAC SDU. Any further user data would require a minimum of 5 additional bytes (2 bytes MAC header + 2 bytes RLC header + 1 byte payload).
<End of changes>

<Beginning of changes>
9
IXIT Proforma

This partial IXIT proforma contained in the present document is provided for completion, when the related Abstract Test Suite is to be used against the Implementation Under Test (IUT).

Text in italics is a comment for guidance for the production of an IXIT, and is not to be included in the actual IXIT.

The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the information provided by the ICS.

9.1
E-UTRAN PIXIT

Table 9.1-1: CommonPIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_AccessPointName
	octetstring
	
	
	Access Point Name, as defined in 23.003 and used in 24.008, section 10.5.6.1

	px_AttachTypeTested
	EUTRA_ATTACH_TESTED_Type
	EPS_ATTACH_ONLY
	EPS_ATTACH_ONLY, COMBINED_ATTACH
	Attach Type to be tested, if UE supports both pc_Attach and pc_Combined_Attach

	px_eAuthRAND
	B128_Type
	oct2bit('A3DE0C6D363E30C364A4078F1BF8D577'O)
	
	Random Challenge

	px_ePrimaryBandChannelBandwidth
	Dl_Bandwidth_Type
	n25
	
	E-UTRA primary band channel bandwidth

	px_eJapanMCC_Band6
	NAS_Mcc
	'442'H
	
	Japan MCC code to be used for Band 6. The same value will be used for E-UTRA and Inter-RAT cells. Type is different to that defined in TS 34.123-3 [7].

	px_ePrimaryFrequencyBand
	FrequencyBand_Type
	1
	
	E-UTRA primary frequency band

	px_eSecondaryFrequencyBand
	FrequencyBand_Type
	2
	
	E-UTRA secondary frequency band

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	px_IPv4_Address
	charstring
	
	
	IPv4 Address

	px_IPv4_RemoteAddress
	charstring
	
	
	IPv4 Remote Address

	px_IPv6_Address
	charstring
	
	
	IPv6 Address

	px_IPv6_RemoteAddress
	charstring
	
	
	IPv6 Remote Address

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	px_SMS_ChkMsgReceived
	boolean
	true
	
	Whether the operator can check an MT Short Message received

	px_SMS_PrefMem1
	charstring
	"SM"
	
	SMS Preferred Memory 1 <mem1> of TS 27.005 cl. 3.2.2

	px_SMS_PrefMem2
	charstring
	"SM"
	
	SMS Preferred Memory 2 <mem1> of TS 27.005 cl. 3.2.2

	px_SMS_PrefMem3
	charstring
	"MT"
	
	SMS Preferred Memory 3 <mem1> of TS 27.005 cl. 3.2.2

	px_SMS_Service
	charstring
	"0"
	
	SMS Service <service> of TS 27.005 cl. 3.2.1

	px_IPv4viaNAS_TestMode
	boolean
	FALSE
	
	This parameter can be set to TRUE so as to force allocation of IPv4 only PDN connection and IP address allocation via NAS signalling in the preamble of test cases using test mode (see TS 36.508 [3] clause 4.5.2A).


Table 9.1-2: E-UTRAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_eTDDsubframeConfig
	TDD_SubframeAssignment_Type
	1
	
	TDD uplink-downlink subframe configuration

	px_eUE_Category_Type
	UE_Category_Type
	1
	
	UE Category values 1..5 as defined in 36.306 clause 4.1

	px_eSecondaryBandChannelBandwidth
	Dl_Bandwidth_Type
	n25
	
	E-UTRA secondary band channel bandwidth

	px_NAS_CipheringAlgorithm
	B3_Type
	001'B
	
	NAS Ciphering Algorithm

	px_NAS_IntegrityProtAlgorithm
	B3_Type
	001'B
	
	NAS Integrity Algorithm

	px_RRC_CipheringAlgorithm
	CipheringAlgorithm
	eea0
	
	Ciphering Algorithm

	px_RRC_IntegrityProtAlgorithm
	IntegrityProtAlgorithm
	eia1
	
	Integrity Algorithm

	px_MaxNumberROHC_ContextSessions
	MaxNumberROHC_ContextSessions_Type
	Cs16
	
	Maximum number of ROHC context sessions


9.2
MultiRAT PIXIT
Table 9.2-1: GERAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_GERAN_BandUnderTest
	GERAN_BandUnderTestType
	GSM_P900
	
	Indicates which band is under test.  


Table 9.2-2: UTRAN PIXIT

	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_UTRAN_CipheringAlgorithm
	CipheringAlgorithm_r7
	uea2
	uea0, uea1, uea2
	UTRAN Ciphering algorithm


Table 9.2-3: CDMA2000 HRPD PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_HRPD_BandClass
	BandclassCDMA2000_Type
	1
	
	Band Class;
Table 1.5-1 of C.S0057_D

Default value corresponds to 1.8 to 2.0 GHz PCS band

	px_HRPD_ChannelNum_F14
	ARFCN_ValueCDMA2000_Type
	225
	
	Channel number of frequency 14

	px_HRPD_KChannelNum_F15
	ARFCN_ValueCDMA2000_Type
	525
	
	Channel number of frequency 15

	px_HRPD_KChannelNum_F16
	ARFCN_ValueCDMA2000_Type
	825
	
	Channel number of frequency 16

	px_HRPD_SectorID_Cell15
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000001'O)
	
	Sector ID of Cell 15;

Clause 13.9 of C.S0024_B

	px_HRPD_SectorID_Cell16
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000002'O)
	
	Sector ID of Cell 16;

Clause 13.9 of C.S0024_B

	px_HRPD_SectorID_Cell17
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000003'O)
	
	Sector ID of Cell 17;

Clause 13.9 of C.S0024_B

	px_HRPD_SectorID_Cell18
	SectorID_HRPD_Type
	oct2bit('FEA00000000000000000000000000004'O)
	
	Sector ID of Cell 18;

Clause 13.9 of C.S0024_B

	px_ColorCode
	ColorCode_Type
	64
	
	Color code of the subnet to which the sectors belong;

Same for all HRPD cells

	px_OpenLoopAdjust
	OpenLoopAdjust_Type
	10
	
	The value of open loop adjust to be used by access terminals in the open loop power estimate, expressed as an unsigned value in units of 1 dB. The value  used by the access terminal is -1 times the value of this field


Table 9.2-4: CDMA2000 1xRTT PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_1XRTT_BaseId_Cell19
	B16_Type
	int2bit (39,16)
	
	Base ID of Cell 19

	px_1XRTT_BaseId_Cell20
	B16_Type
	int2bit (40,16)
	
	Base ID of Cell 20

	px_1XRTT_BaseId_Cell21
	B16_Type
	int2bit (41,16)
	
	Base ID of Cell 21

	px_1XRTT_BaseId_Cell22
	B16_Type
	int2bit (42,16)
	
	Base ID of Cell 22

	px_1XRTT_NID
	B16_Type
	int2bit (100,16)
	
	default Netword ID of 1xRTT Cells

	px_1XRTT_SID
	B15_Type
	int2bit (200,15)
	
	default System  ID of 1xRTT Cells

	px_1XRTT_TMSI_Def
	O4_Type
	'1234ABCD'O
	
	TMSI to be used  in 1XRTT

	px_1XRTT_MinProtRev
	ProtRev_Type
	0
	
	Minimum Protocol revision supported by Base Station

	px_1XRTT_UserInfo_EncMode
	EncryptionMode_Type
	2
	
	Encryptio Mode

Rijndael algorithm

	px_1XRTT_Sig_EncMode
	EncryptionMode_Type
	2
	
	Encryptio Mode

Rijndael algorithm

	px_1XRTT_BandClass
	BandclassCDMA2000_Type
	1
	
	Band Class; Table 1.5-1 of C.S0057_D. Default value corresponds to 1.8 to 2.0 GHz PCS band

	px_1XRTT_ChannelNum_F17
	ARFCN_ValueCDMA2000_Type
	225
	
	Channel number of frequency 17

	px_1XRTT_ChannelNum_F18
	ARFCN_ValueCDMA2000_Type
	525
	
	Channel number of frequency 18

	px_1XRTT_ChannelNum_F19
	ARFCN_ValueCDMA2000_Type
	825
	
	Channel number of frequency 19


<End of changes>

<Beginning of changes>
11
Guidelines on test execution

This clause provides the guidelines on test executions.

11.1
Guidelines for different operating Bands

The restriction on test case execution as listed in this clause is due to the restriction of bandwidth to accomodate the necessary number of radio frequencies for the specific operating Band as used by the test cases.
A test case using more than one radio frequency, i.e. using the radio frequencies f2 or f3 or f4 specified in TS 36.508 [3], shall avoid to be executed on operating

Band 12 with 10MHz bandwidth,

Band 13,

Band 17 with 10MHz bandwidth.

The list containing such test cases is given below:

6.1.1.1, 6.1.1.4, 6.1.1.6, 6.1.1.10,  6.1.2.5, 6.1.2.7, 6.1.2.8, 6.1.2.9, 6.1.2.11, 6.1.2.15, 6.2.1.1, 6.2.1.2, 6.2.1.3, 6.2.1.4, 6.3.6,

8.1.3.4, 8.1.3.5, 8.2.4.6, 8.3.1.3, 8.3.1.4, 8.3.1.6, 8.3.1.9, 8.3.1.10, 8.3.1.11,

9.1.2.6, 9.2.1.1.1a, 9.2.1.1.7, 9.2.1.1.9, 9.2.1.1.10, 9.2.1.1.11, 9.2.1.1.12, 9.2.1.1.13, 9.2.1.1.15, 9.2.1.1.16, 9.2.1.1.17, 9.2.1.1.18,  9.2.1.2.1, 9.2.1.2.9, 9.2.1.2.10, 9.2.1.2.11, 9.2.1.2.12, 9.2.1.2.13, 9.2.1.2.14, 9.2.3.1.1, 9.2.3.1.4, 9.2.3.1.9a, 9.2.3.1.10, 9.2.3.1.11, 9.2.3.1.12, 9.2.3.1.15, 9.2.3.1.16, 9.2.3.1.17, 9.2.3.1.18, 9.2.3.1.19, 9.2.3.1.25, 9.2.3.1.27, 9.2.3.2.1, 9.2.3.2.5, 9.2.3.2.6, 9.2.3.2.7, 9.2.3.2.8, 9.2.3.2.11, 9.2.3.2.12, 9.2.3.2.14, 9.2.3.2.15, 9.2.3.2.16.

A test case using more than two radio frequencies, i.e. using the radio frequencies f3 or f4 specified in TS 36.508 [3], shall avoid to be executed on operating 

Band 6,

Band 14, 

Band 17 with 5MHz bandwidth.,

Band 38
The list containing such test cases is given below:

6.1.1.1, 6.1.1.4, 6.1.1.6, 6.1.2.7, 6.1.2.8, 6.1.2.9, 6.1.2.15, 6.2.1.1,
8.1.3.5, 8.3.1.4,

9.1.2.6, 9.2.1.1.1a, 9.2.1.1.7, 9.2.1.1.13, 9.2.1.1.15, 9.2.1.1.16, 9.2.1.2.9, 9.2.1.2.11, 9.2.1.2.12, 9.2.3.1.4, 9.2.3.1.15, 9.2.3.1.17, 9.2.3.1.18, 9.2.3.2.11, 9.2.3.2.14.

A test case using more than three radio frequencies, i.e. using the radio frequency f4 specified in TS 36.508 [3], shall avoid to be executed on operating 

Band 12 with 5MHz bandwidth,

Band 18,

Band 19,
Band 20,
Band 21,
Band 34.

The list containing such test cases is given below:

6.1.1.1, 6.1.1.6
9.2.1.1.7, 9.2.1.2.12, 9.2.3.1.4, 9.2.3.2.14.
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